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National Security Law

BEAU D. BARNES, GEOFFREY M. GOODALE, TODD E. MCDOWELL, JONATHAN M. MEYER, JOHN MOHYI, JOSEPH D. PRESTIA, GUY C. QUINLAN, CHRISTOPHER STAGG, CHRISTOPHER VALLANDINGHAM

This Article surveys 2017 international legal developments relevant to National Security Law.

I. Tensions Between the United States and Russia

Relations between the United States and Russia — already at a low point at the end of 2016 — have continued in a downward spiral.¹ The primary source of tension was the fallout from Russian interference in the 2016 U.S. election, which sparked a series of diplomatic measures and economic sanctions implemented by both sides throughout 2017.² While President Putin continued his firm hold on the reins of power in Russia, the new Trump administration took office in the United States and quickly became embroiled in a series of controversies, including the special counsel investigation into possible collusion between the Trump campaign and Russian officials.³

¹ The committee co-editors of this Article were Dr. Joseph D. Prestia (managing), Ms. Anne R. Jacobs, Ms. Danielle Camner Lindholm, and Mr. Guy C. Quinlan. Mr. Beau D. Barnes, Attorney, Kobrec & Kim, LLP, contributed “Tensions Between the United States and Russia”; Mr. Geoffrey M. Goodale, Partner, FisherBroyles, LLP, and Mr. Jonathan M. Meyer, Attorney at Law, contributed “Cybersecurity Developments”; Dr. Joseph D. Prestia, Attorney at Law, Law Office of Joseph D. Prestia, PLLC, contributed “Surveillance”; Mr. Guy C. Quinlan, President, Lawyers Committee on Nuclear Policy, contributed “Nuclear Arms Control (Generally)”; Mr. Christopher Stagg, Member, Stagg, P.C., and Col. Todd E. McDowell, USAF, Retired, Department of Defense, contributed “International Reaction to North Korea’s Nuclear Weapon and Missile Tests”; Mr. John Mohy, Juris Doctor Candidate, Michigan State University, contributed “Drones: Air Traffic Management and Security”; CPT. Christopher A. Vallandingham, Associate University Librarian and Professor of Legal Research, University of Florida Levin College of Law, U.S. Army Judge Advocate General’s Corps, contributed “Drones: Use in International Military Operations.” The views expressed in this article are solely those of the authors in their private capacities and do not in any way represent the views of the United States or any United States government entity.


³ See Sonam Sheth, Trump May Have Gone from the Frying Pan into the Fire: Intelligence Officials Hail Robert Mueller’s Appointment as Special Prosecutor, BUS. INSIDER (May 18, 2017),
Weeks after the election, President Obama announced that the United States would retaliate for the Russian intrusion. He stated that “when any foreign government tries to impact the integrity of our election . . . we need to take action.” On December 29, 2016, the Obama administration imposed a series of diplomatic punishments and new sanctions against Russian organizations and officials. Vice President Joe Biden hinted at a covert response. (These responses will be discussed in greater detail in the note below.)

On January 6, 2017, just two weeks before the new administration took office, the U.S. Director of National Intelligence released a declassified report describing Russian cyber-intrusions into the U.S. election. The report — a shorter, public version of a highly classified report found with “high confidence” that the Russian effort “initially sought to undermine public faith in the U.S. democratic process, ‘denigrate’ Democratic presidential candidate Hillary Clinton and damage her expected presidency.”

Despite this cloud over the election, the new administration took office on January 20, 2017, with President Trump promising a “fantastic relationship” with Russia. But these hopes were short-lived. In April, after meeting with President Putin and other officials, Secretary of State Rex Tillerson reported that “[t]he current state of U.S.-Russia relations is at a low point.” While the two governments agreed on policy approaches in Syria,
counterterrorism, and North Korean denuclearization, he noted that “there’s a broad range of issues where we have differences.”

In July 2017, President Trump gave a public address in Poland in which he called on Russia to stop “destabilizing” Ukraine and Eastern Europe and “[to] join the community of responsible nations.” Presidents Trump and Putin met in person during the G-20 meeting in Germany, both appearing to want to move beyond past disagreements to forge a relationship built on the two countries’ remaining common goals in the international arena.

Later that month, however, Congress forced President Trump’s hand by passing legislation imposing new sanctions on Russia, North Korea, and Iran. Unlike in the past, these new sanctions substantially limited the president’s discretion to make modifications. After the White House announced that President Trump would sign the legislation, the Russian government retaliated, requiring the U.S. diplomatic mission in Russia to cut 755 staff positions and seizing several diplomatic properties. President Trump blamed Congress for placing U.S.-Russian relations “at an all-time & very dangerous low,” but reluctantly signed the bill into law.

The superpowers’ relationship continued to deteriorate through the end of 2017. Following a scaling back of U.S. visas for Russian travelers, the U.S. State Department, in late August, required the Russian government to close its consulate in San Francisco and two trade mission buildings. In November, the U.S. Justice Department required Russian English-language

12. Id.


15. Id.


TV channel RT to register as a “foreign agent.” In response, Russian lawmakers proposed legislation that would similarly designate foreign media outlets in Russia as “foreign agents” and require them to join a registry, issue disclaimers on articles, and submit regular financial reports.

Tensions with Russia also played out on additional fronts. In March 2017, the U.S. Justice Department indicted several Russian hackers and intelligence officials for the 2014 hacking of over 500 million Yahoo! users. Russian war games in Eastern Europe prompted additional U.S. military deployments to Poland. Finally, tensions between the two countries increased in Syria, both militarily and politically.

II. Cybersecurity Developments

Several notable cybersecurity developments occurred in the fourteen months since the 2016 presidential election. These include (a) the imposition of sanctions against certain Russian entities in response to the Russian government’s alleged cyber-related interference in the election; (b) congressional and federal investigations into the extent of this suspected interference; (c) massive international ransomware attacks perpetrated by foreign-based hackers using techniques that were developed by the National Security Agency (“NSA”); and (d) the Trump administration’s actions to combat international cyberattacks.

A. Sanctions Against Russian Entities

The Obama administration took three significant actions on December 29, 2016, in response to Russia’s alleged cyber-related interference in the 2016 presidential election. First, it issued Executive Order 13757 (“EO

13757”), which amended Executive Order 13694 by expanding the sanctionable types of significant, malicious, cyber-related activities to include those with the purpose or effect of undermining election processes or institutions.27 In accordance with EO 13757, sanctions were imposed on five Russian entities and four Russian individuals for their alleged efforts to interfere with the 2016 presidential election.28 Second, the U.S. government ordered the expulsion of thirty-five Russian diplomats from the United States and informed the Russian government that it would be denied access to two Russian government-owned compounds in Maryland and New York as of noon the following day (December 30, 2016).29 Finally, the U.S. Department of Homeland Security (“DHS”) and the Federal Bureau of Investigation (“FBI”) issued a Joint Analysis Report containing declassified information on the actions believed to have been undertaken by the Russian government to interfere with the 2016 presidential election in an effort to assist entities identify, detect, and disrupt Russia’s malicious cyber activities.30

B. CONGRESSIONAL AND FEDERAL INVESTIGATIONS

In 2017, the House Intelligence Committee, the House Oversight Committee, the Senate Intelligence Committee, and the Senate Judiciary Committee each initiated investigations to determine the extent to which Russian entities may have interfered with the 2016 presidential election.31 As of the time of this article, each of those committees had discovered considerable evidence that there had been extensive interference by numerous Russian entities in various ways, some of which may have involved assistance by entities or persons in the United States, although considerable work remains before the committees conclude their investigations.32

In addition to these congressional investigations, the Department of Justice (“DOJ”) launched its own inquiries into Russian interference in the 2016 presidential election.33 Led initially by the FBI, this investigation was

29. See Sanger, supra note 5.
turned over to a Special Counsel, Robert S. Mueller III, by Deputy Attorney General Rod Rosenstein, who also expanded its scope to include potential ties between associates of Donald J. Trump (“Trump Associates”) and Russian officials, possible financial crimes committed by Trump Associates, and possible obstruction of justice by President Trump, himself. As of the date of this writing, the Special Counsel obtained indictments against two prominent members of Trump’s campaign staff, Paul Manafort and Rick Gates, and has persuaded a Trump campaign foreign policy advisor, George Papadopoulos, to be a cooperating witness. It seems likely that the investigation will continue for some time.

C. INTERNATIONAL RANSOMWARE ATTACKS

The past year is also notable for two major international ransomware attacks. In May 2017, the WannaCry ransomware attack infected more than 230,000 computers in over 150 countries before an effective kill switch was developed to halt the outbreak and before Microsoft released patches to address the problem. The NotPetya ransomware attack in June 2017 spread throughout the United States and Europe and cost companies hundreds of millions of dollars to remedy. Both ransomware attacks were believed to have been perpetrated by foreign hackers using the Eternal Blue exploit that had been developed by the NSA and leaked by the Shadow Brokers group in April 2017.

D. TRUMP ADMINISTRATION COMBATS CYBERATTACKS

The Trump administration also took two significant actions to combat international cyberattacks. One was to indict two Russian government officials and two other Russians on charges of cyber-related crimes under the Economic Espionage Act for their alleged role in the hacking of 500 million

36. See id.
Yahoo! user accounts in 2014.40 The other was to mandate that Kaspersky antivirus software be removed from all federal computers due to the alleged ability of Russian security services to penetrate weaknesses in the software to hack computers using the software.41

III. Surveillance

The primary developments in national security law related to surveillance, those pertaining to the amendment and extension of Foreign Intelligence Surveillance Act of 1978 (“FISA”) and the Supreme Court grant of cert in Microsoft Corp. v. United States, 829 F.3d 197, 2016 (henceforth “Microsoft Ireland”), remain to be determined as of the date of this writing. Although some of the chief issues are discussed below, the practitioner is urged to ascertain the state of the law at the time he or she is consulting this article.

A. FOREIGN INTELLIGENCE SURVEILLANCE ACT (“FISA”)

The provisions FISA amended in 2008 by the Foreign Intelligence Surveillance Act of 1978 Amendments Act of 2008 (“FISA Amendments”), including § 702 collection, were due to sunset at the end of 2017.42 The result was a flurry of congressional activity in the final quarter of the year aimed at either extending or amending the FISA Amendments.43

Much of the debate surrounding FISA’s evolution has focused on re-evaluating the current balance between national security concerns and Americans’ liberty interests. Civil liberties groups and members of Congress have expressed concern about two practices.44 The first is “about
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collection, i.e., searching for a term within the body of a communication not just an identifier in the “to” or “from” field. The second is “backdoor” collection, where information about a U.S. citizen located in the United States is collected as part of surveilling a person located outside of the country.

The USA Liberty Act (H.R. 3989) would reauthorize FISA Title VII until September 30, 2023, and prohibit “about” collection, i.e., searching for a term within the body of a communication not just in the “to” or “from” line. It does not, however, close the “backdoor loophole.” The USA RIGHTS Act (H.R. 4124 / S. 1997) prohibits both “about” and “backdoor” collection. At the time of this writing (November 8, 2017), only the USA Liberty Act has passed the committee by a vote of twenty-seven to eight. The USA RIGHTS Act has been referred to the committee, but no hearing has yet been scheduled.

B. STORED COMMUNICATIONS ACT (“SCA”) AND MICROSOFT IRELAND

The Supreme Court granted certiorari to hear the government’s appeal from the Second Circuit in the Microsoft Ireland case. The chief issue is what constitutes the jurisdictional hook for purposes of the Stored Communications Act (“SCA”) § 2703: the location of the server on which the information is stored, the place where the company that exercises control over the infrastructure is registered, the jurisdiction in which the alleged illegality occurred, or some other factor. This case has far-reaching implications for criminal and national security investigations conducted under the authority of the SCA.

On December 4, 2013, the U.S. government obtained a search warrant issued under § 2703 of the SCA for electronic communications and records

45. See All “About” About Collection, supra note 44.
stored in or associated with an individual user’s Microsoft account. Microsoft determined that some of the requested information was stored in a data center located in Ireland. Although it disclosed responsive information stored on servers located in the United States, it did not disclose information stored in Ireland. Noting that the server was located outside of the United States, and asserting that the SCA did not apply extraterritorially, Microsoft filed a motion to quash in the Southern District of New York. The motion was denied and Microsoft appealed to the Second Circuit in the summer of 2015.

Citing Morrison v. National Australia Bank, 561 U.S. 247 (2010), and RJR Nabisco, Inc. v. European Community, 136 S. Ct. 2090 (2016), the Second Circuit held that the SCA was not meant to be applied extraterritorially. In finding for Microsoft, the court highlighted as dispositive the fact that the e-mail account in question was stored on servers “exclusively in Ireland.” For its part, the government asserts no extraterritorial application of the SCA is required: Microsoft is a U.S. company that has control over the data. Moreover, the government maintains, the “conduct relevant to [the SCA’s] focus” occurred in the United States making it a domestic concern.

IV. Nuclear Arms Control (Generally)

In 2017, a United Nations Conference, previously established by the General Assembly, adopted by a vote of 122-1-1 a treaty prohibiting the acquisition, possession, transfer, use or threatened use of nuclear weapons. The treaty opened for signature on September 20, 2017, and will enter into force ninety days after fifty states deposit instruments of ratification. All nine of the states possessing nuclear weapons boycotted the proceedings.

54. See id. at 204.
55. See id.
56. Id. 200-01.
57. See id. at 205.
58. Microsoft Corp. v. United States, 829 F.3d at 210, 222.
59. Id.
60. See Petition for Writ of Certiorari, Microsoft Corp., 829 F.3d.197 (No. 14-2985), at 18.
61. Id. at 16.
64. Treaty on the Prohibition of Nuclear Weapons, supra note 63, art. 13.
65. See id. art. 15 § 1.
The United States, United Kingdom, and France issued a joint statement that “[w]e do not intend to sign, ratify or ever become a party to it.”67

All nuclear weapon states continued to modernize their arsenals during the year.68 In October 2017, the Congressional Budget Office estimated that the thirty year U.S. modernization program would cost $1.2 trillion in 2017 dollars. A report by the United Nations Institute for Disarmament Research (“UNIDIR”) found that advances in technology, which have made nuclear delivery systems more rapid and harder to detect,69 have shortened warming and decision times and, thereby, increased risks of miscalculation and unintended escalation.70 The UNIDIR report also concluded that investments in arsenal modernization “have enhanced rather than decreased the likelihood of an intentional or inadvertent detonation event.”71 The nuclear arms race between India and Pakistan continued with both sides updating and adding to weapons systems.72

The New START Treaty,73 which requires the United States and Russia to reduce strategic nuclear arsenals to 1,550 deployed warheads and 700 delivery vehicles by February 2018, will expire, but can be renewed for up to five years.74 The Russian Foreign Ministry has suggested talks for renewal, but no such talks have yet taken place, and no new U.S.-Russian talks on nuclear arms reductions are currently scheduled.75 At the State Department, the positions of Under Secretary for Arms Control and International Security and Assistant Secretary for International Security and  


71. See id. at 57.

72. Id. at 9.


75. See id. art. III, ¶(b),(b), art. XIV, ¶ 2.
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Nonproliferation had not been filled as of October. The State Department’s annual report certified Russia to be in compliance with the terms of the treaty.77

In 2017, the United States and Russia continued to exchange accusations of violations of the Intermediate Nuclear Forces (“INF”) Treaty.78 That treaty prohibits the development, testing, and possession of ground-launched cruise missiles (“GLCMs”) with a range capability of 500 km to 5,500 km, or launchers for such missiles.79 The United States believes Russia has deployed a prohibited-range GLCM and denies Russian allegations that the treaty is violated by some aspects of U.S. missile defense programs.80 Neither side indicated an intention to withdraw from the treaty, and the U.S. Secretary of Defense stated that “our effort is to bring Russia back into compliance.”81

Declaring that Iran had violated “the spirit” of the Joint Coordinated Plan of Action (“JCPOA”), President Trump declined to re-certify Iranian compliance.82 Rather than withdrawing from the agreement, he left it to Congress to decide whether to re-impose sanctions.83 The Director of the IAEA certified that “the nuclear-related commitments undertaken by Iran under the JCPOA are being implemented,” and that “[a]t present Iran is subject to the world’s most robust nuclear verification regime.”84 Secretary of State Tillerson stated, “[w]e don’t dispute that they[,] [Iran] [are] under technical compliance.”85 The United Kingdom, France, and Germany issued a joint statement expressing “concern” and asking Congress to

84. Id.
86. Horsley & Keith, supra note 83.
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consider “implications for the security of the U.S. and its allies before taking any action that might undermine the JCP[O]A, such as re-imposing sanctions on Iran lifted under the agreement.”

V. International Reaction to North Korea’s Nuclear Weapon and Missile Tests

The relationship between the international community and North Korea became more strained in 2017 due to Pyongyang’s continued efforts to develop nuclear weapons and intercontinental-range ballistic missile capabilities. North Korea’s testing regime progressed more rapidly than previously estimated. Further, the unprecedented level of bellicose rhetoric between President Donald Trump and North Korean Leader Kim Jong-Un exacerbated an already-strained situation. Added provocation came in August when, without international notice or consultation, North Korea launched a test ballistic missile over Japanese territory. Diplomatic efforts made little progress toward a de-nuclearized Korean Peninsula in 2017, and the possibility of military conflict in the near future has increased.

In September, North Korea conducted its sixth nuclear detonation and claimed the device was a hydrogen bomb. Concomitantly, the North Korean state news agency released photos of Kim Jong-Un standing...
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alongside a purportedly “missile ready” thermonuclear device.94 North Korea conducted at least ten ballistic missile launches over the course of the year95 and, consistent with its stated long-term goals, demonstrated a capability for progressively greater ranges.96 Most critically, it completed a test of its Hwasong-15 ballistic missile, with a projected range to 13,000 km (8,000 miles), placing much of the continental United States, depending on payload, within range of a potential North Korea missile strike.97 Combined with the reports of North Korea’s progress in miniaturization of nuclear payloads, this technological leap presents a real, near-term elevation of threat to the U.S. homeland.98

In response, the U.N. Security Council imposed additional economic measures. Resolution 237199 banned all imports and exports of “coal, iron and iron ore,”100 seafood101 and “lead and lead ore.”102 This resolution also levied economic penalties on nine high-ranking North Korean officials and froze the assets of four North Korean corporations (two banks, an insurance company, and trading conglomerate).103 Resolution 2375104 imposed a trade ban on “condensates and natural gas liquids”105 and a ban on North Korean export of textiles, such as fabrics and apparel products.106 Resolution 2375 also prohibited trade of “all refined petroleum products” beyond 500,000 barrels during an initial period of three months (October through December 2017) and exceeding two million barrels per year during a period of twelve months beginning in January 2018 and annually thereafter.107 In addition, it restricted trade in crude oil to North Korea in excess of the amount supplied, sold or transferred by that state in the twelve-month period prior to the adoption of the resolution.108

98. See id.
100. Id. ¶ 8.
101. Id., ¶ 9.
102. Id., ¶ 10.
103. See id., Annexes I & II.
104. See S.C. Res. 2375 (Sept. 11, 2017).
105. Id., ¶ 13.
106. Id., ¶ 16.
107. Id., ¶¶ 14 & 15.
108. See id.
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In the United States, North Korea had already been (and continues to be) subject to a comprehensive economic and trade embargo. In early September, the U.S. Department of State imposed restrictions on travel by U.S. citizens to North Korea. Several weeks later, President Trump issued Executive Order 13810, adding additional sanctions on North Korea while reiterating many activities that were already proscribed. Most critically, this executive order created new methods for sanctioning additional parties, “prohibit[ed] vessels and aircraft that have called or landed at a port or place in North Korea in the previous 180 days, and vessels that engaged in a ship-to-ship transfer with such a vessel in the previous 180 days, from entering the United States.” It also provided criteria for sanctioning foreign financial firms.

To remedy some concerns with a new provision under that executive order, the Office of Foreign Assets Control (“OFAC”) issued a new general license. The license authorizes certain vessels and aircrafts “to call or land at a port or place in the United States” where those vessels and aircrafts “have [previously] called or landed at a port or place in North Korea within the previous 180 days, and vessels . . . that have engaged in a ship-to-ship transfer with such a vessel within the previous 180 days.” In September, OFAC also extensively updated its public website to provide new interpretative guidance. Finally, the president signed the Countering America’s Adversaries Through Sanctions Act (“CAATSA”), which amended existing executive orders and statutes to strengthen sanction laws concerning North Korea, as well as other states (Iran and Russia). CAATSA also made mandatory several secondary sanctions previously in place under statute or executive order. Moreover, CAATSA enacted additional discretionary secondary sanctions for persons who knowingly engage in a variety of commercial, financial, or business transactions with North Korea.

---

112. OFAC FAQs: Other Sanctions Programs, supra note 110.
115. Id.
116. See OFAC FAQs: Other Sanctions Programs, supra note 110.
118. Id.
119. See id. § 311(a)(14).
VI. Drones: Air Traffic Management and Security

A real danger with drones, which in this context refers to remote-controlled or artificially intelligent pilotless aircraft weighing less than fifty-five pounds, is their potential when utilized by bad actors. Currently, it is feasible for a bad actor to strap a bomb to a drone and target a crowd, individual person, critical infrastructure, or vehicles. The challenge is to distinguish between the good drones and the bad drones, and then quickly react to neutralize the potential threat.

Current air traffic control systems use a combination of radar and transponder systems to determine the location of aircraft. Though advances in automation helped alleviate the workload on human operators, the advent of commercial drones has the potential to significantly increase air traffic. Further, the small size of drones and their essentially below-radar flight path mean a new system should be adopted to monitor and autonomously coordinate drone air traffic.

Currently, drones are permitted to fly in airspace below 400 feet. Without a reason to increase this height limit, an air traffic control system could be designed for below 400 feet operations. Though at high altitudes, aircraft are typically out of range of the commercial cellular networks; when operating below 400 feet, drones can tap into the cellular network to not only relay their position to the system, but also to transfer higher bandwidth data, such as real-time video and mapping data. This may provide an ideal method to safely monitor and coordinate drone traffic.

The FAA, DOT, and FCC can coordinate with industry to develop a centralized real-time database to control all drone traffic operating beyond line-of-sight. In addition to working with companies such as Verizon and Sprint to enable communications on cellular networks, companies such as Comcast have blanketed the country with Wi-Fi hotspots that can add redundancy to the cell towers while providing a higher bandwidth at ground level.

Drones operating beyond line-of-sight can also be equipped with a transponder that broadcasts the drone’s identification, GPS coordinates, altitude, and direction of travel in real time. If the centralized database goes offline, this could provide an additional layer of redundancy to prevent mid-air collisions. The broadcast could also relay important information to ground-based tracking systems looking to validate authorized drone traffic. For instance, an individual with a mobile phone could use an app to identify a suspicious drone similarly to stargazing apps that identify stars and satellites.

The combination of drones enabled with a robust communications infrastructure and autonomous flight navigation means that improved predictability can be fused into the drone air traffic control system. Drones could instantaneously provide detailed flight plans to a centralized database that automatically coordinates all drone traffic and broadcasts GPS fencing parameters to restrict airspace. When a drone either does not have an authorized flight plan or significantly deviates intentionally or by mistake, then the system can automatically deploy countermeasures to quarantine or destroy the offending drone. This infrastructure is important for areas such as Washington D.C., and all critical infrastructure across the country.

Because artificial intelligence (AI) is still in its infancy, assuming the bad actor lacks state-sponsored AI sophistication analogous to the joint US and Israel development of Stuxnet, and due to low barriers to execution; the drone will likely be remotely operated or will use crude GPS based navigation; will lack the proper flight plan credentials; and will fail to communicate its position. By comparing actual drone traffic to the centralized drone traffic database, it is possible to parse out the needle from the haystack. To accomplish this, there must be a means of actively monitoring the non-authorized drone traffic. A possible solution is to equip populated areas and critical infrastructure with machine vision-enabled cameras that monitor the sky. When linked to the centralized drone air traffic database, these systems could detect a potential threat and alert personnel.

This anti-drone infrastructure is attractive for prisons and borders where drones are being used to smuggle drugs and other contraband. For instance, in August 2017, border patrol agents seized a drone carrying “more than 13 pounds of meth which they estimated to be worth $46,000 on the streets.” Further, among many other documented incidents, in 2016 “a recently released inmate and two accomplices were convicted of smuggling drugs and
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With easily accessible consumer drone technology advancing faster than the countermeasures to stop them, the nation is currently vulnerable to drone-based activities.

Some notable drone countermeasures under development are net guns\textsuperscript{131} to tangle the drone blades, radio jammers\textsuperscript{132} for remotely operated drones, directed electromagnetic pulse guns\textsuperscript{133} to fry the drones’ circuit boards, and anti-drone drones. The military is also working on laser-based solutions to quickly neutralize enemy drones.\textsuperscript{134} As these devices continue to flood the commercial market with more enhanced capabilities, countermeasures must be quickly developed to combat these threats both at home and abroad.

VII. Drones: Use in International Military Operations

President Donald Trump loosened the limitations on the use of military force in counterterrorism operations outside of the United States imposed by the Obama administration in 2013.\textsuperscript{135} These changes give on-scene military commanders increased autonomy to call in airstrikes, including strikes by armed drones.\textsuperscript{136} President Trump also expanded the areas designated as “areas of active hostilities” so that the more stringent 2013 rules regarding operations conducted outside of areas of active hostilities would not apply.\textsuperscript{137}


\textsuperscript{131} See SkyWall Capture Drones-Protection Assets, OPENWORKS, https://openworksengineering.com/skywall (last visited Feb. 8, 2018) (discussing the various net guns the company sells).


\textsuperscript{135} See Procedures for Approving Direct Action Against Terrorist Targets Located Outside the United States and Areas of Active Hostilities (2013), https://fas.org/irp/offdocs/ppod/ppg-procedures.pdf [hereinafter “PROCEDURES”] (discussing the procedures used during the Obama Administration for when lethal and non-lethal force is used).


By temporarily designating specific regions in Somalia as areas of active hostilities, President Trump allowed the U.S. military to apply the principles embedded in the law of armed conflict to those regions. These principles require that incidental civilian injuries must not be clearly excessive in relation to the anticipated military advantage of attacking that target—a much lower standard than provided by the 2013 guidelines, which established that “direct action will be taken only if there is near certainty that the action can be taken without injuring or killing non-combatants."140

In the late summer and early fall of 2017, reports emerged that the United States planned to change the criteria which established whom could be targeted, and also, to eliminate the high-level approval process for targeting individuals established under the Obama administration.141 The new rules named “Principles, Standards, and Procedures (PSP)”142 would, in addition, permit an increase in the role of the Central Intelligence Agency in armed drone strikes.143 The proposed policy would continue the expansive view of war zones established by the previous administration.

These proposed changes of targeting criteria are, in part, the reason why the continued use of armed drones remains controversial. As a weapons system, “(t)here is nothing inherent about drones that renders them unlawful. Like the majority of weapons, their use is lawful if it accords with all applicable international laws.”144 But, it is the very adequacy of these laws to address the challenges posed by armed drones that has been challenged; in particular, the elements employed to determine whether the use of force is permissible (jus ad bellum). “(B)y lowering political, practical, and technological impediments to the use of force,”145 the use of armed drones potentially undermines international security by making it more likely that nations will resort to force to settle their differences.

139. Shinkman, supra note 137.
140. PROCEDURES, supra note 135, at 1.
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The European Union has been the site of some of the most vocal discomfort to the U.S. position on the use of armed drones.146 Opposition to the U.S. drone program has been cited as one of the reasons Germany canceled a $1.1 billion deal in which Germany would lease armed drones from Israel in June 2017.147 In July 2017, the European Center for Constitutional and Human Rights filed a judicial complaint in an administrative court in Rome to obtain documents regarding the use by the United States of a naval and air base in Sicily to support drone strikes.148 The Subcommittee on Human Rights of the European Parliament issued a report in the same month that identified legal standards for a future European Union stance on the use of armed drones.149

Other countries, however, embraced the potential of armed drones in 2017. In September, the French Defense Minister stated that France would arm the six Reaper surveillance drones his country purchased from the United States.150 The following month, Turkey announced that its defense industry began the mass production of “kamikaze drones,” whose explosive payload would detonate upon impact with a target.151 In November, Ukraine indicated that it would begin to deploy drones, which could carry up to four bombs each.152 According to one source, over thirty nations have developed or are developing armed drones.153
