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National Security Law

GEOFFREY M. GOODALE, LUCILLE HAGUE, MATTHEW O'HARE, JONATHAN M. MEYER, MARIO MANCUSO, GUY C. QUINLAN, SERGIO L. SUAREZ, LOREN Voss*

This article surveys 2018 international legal developments relevant to National Security Law.

I. Tensions between the United States and Russia

The relationship between the United States and Russia endured frequent and tumultuous changes in 2018. Some of the Trump Administration’s Russian policies related to the Countering America’s Adversaries Through Sanctions Act (CAATSA). In January 2018, as required by Sections 241 and 242 of the CAATSA, the U.S. Department of the Treasury (Treasury Department) submitted to Congress a Report on Senior Foreign Political Figures and Oligarchs in the Russian Federation (Section 241 Report) and a Report on Effects of Expanding Sanctions to Include Sovereign Debt and Derivative Products (Section 242 Report). The Section 242 Report generated little fanfare because the United States did not expand sanctions against Russia to include sovereign debt and derivative products. Conversely, even though the Treasury Department made clear it was not a
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sanctions list, the Section 241 Report created a stir because the public version listed 114 Russian political figures and ninety-six Russian oligarchs.  

In fact, the Treasury Department subsequently placed numerous individuals and entities listed in the Section 241 Report on the List of Specially Designated Nationals and Blocked Persons (SDN List) on April 6, 2018 (April 2018 Sanctions Notice). These individuals and entities included seven oligarchs and twelve companies that the oligarchs either owned or controlled, seventeen senior Russian government officials, and a state-owned Russian weapons trading company and its subsidiary (a bank) that the Treasury Department determined had engaged in malign activities for or on behalf of the Russian Government. Significantly, the Treasury Department established general licenses to authorize certain limited types of transactions with some of the entities identified in the April 2018 Sanctions Notice to avoid extremely detrimental effects on those sanctioned entities and potentially affected U.S. persons.

The U.S. Government also utilized CAATSA to impose sanctions on Russian persons identified in indictments brought by the Department of Justice (Justice Department) in connection with the special investigation related to Russian interference in the 2016 presidential election. On March 15, 2018, the Treasury Department added nineteen individuals and five entities to the SDN List for engaging in malign Russian cyber activity (March 2018 Sanctions Notice). In addition, on September 20, 2018, the Department of State (State Department) placed on the Section 231 List the individuals and entities identified in the March 2018 Sanctions Notice, as well as twelve Russian intelligence officers named in a Justice Department indictment in July 2018 for their role in cyber hacking the computers of numerous U.S. persons during the 2016 presidential election.

The U.S. Government also took actions against Russia for its alleged involvement in the nerve-agents attack on Sergei and Yulia Skripal in the United Kingdom in March 2018. Specifically, in March 2018, the U.S.

4. See id.
6. See id. at 19138 – 40.
7. The Treasury Department has periodically amended the general licenses issued to permit limited transactions with certain entities identified in the April 2018 Sanctions Notice. At the time of this writing, the Treasury Department had most recently amended the general licenses on November 9, 2018. See Press Release, Dep’t of the Treasury, OFAC Extends Expiration Date of General Licenses Related to EN+, RUSAL, and GAZ (Nov. 9, 2018), https://home.treasury.gov/news/press-releases/sm544.
Government expelled sixty Russian diplomats and closed Russia’s consulate in Seattle, to which Russia responded by expelling sixty U.S. diplomats and closing the U.S. consulate in St. Petersburg, Russia. Subsequently, on August 27, 2018, to impose additional sanctions on Russia for the use of a nerve agent on U.K. soil, the State Department issued a rulemaking notice that significantly restricted the types of goods and technologies U.S. persons can export to Russia without first obtaining an export license from the cognizant U.S. government agency.

Notwithstanding the above actions the U.S. took against Russia, President Trump and President Putin participated in a summit in Helsinki on July 16, 2018, during which the two leaders attempted to ease tensions between the two countries. While the summit yielded few concrete results, both leaders described it as being quite successful, and they are planning to hold another summit in 2019.

II. Cybersecurity Policy

This year, the pendulum swung from the more risk-averse and reactive defensive process previously favored to one of cyber exploitation and offense intended to deter adversaries. The increasing number of malicious attacks on U.S. cyber interests prompted the Trump administration to opt for a more “forward-based,” pre-emptive defense to confront and deter States that pose long-term, competitive strategic threats (i.e., Russia and China). President Trump rescinded the former Presidential Policy Directive 20 in August 2018 and replaced it with a highly-classified legal...

16. For a description of the historical struggle over cyber national security policy, see generally Fred Kaplan, Dark Territory: The Secret History of Cyber War (2016).
19. PPD-20 was originally highly classified when issued in 2012, but Edwin Snowden leaked it to the public in 2013. See, e.g., Eric Geller, Trump Scraps Obama Rules on Cyberattacks, Giving
regime that lowered the threshold necessary for a response. Together with the September 2018 release of an unclassified summary of the new Department of Defense (DOD) Cyber Strategy and, days later, a new National Cyber Strategy, these documents illuminate an evolving devolution of cyber force authority. This loosening of prior restrictions, combined with new authorities, is expected to permit offensive cyber engagement to penetrate foreign networks for the purpose of contesting “the full spectrum of conflict.”

The DOD mission extends to defense of the “critical infrastructure” from a significant cyber incident. A “significant cyber incident” is an event or group of related events that is “likely to result in demonstrable harm to the national security interests, foreign relations, or economy of the United States or to public confidence, civil liberties, or public health and safety of the American people (Presidential Policy Directive 41).” This mission statement should be read in conjunction with the John S. McCain Defense Authorization Act for Fiscal Year 2019 (NDAA), which expressly authorizes


26. See DEPARTMENT OF DEF., supra note 21, at 1.

27. Id. at 3.

28. Id. at 3 n.3.

the DOD “to take appropriate and proportional action in foreign cyberspace to disrupt, defeat and deter” in response to an active, systematic, and ongoing campaign of attacks against the government or people of the United States in cyberspace, including attempting to influence American elections and democratic political processes where the malicious source is Russian, Chinese, Iranian or North Korean state actors.\textsuperscript{10} The NDAA also clarifies that such activity is “traditional military activity” under the Title 50 exception to the definition of covert action.\textsuperscript{11}

The new 2018 strategies\textsuperscript{32} and tactical shifts otherwise range from the Department of Homeland Security’s revision of critical infrastructure risk prioritization\textsuperscript{33} to the Treasury Department’s imposition of greater costs on those attacking our financial system.\textsuperscript{34} As such, this year’s issuance of new, more comprehensive strategies builds upon a process the administration began last year, which had included agency review pursuant to an executive order\textsuperscript{35} and, in 2018, the elevation of the U.S. Cyber Command to a unified combatant command\textsuperscript{36} with the goal of achieving and maintaining cyberspace superiority.\textsuperscript{37} These and other steps are calculated to maintain

\textsuperscript{11} See Chesney, supra note 24.
an open and secure digital foundation for U.S. national economic interests and way of life.\(^\text{38}\)

As part of its National Cyber Strategy, and despite these changes, the United States remains expressly committed to using recognized norms to shape global governance of responsible state behavior.\(^\text{39}\) But the shift to an offensive cyber posture implemented by less transparent action suggests a reliance on customary practice, harkening back to the unwritten rules of conduct in the Cold War.

### III. Intelligence & Surveillance

#### A. FISA Amendments Reauthorization Act of 2017

Early in 2018, the U.S. Congress was tasked to determine whether it would recertify the controversial section 702 of the Foreign Intelligence Surveillance Act (FISA) Amendment Act.\(^\text{40}\) The FISA Amendments Reauthorization Act of 2017 had several important provisions, the most telling of which addressed “about” communication. “About” communication contains a reference to, but is not to or from, a target.\(^\text{41}\) The law gives the government, mainly the Federal Bureau of Investigation (FBI), the authority to collect communications (e.g., emails, text messages, phone calls) of individuals not in the United States who have been targeted for intelligence surveillance.\(^\text{42}\) The Director of National Intelligence (DNI) and the Attorney General must adopt procedures consistent with the requirements of the Fourth Amendment for information collected under the authority of section 702.\(^\text{43}\) The act also prohibits the FBI from accessing communications of U.S. persons unless part of an existing criminal investigation and subsequent court order.\(^\text{44}\) Critics assert that, as written, this provision will not prevent surveillance of Americans’ private communications.\(^\text{45}\) Congress also provided for review of upstream “about”

---

38. See National Cyber Strategy of the United States of America, supra note 22, at 6 (reflecting the protection of the “American People, the Homeland, and the American Way of Life” as the first pillar of the strategy).
39. Id. at 20 – 21.
44. See FISA Amendments Reauthorization Act of 2017 § 101(a)(1).
45. See Savage, supra note 42.
collection, i.e., information gathered from internet communications based on the mention of certain selectors found within the communication itself.46

The act’s oversight provision requires the DNI and the Attorney General to notify Congress within thirty days of initiating surveillance under the previous program.47 The notice must contain a Foreign Intelligence Surveillance Court (FISC) order, opinion, or decision approving the program together with a “summary of the protections in place to detect any material breach.”48 Additionally, the law includes a provision requiring the appointment of an amicus curiae under FISA section 103(i)(2)(A) to litigate “novel or significant interpretations of the law” before a section 702 certification authorizing “about” collection.49

B. U.S. COURTS WEIGH IN ON SURVEILLANCE

The case of United States v. Hasbajrami tested the viability of the newly-enacted authorization provisions of section 702.50 The case addressed a request to suppress evidence obtained under the section,51 focusing on the constitutionality and applicability of 50 U.S.C. § 1881a(a), (c), and (i)(3)(A)—the so-called “warrantless wiretap” provisions.52 The district court determined that warrantless surveillance of communications between a U.S. person and individuals who are legitimate targets of section 702 surveillance does not violate the Fourth Amendment because (a) the Fourth Amendment does not apply to foreign persons abroad, and (b) incidental collection does not trigger a warrant requirement.53 The court also determined that collection under the National Security Agency’s (NSA) code name PRISM program is reasonable under the Fourth Amendment due to the diminished expectation of privacy of email communication sent between U.S. persons and non-U.S. persons outside the United States.54 Further, the targeting and minimization procedures, as codified, are reasonable given the limitation on the amount of information actually collected when balanced against the government’s security interest in intelligence.55

The district court also examined the practice of “U.S. person queries,” warrantless searches into the collected 702 database to identify and compile

46. See Kohse, supra note 43.
48. See FISA Amendments Reauthorization Act of 2017 § 103(b)(3).
49. Id. § 103(b)(6).
51. See id. at *1.
52. See id. at *5.
54. See id. at *12 n.20.
55. Id. at *10.
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information regarding a specific U.S. person. This practice, which entails the government’s use of identifiers to search through collected information, provides few avenues for judicial review and may circumvent the individualized judicial review generally required by the Fourth Amendment. The government’s argument relied on a reasonableness analysis and further contended that a foreign intelligence exception exists under the Fourth Amendment. The U.S. Supreme Court, in a recent case requiring search warrants for cell-site records, made clear that its decision was narrow and did not consider other collection techniques involving foreign affairs or national security. Given the contentious nature of this electronic surveillance and the Supreme Court’s willingness to scrutinize law enforcement tools, it is foreseeable that the Court soon will have to answer whether a foreign intelligence exception applies to section 702 collected data.

IV. Nuclear Arms Control

On October 20, 2018, the United States announced its intention to withdraw from the Intermediate Nuclear Forces (INF) Treaty. The treaty prohibits the development or possession of ground-launched missiles with a range of 500 km to 5,500 km and launchers for such missiles. For several years, the United States has alleged that Russia is developing a missile forbidden by these limits. Simultaneously, the United States has denied a Russian allegation that it is the United States, with its use of a particular type of launcher in its missile defense program, that is the party in violation of the treaty.

57. Id.
58. Id.
63. See id.
64. See id.
and urged reconsideration. The inspection and verification provisions of the INF Treaty expired by their terms in 2001, and neither party has suggested their revival.

The New Strategic Arms Reduction Treaty (START), which limits the United States and Russia to 1,550 deployed strategic warheads and 700 delivery vehicles, expires by its terms in February 2021 but can be renewed by agreement of the two presidents. As this article went to press, some informal preliminary discussions had apparently begun but no substantive announcements had been made.

In 2018, all of the world’s nuclear powers continued to modernize their nuclear arsenals. The Nuclear Posture Review announced by the United States in February 2018 called for the development of new low-yield nuclear warheads to provide more flexible options for possible use and expanded the list of situations in which the United States might consider the first use of nuclear weapons. In November 2018, Pakistan announced it would match India’s deployment of a nuclear missile submarine.

No nuclear arms control negotiations among the five permanent members of the U.N. Security Council took place or were scheduled in 2018. In May, the Secretary General of the United Nations called for a new disarmament initiative. He urged the nuclear weapons states to assume “primary responsibility” for moving forward with their Non-Proliferation Treaty (NPT) obligation of good faith negotiations for an end to the

66. See Kimball & Reif, supra note 62.
68. Id. art. II, XIV.
74. See NPT, supra note 72, art. VI.
nuclear arms race and elimination of nuclear arsenals and noted that some of these obligations are “decades overdue.”

Tensions eased in Korea after a summit meeting between President Trump and Chairman Kim Jong Un of the Democratic People’s Republic of Korea (DPRK) at which “President Trump committed to provide security guarantees to the DPRK, and Chairman Kim Jong Un reaffirmed his firm and unwavering commitment to the complete denuclearization of the Korean peninsula.” As this issue went to press, talks were continuing on the implementation of these general statements; plans for a second summit were announced, but no date had been set.

With the support of 122 non-nuclear weapons states, the First Committee of the U.N. General Assembly adopted a resolution endorsing the 2017 Treaty on the Prohibition of Nuclear Weapons (TPNW) and calling on all states to adopt it “at the earliest possible date.” All nine of the nations possessing nuclear weapons, which had boycotted the conference adopting the treaty, also opposed this resolution. Another First Committee resolution, expressing concern that “several thousand nuclear weapons remain on high alert ready to be launched within minutes,” called on the nuclear powers to take steps “ensuring that all nuclear weapons are removed from high alert.” While 173 nations voted for the resolution, the United States joined with Russia, the United Kingdom, and France in opposing it.

75. See Guterres, supra note 73.
78. The First Committee, consisting of all UN Member-States, “considers all disarmament and international security matters within the scope of the [UN] Charter. . . .” See Disarmament and International Security (First Committee), UNITED NATIONS, http://www.un.org/en/ga/first (last visited Mar. 31, 2019). First Committee resolutions are normally adopted as a matter of course by the General Assembly when it meets in plenary session.
In 2018, several expert studies reported that new developments in technology are increasing the danger of nuclear war by accident or miscalculation.83

Following its earlier decision to withdraw from the agreement limiting Iran's nuclear program,84 as well as a subsequent partial re-imposition of sanctions,85 the U.S. government announced on November 2, 2018, the revival of sanctions on Iranian oil exports, effective November 5, 2018, but also granted temporary waivers to several of the largest importers of Iranian oil, including China, India, and Japan.86 In November 2018, the International Atomic Energy Agency reported that Iran continues to comply with the agreement.87

V. The United States' Abandonment of the Iran Deal: International Legal Implications

On May 8, 2018, President Trump announced that he was pulling the United States out of the Joint Comprehensive Plan of Action (JCPOA), an international agreement that lifted nuclear-related sanctions on Iran in exchange for Iranian commitments to constrain certain nuclear-related activities.88 A presidential memorandum claimed two violations of the JCPOA: (1) Iran had publicly declared that it would deny the International


Atomic Energy Agency access to military sites, and (2) Iran had twice violated the JCPOA’s heavy-water stockpile limits in 2016.89

The memorandum also directed the immediate commencement of steps to reimpose all U.S. sanctions lifted or waived in relation to the JCPOA.90 All steps were to be completed no later than 180 days after the date of the memorandum, with the last set of sanctions coming into force on November 5, 2018.91

The Obama Administration understood the JCPOA to be a nonbinding political commitment.92 Under this interpretation of the JCPOA, the decision by President Trump to withdraw from the agreement was valid under international and domestic law,93 But United Nations Security Council Resolution (UNSCR) 2231 endorsed the JCPOA and called “upon all Member States, regional organizations and international organizations to take such actions as may be appropriate to support the implementation of the JCPOA.”94 If one believes that UNSCR 2231 made the JCPOA binding under international law, the President’s withdrawal is somewhat more contested.95 Most jurists agree that while decisions of the U.N. Security Council are binding on states, in most cases recommendations are just that and, therefore, have no binding force.96 On its face, UNSCR 2231 appears to contain a combination of non-binding recommendations and binding

89. See id.
90. Id.
93. This article does not cover the domestic law implications of leaving the JCPOA. For additional information on this topic, refer to the Iran Nuclear Agreement Review Act (providing certain congressional review and oversight over the JCPOA) and STEPHEN MULLIGAN, CONG. RESEARCH SERV., R44761, WITHDRAWAL FROM INTERNATIONAL AGREEMENTS: LEGAL FRAMEWORK, THE PARIS AGREEMENT, AND THE IRAN NUCLEAR AGREEMENT (2018), https://fas.org/sgp/crs/row/R44761.pdf (discussing the domestic law implications of leaving the JCPOA).
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decisions. By using the word “decide,” the Security Council clearly intended that the provision that lifted prior sanctions on Iran be binding. On the other hand, some jurists appear to interpret the language of UNSCR 2231—i.e., “calls upon”—to indicate that the resolution is a recommendation. But even if one believes the Security Council intended for the resolution to be binding, the resolution calls upon states to support the implementation of the JCPOA, which itself refers to the commitments within it as voluntary measures, providing additional support for its non-binding nature.

On July 16, 2018, Iran instituted proceedings in the International Court of Justice (ICJ) against the United States regarding the imposition of sanctions as alleged violations of the Treaty of Amity, Economic Relations, and Consular Rights between Iran and the United States (Treaty of Amity). Iran made a request for indication of provisional measures. On October 3, 2018, the ICJ rejected the U.S. challenge to its jurisdiction to hear the case. The ICJ issued a unanimous order indicating limited provisional measures against the United States, specifically mandating that the United States ensure that reimposed sanctions exempt certain humanitarian goods and equipment and services related to civil aviation safety.

As a result, Secretary of State Pompeo announced the termination of the Treaty of Amity with Iran. But in accordance with article XXIII(3) of the treaty, the U.S. withdrawal will not affect the ICJ case because the withdrawal will only come into force a year after Secretary Pompeo’s announcement. The upcoming merits stage of the case will determine if this litigation will present any significant obstacle to the U.S. nuclear

97. See Mulligan, supra note 93, at 24.
99. See Mulligan, supra note 93, at 24–25; see also S.C. Res. 2231, supra note 94, ¶ 1 – 2.
100. Joint Comprehensive Plan of Action, July 14, 2015, 55 I.L.M. 108 (referring to the phrase “Iran and E3/EU+3 will take the following voluntary measures within the timeframe as detailed in this JCPOA and its Annexes” placed before the “NUCLEAR” section of the JCPOA).
102. Id.
103. Id. ¶ 52.
104. Id. ¶ 98.
sanctions against Iran, likely determining the applicability of the national security exception of article XX(1) of the Treaty of Amity.107

VI. Expansion of CFIUS’s Jurisdiction and Authority under FIRRMMA

On August 13, 2018, President Trump signed the Foreign Investment Risk Review Modernization Act of 2018 (FIRRMA) into law.108 FIRRMA109 strengthens and modernizes the process by which the Committee on Foreign Investment in the United States (CFIUS) reviews foreign investments in U.S. businesses to assess such investments’ impacts on U.S. national security. On November 10, 2018, provisions of FIRRMA relating to certain investments in U.S. critical technology companies became effective through the release of a pilot program, which requires that CFIUS be notified of some foreign investments in U.S. businesses in advance of closing.110 This requirement represents a foundational change to the CFIUS process, which has historically been voluntary.111 Once fully implemented, FIRRMA will significantly affect timing, certainty, feasibility, and costs of cross-border transactions across diverse sectors.112

Established in 1975, CFIUS is an interagency regulatory body initially authorized to review “control” transactions involving a “foreign person” and any U.S. business engaged in interstate commerce.113 CFIUS has long interpreted “control” very broadly, such that a foreign investor’s possession of a single board seat is typically deemed to confer control even if the investor cannot control, in a traditional sense, a board’s decisions.114

In recent years, U.S. government stakeholders have expressed concern that CFIUS lacked sufficient legal authority and resources to review and address national security risks arising from, among other things, minority, “non-controlling” investments in U.S. companies and joint ventures established outside the United States.115 In parallel, the scope of CFIUS’s
national security analysis has become increasingly far-reaching: CFIUS has raised questions about transactions that historically have not been considered to have national security implications (e.g., in the healthcare sector), and a growing number of high-profile transactions have been blocked, abandoned, or delayed due to CFIUS’s concerns.116

In November 2017, a bipartisan group of congressmen proposed new legislation to address these perceived inadequacies.117 Following seven congressional hearings and intense debate, the final text of FIRRMA was agreed in July 2018.118

A. Certain Key Takeaways Regarding FIRRMA

First, FIRRMA empowers CFIUS to review a broader universe of investments. Under FIRRMA, four types of transactions will be newly subject to CFIUS’s jurisdiction:

1. A non-passive investment by a foreign person in “critical infrastructure” and “critical technology” companies, as well as companies that maintain or collect personal data of U.S. citizens.119
2. The purchase, lease, or concession by or to a foreign investor of real estate in “close proximity” to U.S. military sites or other sensitive facilities.120
3. Any change in a foreign investor’s rights regarding a U.S. business.121
4. Any transaction or arrangement designed to circumvent or evade CFIUS’s jurisdiction.122

Second, FIRRMA applies to all foreign investors, regardless of country. Initial drafts of FIRRMA would have required investors from specified “countries of concern” (e.g., China, Russia, and Venezuela) to notify CFIUS

117. See Mancuso et al., supra note 112.
120. See H.R. 5515, 115th Cong. § 1703(a)(4).
121. See id.
122. See id.
of their investments in U.S. businesses. While much discussion around FIRRMA has focused on mitigating perceived threats arising from Chinese investments, FIRRMA is broadly drafted, empowering CFIUS to review transactions largely irrespective of an investor’s country of origin. But FIRRMA permits CFIUS to promulgate regulations exempting certain categories of foreign persons from notifying CFIUS of transactions that would otherwise be mandatory.

Third, FIRRMA will increase information-sharing among the United States and its allies. FIRRMA authorizes CFIUS to share information important to its analysis or decisions with foreign allies and partners, subject to appropriate confidentiality and classification requirements, in furtherance of “national security purposes.” As Germany, Canada, and other countries continue to strengthen their own national security review regimes, it is increasingly likely that regulators will share information with one another. As a result, transaction parties will need to carefully choreograph the substance and timing of disclosures to national security regulators.

Fourth, non-notified transactions will be at heightened risk for independent scrutiny from CFIUS. Historically, CFIUS member agencies have taken different approaches to evaluating non-notified transactions, which has caused difficulties and delays in coordinating reviews of certain non-notified transactions. FIRRMA directs CFIUS to create a formal process to identify non-notified transactions and provides CFIUS with additional resources to implement this process. Accordingly, parties can expect that transactions that are not voluntarily notified to CFIUS will be subject to greater risk of receiving requests to file from CFIUS and to heightened scrutiny in the review process.

---

123. See Mancuso & Hague, supra note 118.
126. Id. § 1713(c)(2)(C).
128. Id.