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Export Controls and Economic Sanctions

JOHN BOSCARIOL, PATRICK BRISCOE, JAMIE BROWN, SYLVIA COSTELLOE, ABIGAIL COTTERILL, GEOFFREY M. GOODALE, TIMOTHY O’TOOLE, JASON PRINCE, CHRISTOPHER STAGG, AND LAWRENCE WARD

This article discusses the significant legal developments that occurred in the area of export controls and economic sanctions in 2019.

I. Developments in Foreign Investment Risk Review Modernization Act (FIRRMA) and Export Control Reform Act (ECRA)

In 2018, Congress enacted two laws regarding technology export controls—FIRRMA and the ECRA. FIRRMA focuses primarily on foreign investments in U.S. businesses, especially those involving critical technologies. FIRRMA considerably expanded the types of foreign investments that the Committee on Foreign Investment in the United States (CFIUS) is authorized to review. ECRA, by contrast, now serves as the statutory authority for current U.S. export control regulations and also directs the U.S. Department of Commerce to develop new regulations for U.S. exports involving emerging and foundational technologies.

1. Contributing authors include John Boscariol, McCarthy Tétrault LLP; Patrick Briscoe, University of Minnesota; Jamie Brown, Duane Morris LLP; Sylvia Costelloe, Arent Fox LLP; Abigail Cotterill, Kirkland & Ellis LLP; Geoffrey M. Goodale, Duane Morris LLP; Timothy O’Toole, Miller & Chevalier Chartered; Jason Prince, Holland & Hart LLP; Christopher Stagg, Stagg PC.; and Lawrence Ward, Dorsey & Whitney LLP. Mr. Stagg and Mr. Ward served as editors of this article. This article includes developments occurring between December 1, 2018 and November 30, 2019.


A. FIRRMA

Although FIRRMA made many procedural and substantive changes to the CFIUS review process, perhaps its most important provisions involved an expansion of the scope of reviewable “covered transactions.” Before FIRRMA, “covered transactions” included only those in which a foreign buyer obtained “control” over a U.S. business and the transaction implicated national security concerns. FIRRMA broadened this jurisdiction to include not only controlling investments but also four new types of non-controlling investments that afford a foreign person certain rights in, or influence over, a U.S. business:

1. a purchase, lease, or concession by or to a foreign person of real estate located in proximity to sensitive government facilities;
2. ‘other investments’ in certain U.S. businesses that afford a foreign person access to material nonpublic technical information in the possession of the U.S. business, membership on the board of directors, or other decision-making rights, other than through voting of shares;
3. any change in a foreign investor’s rights resulting in foreign control of a U.S. business or an ‘other investment’ in certain U.S. businesses; and
4. any other transaction, transfer, agreement, or arrangement designed to circumvent CFIUS jurisdiction. CFIUS also directed the Treasury Department to define a new regulatory term ‘covered investments.’

FIRRMA also directed CFIUS to promulgate further regulations clarifying this new, broader jurisdiction. On October 11, 2018, CFIUS promulgated the first interim regulations pursuant to FIRRMA, that included immediate amendments to existing CFIUS procedures and the creation of a pilot program mandating CFIUS review of certain transactions involving U.S. businesses with critical technologies. Before the pilot program, CFIUS review had been a purely voluntary process, with the only incentive being that transactions not submitted for clearance could be undone after closing if
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CFIUS learned of them and determined they were within its jurisdiction and threatened national security.12

On September 24, 2019, the U.S. Department of the Treasury issued proposed regulations interpreting some of the new statutory provisions related to expanded CFIUS jurisdiction, particularly those related to “covered investments.”13 Among other things, the proposed regulations implement CFIUS’s new jurisdiction over certain non-controlling investments into certain U.S. businesses involved in critical technology, critical infrastructure, or sensitive personal data.14 They also implement CFIUS’s new jurisdiction over certain real estate transactions involving foreign persons.15 A final version of this rule will take effect no later than February 13, 2020.16

When the final rule takes effect, CFIUS will have jurisdiction to review a wide range of foreign investments in the United States, “including many types of minority, non-controlling investments by foreign persons.”17

Companies in the aerospace, defense, biotech, energy, life sciences, tech, telecom[s], transportation, and utilities sectors are likely to be impacted heavily. Early-stage start-up companies... will also need to consider the possibility that previously routine, non-controlling, foreign investment may now trigger CFIUS scrutiny. Further, any U.S. companies that maintain or collect sensitive personal data of U.S. citizens, or have plans to do so in the future, may also have to reckon with CFIUS when considering foreign investment options.18

B. ECRA

Section 1758 of ECRA requires the Commerce Department, acting through the Bureau of Industry and Security (BIS), to establish appropriate export controls for “emerging and foundational technologies that... are essential to the national security of the United States” and are not “already
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controlled under existing export control programs.”19 Congress directed the imposition of controls “only after full consideration of the impact on the economy”20 and on U.S. competitiveness in global markets,21 as well as consideration of whether the technology in question is “widely available from foreign sources.”22

ECRA also specified a specific process for identifying these technologies.23 In particular, ECRA directs an interagency process in which the Secretaries of Commerce, Energy, State, and other appropriate agency heads participate, taking into account the following considerations:

“(1) the development of emerging and foundational technologies in foreign countries;
(2) the effect export controls may have on the development of such technologies in the United States; and
(3) the effectiveness of export controls on limiting the proliferation of emerging and foundational technologies in foreign countries.”24

“Once identified, the technologies will be subject to unilateral controls, with a license requirement for a number of countries, including China.”25 “Such technologies are also to be proposed for multilateral control by other countries, such as through U.S. participation in the Wasseenaar Arrangement.”26

BIS began seeking public comment on criteria for identifying “emerging technologies” in November 2018.27 BIS also identified a host of categories of technology for review, including genetic engineering, artificial intelligence, face and voice print technologies, position, navigation and timing technology, microprocessor technology, quantum information and sensing technology, mobile electric power, robotics, and brain computer interfaces.28

Since BIS made this request for public comment it has indicated on several occasions that proposed final regulations would be coming soon.29
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Most recently, on October 30, 2019, the Deputy Assistant Secretary for Export Administration stated that proposed emerging technology controls would be released in “the next few weeks” and specifically stating they would come out “before December.” He was also quoted as stating that the rule would be “very specific” and there would not be general categorical controls.

As of December 1, 2019, BIS had not yet released the rule. This lack of action means that the biggest ECRA development of 2019 has not yet happened, but it is almost certainly imminent. When the final rules take effect, there will likely be significant new controls in the emerging and foundational technologies sectors. Once again, companies in the aerospace, defense, biotech, energy, life sciences, tech, telecoms, transportation, and utilities sectors will almost certainly be impacted heavily. Stay tuned for a lot more news on this issue in the coming weeks, and in 2020.

II. Other Export Controls Updates

A. Updates to the International Traffic in Arms Regulations

The U.S. Department of State’s Directorate of Defense Trade Controls (DDTC) published a much-anticipated amendment to the International Traffic in Arms Regulations (ITAR) in 2019: the amendment to the ITAR section 126.4 license exemption. As of December 2019, the long-awaited publication of a final rule amending United States Munitions List (USML) Categories I, II, and III, which control certain firearms, artillery, and ammunition, has yet to take place. That said, those impending USML revisions—coupled with DDTC’s issuance in 2019 of an Advanced Notice of Proposed Rulemaking (ANPR) regarding potential revisions to the space-related subcategories in USML Categories IV and XV—suggest that 2019 may transition into an uptick in ITAR rulemaking activity in 2020.
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On April 19, DDTC issued a final rule amending section 126.4, which permits certain transfers of defense articles and defense services made by or for a U.S. Government department or agency without the need for an export license.\(^{40}\) The former ITAR section 126.4 license exemption authorized only the “temporary export” and “temporary import” of ITAR-controlled items and defense services, and applied only when “all aspects of the transaction (export, carriage, and delivery abroad)” were “affected” by a U.S. Government agency or when “the export [was] covered by a U.S. Government Bill of Lading.”\(^{41}\)

The final rule amended the section 126.4 license exemption to expand its scope and clarify its eligibility requirements.\(^{42}\) First, the amendment broadened section 126.4’s scope to cover “the export, reexport, retransfer, or temporary import of a defense article or the performance of a defense service” by or for a U.S. Government department or agency.\(^{43}\) As a reflection of this expanded scope, DDTC also changed the title or header of section 126.4 to reference “transfers” instead of “shipments.”\(^{44}\) Second, the amended section 126.4 clarified who may rely on the license exemption and under what circumstances.\(^{45}\) It provides a license exemption for certain transfers undertaken by a U.S. Government department or agency or, in certain limited instances, by a U.S. Government contractor.\(^{46}\) Section 126.4(b) also creates a license exemption for certain transfers by private persons to a U.S. Government department or agency at its request, or to an entity other than the U.S. Government at the written direction of a U.S. government department or agency or pursuant to an international agreement or arrangement.\(^{47}\) Notably, DDTC has stated that “[e]ach department or agency will determine for itself who is authorized to issue such written directions” to engage in a transfer to a non-U.S.-Government recipient.\(^{48}\) Paragraphs (c), (d), (e), and (f) provide further clarity by setting forth additional requirements for transfers performed under section 126.4.\(^{49}\)

---

\(^{40}\) Id. at 16398–402.


\(^{42}\) International Traffic in Arms Regulations: Transfers Made by or for a Department or Agency of the U.S. Government, 84 Fed. Reg. at 16399.

\(^{43}\) Id. at 16399.

\(^{44}\) Id. § 126.4(a).
On March 8, 2019, DDTC issued an ANPR soliciting public comments on potential revisions to USML Categories IV (Launch Vehicles) and XV (Spacecraft).50 On July 26, 2019, DDTC issued an ANPR requesting responses to several questions about the potential consolidation of the ITAR's various license exemptions.51 With this July ANPR, DDTC made clear that it “does not seek to broaden or eliminate (unless determined to be redundant) existing exemptions in a rulemaking on this issue.”52 Instead, DDTC’s goal is to consolidate the various exemptions located throughout the ITAR in a single location and to organize them more effectively.53

On July 31, 2019, the White House issued Presidential Determination No. 2019-21,54 which designated Brazil as a major non-NATO ally in accordance with Section 517 of the Foreign Assistance Act of 1961.55 Accordingly, on August 21, 2019, DDTC issued a notice on its website that “effective immediately [Brazil] is included within the definition of major non-NATO ally at ITAR section 120.32,” and DDTC “will amend [section 120.32] in the future to include specific reference to Brazil among the list of designated nations.”56

November 2019 saw yet another development in DDTC’s long-running litigation involving Defense Distributed, a U.S. company that has engaged in the online distribution of computer-aided design (CAD) files for printing 3D weapons.57 DDTC asserted that the online distribution of such CAD files was subject to the ITAR and posed a major threat to U.S. national security.58 A non-profit organization that designed such firearms challenged the prepublication approval requirement.59 The District Court for the Western District of Texas and the Court of Appeals for the Fifth Circuit ruled in DDTC’s favor on that issue during 2015 through 2016.60 On July 29, 2018, however, DDTC reversed course by entering into a settlement agreement that approved the CAD files for public release online and temporarily modified the USML to allow such publication.61 This action prompted multiple states and the District of Columbia to sue DDTC and
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several co-defendants in the Western District of Washington. On November 12, 2019, the Western District of Washington entered an order invalidating DDTC’s regulatory actions, holding *inter alia* that DDTC’s temporary modification of the USML to allow immediate publication of the CAD files constituted the removal of one or more items from the USML without the thirty-day Congressional notice required under the Arms Export Control Act, and that DDTC’s regulatory reversal was “arbitrary and capricious.”

B. Updates to the EAR

1. Entity List Designations

On May 15, 2019, President Trump issued an Executive Order declaring a national emergency with regards to the creation and exploitation by “foreign adversaries” of vulnerabilities in information and communication technology and services. On the following day, BIS added Huawei and its sixty-eight non-U.S. affiliates to the Entity List, effectively halting exports and reexports of items subject to the EAR to Huawei. “As a result of the [Entity List] designation, no supplier . . . may export, reexport, or transfer (in country) any commodity, software, or technology (items) subject to the [EAR] to the listed Huawei [EL] entities unless authorized by a BIS license.” On May 20, 2019, BIS issued a temporary general license (TGL) permitting certain transactions with Huawei to continue despite the Entity List designation. On November 20, 2019, the U.S. Government extended the TGL through February 16, 2020.

---
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2. Regulatory Updates
   a. Export Restrictions to Cuba

   On October 19, 2019, BIS further restricted the Cuban Government's access to items subject to BIS's EAR.70 "The United States maintains a comprehensive embargo on trade with Cuba, and the export and reexport to Cuba of items subject to the EAR require a BIS license unless authorized by a license exception specified in EAR section 746.2(a)(1) or exempted from license requirements in EAR section 746.2(a)(2)."71 The amendments to the EAR came in the wake of the U.S. Department of the Treasury's Office of Foreign Assets Control's (OFAC) amendments to the Cuban Assets Control Regulations, that re-imposed limitations on "U-turn" transactions and remittances effective October 9, 2019.72

   b. Advance Notice of Proposed Rulemaking

   On November 19, 2018, BIS published an advance notice of proposed rulemaking (ANPRM) in the Federal Register that sought public comment on criteria for identifying and defining "emerging technologies" essential to U.S. national security.73 "The ANPRM is the first step toward BIS adopting rules designating which technologies should be subjected to additional U.S. export controls."74 BIS published the ANPRM as required by ECRA section 1758.75

III. Economic Sanctions Update

A. Cuba Related Sanctions

In furtherance of the National Security Presidential Memorandum on Strengthening the Policy of the United States Toward Cuba (NSPM) issued in June 2017,76 OFAC published two notices to amend the Cuban Assets Control Regulations (CACR).77 On June 5, 2019, OFAC issued a rulemaking notice that eliminated the general license that permitted U.S.

---

75. ECRA § 1758.
persons to travel to Cuba to participate in educational exchanges to promote “people-to-people contact” under the auspices of a sponsoring organization.\(^78\) Subsequently, on September 9, 2019, OFAC promulgated a rulemaking notice that, effective October 9, 2019, removed certain authorizations for banking institutions to process “U-turn” transactions in which the sender and recipient are outside U.S. jurisdiction and placed greater restrictions on authorizations relating to family remittances (e.g., capping remittances to $1,000 per quarter to be sent from one remitter to one Cuban national).\(^79\) It also excluded remittances from being provided to close family members of prohibited officials of the Cuban Government and prohibited members of the Cuban Communist Party.\(^80\) Significantly, though, the amendment also revised the CACR to authorize unlimited remittances to self-employed individuals in the non-state sector in Cuba.\(^81\)

B. IRAN RELATED SANCTIONS

After withdrawing from the Joint Comprehensive Plan of Action (JCPOA) in 2018, the United States continued to impose strict sanctions on Iran in 2019.\(^82\) On April 8, 2019, President Trump announced that the U.S. Department of State would designate Iran’s Islamic Revolutionary Guard Corps (IRGC) as a Foreign Terrorist Organization (FTO).\(^83\) This designation marked the first time that the United States labeled a part of another government as an FTO.\(^84\) As a result of the designation, the United States can impose secondary sanctions on non-U.S. persons who provide “material support” to the IRGC and entities it owns or controls, and can seize its assets wherever located worldwide, and can criminally prosecute persons, including non-U.S. persons wherever located, that provide such material support to the IRGC.\(^85\)

On May 8, 2019, President Trump issued Executive Order 13871, which provides for secondary sanctions in relation to Iran’s iron, steel, aluminum, and copper sectors, which provides the country with important sources of

---
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The Executive Order provides for blocking of non-U.S. persons who engage in “significant transactions” with the iron, steel, aluminum, and copper sectors, including supplying goods and services to or purchasing products from those sectors. On August 6, 2019, OFAC amended the Iranian Financial Sanctions Regulations to implement the Executive Order.

C. RUSSIA/UKRAINE RELATED SANCTIONS

The United States continues to balance the imposition of targeted sanctions on Russia with avoidance of significant disruptions to U.S. economic activity in Russia. In January 2019, OFAC removed certain entities from the SDN List that OFAC had previously designated due to ownership by Russian oligarch Oleg Deripaska after he sold off part of his interest in the entities. The removal came after OFAC had repeatedly extended certain general licenses allowing for wind down activities with the entities. OFAC has continued to extend the general license for GAZ Group, another entity in which Deripaska holds an interest, most recently issuing an extension through March 2020.

On August 2, 2019, the Trump Administration imposed a long-awaited second round of sanctions on Russia pursuant to the Chemical and Biological Weapons Control and Warfare Elimination Act (CBW Act). These sanctions followed Russia’s failure to make adequate assurances it would not engage in other chemical weapons attacks, following the March 2018 nerve agent poisoning of two UK citizens in England, which was attributed to Russia. Notably, President Trump did not exercise his authority to impose certain additional sanctions, and the President elected to waive some sanctions that are otherwise required under the CBW Act, such as
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as prohibiting all loans to the Russian government (rather than just non-ruble-denominated debt).95

D. SYRIA RELATED SANCTIONS

On March 25, 2019, OFAC published an Advisory to the Maritime Petroleum Shipping Community on Sanctions Risks Related to Petroleum Shipments involving Iran and Syria.96 The advisory notes that OFAC will “aggressively target for designation” anyone who supports the Government of Syria, including by financing or facilitating the delivery of petroleum to the Government of Syria.97 OFAC outlined the deceptive practices found in the shipping industry that could lead to inadvertent dealings in Syria.98 These practices include falsifying documents, ship to ship transfers (e.g., transferring cargo at sea to conceal origin or destination), disabling online systems designed to track cargo, and changing vessel names.99 OFAC recommended entities bolster compliance procedures and specifically monitor for deceptive practices by carefully reviewing documentation and conducting diligence.100 The advisory also provides a list of vessels that OFAC determined had delivered to Syria from 2016-2018 for use in identifying potentially risky transactions.101 The advisory comes on the heels of a similar 2018 advisory related to North Korea and demonstrates OFAC’s renewed concern for the circumvention of sanctions by the shipping community and OFAC’s reliance on secondary sanctions to target non-U.S. entities.102

E. VENEZUELA RELATED SANCTIONS

The U.S. Government continued to impose harsher sanctions against Venezuela in 2019.103 On January 28, 2019, OFAC added Petróleos de Venezuela, S.A. (PdVSA), Venezuela’s state-owned oil and natural gas company, to the Specially Designated Nationals and Blocked Persons List (SDN List), although OFAC issued general licenses on the same date to allow several of U.S. companies to be able to continue to engage in certain...

---
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kinds of transactions with PdVSA for several months. Subsequently, the Trump Administration imposed comprehensive sanctions against the Government of Venezuela pursuant to Executive Order 13884 of August 5, 2019 (EO 13884). Specifically, EO 13884 served to block all property and interests in property of the Government of Venezuela that are in or that come into the United States or the possession or control of a U.S. person and to authorize the imposition of secondary sanctions for dealings by non-U.S. persons with certain persons whose property is blocked pursuant to the Executive Order. President Trump then issued Executive Order 13808 of August 24, 2019 (EO 13808), pursuant to which certain transactions by U.S. persons are prohibited relating to new debt of Petróleos de Venezuela, S.A. (PdVSA), new debt and new equity of the Government of Venezuela, bonds issued by the Government of Venezuela before August 25, 2017, the purchase of securities from the Government of Venezuela, and the payment of dividends and other distribution of profits to the Government of Venezuela by entities owned or controlled by the Venezuelan government. During the course of the year, OFAC also added a number of other Venezuelan persons and entities to the SDN List.

F. COMPLIANCE GUIDANCE

On May 2, 2019, OFAC published “A Framework for Compliance Commitments,” which outlines its expectations for effective sanctions compliance programs and identified five key components of a compliance program.


106. See Exec. Order No. 13,884, 84 Fed. Reg. 38843, § 1 (Aug. 7, 2019) (noting that in connection with the issuance of EO 13884, OFAC issued new or revised general licenses authorizing certain U.S. persons to engage in certain activities that otherwise would be prohibited by the EO 13884 because they involve the Government of Venezuela, including entities owned or controlled by the Government of Venezuela, such as Petróleos de Venezuela, S.A. (PdVSA), PDV Holding, Inc., CITGO Holding, Inc., and Nynas AB, among others).

107. Exec. Order No. 13808, 82 Fed. Reg. 41155 (Aug. 24, 2017) (noting that at the same time, OFAC issued several general licenses to authorize certain transactions with certain Venezuelan entities that would otherwise be prohibited under EO 13808).


G. OTHER DEVELOPMENTS

1. Nicaragua

Beginning in April 2019, OFAC has designated a number of individuals and entities pursuant to Executive Order 13851, issued November 2018, authorizing designation of persons engaged in human rights violations or corruption in Nicaragua.\(^\text{110}\) To date, OFAC designations have largely targeted President Ortega, his inner circle, and others with ties to the Government of Nicaragua.\(^\text{111}\) In addition to designating certain persons on the SDN List, on September 3, 2019, OFAC also published the Nicaragua Sanctions Regulations to formally implement the Executive Order.\(^\text{112}\) Given that the Trump administration has included Nicaragua in what it terms the “Troika of Tyranny” along with sanctioned countries Cuba and Venezuela, U.S. companies should treat Nicaragua as a high-risk country.

2. Turkey

On October 14, 2019, OFAC designated two Turkish government ministries and three Turkish officials in reaction to Turkey’s military operations in Syria.\(^\text{113}\) The military operations occurred after the Trump Administration removed U.S. forces from Syria.\(^\text{114}\) In removing forces, President Trump indicated his willingness to sanction Turkey if it committed acts of violence in Syria.\(^\text{115}\) After Turkish forces moved into Syria, OFAC designated Turkish entities that the United States deemed responsible for the violence.\(^\text{116}\) OFAC issued General Licenses for certain wind down activities and the conduct of official business with Turkey. But after Turkey agreed to a ceasefire, OFAC delisted the Turkish entities and officials.\(^\text{117}\)

---
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IV. Notable Enforcement Cases

A. DDTC Enforcement Cases

Darling Industries, Inc. (Darling) agreed to pay a fine of $400,000 as part of a civil consent agreement with DDTC concluded on February 26, 2019.\(^{118}\) DDTC alleged that a Darling subsidiary committed six violations of the ITAR,\(^{119}\) although the agency also summarized the results of a self-initiated review that revealed “decades of systematic, reoccurring violations” arising from inadequate training and inattention to export classification and licensing requirements.\(^{120}\) The six alleged violations involved the failure to appoint a qualified “empowered official,” unauthorized exports of ITAR-controlled missile insulator material and related data and services to Canada from 2012 to 2014, and exports of breathing hoses designed for use in military aircraft to several European countries from 2009 to 2013.\(^{121}\)

In a consent agreement concluded with DDTC on September 19, 2019, L3Harris Technologies, Inc. was assessed a civil fine of $13,000,000 for 131 alleged violations of the ITAR.\(^{122}\) The alleged violations included unauthorized exports of military radio software, tactical radios, military electronics, technical data relating to night-vision gear and tactical radios, remote-controlled vehicles, and radar simulators to end-users in various NATO member countries (Australia, Brazil, New Zealand, Singapore, and Thailand).\(^{123}\) Multiple infractions of a more administrative nature were also alleged.\(^{124}\) The alleged violations were made known to DDTC via one directed and ten voluntary disclosures.\(^{125}\) Because three of the voluntary disclosure reports described matters materially related to the directed disclosure, DDTC determined the voluntary nature of their submission did not warrant consideration as a mitigating factor.\(^{126}\) The seven other


\(^{119}\) Letter from Jae Shin, Dir. of Compliance, Directorate of Def. Trade Controls, to Gary Darling, President, Darling Indus., Inc. (Feb. 2019) (proposed charging letter), available at https://www.pmddtc.state.gov/sys_attachment.do?sysparm_referring_url=tear_off&view=true&sys_id=4e52f13deb5f6555c3070808e96199a.

\(^{120}\) Id. at 3.

\(^{121}\) Id. at 4–5.

\(^{122}\) L3Harris Tech., Inc., (U.S. Dep’t of State, Sept. 19, 2019) (final order), available at https://www.pmddtc.state.gov/sys_attachment.do?sysparm_referring_url=tear_off&view=true&sys_id=4579982db44e0107e63c355c7e96192c.

\(^{123}\) Letter from Michael Miller, Acting Deputy Assistant Sec’y, Directorate Def. Trade Controls, to William M. Brown, Chairman & CEO, L3 Harris Tech., Inc. (Sept. 2019) (proposed charging order), available at https://www.pmddtc.state.gov/sys_attachment.do?sysparm_referring_url=tear_off&view=true&sys_id=f9be8dadb0044107e63c355c7e96190f.

\(^{124}\) Id. at 7–9.

\(^{125}\) Id. at 3.

\(^{126}\) Id. at 1.
disclosure reports were sufficiently unrelated to the directed disclosure to be considered voluntary.127

AeroVironment, Inc. reached a $1,000,000 civil settlement with DDTC effective November 19, 2019, in connection with ten alleged violations of the ITAR.128 These alleged violations fell into roughly five categories:

1. unauthorized exports of unmanned aircraft systems (UAS) to Canada and related infractions;
2. unauthorized exports of controlled technical data in the form of non-public UAS user manuals to Australia, Canada, France, and Thailand;
3. unauthorized exports of Shrike UAS to the United Kingdom;
4. violations of terms, conditions, and provisos attached to DDTC authorizations; and
5. material recordkeeping lapses.129

AeroVironment voluntarily disclosed these activities and undertook self-initiated compliance program improvements.130

B. MAJOR BIS ENFORCEMENT CASES

BIS imposed a $600,000 fine on China-based Yantai Jereh Oilfield Services Group Co., Ltd. (Yantai Jereh) on December 10, 2018.131 Yantai Jereh was alleged to have arranged three attempted transshipments of U.S.-origin coiled tubing (valued at $383,881 total) to Iran via China and the United Arab Emirates, in violation of the EAR (and related OFAC requirements).132 In addition, Yantai Jereh was alleged to have made false or misleading statements to BIS investigators about its knowledge of the intended ultimate destination of these shipments.133

127. Id. at 2.
130. Id. at 1.

PUBLISHED IN COOPERATION WITH SMU DEDMAN SCHOOL OF LAW
On July 8, 2019, Pouran Aazad and Sadr Emad-Vaez (both naturalized U.S. citizens originally from Iran), along with Ghareh Sabz Co. (an Iranian company), agreed to remit $300,000 to BIS as part of a joint settlement.\(^{134}\) BIS charged the three respondents with conspiring to engage in an unauthorized export by attempting to have a highly-accurate micro drill press with a video edge finder, process inspection camera, and spray mister system sent from the United States to Iran via the United Arab Emirates in 2013.\(^{135}\) The respondents allegedly took specific and concrete steps to persuade the U.S. manufacturer to conceal the ultimate destination of the drill press in shipping documentation.\(^{136}\) BIS learned of the activity and intervened to stop the shipment before it left the United States.\(^{137}\)

C. MAJOR OFAC ENFORCEMENT CASES

OFAC announced on April 9, 2019, that London-headquartered Standard Chartered Bank (SCB) entered into a global settlement agreement with federal, New York, and United Kingdom authorities relating to apparent violations of the now-repealed Burmese and Sudanese Sanctions Regulations, the CACR, the ITSR, the Syrian Sanctions Regulations (SySR),\(^{138}\) and related laws, occurring between 2009 and 2014.\(^{139}\) As part of the global arrangement, SCB agreed to pay a fine of $639,023,750 to settle its potential civil liability with OFAC, which described the bank’s processing of 9,335 prohibited financial transactions from 2009 to 2014 as an “egregious case” involving “reckless disregard” of relevant law, “actual knowledge and/or reason to know” of problematic activities, and “significant harm” to several economic sanctions programs.\(^{140}\) In parallel with (but separate from) the global settlement, SCB also agreed to a fine of $18,016,283 for allegedly processing 1,795 financial transactions involving persons specially designated or blocked pursuant to the Zimbabwe Sanctions Regulations.\(^{141}\)

On April 15, OFAC released information on three global settlement agreements that UniCredit Bank AG (Germany), UniCredit Bank Austria AG, and UniCredit S.p.A. (Italy) reached with OFAC, the Department of Justice, and New York state authorities.\(^{142}\) Together the UniCredit
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companies were alleged to have committed 2,897 violations of the now-repealed Burmese and Sudanese Sanctions regulations, the CACR, the ITSR, the SySR, the Libyan Sanctions Regulations, the Global Terrorism Sanctions Regulations, and the Weapons of Mass Destruction Proliferators Sanctions Regulations from 2007 through 2012. OFAC characterized the three cases as “egregious,” and summarized the systemic, “reckless,” and sometimes apparently “willful” measures the banks employed to disguise the involvement of sanctioned countries and entities in financial transactions subject to U.S. jurisdiction. The combined fine was $611,023,421.

V. Canadian Developments

A. Economic Sanctions

1. Canada Expands Sanctions Related to Ukraine

In 2019, the Canadian government substantially expanded the list of sanctioned individuals related to Ukraine. Canada has imposed sanctions on the Russian-occupied Crimea region of Ukraine and on Ukrainian individuals and entities related to Crimea’s annexation and the ongoing Russian occupation in parts of eastern Ukraine in 2014. This list of sanctioned persons was further expanded first in March 2019 and then in June 2019 to target an additional 114 individuals and fifteen entities. The expansion of sanctions was a response to Russia’s involvement in the Kerch Strait incident on November 25, 2018, when Russian coastguard vessels seized a Ukrainian tugboat and two gunboats on their way to port of Mariupol.

2. Canada Continues to Expand Sanctions on Venezuela
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abuses by the regime of Nicolás Maduro. In April 2019, forty-three Venezuelan individuals were added to the Canadian sanctions list, most of whom are high level officials of the Maduro regime. Two months later, one of those individuals, the former deputy director of the Venezuelan Directorate General of Military Intelligence, Cristopher Figuera, was delisted by Canada because he had parted with the Maduro regime to support Juan Guaido’s opposition forces.

3. Canada’s Response U.S. Helms-Burton Developments

On April 17, 2019, the Trump administration announced that the United States will no longer suspend the private right of action under Title III of the Cuban Liberty and Democratic Solidarity (LIBERTAD) Act of 1996 (the Helms-Burton Act). Title III of the Helms-Burton Act allows parties whose property was confiscated by the Cuban Government in 1959 to bring actions in U.S. courts against companies and individuals who traffic in such property. The Helms-Burton Act is extraterritorial.

On the same day as the U.S. announcement, European Union (EU) High Representative/Vice President Federica Mogherini, Minister of Foreign Affairs of Canada Chrystia Freeland, and EU Commissioner for Trade Cecilia Malmström issued a joint statement declaring that Canada and the EU are “determined to work together to protect the interests of our companies in the context of the WTO.” In addition to likely challenges at the WTO, Canadian companies subject to Title III claims in U.S. courts may also consider pursuing damages against the U.S. government under the NAFTA Chapter 11 investor-state dispute mechanism. This dispute mechanism, however, will not be available for long as NAFTA’s proposed
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replacement, the United States-Mexico-Canada Agreement, eliminates the application of investor-state dispute settlement as between Canada and the United States.  

4. *Canada Imposes Sanctions on Nicaragua*

On June 21, 2019, Canada implemented sanctions against Nicaragua. The sanctions were imposed under the Special Economic Measures Act to include a dealings prohibition, asset freezes, and travel bans on nine individuals. These listed individuals are key members of the Government of Nicaragua and are considered to be part of President Daniel Ortega’s inner circle. Canada implemented the measures in response to reports of gross and systematic human rights violations, campaign of repression, and state-sponsored violence against anti-government protests, including the torture, extrajudicial killings, and mistreatment of protestors.

5. *Canada Expands Sanctions on Yemen*

On June 25, 2019, Canada amended its sanctions against Yemen to implement the decisions of UN Security Council Resolution 2216, imposing a targeted arms embargo against certain individuals or entities, into Canadian domestic legislation. Canadian sanctions against Yemen prohibit any Canadian or any person in Canada from dealings with designated persons. The UN Security Council expanded the number of designated persons by adding two Houthi leaders to the list. The UN Resolution was adopted in connection to military escalation by a Houthi insurgency group.

6. *Canada Suspends Export Permits for Transfers to Turkey*

Turkey’s intrusion into northern Syria in October of 2019 created a wave of responses by international community. While Canada has not imposed formal economic sanctions against Turkey, it has joined the United States and the EU countries by suspending new weapon sales to its fellow NATO
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161. *Id.*


163. Special Economic Measures (Nicaragua) Regulations (Special Economic Measures Act), SOR/2019-232 (Can.).

164. *Id.* at 6.

165. *Id.* at 8.

166. Regulations Amending the Regulations Implementing the United Nations Resolution on Yemen (United Nations Act), SOR/2019-250 (Can.).

167. *Id.* at 2.


169. *Id.*
On October 11, 2019, the Canadian Government announced that it has temporarily suspended the issuance of new export permits to Turkey, particularly for military equipment and technology, although it appears that export of controlled items may continue under existing permits.

7. Canada Prosecutes Syria National Under Syrian Sanctions

In October 2019, a criminal trial was finally set for Nader Mohamed Kalai, a Canadian permanent resident and Syrian national, who was charged in 2018 with breaching the Special Economic Measures (Syria) Regulations. It is alleged that Mr. Kalai contravened Canada’s sanctions by making a payment equivalent to CAD $140,000 to Syrialink, a Syrian real estate and telecommunications company. Mr. Kalai, who is currently listed under the EU sanctions, has pleaded not guilty to the charges.

B. EXPORT CONTROLS

1. Canada Adopts New Export Controls and Brokering Regulations

In September 2019, Canada became a State Party to the United Nations Arms Trade Treaty (ATT), a treaty establishing standards for international trade in a broad range of conventional arms that currently counts more than 100 State Parties. To meet its ATT obligations, Canada amended the Export and Import Permits Act (EIPA) and adopted a package of brokering regulations, namely, the Brokering Control List, Brokering Permit Regulations, Regulations Specifying Activities that Do Not Constitute Brokering, General Brokering Permit No. 1, and General Export Permit No. 47 (ATT Package).

The newly established legislative scheme imposes controls over brokering activities. This legislation is a significant development for the Canadian
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industry as this is the first time such controls have been introduced in Canada. The amended EIPA prohibits unauthorized brokering by any Canadian company or individual, whether located in Canada or abroad, which essentially means that new Canadian brokering obligations apply on an extraterritorial basis. All companies and individuals in Canada as well as Canadians (including permanent residents) abroad now require a Canadian permit to engage in brokering activities.

2. Canada Tests New Export Controls Regulations Regarding Transfers to Saudi Arabia

In the fall of 2018, Global Affairs Canada was tasked with conducting a review of Canada’s arms exports to Saudi Arabia. The issuance of new permits for exports to Saudi Arabia was put on hold, pending the completion of this review.

In September 2019, as set out in a departmental briefing note, GAC conducted its review under the new substantial risk assessment process and concluded that there was no “credible evidence linking Canadian exports of military equipment or other controlled items to any human rights or humanitarian law violations committed by the Saudi government.” GAC also noted that it did not identify “existing permits or pending applications that would be of concern under the standard robust risk assessment framework.”
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