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National Security Law

GEORGE F. GOODALE, JONATHAN MEYER, MARIO MANCUSO, LUCILLE HAGUE, MATTHEW O’HARE, FAITH DIBBLE, BONNIE H. WEINSTEIN, SERGIO L. SUAREZ, CHRISTOPHER A. VALLANDINGHAM, AND GUY C. QUINLIN*

This article surveys 2019 international legal developments relevant to national security law.

I. U.S.-China Tensions

During the past year, the relations between the United States and China were tumultuous. As discussed below, the U.S. government enacted a wide range of measures to address perceived threats that certain Chinese actions and policies posed to U.S. economic and national security interests, and to protect and promote democracy in Hong Kong.

A. Developments in U.S.-China Trade Relations

Trade relations between the United States and China were quite volatile during the past year due to continuing and escalating tensions over the investigation by the U.S. Trade Representative (USTR) concerning certain Chinese “laws, policies, practices, or actions related to technology transfer, intellectual property, and innovation” pursuant to Section 301 of the Trade Act of 1974, as amended (Section 301).1 As a result of the Section 301 investigation, the USTR found that U.S. commerce was burdened or restricted by the following unreasonable or discriminatory aspects of China’s technology transfer and intellectual property (IP) regimes:


* The committee co-editors of this Article were Orga Cadet (managing) and Anne R. Jacobs. Geoffrey M. Goodale, Partner, Duane Morris, LLP, and Jonathan Meyer, Attorney at Law, contributed “U.S.-China Tensions.” Mario Mancuso, (Partner), Lucille Hague (Associate), Matthew O’Hare (Associate), and Faith Dibble (Associate), Kirkland & Ellis, LLP, contributed “Continued Expansion of CFIUS’ Jurisdiction Via Proposed Regulations Implementing FIRMA.” Bonnie H. Weinstein, Attorney at Law, contributed “Brexit and National Security.” Captain Sergio L. Suarez, Judge Advocate General’s Corps, United States Army, contributed “Intelligence and Surveillance Law.” Major Christopher A. Vallandingham, Associate University Librarian and Professor of Legal Research, University of Florida Levin College of Law, U.S. Army Judge Advocate General’s Corps, contributed “United States-Turkey Relations Continue to Deteriorate.” Guy C. Quinlin, President, Lawyers Committee on Nuclear Policy, contributed “Nuclear Arms Control.”
(1) the government’s use of opaque administrative approval processes, joint venture (JV) requirements, foreign equity limitations, procurements, and other mechanisms to require or pressure the transfer of valuable U.S. technology and IP to China;

(2) government acts, policies, and practices that deprive U.S. companies of the ability to set market-based terms in technology-related negotiations;

(3) governmental direction and unfair facilitation of outbound Chinese investment targeting U.S. companies and assets in key industry sectors; and

(4) the government’s support of unauthorized intrusions into U.S. commercial computer networks or cyber-enabled theft of trade secrets and other proprietary information.

As a result of these findings, President Trump instructed the USTR to impose tariffs on imports of certain Chinese products and to seek relief at the World Trade Organization (WTO) from China’s unfair trade practices.

Shortly thereafter, the USTR imposed Section 301 tariffs at a level of twenty-five percent on two different lists of Chinese products that collectively had an estimated annual value of $50 billion. These tariffs entered into effect for imports made on or after July 6, 2018 (List One Products), and on or after August 23, 2018 (List Two Products). Following retaliation by the Chinese government against the imposition of Section 301 tariffs on List One Products and List Two Products, the USTR determined to impose Section 301 tariffs on a third list of Chinese products that collectively had an estimated annual value of $200 billion (List Three Products). The initial Section 301 tariff level for List Three Products was set at ten percent and was to apply to imports made on or after September 24, 2018; subsequently, the Section 301 tariff level for List Three Products would be increased to twenty-five percent for imports made on or after January 1, 2019.

But as a result of progress being made in the U.S.-China negotiations regarding the key issues in the Section 301 investigation, President Trump directed the USTR to delay the increase to twenty-five percent for List

2. Id.
3. Id.
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Three Products until March 2, 2019. Subsequently, as a result of continued progress in the negotiations, the USTR announced on March 5, 2019 that the Section 301 tariff level for List Three Products would remain at ten percent “until further notice.”

Nevertheless, the negotiations suffered a setback in late April 2019, and consequently, at the direction of President Trump, the USTR announced that the Section 301 tariff level for List Three Products would be raised to twenty-five percent for imports made on or after May 10, 2019 (unless the products were exported before May 10, 2019, and imported into the U.S. before June 1, 2019). Shortly after, the USTR published a proposed fourth list of additional Chinese products that collectively had an estimated annual value of $300 billion on which Section 301 tariffs would be imposed (List Four Products); ultimately, the USTR decided to break this list into List 4-A Products and List 4-B Products. Initially, the USTR stated that a Section 301 tariff rate of fifteen percent would be imposed on List 4-A Products imported on or after September 1, 2019 and that the same Section 301 tariff rate would be imposed on List 4-B Products that were imported on or after December 15, 2019. Subsequently, however, in connection with positive developments in trade negotiations between the two countries that took place in late 2019 and early 2020, the U.S. Government held off on imposing Section 301 tariffs on List 4-B Products indefinitely and reduced the Section 301 tariff rate on List 4-A Products to 7.5 percent on imports made on or after February 14, 2020.

In addition to the issues raised by the findings of the Section 301 investigation, the U.S. government also took actions to counter negative aspects of other policies being pursued by China, including its Belt and Road Initiative and its Made in China 2025 program. Towards this end, President Trump issued an Executive Order on Securing the Information and Communications Technology Supply Chain on May 15, 2019 (EO

In accordance with EO 13873, the U.S. Department of Commerce (DOC) imposed heightened export controls on certain Chinese entities, including Huawei and many of its international affiliates. The DOC also issued a proposed rule to implement EO 13873, effectively creating a CFIUS-like mechanism to empower the DOC to block certain technology transactions involving information and communications technology and services developed by a foreign adversary (e.g., China).

B. U.S. Actions in Support of Democracy and Human Rights in Hong Kong

In November 2019, Congress passed two bills to express support for the protesters in Hong Kong: S. 1838 and S. 2710. Given that veto-proof majorities voted in favor of both of these bills, President Trump signed them into law on November 27, 2019. While S. 1838 would require the President to provide an annual report regarding Hong Kong’s compliance with U.S. export controls, and S. 2710 would ban the U.S. export of crowd control munitions and equipment to Hong Kong, significant questions remain as to how vigorously President Trump will implement and follow these laws given that he issued signing statements relating to these laws in which he stated that “certain provisions . . . would interfere with the exercise of the President’s constitutional authority to state the foreign policy of the United States.”

As the discussion above illustrates, U.S. relations with China during the past year were fast moving, challenging, and worthy of detailed analysis. Consequently, the Section’s National Security Committee frequently sponsored programs on developments in U.S.–China relations. For example, the Committee sponsored a program on “Understanding the BUILD Act of 2018 and Other U.S. Responses to China’s Belt and Road Initiative” at the Section’s 2019 Annual Meeting, during which the panelists

21. See id.
discussed non-traditional forms of power projection, how such non-traditional forms of power projection are being utilized to expand Chinese power globally, and how the United States is responding to such non-traditional forms of power projection.23

II. Continued Expansion of CFIUS' Jurisdiction Via Proposed Regulations Implementing FIRRMA

A. SUMMARY

On September 17, 2019, the U.S. Department of the Treasury (Treasury), as chair of the Committee on Foreign Investment in the United States (CFIUS), published proposed regulations (the Proposed Regulations) implementing most provisions of the Foreign Investment Risk Review Modernization Act (FIRRMA).24 The Proposed Regulations broaden CFIUS's jurisdiction to cover non-controlling, non-passive foreign investments in U.S. companies involved in critical technology, critical infrastructure, or sensitive personal data (TID businesses), as well as many real estate transactions.25 While the Proposed Regulations remain subject to revision, they represent a significant milestone in the evolution of CFIUS and will have a significant impact on cross-border deal-making.

B. BACKGROUND

"The Proposed Regulations reflect a broad and longstanding bipartisan policy consensus that the historical and voluntary CFIUS process has not been adequate to identify, review, and mitigate risks arising from new and different types of foreign investment in many U.S. businesses."26 "These changes will transform CFIUS's jurisdictional reach and will immediately affect transaction considerations, even if the [Proposed Regulations] are not finalized until early 2020."27 Except for a method to "implement a filing fee and the decision to retain, modify, or terminate the . . . CFIUS critical


27. Id.
technology Pilot Program, the Proposed Regulations are intended to fully implement all provisions of FIRRMA."28

C. KEY TAKEAWAYS REGARDING THE PROPOSED REGULATIONS

1. The CFIUS review process will remain largely voluntary.

The Proposed Regulations require a CFIUS filing for investments that will result in a foreign government holding a substantial interest in a U.S. business.29 A substantial interest exists when the foreign person with the closest relationship to the U.S. business holds a twenty-five percent or greater direct or indirect voting interest in such business and the foreign government holds a forty-nine percent or greater direct or indirect voting interest in such foreign person.30 This substantial interest standard sets a high bar for mandatory filings for foreign government investors and does not appear to capture, for example, many transactions involving foreign government anchor limited partners in U.S.-controlled investment funds.31 Moreover, CFIUS’s indication in the Proposed Regulations that it may not continue the critical technology Pilot Program suggests that a CFIUS filing may again become voluntary for all transactions not satisfying the substantial interest test.32

2. Data-Intensive businesses will be subject to increased CFIUS scrutiny.

The Proposed Regulations grant CFIUS jurisdiction to review non-controlling investments in companies maintaining sensitive personal data.33 The Proposed Regulations define sensitive personal data as identifiable data within specified categories (e.g., biometric identifiers, geolocation data, or information contained in consumer reports or insurance applications) that is maintained by a U.S. business that maintains or collects (or intends to maintain or collect) data on more than one million people, targets or tailors products or services to sensitive U.S. government personnel, or collects genetic data.34 CFIUS’s broad jurisdiction over non-controlling investments in U.S. businesses maintaining or collecting sensitive personal data will likely extend to diverse sectors of the economy that have not been traditionally considered sensitive and reflects a recognition that data is a vector of national security risk that can be exploited in novel and often unexpected ways.

28. Id.
30. Id. at 50,180.
33. Id. at 50,185-86.
34. Id. at 50,189.
3. **Non-controlling foreign investments in certain “critical infrastructure” companies will be subject to CFIUS jurisdiction.**

Foreign investment in a U.S. business that “owns, operates, manufactures, supplies, or services” identified critical infrastructure will be subject to CFIUS review, even if the investor will not obtain control over the U.S. business. The types of critical infrastructure and the related functions that will trigger CFIUS jurisdiction include infrastructure from the telecommunications, defense industrial base, energy, financial services, transportation, and water and wastewater systems sectors. The proposed definition of critical infrastructure for non-controlling foreign investments is narrower than many expected, and excludes the government facilities, nuclear, health care, food and agriculture, and emergency services sectors. But a broader definition of “critical infrastructure” that includes these sectors still applies to controlling foreign investments.

4. **Some investments by foreign investors from certain U.S. allies will be exempt from CFIUS jurisdiction.**

“The Proposed Regulations provide that certain non-controlling investments in U.S. businesses by foreign persons” with a record of compliance with specified U.S. laws and regulations “from specified foreign countries (excepted countries) will be exempt from review by CFIUS.” Treasury will publish a list of excepted countries to whom this provision will apply. Inclusion on the list will be partly based on the robustness of a foreign country’s investment screening regime and publication of the list may incentivize foreign countries to implement or enhance their screening regimes.

5. **The purchase, lease, or concession to a foreign person of certain real estate located in proximity to sensitive U.S. military or government facilities, as well as the purchase of vacant land, will be subject to CFIUS review.**

The Proposed Regulations permit CFIUS to review certain real estate transactions that give a foreign person identified property rights with respect to maritime ports, airports, or real estate located within a specified distance from sensitive military or government facilities.

---

35. Id. at 50,177.
36. Id. at 50,208-11, app. A.
37. Id.
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Regulations also grant CFIUS new jurisdiction over acquisitions of vacant land.43 “These regulations are highly technical and contain a number of exceptions.”44 “Absent other relevant facts, the sales or leases of most residential property are excluded from CFIUS’ jurisdiction.”45

III. Brexit and National Security

The potential departure of the United Kingdom (UK) from the European Union (EU),46 known as “Brexit,” will have national security implications for the UK, EU member states, and globally. While the EU relationship is primarily an economic one, and key aspects of the joint defense and security apparatus will remain in place,47 certain defense and security components of the relationship will be impacted. In anticipation of Brexit, the countries at issue have been undertaking strategic initiatives to cover potential gaps in security, with further additions to come if Brexit goes into effect.48

A. NATO AND OTHER SECURITY FRAMEWORKS

The enactment of Brexit will have limited direct effect on security frameworks in Europe. The relationship of the UK and the North Atlantic Treaty Organization (NATO) will remain intact.49 Similarly, the UK’s departure from the EU will not affect the UK’s role as a permanent member of the United Nations Security Council.50 Additionally, the UK will maintain the Five Eyes,51 and certain EU member states will retain their...

44. Mancuso et al., supra note 26.
45. Id.
46. The expected, but not certain departure, of the UK from the EU is scheduled to occur January 31, 2020, and elections in the UK, which may affect the outcome, are scheduled for December 12, 2019. See generally, Peter Barnes, Brexit: What Happens Now?, BBC NEWS (Oct. 31, 2019), https://www.bbc.com/news/uk-politics-46393399.
47. Under the terms of the EU treaty, each nation is responsible for its own security. See Consolidated Version of the Treaty on European Union, art. 4, June 7, 2016, 2016 O.J. (C 202) para. 2.
49. Christopher Hope, Brexit Could Threaten the NATO Alliance, Says Top US General, THE TELEGRAPH (Mar. 15, 2016), https://www.telegraph.co.uk/news/newstopics/eu-referendum/12194226/Brexit-could-threaten-the-Nato-alliance-says-top-US-general.html (Also asserts that Brexit may have less-tangible impacts on NATO. For instance, the departure of the UK could result in the dissolution of the EU, making Europe much more vulnerable, including to Russian attacks).
51. The Five Eyes is a sharing arrangement between the intelligence agencies of the UK, the United States, Canada, Australia, and New Zealand.
security relationship equivalents.52 Compared to trade and labor issues, defense issues may be initially less impacted by Brexit, as a large portion of global defense and security operations occur through NATO or bilaterally.53 The implementation of Brexit, however, may result in structural gaps around which member states have been attempting in certain instances to organize initiatives.

B. DEEPER DEFENSE RELATIONSHIPS WITH EUROPE AND THE EUROPEAN INTERVENTION INITIATIVE

UK Ministers have indicated commitment post-Brexit to pursue deeper defense relationships with Europe than any other country.54 Plans include contributing military assets to EU operations and joint positions on foreign policy as part of a “deep security partnership” to address common areas of concern, e.g., illegal migration, terrorism, cybercrime, and other threats.55 Defense ministers point to the UK’s “successful” military cooperation with the EU on tackling piracy off the African coast and joint defense projects, such as the Eurofighter Typhoon aircraft.56 Certain European Foreign Ministers, however, dismiss these pledges as negotiation tactics.57

In September 2017, French president Emmanuel Macron initiated the European Intervention Initiative,58 a French-led, post-Brexit defense plan outside the rubric of NATO or the EU, with thirteen nation participants, including the UK.59

C. LAW ENFORCEMENT

Brexit would affect law enforcement activities. Europol, the EU’s law enforcement agency engaged in tracking international crime and terrorism and information sharing in which all EU member states participate, may be

52. Id. (There is also the Nine Eyes Alliance, the original five countries, plus Denmark, France, Netherland, and Norway, and the 14 Eyes Alliance, which also include Germany, Belgium, Italy Swemed, and Spain.).
53. See generally James Black, et al., Defence and Security after Brexit (Overview Report), RAND CORP. (2017), at 3 (discussing generally the relationship between the UK and NATO) [hereinafter Overview Report].
55. Id.
56. Id.
57. Id.
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structured to retain UK involvement. Additionally, attempts may be made to retain the UK in the EU Arrest Warrant process. Extraditions across European borders may become more burdensome, as would be the exchange of DNA, fingerprints, and vehicle registrations. A £2.4 million safety net unit is to be temporarily established to address such situations.

D. NORTHERN IRELAND AND SCOTLAND

The UK relationship with Northern Ireland and Scotland is at issue as well. A core unresolved issue in Brexit negotiations is the border situation between the UK and Northern Ireland. There are concerns on both sides, and globally, about a return to the hard border, with the risk of upending the current peaceful coexistence, trade, and interconnectedness that many believe the soft border reinforces.

While Scotland at present is likely to remain part of the UK, the Brexit situation has reignited the Scottish independence debate. One issue is that Britain’s Trident submarine force, its nuclear deterrent, is based in Scotland. Scottish officials have indicated that if Brexit ensues, and Scotland were to leave the UK, the base would have to be resituated at considerable cost and dislocation. Britain’s two newly-commissioned, state-of-the-art aircraft carriers were built at facilities in Scotland.


63. Id.


68. Id.
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E. Other Security-Related Impacts of Brexit

Brexit may have other security-related impacts. For instance, Brexit could facilitate enhanced EU defense integration, which the UK would not necessarily support given its own strong independent defense capabilities.\(^70\) Also, losing the UK as a member is likely to result in an estimated twenty-five percent reduction of EU defense capability.\(^71\) Another effect of Brexit may be reduction in effectiveness of the international sanctions regime, because the UK is a prominent EU member and leader in the implementation of sanctions against rogue governments.\(^72\) If the UK moves outside the EU, this may weaken global effectiveness and cooperation in connection with such actions. The UK also will likely experience large reductions in EU funds for research and development and reduced ability to set research agendas, although other structures may be created.\(^73\)

At issue for the United States is dealing with the impact of its strong, prominent ally leaving the EU. It will be essential for the United States to develop stronger relationships with other EU members to replace its interconnectedness through its long-time ally. Nonetheless, what is often termed the “special relationship” between the United States and the UK may result in enhanced bilateral initiatives.

Although this remains a fluid situation, the December 12, 2019 election resulted in a victory for the UK’s Conservative Party, thus clearing a path to the January 31, 2020 Brexit deadline.\(^74\)

IV. Intelligence and Surveillance Law

A. U.S. Foreign Intelligence Surveillance Court Determines Federal Bureau of Investigation Query Procedures Unconstitutional

A recently declassified October 2018 Foreign Intelligence Surveillance Court (FISC) opinion determined that certain Federal Bureau of Investigation (FBI) query procedures were inconsistent with the Foreign Intelligence Surveillance Act (FISA) and the Fourth Amendment of the U.S.

---

\(^70\) See Overview Report, supra note 51 (A consensus around a European Army remains ambiguous); See e.g., Jordan Stevens, Brexit Won’t Necessarily Lead to an EU Army, CNBC (Feb. 18, 2019), https://www.cnbc.com/2019/02/18/brexit-wont-necessarily-lead-to-an-eu-army.html.


\(^72\) Id. at 36.

\(^73\) Id. at 10.

Constitution.\textsuperscript{75} While the FISC opinion approved most aspects of the FBI’s targeting, minimization, and query procedures, it concluded that the FBI’s practice of “keeping records of all query terms in a manner that does not differentiate U.S.-person terms from other terms” did not meet the requirements of Section 702(f)(1)(B) of FISA.\textsuperscript{76} This provision, which was enacted as part of the FISA Amendment Reauthorization Act of 2017, requires the FBI to develop technical procedures to document when it uses a U.S.-person query.\textsuperscript{77}

Furthermore, the FISC determined that the FBI’s query procedures were inconsistent with the Fourth Amendment because the queries lacked a sufficient basis and were not reasonably related to foreign intelligence needs when balanced against the intrusion into the privacy of U.S. persons.\textsuperscript{78} Under a totality of circumstances analysis, the FISC found that the FBI procedures were unreasonable and could be cured by amici’s proposed requirement that the FBI document the basis for its queries.\textsuperscript{79} Affirming that “[t]he government is not at liberty to do whatever it wishes with those U.S.-person communications,” the court found that amici’s request for additional documentation would not adversely affect the FBI’s ability to address national security threats.\textsuperscript{80}

In July 2019, the Foreign Intelligence Surveillance Court of Review (FISC-R) upheld the October 2018 FISC decision, prompting the FBI to submit updated query procedures that the FISC subsequently approved.\textsuperscript{81} Provisions such as query of data systems have become a lynchpin in the reauthorization of the USA Freedom Act.\textsuperscript{82} The balance between national security and surveillance continues to center on the measures in place to ensure the protection of privacy.\textsuperscript{83} The “roving wiretap” and “business record” provisions in FISA, which Congress authorized in 2001 and reauthorized in 2015, enable court-approved surveillance of national security targets and allow for collection of documents relevant to national security.


\textsuperscript{76} July 2019 FISC-R decision at 4.


\textsuperscript{78} Oct. 2018 FISC decision at 92.

\textsuperscript{79} Id. at 88.

\textsuperscript{80} Id. at 89, 96.

\textsuperscript{81} July 2019 FISC-R decision, supra note 75 at 4–5.


\textsuperscript{83} Id.
investigations.\textsuperscript{84} The safeguards articulated by the FISC seem to assure judicial oversight while balancing the constitutionality of important surveillance legislation.\textsuperscript{85}

B. THE SOUTH AFRICAN SUPREME COURT RULES BULK SURVEILLANCE IS UNLAWFUL

On September 16, 2019, the South African High Court declared the bulk interception of telecommunication by the South African National Communications Centre unlawful.\textsuperscript{86} The challenge centered on the constitutionality of certain provisions of the Regulation of Interception of Communications and Provision of Communication-Related Information Act 70 of 2002 (RICA), which generally permitted the interception of communications of any person when authorized by state officials.\textsuperscript{87} The South African High Court rejected the notion that communication interceptions \textit{per se} can be justified.\textsuperscript{88} The Court constructed the notice requirement under the surveillance legislation to reflect the norm in places like the United States and Canada, where notification is given absent a compelling reason as determined by an independent authority.\textsuperscript{89}

Prior to this ruling, RICA prohibited disclosure of surveillance to the target.\textsuperscript{90} The South African High Court cited Article 8 of the European Convention on Human Rights as a basis for requiring post-surveillance notification, noting that Germany requires such notification after it is safe to provide.\textsuperscript{91} The Court also imposed certain restrictions, including a 180-day renewable period for judicial review.\textsuperscript{92} The Court further determined that RICA is “inconsistent with the Constitution and accordingly invalid to the extent that it fails to provide for a system for a public advocate or other appropriate safeguards to deal with the fact that the orders in question are granted ex parte,” using the USA Freedom Act as a model for proper procedure.\textsuperscript{93}


\textsuperscript{85} July 2019 FISC-R decision, supra note 75 at 4-5.


\textsuperscript{87} Id. at 3.

\textsuperscript{88} Id. at 17.

\textsuperscript{89} Id. at 19–20.

\textsuperscript{90} Regulation of Interception of Communications and Provision of Communication-Related Information Act 70 of 2002, § 16(7)(a) (S. Afr).

\textsuperscript{91} Amabhungane, at 68.

\textsuperscript{92} Id. at 22.

\textsuperscript{93} Id. at 33–34.
This decision highlights the importance of governmental compliance with international norms of surveillance to withstand judicial scrutiny while also ensuring an adequate ability to collect and share national security data.

V. U.S.–Turkey Relations Continue to Deteriorate

A. Humanitarian Crisis in Northern Syria

By arming and supporting Kurdish forces in Syria to combat the Islamic State in Iraq and Syria (ISIS), the United States set itself on a collision course with Turkey. Turkey maintains that these Kurdish forces are linked to the Kurdistan Workers’ Party (PKK) and therefore threaten Turkey’s security. After U.S. President Trump withdrew U.S. forces from northern Syria, Turkey sent military forces into Syria to push Kurdish forces out of areas adjacent to the Turkish border and to follow through with its plan to create a safe zone in which to return Syrian refugees currently residing in Turkey.

Dubbed Operation Spring Peace, Turkey’s military action displaced thousands of civilians and worsened Syria’s existing humanitarian crisis. Turkey has also forcibly deported Syrian refugees from Turkey. According to international law, it is impermissible to deport people to areas where there are substantial grounds to believe that they would be at risk of serious human rights violations.

Turkey wants to repatriate all captured ISIS fighters. Like other countries, the United States has been reluctant to allow its citizens who left

to join ISIS to return. Stripping U.S. citizenship to prevent repatriation is problematic under both international and U.S. domestic law. Among the charges filed against returning U.S. citizens has been providing material support for a designated terrorist organization.

B. U.S. SANCTIONS AGAINST TURKEY

When Turkey decided to purchase the Russian-made S-400 air defense system, the United States informed Turkey that this purchase would have negative consequences, including possible sanctions under the Countering America’s Adversaries Through Sanctions Act (CAATSA). Congress threatened to ban the transfer of the F-35 stealth fighter to Turkey if Turkey continued with the purchase of the S-400. After the first delivery of the system in July 2019, the United States ejected Turkey from the F-35 program.

More sanctions were in store for Turkey after its military incursion into northern Syria. The U.S. Congress strongly condemned Turkey’s military actions. The U.S. Senate introduced the Countering Turkish Aggression Act to impose sanctions on Turkey, including sanctions against senior Turkish officials and a prohibition of U.S. military assistance. The U.S. House of Representatives overwhelmingly passed a resolution recognizing as genocide the killing of an estimated 1.5 million Armenians under Ottoman authority, which Congress had not done in the past, for fear of offending Turkey. In the Turkey Human Rights Promotion Act of 2019, the Senate criticized Turkey’s detention of journalists, its censorship of the internet, and its use of counterterrorist authorities to imprison domestic political...
opponents of the Turkish President Recep Tayyip Erdogan. The United States-Turkey Relations Review Act of 2019 stipulated that the United States needed to evaluate the possible relocation of U.S. military forces and assets from Turkey.

C. TURKEY PRESSURES UNITED STATES TO EXTRADITE FETHULLAH GÜLEN

The Turkish government continues to pressure the United States to extradite Fethullah Gülen, a permanent resident of the United States. President Erdogan has accused Gülen of masterminding the failed 2016 coup attempt. To date, U.S. authorities have considered the evidence proffered by Turkey to be insufficient to satisfy the requirements for extradition as detailed in the treaty between the two governments signed in 1979.

D. U.S. INDICTMENT OF HALK BANKASI

In October 2019, U.S. prosecutors in New York City indicted Halk Bankasi, a Turkish state-owned bank, for bank fraud, money laundering, and conspiracy to defraud the United States. The charges stem from an alleged scheme from 2012 to 2016 to evade U.S. sanctions on Iran, involving the transfer of approximately $20 billion to Iran. Prior to this indictment, the Department of Justice had already charged nine individuals in the scheme, including the former Turkish Minister of the Economy. One of these individuals previously testified that the then Turkish Prime Minister

115. Id.
119. Id.
Recep Tayyip Erdogan had approved the scheme.\textsuperscript{120} Turkey claims that U.S. courts have no jurisdiction over Halk Bankasi.\textsuperscript{121} The U.S. government countered that it has jurisdiction because $1 billion of the illicit transactions were in U.S. dollars and had been handled by banks in New York.\textsuperscript{122}

VI. Nuclear Arms Control

On February 2, 2019, the United States announced its intention to withdraw from the Intermediate Nuclear Forces (INF) Treaty.\textsuperscript{123} The Treaty prohibited the development or possession of both ground-launched missiles with a range of 500 km to 5,500 km and launchers for such missiles.\textsuperscript{124} For several years the United States alleged that Russia was developing a missile forbidden by these limits, while simultaneously denying a Russian allegation that the United States is violating the Treaty with its use of a particular type of launcher in its missile defense program.\textsuperscript{125} Most U.S. allies expressed concern about the proposed withdrawal and urged reconsideration, but the withdrawal took effect in August 2019.\textsuperscript{126} A few weeks later, the United States successfully tested a ground-launched version of the Tomahawk missile by using a version of the disputed launcher.\textsuperscript{127}

After termination of the INF Treaty, the New START Treaty\textsuperscript{128} is the last remaining nuclear arms control agreement between the United States and

\begin{itemize}
\item \textsuperscript{120} Benjamin Weiser, \textit{Turkish Banker in Iran Sanctions-Busting Case Sentenced to 32 Months}, N.Y. TIMES, (May 16, 2018), https://www.nytimes.com/2018/05/16/world/turkish-iran-sanctions-trial.html.
\item \textsuperscript{126} Id.\textsuperscript{125}.
\end{itemize}
Russia. It limits the United States and Russia to 1,550 deployed strategic warheads and 700 delivery vehicles. The treaty expires in February 2021 but can be renewed by agreement of the presidents of the two countries. Russia has made several requests to begin negotiations for renewal, but, as this article went to press, no such negotiations had been scheduled.

In 2018, all of the world’s nuclear powers continued to modernize their nuclear arsenals. As of November 2019, no nuclear arms control negotiations were scheduled among the five permanent members of the United Nations Security Council. India and Pakistan continued to enlarge and enhance their stockpiles of nuclear weapons, while armed clashes between them occurred over the disputed state of Kashmir.

In 2018, the U.S. Senate passed a version of the 2020 National Defense Authorization Act (NDAA), authorizing funding for new “low-yield” nuclear weapons requested by the administration, while the House version specifically prohibited such funding. The Senate-House conference on the NDAA continued to debate the issue through November 2019, with the House ultimately receding on its proposed prohibition on funding these nuclear weapons.

130. New START Treaty, supra note 128 at art. II § 1.
131. Id. at art. XIV § 2.
132. Shervin Taheran & Daryl G. Kimball, Bolton Declares New START Extension “Unlikely”, ARMS CONTROL TODAY (July/Aug. 2019), https://www.armscontrol.org/act/2019-07/news/bolton-declares-new-start-extension-unlikely (quoting statement by President Putin that “Russia has already said a hundred times that we are ready [to negotiate New START renewal], but no one is willing to talk about it with us.”).
133. Id.
On December 20, 2019, President Trump signed the 2020 NDAA into law. The February 2019 summit meeting between President Trump and Chairman Kim Jong Un of the Democratic People’s Republic of Korea (DPRK) ended without reaching an agreement. Efforts to achieve the denuclearization of the DPRK continued, but as of December 2019, no further meetings between the two heads of state had been scheduled.

After the United States withdrew from the Iran denuclearization agreement (the Joint Coordinated Plan of Action or JCPOA) and reimposed sanctions on Iran, Iran continued for some time to comply with its terms while other parties sought to preserve the JCPOA by finding mechanisms for sanctions relief. Subsequently, however, Iran announced a series of steps to reduce compliance with various provisions of the JCPOA. On November 4, 2019, Iran announced that it had begun using advanced centrifuges which would substantially increase its capacity for uranium enrichment.

Non-nuclear weapons states continued to express frustration over inaction by the nuclear weapons states on their disarmament obligations under Article VI of the Non-Proliferation Treaty (NPT). The First Committee of the United Nations General Assembly passed a resolution calling on the nuclear weapons states to reduce nuclear risk by, inter alia, lowering the...
alert status of nuclear weapons and diminishing their role in national security policy.\footnote{150}

As of December 2019, the Treaty on the Prohibition of Nuclear Weapons (TPNW) had not achieved the fifty ratifications required to enter into force.\footnote{151} All nuclear weapon states boycotted the negotiation of the TPNW and have continued to state that they will not observe it.\footnote{152}

The White House declined comment on numerous unconfirmed reports,\footnote{153} including that the United States plans to withdraw from the Open Skies Treaty,\footnote{154} which seeks to build confidence by permitting the thirty-four member states (including the United States and Russia) to conduct unarmed observation flights over the territory of other members.\footnote{155} No such announcement had been made when this article went to press.\footnote{156}
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