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Crypto-Collateral

Kevin V. Tu*

ABSTRACT

The use of cryptocurrency has permeated new industries. As it does so, the need to confront the broader commercial law implications of cryptocurrency, particularly the applicability of the Uniform Commercial Code (U.C.C.), becomes more pronounced. For example, creditors and debtors increasingly use cryptocurrency as collateral. But Article 9 of the U.C.C. does not expressly mention cryptocurrency. Fortunately, Article 9 is flexible enough to accommodate the collateralization of cryptocurrency within its currently defined collateral types. The foregoing, notwithstanding Article 9, could be amended to improve the functionality of Article 9 for those to engage in secured transactions with crypto-collateral. Rather than build upon the existing literature on how to optimize Article 9 collateral, this article examines the broader question of whether Article 9 should be amended to better accommodate crypto-collateral. This article suggests that the decision to amend Article 9 involves more than simply determining the most appropriate framework for enforcing security interests in crypto-collateral. Other considerations include: (1) the challenge of enacting a uniform amendment; (2) the uncertain future of cryptocurrency; and (3) the impact of further normalizing the use of cryptocurrency. Accordingly, this article does not seek to definitively answer the question of whether or how to amend Article 9 for cryptocurrency. Instead, it endeavors to deepen the conversation by examining some of the considerations at play so that informed decisions can be made by policymakers.
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I. INTRODUCTION

Cryptocurrency has carved out a place in commercial transactions—initially as a method of payment for goods and more recently as collateral for secured obligations. In fact, a new industry of crypto-secured loan providers has even emerged. These loan providers specifically target the owners of cryptocurrency with a simple proposition—leverage the value of your cryptocurrency without having to sell it. Although far from ubiquitous, the growing prevalence of cryptocurrency in commercial transactions highlights the importance of examining its broader commercial law implications.


4. See supra note 3.
Commercial law, however, has largely ignored cryptocurrency. Uniform Commercial Code (U.C.C.) Article 9 does not expressly recognize cryptocurrency. As a result, a degree of uncertainty exists about how cryptocurrency fits into the existing provisions of Article 9. The legal uncertainty has not deterred the practice of collateralizing cryptocurrency. But it has prompted discussion about issues of practical import. Do the existing provisions of Article 9 permit the use of cryptocurrency? If so, how does one obtain a valid and enforceable security interest in crypto-collateral? How can the process of collateralizing cryptocurrency be improved? The author builds upon this foundation in this article.

The author starts with a core premise—Article 9 provides a means of creating and enforcing security interests in cryptocurrency. But Article 9’s legal framework is far from perfect. That is, Article 9 could be optimized for the unique attributes of crypto-collateral. But the question of whether to amend Article 9 for crypto-collateral is more complicated. It involves more than simply reaching consensus on the best way to accommodate crypto-collateral under Article 9. Accordingly, this article’s primary contribution is the identification and examination of additional considerations relevant to the decision, including: (1) the challenges of developing and enacting a uniform amendment to Article 9; (2) the uncertain future of cryptocurrency; and (3) whether the continued growth of mainstream cryptocurrency use remains advisable.

5. See Tu, supra note 2, at 513–15, 545.
6. See U.C.C. § 9-102 (AM. LAW INST. & NAT’L CONFERENCE OF COMM’R ON UNIF. STATE LAWS 2010); see also Tu, supra note 2, at 513.
8. See supra notes 2–3.
9. See supra note 7.
10. See supra note 7; see also Ronald Mann, Reliable Perfection of Security Interests in Crypto-Currency, SMU SCI. & TECH. L. REV. (forthcoming 2019).
11. See Mann, supra note 10; Tu, supra note 2, at 516.
12. See Mann, supra note 10; Tu, supra note 2, at 516.
13. See Fogg, supra note 7; Tu, supra note 2, at 557–78.
14. See Fogg, supra note 7; Tu, supra note 2, at 557–78.
Part II begins by examining the use of cryptocurrency as collateral in secured transactions, including the reasons that cryptocurrency is valuable as collateral. Part III summarizes how cryptocurrency fits into the existing provisions of U.C.C. Article 9. Part IV looks to the future of crypto-collateral under Article 9 and contends that informed deliberations about amending Article 9 require a more expansive perspective, because cryptocurrency implicates issues beyond the U.C.C.

II. THE GROWTH OF CRYPTO-COLLATERAL

The practice of secured lending (or asset-based lending) is hardly new. Borrowers have long pledged assets as security for a repayment obligation, granting lenders the right to foreclose upon the pledged asset in the event of a default. What is a relatively new phenomenon, however, is the use of cryptocurrency as collateral. Instead of securing loans with more traditional assets such as inventory, accounts receivable, and equipment, some lenders and borrowers are now turning to cryptocurrencies such as Bitcoin and Ethereum.

Part II briefly examines the use of cryptocurrency collateral, focusing first on the question of why a lender or borrower would want to use cryptocurrency as collateral before describing some of the ways that a security interest in cryptocurrency might arise.

A. Why Crypto-Collateral?

Collateral serves a vital role in a lending transaction. For the lender, collateral mitigates the risk of default by the buyer. It acts as a secondary source of repayment if the buyer fails to pay. Collateral, therefore, can provide a borrower with access to credit/financing. Collateral can serve as an inducement to lenders who would otherwise decide against lending to a borrower.

But why crypto-collateral? Of all the different assets that a given borrower may possess, why grant (or take) a security interest in a borrower’s cryptocurrency? In short, for both lenders and borrowers, cryptocurrency is viable as collateral (either alone or as part of a broader collateral package) because of access and value.

1. Access to Crypto-Collateral

By access, the author means that cryptocurrency is increasingly common. Though far from ubiquitous, a growing number of individuals and firms hold cryptocurrency. Its reach, both as an alternative method of payment and

16. Id. § 9-102(a)(2).
17. Id. § 9-102(a)(33).
18. See supra notes 2–3.
as means of speculative investment, has grown.\textsuperscript{19} It is no surprise that daily cryptocurrency transaction volume has grown steadily since 2009 and remains relatively strong in 2018.\textsuperscript{20} As such, potential borrowers are now more likely to possess or hold cryptocurrency, making it a more readily available form of collateral. This is evidenced by the growing number of users of cryptocurrency,\textsuperscript{21} the proliferation of new types of cryptocurrency,\textsuperscript{22} and the increased mainstream acceptance of and investment in cryptocurrency.\textsuperscript{23}

In March 2017, a study by Dr. Farrick Hileman and Michel Rauchs at the University of Cambridge Judge Business School estimated that unique active users of cryptocurrencies wallets numbered between 2.9 million and 5.8 million.\textsuperscript{24} That number is growing, with some major cryptocurrency exchanges adding more than 1,000 users per day.\textsuperscript{25} In January 2018, the number of Bitcoin users alone had grown to between 13 million and 28.5 million.

\begin{itemize}
  \item \textsuperscript{19} See Tu & Meredith, supra note 1, at 284–93; see also Initial Coin Offerings (ICOs), U.S. SEC. & EXCH. COMM’N (Aug. 28, 2018), https://www.sec.gov/ico (noting that “[c]ompanies and individuals are increasingly considering initial coin offerings (ICOs) as a way to raise capital or participate in investment opportunities.”).
  \item \textsuperscript{20} See Bitcoin, Litecoin, Dogecoin Transactions Historical Chart, BitInfoCharts, https://bitinfocharts.com/comparison/transactions-btc-ltc-doge.html (last visited Feb. 5, 2019) (showing historical transactions per day for several different cryptocurrencies).
  \item \textsuperscript{22} See CoinMarketCap, https://coinmarketcap.com/all/views/all/ (last visited Feb. 5, 2019) (listing over 2,000 different cryptocurrencies).
  \item \textsuperscript{24} Hileman & Rauchs, supra note 21.
\end{itemize}
users. Some analysts have even predicted that the total number of cryptocurrency users will exceed 200 million by 2024.

The number of cryptocurrencies, like the number of users, has also grown. Cryptocurrency is no longer just about Bitcoin. By some accounts, over 2,000 different cryptocurrencies now exist. Of these cryptocurrencies, twenty-three have a market cap of over at least $1 billion.

Finally, cryptocurrency is becoming more mainstream. Cryptocurrency is now accepted as a form of payment by many well-known merchants, including Dell, Expedia, Overstock.com,32 and Microsoft. Even the Sacramento Kings basketball team will accept bitcoin for tickets, jerseys, and concessions. Cryptocurrency, therefore, is increasingly accepted for both online and brick-and-mortar purchases. In addition, cryptocurrency is viewed by some as ripe for speculative investment. Despite the risk, the


28. See COINMARKETCAP, supra note 22.

29. COINMARKETCAP, supra note 22.


35. See Tu & Meredith, supra note 1, at 285–91.

potential for significant returns has attracted investors. Cryptocurrency investing, however, has expanded beyond attempts to simply buy low and sell high. Investors can now participate in investment opportunities known as “initial coin offerings” (ICOs), a means of raising capital from interested investors in exchange for “tokens” issued on a blockchain. According to Coindesk, ICOs have raised $6.3 billion in the first quarter of 2018 (approximately 118% of the over $5 billion raised by ICOs in all of 2017).

To be clear, the foregoing description of cryptocurrency’s rise is not offered as an endorsement. Instead, it serves a very limited purpose: to highlight that cryptocurrency is no longer a novelty or mere curiosity. As such, in the context of secured transactions, lenders are much more likely to encounter a borrower with cryptocurrency assets. Lenders who are seeking assets to secure a lending obligation increasingly find borrowers (both individuals and business entities) willing to pledge their cryptocurrency as collateral. The prevalence of cryptocurrency as an asset makes cryptocurrency potentially useful as collateral.

2. Value of Crypto-Collateral

As collateral, cryptocurrency is also useful because of its value. For example, in December 2017, Bitcoin reached a high of nearly 20,000 U.S. dollars for a single bitcoin. Even after dropping in value, Bitcoin’s market

37. See supra note 36.


capitalization still stands at over $128 billion, and a single bitcoin trades at over $7,000.\footnote{See Bitcoin (USD) Price, supra note 40 (listing the price of Bitcoin as of May 28, 2018); Top 100 Cryptocurrencies by Market Capitalization, COINMARKETCAP, https://coinmarketcap.com/ (last visited Feb. 5, 2019) (listing the market capitalization of Bitcoin on May 28, 2018).}

Bitcoin value, of course, is not necessarily indicative of the value of all other cryptocurrencies. In fact, most cryptocurrency values pale in comparison to Bitcoin’s per coin price and market capitalization.\footnote{See Top 100 Cryptocurrencies, supra note 41 (For example, Ethereum—the second most valuable cryptocurrency—traded at $567.89 and had a market capitalization of over $55 billion on May 28, 2018).} Even so, cryptocurrencies other than Bitcoin remain valuable. In May 2018, the market capitalization of twenty-three different cryptocurrencies exceeded $1 billion.\footnote{See Top 100 Cryptocurrencies, supra note 41.} 129 cryptocurrencies had a market capitalization of over $100 million, and more than 475 cryptocurrencies had a market capitalization of over $10 million.\footnote{See Top 100 Cryptocurrencies, supra note 41.}

Because collateral serves as a secondary source of repayment when a borrower defaults,\footnote{See supra note 45.} the value of collateral is paramount. But collateral of any kind most effectively mitigates the risk of default if the value of the collateral exceeds the amount of the secured obligation at the time of default.\footnote{See supra note 45.} As such, lenders typically seek to over-collateralize.\footnote{See Overcollateralization–OC, INVESTOPEDIA, https://www.investopedia.com/terms/o/overcollateralization.asp (last visited Feb. 5, 2019).} By requiring over-collateralization for financing, the lender mitigates the risk of diminished collateral value—for example, if the collateral depreciates in value, is damaged or destroyed, or is transferred in violation of a security agreement.\footnote{Id.} Thus, the lender lowers its exposure to risk of default.\footnote{Id.}

Cryptocurrency, therefore, provides lenders with a means of adding collateral value. Lenders may seek a pledge of cryptocurrency assets as all or part of the collateral for a secured loan. As such, one can view cryptocurrency as another asset for purposes of credit enhancement. Absent a pledge of cryptocurrency, a borrower may lack assets of sufficient value to obtain a loan. Even if the borrower has other assets of value, lenders may very well seek to add a pledge of cryptocurrency to further mitigate the risk of default.\footnote{Id.}
fault. In that regard, the value of cryptocurrency collateral may facilitate the extension of credit.

It is also worth noting that the ability to quickly and efficiently convert the value of cryptocurrency into cash may add to its attractiveness as collateral. Although many cryptocurrencies are not exchange-traded, cryptocurrency exchanges (like Bitpanda, Bitstamp, Coinbase, and Kraken) facilitate the purchase and sale of some of the most popular cryptocurrencies. Because of this, the value of listed cryptocurrencies (such as Bitcoin, Ethereum, Litecoin, and Ripple) can be converted to cash. Therefore, lenders may benefit from the existence of a market for selling some types of crypto-collateral after a default. Despite liquidity problems, the presence of established cryptocurrency exchanges may make it easier and less costly for lenders to locate interested buyers. In addition, cryptocurrencies (unlike other types of collateral, like equipment) do not need to be prepared or maintained by the lender in advance of a sale, which also reduces the costs of holding an Article 9 sale.

In short, cryptocurrencies may constitute a viable piece of collateral in secured lending transactions because cryptocurrencies are increasingly common. In addition, they are valuable assets that, in many cases, can be easily converted into cash by a lender upon default. Because of these attributes, lenders may seek cryptocurrency as collateral from borrowers who possess it. In turn, borrowers with cryptocurrency hold an asset that is valuable and potentially useful as collateral in an effort to obtain financing from a lender.

---

50. See Tu, supra note 2, at 556–57.


53. See supra note 51.

54. See Tu & Meredith, supra note 1, at 282–83.
3. Challenges of Crypto-Collateral

Despite the attributes that make it useful as collateral, cryptocurrency admittedly presents lenders with challenges and risks. The most significant of these challenges center on the effect of price volatility and the risk of loss, which may reduce the value of a lender’s collateral. Accordingly, lenders may need to take steps to mitigate the risks associated with declining collateral value when crypto-collateral is involved.

The price of cryptocurrency is notoriously volatile. In fact, Bitcoin’s brief history is peppered with major crashes and recoveries. On more than one occasion, Bitcoin’s value has dropped by over thirty percent. In April 2013, the value of Bitcoin dropped an astounding seventy-one percent overnight. More recently, the value of a single Bitcoin rose from around $1,000 in January 2017 to nearly $20,000 in December 2017. The price of a single bitcoin has since dropped to $7,418.99 on May 29, 2018.

An in-depth examination of the reasons for each major price shock is beyond the scope of this Article. However, the decline in value is often attributed to the market’s reaction to external events such as government crackdowns, major hacks or outages at exchanges, and sell-offs of large quantities of cryptocurrency. Regardless of the reasons, price volatility is a reality of cryptocurrency, and it has a direct impact on the use of cryptocurrency as collateral in secured lending transactions.

In an ideal secured loan, the lender never resorts to repossession and sale of the collateral. Rather, the borrower abides by the terms of the loan.


56. See Roberts, supra note 55.

57. Roberts, supra note 55.

58. Bitcoin (USD) Price, supra note 40; see also Tu, supra note 2, at 516.


60. See Roberts, supra note 55 (attributing a price drop in the summer of 2017 to China’s crackdown on initial coin offerings and rumors of a government ban on cryptocurrency trading).

61. Roberts, supra note 55 (attributing a seventy-one percent overnight price drop to an outage at Mt. Gox—the largest exchange for buying and selling bitcoin at the time).

62. See Joseph Young, Bitcoin Drops to $8,300 as Mt. Gox Trustee Sell Off Continues, Market Drops, CCN (Mar. 9, 2018), https://www.ccn.com/bitcoin-drops-8300-mt-gox-trustee-sell-off-continues-market-drops/ (attributing a $2,300 drop in Bitcoin’s price over a 48-hour period to the sale of 40,000 bitcoins by the Mt. Gox Trustee).
and repays the entirety of the secured obligation. However, if a default occurs, the lender may have no alternative other than repossession and sale of collateral.\textsuperscript{63} If the proceeds of the sale exceed the outstanding obligation, then all is well. The lender applies the sale proceeds to satisfy the secured obligation.\textsuperscript{64} But if the proceeds of the sale are insufficient then the lender may not be repaid in full.\textsuperscript{65}

Crypto-collateral, therefore, poses a challenge. The value of cryptocurrency is neither stable nor predictable. Unlike assets that have a steady depreciation rate, crypto-collateral may quickly lose value. On the other hand, lenders may benefit to the extent that crypto-collateral increases in value. To be fair, the challenge of price volatility is not unique to crypto-collateral. Other types of collateral, like stocks and commodities, also suffer from price fluctuations.\textsuperscript{66} Nevertheless, mitigating the risk of a decrease in crypto-collateral value is important for lenders who opt to take a security interest in cryptocurrency. Lenders may need to account for the potential of a price decrease in assessing collateral value at the onset of a secured loan involving cryptocurrency. For example, lenders may mitigate some of the risk by over-collateralizing and requiring other types of collateral instead of relying solely on crypto-collateral. Lenders who do so may be better positioned in the event of a decrease in the price of cryptocurrency.

Beyond price volatility, crypto-collateral presents challenges related to the risk of unauthorized transfer, theft, and loss. Again, these issues are not unique to crypto-collateral. All types of collateral are susceptible to unauthorized transfer, theft, and loss. However, attributes of cryptocurrency may heighten the risk.\textsuperscript{67} Cryptocurrency transactions are described as both irreversible\textsuperscript{68} and pseudonymous.\textsuperscript{69} In the context of collateral, these attributes may impede or prevent repossession and sale by the lender. Consider, for example, cryptocurrency that is stolen or lost to hackers or cryptocurrency that is transferred by the borrower in violation of the terms of the security agreement. Since the transaction is irreversible, the person who is now in control of the cryptocurrency—the hackers or transferee—would need to ini-

\textsuperscript{63}. See U.C.C. §§ 9-609, 9-610(a).

\textsuperscript{64}. See id. § 9-615(a).

\textsuperscript{65}. See id. § 9-615(d).


\textsuperscript{67}. See Martinson & Masterson, supra note 2; see also Tu, supra note 2, at 544, 557.

\textsuperscript{68}. See Some Things You Need to Know, BITCOIN.ORG, https://bitcoin.org/en/you-need-to-know (last visited Feb. 5, 2019) (“Any transaction issued with Bitcoin cannot be reversed, they can only be refunded by the person receiving the funds.”).

\textsuperscript{69}. See Brito & Castillo, supra note 1, at 10–12.
tiate a new transaction to return the cryptocurrency. In addition, the pseudonymous nature of cryptocurrency transactions means that personally identifiable information, such as the name of the transferee, is not associated with the transaction. This makes it more difficult and costly for lenders to identify the person now in possession of the crypto-collateral.

Because of these attributes, lenders may seek to mitigate the risk by taking additional steps when crypto-collateral is involved. For example, lenders could take affirmative steps to prevent the borrower from transferring crypto-collateral. Instead of relying solely upon contractual prohibitions against transfer, lenders could require that the borrower transfer crypto-collateral to a wallet controlled by the lender. Doing so would prevent the borrower from using or transferring crypto-collateral without the lender’s knowledge and agreement. In addition, lenders may resort to overcollateralization and require collateral other than cryptocurrency. Doing so may provide lenders with sufficient collateral in the event of theft, loss, or unauthorized transfer of crypto-collateral.

Ultimately, the risks and challenges of cryptocurrency do not appear to render it useless as collateral. Though the characteristics of crypto-collateral may present heightened concerns about lost collateral value, lenders can take steps to mitigate the risk. Therefore, the value of cryptocurrency can be, and is, used to provide additional security in lending transactions.

### B. Examples of Cryptocurrency Collateralization

Having concluded that cryptocurrency is potentially viable as collateral, Part II.B highlights how cryptocurrency collateral is used in secured lending today. The use of crypto-collateral, therefore, is neither a fantasy nor a prediction for the future. Rather, it is already a reality of secured lending both in the United States and abroad.

The most obvious example is a lender that affirmatively seeks a pledge of cryptocurrency from a potential borrower. Given the value of cryptocurrency and the lenders own risk-tolerance, some lenders may agree to provide a loan to borrowers that pledges cryptocurrency as all or part of the collateral for the obligation to repay. Major financial institutions have yet to uniformly

70. See Some Things You Need to Know, supra note 68.
71. See Tu & Meredith, supra note 1, at 291; see also Brito & Castillo, supra note 1, at 10–12.
73. See Tu, supra note 2, at 556; see also Mann supra note 10.
74. See Tu, supra note 2, at 557.
accept cryptocurrency as collateral. However, interest in crypto-collateral lending is growing among others, including a group of startups in the business of originating loans secured by cryptocurrency.

But even if a lender is not actively seeking to obtain a security interest in a borrower’s cryptocurrency, there are still many instances in which crypto-collateral will be implicated. Consider the following examples. First, lenders commonly seek to obtain an “all assets” security interest that covers all of the borrower’s personal property. As a result, an “all assets” security interest granted by any borrower who holds cryptocurrency will necessarily involve crypto-collateral. Second, lenders frequently obtain a security interest that covers after-acquired property. Third, Article 9 of the U.C.C. provides that a security interest in original collateral also includes a security interest over any identifiable proceeds. So, if a borrower sells or trades any original collateral for cryptocurrency, then the cryptocurrency is proceeds, and the lender’s security interest includes crypto-collateral.

Finally, the growth of cryptocurrency has given rise to a group of new startups with a business model based entirely on the offering “crypto-se-

---


77. See, e.g., Barbara M. Goodstein, Collateral Descriptions and Blanket Liens: Is the Kitchen Sink Enough?, N.Y.L.J. (June 4, 2015), https://www.law.com/newyorklawjournal/almID/1202728248480/?slreturn=20180818154052 (“Blanket or ‘all assets’ security interests are among the most common, if not the most common, type of lien required of borrowers by secured lenders in commercial transactions.”).

78. See U.C.C. § 9-204(a).

79. See id. §§ 9-102(a)(64), 9-315(a)(2).

80. Id.

81. Imagine, for example, a bike shop that grants a security interest in all bike inventory to a bank. The bike shop sells the bike inventory—bikes, helmets, and the like—to its customers. The bike shop accepts traditional payment methods but also decides to accept Bitcoin. The bank’s security interest covers the bike inventory as original collateral, but it also covers the payments received by the bike shop, including the Bitcoin, as proceeds.
secured” loans to borrowers. These startups differ from traditional secured creditors who seek to fit crypto-collateral into their existing secured lending practices. In contrast, these startups seek to provide enhanced liquidity to holders of cryptocurrency assets by allowing owners to access the value of their cryptocurrency without selling it. Unchained Capital (an Austin, Texas based start-up) lends up to $1 million to individuals and businesses who provide either Bitcoin or Ethereum as collateral. Unchained Capital, however, is not alone in providing these types of loans. Denver-based SALT Lending is another. SALT Lending provides liquidity to cryptocurrency holders by offering cash loans in exchange for a pledge of cryptocurrency or other blockchain assets. A different model for offering “crypto-secured” loans is provided by Biterest, which provides a peer-to-peer platform for borrowing and lending money secured with Bitcoin. Startups in other countries, including Japan and China, also offer crypto-secured loans.

The foregoing accentuates the growing prevalence of crypto-collateral in secured lending transactions both in the United States and abroad. Crypto-collateral is a present reality for those engaging in secured transactions. Lenders and borrowers, therefore, must be attuned to the potential of cryptocurrency serving as a form of credit enhancement in secured loans. Moreover, those engaged in secured lending transactions must be aware of the distinct ways that crypto-collateral may affect a secured lending transaction, including the legal requirements for obtaining and maintaining an enforceable security interest in crypto-collateral.

82. See Kharif, supra note 76; Xuan-Thao Nguyen, Lessons From Case Study of Secured Transactions with Bitcoin, 21 SMU SCI. & TECH. L. REV. (forthcoming 2019); Ryan, supra note 3; Yackowicz, supra note 3; Unchained Capital Announces Crypto-Secured Loans are Now Available to the Public, supra note 3.

83. See supra note 82.

84. See supra note 82.

85. See supra note 82.


87. See supra note 86.


III. A PRIMER ON CRYPTO-COLLATERAL UNDER ARTICLE 9

Given the growth of crypto-collateral, a general understanding of the relevant legal framework for obtaining enforceable security interests in cryptocurrency is necessary. To date, the basic consensus is that the existing provisions of U.C.C. Article 9, while imperfect, can accommodate the use of crypto-collateral.90 However, Article 9 does not recognize crypto-collateral as a separate and distinct collateral type.91 Article 9 is flexible enough to govern the practice by treating crypto-collateral within its currently defined collateral type—most likely as a “general intangible.”92 Thus, all of the rules for obtaining, maintaining, and enforcing a security interest in general intangibles can be applied to crypto-collateral.93

A. Cryptocurrency as General Intangibles

Under Article 9 of the U.C.C., general intangibles exist as a broad catch-all collateral type.94 If the collateral is personal property, and it does not fall into one of the other collateral types defined by Article 9, then it is a general intangible.95 Other U.C.C. collateral types, such as “money”96 and

91. See U.C.C. § 1-201; see also id. § 9-102.
92. See id. § 9-102(a)(42); see also Tu, supra note 2, at 546–47; Fogg, supra note 7; Schroeder, supra note 90, at 8.
93. See Tu, supra note 2, at 554.
94. See U.C.C. §§ 9-102(a)(42), 9-102 cmt. 5.d (“‘General intangible’ is the residual category of personal property, including things in action, that is not included in the other defined types of collateral.”); Tu, supra note 2, at 547.
95. See supra note 94.
96. U.C.C. § 1-201(b)(24) (defining “money” as a medium of exchange currently authorized or adopted by a domestic or foreign).
“investment property”\textsuperscript{97} may seem potentially applicable to cryptocurrency. After all, cryptocurrency is used for paying for goods and services as well as for speculative investment.\textsuperscript{98} But neither the definition of “money” nor the definition of “investment property” appears to fit cryptocurrency.

Cryptocurrency does not qualify as “money” under the U.C.C. for two primary reasons. First, cryptocurrency is not tangible.\textsuperscript{99} It is entirely digital and, therefore, lacks a physical form.\textsuperscript{100} In contrast, the U.C.C. treats “money” as a moveable good that is capable of possession by a secured party.\textsuperscript{101} In fact, the only way to perfect a security interest in money is via possession by the secured party.\textsuperscript{102} Categorizing cryptocurrency as “money” for purposes of the U.C.C., therefore, is inappropriate because it is intangible.\textsuperscript{103} Second, the definition of money is limited to a “medium of exchange currently authorized or adopted by a domestic or foreign government.”\textsuperscript{104} A number of foreign governments have started development of a state-backed cryptocurrency or digital currency.\textsuperscript{105} Some have even launched a government-backed cryptocurrency.\textsuperscript{106} Venezuela’s Petro, for example, is backed by

\begin{footnotesize}
\begin{enumerate}
\item Id. § 9-102(a)(49) (defining “investment property” as “a security, whether certificated or uncertificated, security entitlement, securities account, commodity contract, or commodity account”).
\item See Schroeder, supra note 90, at 11; Tu & Meredith, supra note 1, at 277; Brito & Castillo, supra note 1, at 7.
\item See supra note 99.
\item See U.C.C. §§ 9-312(b)(3), 9-313(a).
\item See id. § 9-313(a).
\item See Schroeder, supra note 90, at 19–20.
\item U.C.C. § 1-201(b)(24).
\item Roger Aitken, Does Venezuela’s Oil-Backed ‘Petro’ Have the Power to Showcase National Cryptocurrencies?, FORBES (May 31, 2018), https://www.forbes.com/sites/rogeraitken/2018/05/31/does-venezuelas-oil-backed-petro-have-the-
\end{enumerate}
\end{footnotesize}
a barrel of crude oil. Most cryptocurrencies, however, are not authorized or adopted by a government. As a result, a government-backed cryptocurrency, like the Venezuelan Petro, could ostensibly qualify as a government-authorized or -approved medium of exchange. But many cryptocurrencies, including popular ones like Bitcoin, would not fit the existing U.C.C. definition of money because they are not money.

Cryptocurrency also fails to fit neatly within the category of “investment property,” which the U.C.C. defines as “a security, whether certificated or uncertificated, security entitlement, securities account, commodity contract, or commodity account.” Because Article 9 does not define the term “security,” the federal securities laws are useful in considering what qualifies as such. The definition of “security” is virtually identical in both the 1933 and 1934 Acts. Unless the context requires otherwise, the term “security” means:

any note, stock, treasury stock, security future, security-based swap, bond, debenture, certificate of interest or participation in any profit-sharing agreement or in any oil, gas or other mineral royalty or lease, any collateral-trust certificate, preorganization certificate or subscription, transferable share, investment contract, voting-trust certificate, certificate or deposit for a security, any put, call, straddle, option, or privilege or any security, certificate


107. See Brito & Castillo, supra note 1, at 6 (noting that the value of cryptocurrency is not derived from gold or a government).

108. See Lawless, supra note 7; Schroeder, supra note 90, at 19–20; Tu, supra note 2, at 547–48; but see Jake Adelstein & Sam Namezie, Is Bitcoin Legal Tender in Japan?, SEEKING ALPHA (Dec. 24, 2017), https://seekingalpha.com/article/4133681-bitcoin-legal-tender-japan (discussing claims that Japan’s Virtual Currency Act gives bitcoin legal tender status); ADVISORY—References to Bitcoin as ‘Legal Tender’ in Japan, REUTERS (Dec. 13, 2017), https://uk.reuters.com/article/idUKL3N10D35L (confirming that references to bitcoin as legal tender in several Reuters stories were incorrect and clarifying that bitcoin can be used as a legally accepted form of payment).
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of deposit, or group or index of securities (including any interest therein or based on the value thereof), or any put, call, straddle, option, or privilege entered into on a national securities exchange relating to foreign currency, or in general, any instrument commonly known as a “security”; or any certificate of interest or participation in, temporary or interim certificate for, receipt for, or warrant or right to subscribe to or purchase, any of the foregoing; but shall not include currency or any note, draft, bill of exchange, or banker’s acceptance which has a maturity at the time of issuance not exceeding nine months, exclusive of days of grace, or any renewal thereof the maturity of which is likewise limited.112

The Supreme Court has described the definition as “quite broad.”113 Further, in considering scope, the Supreme Court stated that the definition was intended to include “the many types of instruments that in our commercial world fall within the ordinary concept of a security.”114 As a result, the definition includes “ordinary stocks and bonds, along with the ‘countless and variable schemes devised by those who seek the use of money of others on the promise of profits . . .’”115

Although cryptocurrency itself is not a stock or bond, certain cryptocurrency transactions could be characterized as a scheme devised by those who seek to use the money of others on the promise of profits. As such, some cryptocurrency uses may fall within the broadly inclusive definition of a security, likely as an “investment contract” under the Howey test.116 However, it appears unlikely that cryptocurrency would constitute a security in all cases.

Consider the following transactions involving cryptocurrency: (1) a person who obtains cryptocurrency by mining; (2) a person who sells valuable goods or services in exchange for cryptocurrency; (3) a person who purchases cryptocurrency from an exchange to use it as a method of payment; (4) a person who purchases cryptocurrency from an exchange to hold and trade it as an investment; (5) a person who invests in an ICO. Each of the foregoing highlights a different type of cryptocurrency transaction with distinct methods of distribution and objectives. Some of these transactions, for example those that plainly involve the investment of money and profit seek-

112. 15 U.S.C. § 78c(a)(10) (West 2010); see also id. § 77b(a)(1) (defining the term “security” for purposes of the Securities Act of 1933).
114. Id. at 555–56.
115. Id. at 556.
116. U.S. Sec. & Exch. Comm’n v. W.J. Howey Co., 328 U.S. 293, 298–99 (1946) (establishing that an investment contract is “a contract, transaction or scheme whereby a person invests his money in a common enterprise and is led to expect profits solely from the efforts of the promoter or a third party.”).
ing, appear more likely to meet the definition of a security. However, the other transactions do not appear to fit the same mold. It seems, then, that cryptocurrency can constitute a security under certain circumstances, but it is not always a security.

The Securities and Exchange Commission’s (SEC) view of cryptocurrency lends credence to the conclusion above. The SEC has expressly acknowledged that “there are cryptocurrencies that do not appear to be securities.” More recently, SEC officials have stated they do not view Bitcoin and Ethereum as securities. As such, they should not be regulated as securities. However, ICOs almost always constitute securities. In the SEC’s view, then, the question of whether a cryptocurrency is a security will depend on its characteristics and use.

The implication for the categorization of cryptocurrency under Article 9 is relatively clear. Investment property as a collateral type does not appear to fully encompass cryptocurrency. Investment property is limited, by definition, to securities and the like. Notwithstanding the broad concept of “securities” under federal securities law, only some applications of cryptocurrency, namely, ICOs, will constitute a security. As a result, the Article 9 collateral category of “investment property” may not be applicable to cryptocurrency held by a potential borrower.

Cryptocurrency, therefore, does not appear to fit fully into the existing U.C.C. collateral types such as “money” and “investment property.” In fact, cryptocurrency does not appear to fall within any of the other separately defined collateral types except “general intangibles.” Article 9 basically

117. Chairman Jay Clayton, Statement on Cryptocurrencies and Initial Coin Offerings, U.S. Sec. & Exch. Comm’n (Dec. 11, 2017); see also U.S. Sec. & Exch. Comm’n, Statement on Potentially Unlawful Online Platforms for Trading Digital Assets (Mar. 7, 2018) [hereinafter SEC Statement] (noting that online platforms for trading digital assets, including coins, must register with the SEC if the digital assets are securities).
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defines “general intangibles” as a catch all or residual category of collateral.\textsuperscript{125} The definition includes any intangible personal property other than one of the separately listed Article 9 collateral types.\textsuperscript{126} Accordingly, the U.C.C. is flexible enough to accommodate crypto-collateral by treating it as a “general intangible” under the existing provisions of Article 9.\textsuperscript{127}

**B. Enforceable Security Interests Under Article 9**

As discussed above, crypto-collateral does not currently exist as a separate and distinct collateral type under the U.C.C.\textsuperscript{128} Instead, Article 9 is flexible enough to accommodate the practice of collateralizing cryptocurrency within currently defined collateral types, most likely by treating it as a “general intangible.”\textsuperscript{129} Accordingly, all of the rules that apply to the attachment, perfection, priority, and enforcement of security interests in “general intangibles,” would govern security interests in crypto-collateral.\textsuperscript{130} Moreover, as noted by those who have examined the issue, Article 9’s treatment of crypto-collateral as a “general intangible” has significant implications for how to obtain and enforce a security interest under Article 9.\textsuperscript{131}

For purposes of attaching an enforceable security interest in crypto-collateral, a secured lender must comply with the requirements of section 9-203.\textsuperscript{132} If crypto-collateral is treated as a “general intangible,” a lender only obtains an enforceable security interest if: (1) the lender gives value to the borrower; (2) the borrower has rights in the crypto-collateral; and (3) borrower has authenticated a security agreement that describes the collateral.\textsuperscript{133} Section 9-203 provides alternatives to the third requirement.\textsuperscript{134} For certain types of collateral, a lender may establish possession or control of the collateral in lieu of obtaining an authenticated security agreement that describes

\textsuperscript{125} See Fogg, supra note 7; Schroeder, supra note 90, at 30; Tu, supra note 2, at 546–47.
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the collateral. 135 However, “general intangibles” are not one of the listed types of collateral capable of possession or control. 136 As a result, attachment of an enforceable security interest in crypto-collateral would require an authenticated security agreement that describes the collateral. 137

Likewise, perfection of a security interest in crypto-collateral would generally require the filing of a valid UCC-1 financing statement. 138 Again, Article 9 provides special rules that provide alternative methods of perfecting a security interest. 139 However, these alternative methods of perfection only apply to certain types of collateral. 140 Article 9 authorizes control as a method of perfection for chattel paper, deposit accounts, letter-of-credit rights, negotiable documents, instruments, and investment property. 141 Similarly, Article 9 recognizes possession as a method of perfection for tangible negotiable documents, goods, instruments, money, and tangible chattel paper. 142 Notably, the list of collateral types does not include “general intangibles.” 143 Therefore, the alternative methods of perfection do not apply to crypto-collateral, which leaves filing of a financing statement as the only viable path to perfection. 144

Because the concepts of control and possession do not apply to general intangibles, the priority rules granting preference to secured lenders who perfect via these methods do not extend to crypto-collateral. 145 Instead, priority among competing security interests in the same crypto-collateral will be determined by the default rules of Section 9-322. 146

In short, the categorization of crypto-collateral as a “general intangible” affects the process of obtaining and enforcing a security interest. The most significant implication of treating crypto-collateral as a “general intangible”
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144. See id. § 9-310(b); see also In re K-RAM, Inc., 451 B.R. 154, 173 (Bankr. D.N.M. 2011) (“Perfection by possession applies only to tangible negotiable documents, goods, instruments, money or tangible chattel paper. Perfection by control applies only to investment property, deposit accounts, letter-of-credit rights, electronic chattel paper and electronic documents.”); Fogg, supra note 7.
145. See Tu, supra note 2, at 547–49; see also U.C.C. §§ 9-327, 9-328, 9-329, 9-330.
146. See Tu, supra note 2, at 547–49; see also U.C.C. § 9–322.
is that the special rules relating to control and possession do not apply.147 If this is the case, secured lenders must attach with an authenticated security agreement and perfect by filing a financing statement.148 Using other methods of attachment and perfection may not create an enforceable security interest in crypto-collateral.149 Moreover, to ensure priority over competing perfected security interests, secured lenders must be the first to file or perfect.150 Article 9, therefore, is not specifically tailored to crypto-collateral, but it nonetheless allows for the collateralization of cryptocurrency by categorizing it as a “general intangible.”151

IV. THE FUTURE OF CRYPTO-COLLATERAL AND ARTICLE 9

The ability to obtain an enforceable security interest in cryptocurrency under Article 9 does not, however, mean that it is optimized for those who seek to do so. Thus, the author has argued in his prior work that Article 9 does not yet provide a consistent and efficient process for those who engage in secured transactions with crypto-collateral.152 Rather, it merely provides a serviceable solution.153 Because of this, the author suggested that amending Article 9 to recognize cryptocurrency as a newly defined collateral type may be an appropriate step to take as commercial law evolves to address the broader implications of cryptocurrency.154 Specifically, amending Article 9 would allow for the creation of rules tailored to the unique attributes of crypto-collateral.155 Among other things, Article 9 could then extend the concept of control to crypto-collateral, improving certainty in both the creation and enforcement of security interest in cryptocurrency.156

From the perspective of improving the functionality of secured lending transactions under Article 9, adding cryptocurrency as a new collateral type holds some appeal.157 Doing so would likely benefit creditors and debtors who now deal with crypto-collateral.158 However, providing a better process for securing loans with cryptocurrency is only one of many considerations
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relevant to the question of whether to amend Article 9. To date, the conversation has often centered on technical issues relating to the collateralization of cryptocurrency under the U.C.C.\textsuperscript{159} Does Article 9 allow for the creation of an enforceable security interest in cryptocurrency?\textsuperscript{160} If so, what are the best practices for obtaining a valid and enforceable security interest in cryptocurrency?\textsuperscript{161} How could the U.C.C. be optimized for cryptocurrency collateral?\textsuperscript{162}

Instead of commenting further on how to optimize the U.C.C. for crypto-collateral, the author seeks to expand the discussion. Article 9, as it stands, is flexible enough to govern the use of cryptocurrency as collateral.\textsuperscript{163} However, it does not expressly contemplate crypto-collateral and is in no way tailored to the nuances of crypto-collateral.\textsuperscript{164} As such, the U.C.C. could be amended to improve Article 9 treatment of crypto-collateral.\textsuperscript{165} With this foundation as the starting point, the author intends to begin examining the broader question of whether Article 9 should be amended for crypto-collateral. To be clear, the author does not endeavor to definitively answer this question. Rather, he seeks to highlight that the question of whether to amend Article 9 for crypto-collateral is complicated. The calculus involves more than simply asking how to create a better or more sensible framework for creditors and debtors who seek to use cryptocurrency as collateral.

Even though Article 9 treatment of crypto-collateral could be improved, the determination of whether an amendment is appropriate implicates a diverse array of issues. As such, the gains in efficiency and certainty for those engaged in secured transactions with crypto-collateral must be viewed in the context of other considerations, including: (1) the uncertain future of cryptocurrency; (2) the cost and difficulty of enacting a uniform amendment to the U.C.C.; and (3) the potential impact of further normalizing the use of

\textsuperscript{159} See generally Bierer, supra note 90 (exploring cryptocurrency collateral under existing Article 9 and suggesting possible revisions); Fogg, supra note 7 (critiquing Article 9’s treatment of cryptocurrency as general intangibles and suggesting that they be re-categorized as investment property); Schroeder, supra note 90 (examining Article 9’s treatment of cryptocurrency and the utility of Article 8’s indirect ownership regime); Tu, supra note 2 (discussing best practices for collateralizing cryptocurrency under the existing provisions of Article 9 and setting forth a framework for amending Article 9 to recognize cryptocurrency as a new collateral type).
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cryptocurrency.166 Ultimately, the author suggests that an understanding of all these issues should inform any decision on whether and when to amend the U.C.C. for crypto-collateral.

### A. Increased Certainty and Improved Functionality

The primary benefit of amending Article 9 is the potential for increased efficiency and consistency in the U.C.C.’s treatment of crypto-collateral. That is to say, amending Article 9 provides an opportunity to tailor provisions specifically to crypto-collateral.167 In doing so, Article 9 could adopt a framework that aligns with its treatment of similar collateral types, improving communication between parties and increasing certainty in the enforceability of security interests in crypto-collateral.168 This would ostensibly benefit those who currently seek to secure transactions with crypto-collateral and establish a superior legal framework for the potentially growing number of parties who will seek to use cryptocurrency as collateral in the future.

Article 9 is serviceable, but those who wish to obtain security interests in cryptocurrency under current Article 9 face several challenges. One significant challenge is uncertainty as to the proper classification of cryptocurrency under Article 9. As noted above, Article 9 does not separately recognize crypto-collateral as a distinct collateral type.169 As a result, it is necessary to fit crypto-collateral into a collateral type that is already defined in Article 9 (e.g., money, investment property, general intangible).170 Classification of cryptocurrency, however, is complicated by the ongoing evolution of cryptocurrency use and the development new types cryptocurrencies. For example, ICOs appear to constitute a security under federal securities law, and tokens acquired in an ICO could arguably qualify as investment property under Article 9.171 But it does not appear that cryptocurrency will meet the definition of a security in all cases (for example, Bitcoin or Ethereum held directly).172 As a result, cryptocurrency that does not qualify as a security would likely fit the definition of general intangibles under Article 9.173
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addition, the collateral type of “money” is potentially misleading. Cryptocurrency is used as a medium of exchange, and some governments have even taken steps to develop and launch government-backed cryptocurrencies. However, cryptocurrency is intangible in nature. As a result, cryptocurrencies could be viewed as meeting some, but not all, of the requirements of Article 9’s definition of money. Taken together, the classification of cryptocurrency under Article 9 is murky at best. Article 9 certainly accommodates cryptocurrency within the definition of general intangibles. But the extent to which cryptocurrency may fall within other Article 9 collateral types is uncertain.

This uncertainty is potentially problematic in several respects. Failing to properly classify cryptocurrency into an existing collateral type can lead to adverse consequences for those engaged in secured transactions because it impacts the permissible methods of attachment and perfection. Accordingly, those who seek to obtain or pledge a security interest in crypto-collateral may misclassify it under Article 9 and fail to properly attach or perfect. In addition, uncertainty in the classification of crypto-collateral may impede communication as to the scope of a security interest. Consider a security agreement that describes the collateral using a collateral type defined by Article 9—for example, consider a security agreement that grants a security interest in all the debtor’s investment property or general intangibles. Although Article 9 permits descriptions of this nature, a lack of clarity as to which collateral type encompasses cryptocurrency may lead to disputes between a creditor and debtor as to the scope of the security interest. The use of a more specific description of the collateral may alleviate this risk. However, the common practice of describing collateral by Article 9 collateral types means that the lack of clarity as to the classification of crypto-collateral may contribute to misunderstandings about the scope of a security interest between parties.

Similarly, uncertainty in the classification of crypto-collateral may adversely impact the notice filing system and communication among different creditors. Consider a UCC-1 financing statement that describes the collateral using a defined Article 9 collateral type. Again, the lack of clarity as to the classification of crypto-collateral means that the use of an Article 9 col-
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lateral type, such as investment property or general intangibles, may not effectively give notice to others about an existing security interest in the debtor’s cryptocurrency. In short, Article 9’s classification of crypto-collateral into an existing collateral type is not necessarily intuitive. It is not clear to all that crypto-currency falls into a particular collateral type, and interested parties may come to differing conclusions in classifying crypto-collateral. Ultimately, this creates the potential for misunderstandings about scope and subsequent disputes.

A related challenge for those engaged in secured transactions with crypto-collateral under current Article 9 is the lack of a clear-cut method of definitively establishing rights in crypto-collateral. The existing provisions of Article 9 do provide a process for obtaining and enforcing a security interest in crypto-collateral by treating it as a general intangible. But that process is not tailored to crypto-collateral, and it fails to address the unique risks of crypto-collateral. In addition, the process is inconsistent with how Article 9 treats other types of collateral similar in nature to cryptocurrency, like money and investment property.

To the extent that crypto-collateral is treated as a general intangible under current Article 9, the provisions relating to control do not apply. This is potentially problematic for several reasons. First, the risk of collateral loss is exacerbated for secured creditors. Nothing prevents a borrower from transferring crypto-collateral in violation of a security agreement. Once this has occurred, the nature of cryptocurrency, specifically that transactions are irreversible and without personally identifiable information about the recipient, makes it difficult for a secured creditor to recover the collateral. Amending Article 9 to extend control to crypto-collateral minimizes this risk because secured creditors would be incentivized to establish and maintain control over crypto-collateral. By taking control—for example, by requir-
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ing that borrowers transfer cryptocurrency to the secured creditor’s wallet—the secured creditor would be in a better position to prevent unauthorized transfers.193

Moreover, the lack of control may lead to secured creditors having less certainty in the enforceability of a security interest in crypto-collateral.194 Because control does not apply to general intangibles, priority over cryptocurrency classified as such is determined by the first to file a UCC-1 financing statement or perfect their security interest.195 While this process provides a means of determining priority between creditors who both claim a security interest in the same crypto-collateral, Article 9’s concept of control could provide a more clear-cut method of establishing priority. Article 9 allows a secured creditor to perfect a security interest in certain types of collateral by taking control of the collateral.196 For certain types of collateral, a secured creditor that perfects by control has priority over a secured creditor who perfects by other means, such as filing of a UCC-1 financing statement.197 If more than one secured creditor establishes control over the collateral, the first to do so has priority.198 As a result, control can provide greater assurances of having priority in the event of debtor default. Specifically, the applicability of control incentivizes secured creditors to investigate the status of the collateral.199 Secured creditors may then proceed with greater certainty in knowing that they are likely to obtain a first priority security interest, so long as they properly establish and maintain control over the collateral in question.200 Therefore, control provides a more clear-cut process for establishing priority and rewards those who take the appropriate steps to take control of collateral. Unfortunately, when cryptocurrency is classified as a general intangible, secured creditors are unable to avail themselves of this process.

In sum, Article 9 provides a means for obtaining and enforcing security interests in cryptocurrency. It accommodates crypto-collateral within the breadth of presently defined collateral types. However, Article 9 could be improved. Instead of simply forcing crypto-collateral into a framework that never contemplated cryptocurrency, Article 9 could be amended to mitigate or otherwise address some of the challenges facing those who now engage in secured transactions with crypto-collateral. For example, Article 9 could be amended to recognize crypto-collateral and definitively classify it, either by adding crypto-collateral as a newly defined Article 9 collateral type or ex-
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panding the definition of an existing collateral type to expressly include cryptocurrency. Such an amendment would eliminate uncertainty about the proper classification of cryptocurrency under Article 9, improving the ability of interested parties to communicate about the scope of a security interest and minimizing the potential of misunderstandings. In addition, Article 9 could be amended to extend the concept of control to crypto-collateral. Doing so could provide a more effective and efficient process for obtaining enforceable rights in crypto-collateral and establish priority in the case of conflicting security interests over the same crypto-collateral.

Ultimately, the question of how to amend Article 9 for cryptocurrency is beyond the scope of this Article. The purpose of providing examples of possible amendments is to highlight that amending Article 9 provides an opportunity to tailor Article 9 to cryptocurrency and provide a more appropriate legal framework for those who now use cryptocurrency as collateral. Thus, the ability to better meet the needs of those engaged in secured transactions with crypto-collateral is an important consideration in any decision to amend Article 9. However, the ability to improve the functionality of Article 9 for crypto-collateral and the benefits of doing so must be balanced against other relevant considerations.

B. The Challenges of Enacting a Uniform Amendment

Any decision to amend Article 9 should also involve careful consideration of the potential hurdles to enactment of a uniform amendment and the likelihood of successfully doing so. The process of developing and enacting a uniform amendment is no simple matter. Typically, it requires several years and involves action by various groups, which may include the American Law Institute (ALI), the Uniform Law Commission (ULC), and the legislatures of over fifty jurisdictions. Accordingly, the enactment of a uniform amendment to Article 9 could meet difficulties at several different junctures.
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Consider the first step of simply proposing a uniform amendment to Article 9 as a new project for the ALI and ULC. The ALI and the ULC will not approve all project proposals, so project approval presents an initial hurdle.\textsuperscript{206} The ALI’s process begins with the generation of project ideas by the ALI Director and Projects Committee.\textsuperscript{207} After investigation and development of project proposal, the Projects Committee provides a recommendation to the ALI Council, which must then approve the project before drafting commences.\textsuperscript{208}

In contrast, the ULC solicits proposals for new study and drafting projects twice a year.\textsuperscript{209} The ULC Committee on Scope and Program (the Committee) must make a determination on whether the subject merits consideration by the ULC.\textsuperscript{210} In making a determination, the Committee may consider a number of questions, including the following:

- Is uniformity of state law for the proposed subject matter desirable and realistic?
- Would widespread enactment of the proposal produce significant benefits to the public?
- Will the proposed project facilitate the flow of commercial and other transactions across state lines?
- Will the proposed project reduce or eliminate conflicts of laws arising when the law of more than one state might apply?
- Will the proposed project fill an emergent need, modernize an antiquated concept, or codify the common law?
- What have states already done with regard to the subject matter of the proposed project?\textsuperscript{211}

Even if the Committee decides to make an affirmative recommendation, the ULC’s Executive Committee must still approve the proposal before assigning it to a study committee or drafting committee.\textsuperscript{212}

Even if the ALI and ULC decide to move forward with a proposal to amend Article 9 for crypto-collateral, the ensuing process could take several
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years. This often entails more than simply drafting the final text of a uniform amendment for promulgation to the states. The process often requires the identification and involvement of subject matter experts and interested groups (e.g., industry groups, consumer advocates, and consumer credit representatives) to help produce balanced, enactable legislation. In addition, the ULC may form a committee to conduct research and determine whether drafting should commence. According to the ULC, the development of a uniform act generally needs a minimum of one year of study and two years of drafting meetings. When completed, a draft amendment is then submitted to the entire ULC for debate and approval.

The process of enacting a uniform amendment does not end there. ULC approval simply means that the act has been officially adopted as either a Uniform Act or a Model Act. The ULC then promulgates the act for consideration by each of the fifty states, the District of Columbia, Puerto Rico, and the U.S. Virgin Islands. Although the ULC may advocate for adoption, the last step is convincing the legislature of each jurisdiction to enact the uniform legislation. Absent widespread adoption, the introduction of an amendment to better accommodate crypto-collateral could ultimately undermine the goal of uniformity across jurisdictions.

As applied to a crypto-collateral focused amendment to Article 9, it seems fair to question whether there would be sufficient support from the ALI, ULC, and state legislatures. Consider, for example, the initial step of submitting a proposal to amend Article 9 for crypto-collateral. As described above, ULC approval depends on several factors. Many of these factors do not clearly weigh in favor of moving forward with drafting of a uniform amendment.

On the one hand, widespread enactment of a crypto-collateral amendment to Article 9 would arguably provide significant benefits to the public, especially the growing number of people who now seek to use crypto-collat-
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eral in secured transactions. In addition, optimizing Article 9 for crypto-
collateral would seemingly facilitate the flow of commercial transactions
across state lines by providing a more efficient and consistent means of
enforcing security interests in cryptocurrency. Further, amending Article 9 to
expressly recognize crypto-collateral would modernize the U.C.C. by incor-
porating an emergent type of collateral.

The foregoing notwithstanding, the public benefit of such an amend-
ment is difficult to quantify. In theory, optimizing Article 9 for crypto-collat-
eral would improve certainty and enforceability of security interests. But
despite being sub-optimal, current Article 9 has not been the subject of wide-
spread complaint. There has been no uproar or demand for change from those
who must deal with crypto-collateral under current Article 9. Moreover, it
does not appear that any state or jurisdiction has taken any affirmative step
toward amending Article 9 for crypto-collateral. Accordingly, it is reasonable
to take the position that amending Article 9 would result in little, if any,
public benefit, and have little, if any, positive impact on facilitating the flow
of commercial transactions across state lines. Stated simply, current Article 9
is not perfect, but it is working well enough. As such, there may be no press-
ing need or problem to remedy.

Moreover, the lack of any state-specific legislation to address crypto-
collateral may weigh against approval to proceed with further study and
drafting of a uniform amendment. If no state has acted to adopt state-specific
legislation, then the goal of reducing or eliminating conflicts is not served.
That is, the foundational objective of attaining uniformity does not justify the
promulgation of a uniform amendment.

The dearth of legislative action to address Article 9’s treatment of
crypto-collateral is also potentially indicative of a lack of interest in taking
up the issue at the state level. Ultimately, the reason or reasons for the lack of
legislative will is irrelevant. It may stem from disinterest or lack of resources.
It may arise from the belief that crypto-collateral is not sufficiently ubiqui-
tous or that there is simply no significant problem with Article 9 as it stands.
It may come from simple resistance to anything new or a misunderstanding
about cryptocurrency and its impact on secured transactions. In the end, it
does not really matter. The result is the same. Absent adequate support, any
effort to develop and enact a uniform amendment will likely fail.

The foregoing accentuates the significance of evaluating the potential
challenges to enactment of a uniform amendment, including the question of
whether achieving uniformity of state law is realistic. The absence of both a
desire to amend and a perceived need to do so is a significant consideration
when examining the related questions of whether, and if, to amend Article 9
for crypto-collateral. Accordingly, the simple fact that Article 9 could be
amended to improve its functionality for crypto-currency is only one factor.
The ability to create a more efficient and consistent Article 9 framework for crypto-collateral must be balanced against other considerations and potential hurdles to development, drafting, and enactment of a uniform amendment.

C. The Unknown Future of Cryptocurrency

The unknown future of cryptocurrency, especially uncertainty over its long-term staying power and ongoing significance in commercial transactions, is also relevant to the question of whether to amend Article 9. Cryptocurrency is no longer a novelty or curiosity. In a relatively short period of time, cryptocurrency has made strides into the mainstream. Transaction volume has grown, and the number of merchants (both brick-and-mortar and web-based) that accept cryptocurrency has risen. Investment in cryptocurrency and cryptocurrency-related start-ups has increased. Cryptocurrency is even used as collateral to attain financing. But despite the emergence of legitimate mainstream commercial uses for cryptocurrency, there are reasons to question whether it is truly here to stay. As such, amending Article 9 for crypto-collateral may be premature if cryptocurrency is destined to fade away or fundamentally change in nature.

One reason to question the long-term relevance of cryptocurrency in commercial transactions is what seems to be a growing view among economists that Bitcoin’s price gains are the result of a speculative bubble. Some prominent critics of cryptocurrencies, such as Warren Buffett, have offered a bleak assessment. In an interview, Buffett expressed his view of the future of cryptocurrency, saying, “In terms of cryptocurrencies, generally, I can say with almost certainty that they will come to a bad ending.” Robert Shiller, a Nobel Prize-winning economist, has also expressed skepticism over the future cryptocurrency, saying that Bitcoin “might totally collapse and be for-
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gotten.” Shiller went on to say “I think that’s a good likely outcome.” Even so, Shiller ultimately acknowledged that Bitcoin “could linger on for a good long time,” and that it could even be here in one hundred years.

If Bitcoin and other cryptocurrencies are indeed experiencing a bubble, the possibility of a total collapse factors into the wisdom of amending Article 9 for crypto-collateral. The value of cryptocurrency is one of the primary reasons that it is viable as a source of collateral. The value of Bitcoin has already dropped from a high of nearly $20,000 U.S. dollars for a single bitcoin in December 2017. The price of a single bitcoin now trades at around $3,615 U.S. dollars. Despite a significant fall in price, Bitcoin still holds value. But if the market was to totally collapse, the price of Bitcoin could conceivably drop to a point where it would no longer be viable as collateral. As a result, a price crash could diminish the use of cryptocurrency and its prevalence in commercial transactions. It goes without saying then that an amendment to Article 9 for crypto-collateral is unnecessary if cryptocurrency fades away and is no longer used as collateral.

The possibility of a crash is not the only reason to question the staying power of cryptocurrency. The development and launch of government-backed digital currencies and digital currency projects also casts doubt on the long-term viability of cryptocurrencies. The rise of cryptocurrencies, such as Bitcoin, has seemingly spurred governments to develop their own digital currencies and pursue digital currency related projects and partnerships. In January 2017, China’s central bank completed a successful trial of a digital bank acceptance exchange for settlement of transactions in digital currency. In the United Kingdom, the Bank of England has partnered with Ripple “to trial a blockchain-based technology that would make cross border payments and the movement of currencies more immediate.”
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den, and Estonia are among those who have announced plans to develop a
government-backed digital currency: J-coin for Japan, E-Krona for Sweden,
and Estcoin for Estonia. Others who have expressed interest launching
their own digital currency include Uruguay and Kazakhstan. In the United
States, the Federal Reserve has indicated that it is in the early stages of ex-
ploring the idea of its own digital currency.

The foregoing examples highlight the growing level of government in-
terest in cryptocurrency and how to leverage the blockchain technology to
improve the speed of cross-border payments and transaction settlement. The
impact of these efforts along with the introduction of government-backed
digital currencies is uncertain. However, it is reasonable to ponder whether
these efforts may portend the end of cryptocurrency as it is now known. For
example, the application of blockchain technology to improve the speed of
cross-border payments and the introduction of government-backed digital
currencies could conceivably usurp and supplant much of the space now in-
habited by cryptocurrencies such as Bitcoin. As a result, government-backed
digital currencies could push cryptocurrencies aside. Even if cryptocurrencies
such as Bitcoin remain, they may have less prevalence in commercial trans-
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BLOOMBERG (Nov. 29, 2018), https://www.bloomberg.com/news/articles/2017-
11-29/count-new-york-fed-s-dudley-among-the-bitcoin-skeptics (William Dud-
ley, President of the Federal Reserve Bank of New York, stated that “I think at
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actions. Moreover, the addition of government-backed digital currencies may have a substantive impact on any amendment to Article 9. Cryptocurrencies such as Bitcoin, by definition, are not backed by a government, central bank, or commodity. A government-backed digital currency, therefore, could be similar to a cryptocurrency. But it would be distinct in at least one fundamental way. Because of this, an amendment to Article 9 to accommodate cryptocurrencies such as Bitcoin may not be appropriate for government-backed digital currencies. Accordingly, amending Article 9 to accommodate crypto-collateral may be unnecessary, or at least premature, as the landscape is still evolving.

Finally, it is worth briefly mentioning that disparate views about the legality of cryptocurrency and how to regulate it may contribute to an uncertain future. Broadly speaking, a government’s approach to cryptocurrency can be divided into one of three categories—those that prohibit or ban cryptocurrency, those that permit the use of cryptocurrency subject to some form of regulation, and those that have not addressed the question or remain silent.244 For example, the use of cryptocurrency is illegal in countries like Ecuador, Bolivia, Bangladesh, Morocco, and Vietnam.245 Where cryptocurrency is not illegal, the regulatory environment is developing at a rapid pace and may vary widely from country to country. In the United States, for example, cryptocurrency is now subject to a host of potential legal and regulatory requirements,246 including state and federal tax laws;247 state-specific regulatory regimes, like New York’s BitLicense;248 state money transmitter laws;249
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the anti-money laundering provisions of the federal Bank Secrecy Act;\(^\text{250}\) and federal securities laws.\(^\text{251}\) In contrast, China severely restricts the use of cryptocurrency by prohibiting financial institutions from participating in cryptocurrency transactions.\(^\text{252}\)

The regulatory environment, however, is not static. It is constantly evolving and developing. At present, it appears that the pendulum is swinging towards more stringent regulation of cryptocurrency with a seemingly widespread crackdown on cryptocurrency in progress.\(^\text{253}\) The following examples from the United Kingdom, the European Union, India, China, and Russia illustrate the range of action, from statements of intent to the imposition of increased regulation. In the United Kingdom, the Bank of England’s governor signaled a regulatory intervention in likening the trading of cryptocurrencies to anarchy, raising concerns that one of the main reasons for


the use of cryptocurrency is to shield illicit activities and stating that the time had come to “regulate elements of the crypto-asset ecosystem to combat illicit activities.”

254 The European Union has also warned that it will regulate cryptocurrencies if there is no clear international response to its emerging risks. In Russia, the Ministry of Finance has announced plans to criminalize the use of cryptocurrencies as monetary substitutes. In contrast to these statements, the Reserve Bank of India (RBI) has already acted, issuing a decree that requires all RBI regulated bodies “to stop having business relationships with entities dealing with virtual currencies” and “unwind existing relationships” within three months. China is another country that has taken steps to increase regulation, banning both cryptocurrency exchanges and initial coin offerings.

255 Significantly, the recent crackdown on cryptocurrency is not limited to increased government regulation. A number of financial institutions and some of the internet’s largest platforms have also taken action. JPMorgan Chase & Co., Bank of America Corp., Citigroup Inc., Capital One, Wells Fargo, and Discover have all banned the use of their credit cards to purchase cryptocurrencies. The ban, however, is not limited to U.S.-based financial institutions. The Bank of Montreal and the Lloyds Banking Group (which includes the Halifax brand and Bank of Scotland) have both announced a similar ban for its customers. In addition to bans on the use of credit cards to purchase cryptocurrency, many Internet platforms have opted to ban
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cryptocurrency related advertising because it is “frequently associated with deceptive or misleading practice.”261 Those who have banned cryptocurrency related advertising include Facebook, Google, Twitter, Snap, Reddit, and MailChimp.262 These platforms no longer allow ads about initial coin offerings, cryptocurrency wallets, cryptocurrency trading, and the like.263 The long-term effect of this advertising ban is unclear. The effort to eliminate deceptive and misleading advertising may facilitate the growth of cryptocurrency by making it safer. On the other hand, the ad ban may stunt or even cripple the growth of cryptocurrency by making it more difficult for startups to build awareness and attract investment.

Taken together, the illegality of cryptocurrency in certain jurisdictions combined with disparate regulation and an increasingly hostile stance towards cryptocurrency highlight the lack of a clear consensus on cryptocurrency. Moreover, the rapid changes and momentum towards more stringent regulation accentuate the fact that the legal and regulatory framework for cryptocurrency is still in flux. This raises legitimate questions about whether it is too early to amend Article 9 for cryptocurrency, because it is unclear where the law will settle and whether the present view of cryptocurrency will substantially change in the future. For example, could the dominant view shift so that a majority of jurisdiction simply opt to make cryptocurrency illegal? Even if cryptocurrency remains legal, could the recent regulatory crackdown on cryptocurrency lead to its demise or decrease its utility in commercial transactions? Alternatively, might the increased regulatory scrutiny benefit cryptocurrency by making it safer and more legitimate? The


263. See supra note 262.
point is that the future of cryptocurrency is uncertain. It is clear that cryptocurrency now plays a role in commercial transactions, but whether it will continue to do so in the future is an unknown. As such, the indeterminacy of cryptocurrency’s long-term viability and the sheer number of variables currently in flux appear to suggest that it is not yet the appropriate time to amend Article 9 for crypto-collateral.

D. Further Normalization of Cryptocurrency

This article concludes by raising one final consideration as potentially relevant to the questions of whether and when to amend Article 9 for crypto-collateral. Up until this point, the analysis has primarily focused on considerations related to Article 9: whether an amendment could improve the existing Article 9 framework for crypto-collateral, whether the challenges and costs of enacting a uniform amendment to Article 9 could be overcome, whether the benefit of doing so is justified at this juncture, and whether the uncertain future of cryptocurrency makes an amendment to Article 9 premature or wholly unnecessary. The author now examines broader implications outside of Article 9—specifically, the potential for an amendment to further normalize cryptocurrency use and some of the potential ramifications of doing so. In effect, the author begins to tackle the normative question of whether the normalization of cryptocurrency is a good thing. If so, amending Article 9 for crypto-collateral may advance the development of an appropriate legal and regulatory environment for the legitimate use of cryptocurrency. If not, amending Article 9 for crypto-collateral may have the effect of needlessly perpetuating cryptocurrency.

To date, the response to cryptocurrency in the United States has largely been characterized by a willingness to permit cryptocurrency use subject to the development of appropriate laws and regulation. Cryptocurrency,
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therefore, is not illegal in the United States. Instead, attempts have been made to clarify the applicability of existing laws and regulations to cryptocurrency. The Internal Revenue Service (IRS) has issued guidance regarding the taxation of cryptocurrency. The U.S. Department of the Treasury Financial Crimes Enforcement Network (FinCEN) has issued guidance to explain its position on when the exchange of cryptocurrency constitutes regulated money transmission under the federal Bank Secrecy Act. States have started to follow with guidance and legislation to address similar issues under state money transmitter laws. The SEC has sought to clarify how federal securities laws apply to cryptocurrency and cryptocurrency exchanges. Cryptocurrency-specific laws, such as New York’s BitLicense, have also been enacted.

These efforts to develop a legal and regulatory framework for cryptocurrency provided a needed response to some of the most pressing challenges posed by the rise of cryptocurrency. Even so, the author questions whether there may have been another, lesser scrutinized effect on cryptocurrency becoming more mainstream. That is, cryptocurrency may have benefited from regulatory legitimacy. Suppose that each legal and regulatory development lends added legitimacy to cryptocurrency use, making it more acceptable and increasing the willingness of people to adopt it. If this is the case, the legal and regulatory response to cryptocurrency has likely contributed to the growing mainstream popularity of cryptocurrency as a payment method and means of investment. To be sure, regulatory legitimacy is not solely responsible for the rise of cryptocurrency. Each of the following likely played a part as well: media coverage of cryptocurrency, investment in cryptocurrency businesses, service providers that facilitate cryptocurrency
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transactions, and the number of merchants willing to accept cryptocurrency. But the role of regulatory legitimacy in helping cryptocurrency move beyond early perceptions of being a mere curiosity, or only suitable for use by criminals, should not be dismissed.

Amending Article 9 for crypto-collateral may, therefore, have the effect of further normalizing cryptocurrency use via regulatory legitimacy. By noting this, the author does not intend to take a definitive position on whether this is a good or bad result. Rather, he seeks to highlight that the broader impact of regulatory legitimacy ought to be considered in a decision to amend Article 9 for cryptocurrency. To date, it appears the foundational question of whether the normalization of cryptocurrency is meritorious has been overlooked in the rush to develop a legal framework for cryptocurrency. At this point, a fair critique is that it may very well be too late. In the United States, at least, the decision has arguably been made. The development of a legal and regulatory framework for cryptocurrency is well under way. As such, any legitimacy stemming from amending Article 9 to expressly permit crypto-collateral would be insignificant. Even so, the decision to amend Article 9 provides an opportunity to take a step back and more fully examine the virtues of further normalizing cryptocurrency use.

Despite the frequently touted benefits of cryptocurrency, there are legitimate reasons to question whether the growing use of cryptocurrency is beneficial for commercial transactions and society at large. Critics have long raised concerns about the use of cryptocurrency to support criminal enterprise, noting that the anonymity of cryptocurrency transactions makes it attractive for those engaging in illegal activity. In addition, the speculative
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and largely unregulated nature of cryptocurrency makes it ripe for fraudulent investment scams. More recently, concerns have surfaced about the environmental impact of cryptocurrency mining activities. Now that the use of cryptocurrency has become more established, policymakers may be in a better position to evaluate whether the benefits of legitimate cryptocurrency use outweigh the potential harms of undesirable cryptocurrency applications.

The use of cryptocurrency in connection with criminal activity is one issue that sharply divides its critics and supporters. On the one hand, critics contend that the features of cryptocurrency make it useful primarily for criminals and that much of the underlying value of cryptocurrency derives from its utility for criminal enterprise. In addition, the launch of increasingly anonymous cryptocurrency variants, such as Monero and Dash, suggests that some cryptocurrency is largely about facilitating crime. Supporters, however, view criminal activity as little more than an unfortunate
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side effect of cryptocurrency’s growing popularity. Cryptocurrency, like many things, can be used for both legitimate and illicit purposes.

There is some truth to both positions. Cryptocurrency is increasingly utilized in legitimate ways. As an alternative method payment, cryptocurrency provides some advantages over credit and debit cards, including lower costs and quicker settlement. The foregoing notwithstanding, there is little doubt that the anonymity of cryptocurrency is attractive to criminals, and many cryptocurrency transactions are connected to illegal activity. A recent study by the University of Sydney and the University of Technology Sydney found that forty-four percent of Bitcoin transactions and twenty-five percent of all users were associated with illegal activity. Accordingly, the researchers suggested that approximately twenty-four million Bitcoin market participants use the cryptocurrency “primarily for illegal purposes.”

With a significant portion of cryptocurrency transactions associated with illegal activity, it is reasonable to question whether the continued normalization of cryptocurrency makes sense. That is to say, does regulatory legitimacy simply perpetuate a tool used primarily for furthering criminal activity? Because the anonymity of cryptocurrency makes it more difficult and costly for law enforcement to investigate criminal activity, the answer is arguably yes. Thus, the normative question of whether the ongoing proliferation of cryptocurrency is meritorious depends on the benefits of its legitimate uses as compared to the harm of illicit uses, accounting for the effectiveness of legal, regulatory, and technological developments to curb criminal activity associated with cryptocurrency.

Another well-chronicled concern is the rise of cryptocurrency-related frauds and the associated risk of loss to potential investors. Skeptics and reg-
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ulators have long cautioned that the speculative nature of cryptocurrency and its price volatility presents a risk for those who use it as a means of investment. In addition, concerns about cybersecurity, combined with the irreversibility of transactions, heighten the risk of loss from cyber-attacks and theft. Cryptocurrency-related scams, however, present an increasingly widespread problem. In the United States, for example, the Federal Trade Commission (FTC) has reported that consumers were defrauded out of $542 million in cryptocurrency scams during the first two months of 2018. The FTC predicted that this number would rise to $3 billion by the end of the year. Cryptocurrency fraud is also escalating outside the United States. In Australia, cryptocurrency fraud is now the second most common type of in-
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vestment scam. According to the Australian Competition and Consumer Commission (ACCC), cryptocurrency frauds have become increasingly prevalent in the last twelve months. The ACCC’s deputy chair, Delia Rickard, opined further that “[t]he rise in popularity in cryptocurrency has not been missed by scammers who are latching onto this new trend to con people.”

It is clear then that an upsurge in cryptocurrency scams has accompanied the growth of mainstream cryptocurrency use. Scams involving cryptocurrency take many different forms, which include hacking, phishing attacks, pyramid schemes, Ponzi schemes, bait-and-switch schemes, exit scams, and deceptive marketing of investment opportuni-
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ties. To be clear, the author does not suggest that the mere existence of fraud should cast doubt on the merits of mounting mainstream cryptocurrency use. Fraudsters and scammers are not unique to cryptocurrency investments. Other means of investment, from real estate to securities, suffer similarly. However, cryptocurrency investments arguably present a unique opportunity for fraud due to the combination of investors who lack an understanding of how the technology works and a relatively lax regulatory environment. In examining cryptocurrency investments, the question of whether growing mainstream use is beneficial depends on: (1) the value of legitimate cryptocurrency investment as a means of fundraising; (2) the harm of cryptocurrency frauds, including mounting losses suffered by victims; and (3) the likelihood that efforts to educate investors and increase regulatory
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scrutiny\textsuperscript{309} will curtail cryptocurrency fraud and adequately protect investors from harm.\textsuperscript{310} In the absence of both legitimate reasons to permit cryptocurrency investment opportunities and adequate investor protections, the risk of financial harm and the amount of losses suffered by victims of unchecked cryptocurrency fraud may counsel against the furtherance of mainstream cryptocurrency use.

Finally, the environmental impact of cryptocurrency mining is germane. The growing use of cryptocurrency has seemingly little to do with environmental issues such as climate change. However, the massive amount of energy consumed by computers engaged in cryptocurrency mining activities has led to concerns about the adverse environmental impact of cryptocurrencies.\textsuperscript{311} Moreover, the increasingly widespread popularity and use of cryptocurrencies may exacerbate the problem.\textsuperscript{312}

At its most basic level, mining is the process by which new cryptocurrency tokens enter the system.\textsuperscript{313} The creation of new tokens depends on the use of computational power to solve increasingly difficult math puzzles with new cryptocurrency tokens as the “reward” for the first miner to successfully do so.\textsuperscript{314} As a result, the growing value of cryptocurrency has created a race, with miners competing against one another.\textsuperscript{315} This competition has evolved
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into an arms race of sorts, with miners building “cryptocurrency” farms, or warehouses filled with high speed computer servers dedicated to mining.\footnote{252}

The amount of electricity used to power computers used in mining is already significant.\footnote{253} Estimates vary, but some research suggests that the amount of electricity consumed by cryptocurrency per year now exceeds the annual energy consumption of many countries.\footnote{254} The Bitcoin Energy Consumption Index estimates global mining of Bitcoin alone consumes over seventy-one terawatts of electricity per year, which is more than the annual electricity consumption of countries like Venezuela and Belgium.\footnote{255} Global mining of Ethereum requires an additional 20.79 terawatts of electricity per year.\footnote{256}

The point is that cryptocurrency mining is an energy-intensive enterprise.\footnote{257} Moreover, the energy demands of cryptocurrency far exceeds that of other payment systems. Although the comparison is imperfect, looking at the Bitcoin network relative to Visa provides useful context. According to Digiconomist’s energy consumption analysis, a single Bitcoin transaction requires 954 Kilowatt-hours of electricity, where 100,000 Visa transactions requires 169 Kilowatt-hours of electricity.\footnote{258} Accordingly, the sheer energy demands of cryptocurrency presents questions about long-term sustainability and whether it poses a legitimate climate threat.

In addition to the environmental implications, server farms may create a host of other problems for the communities in which they are located.\footnote{259} Min-
ers tend to gravitate to rural areas with low energy costs.\textsuperscript{324} Public utility districts must then deal with a rapid increase in demand that significantly outpaces planned growth, including a flood of new requests for additional power.\textsuperscript{325} Mining activity can also stress existing power grids. In Chelan, Washington, utility crews regularly find “unpermitted home miners running computer servers far too large for the electrical grids of residential neighborhoods,” which can cause transformers to overheat.\textsuperscript{326} Residents may also see increased power rates as less surplus energy is exported to outside buyers.\textsuperscript{327} Cryptocurrency mining, therefore, has a pronounced local impact, and communities must ultimately decide whether keeping up with the energy demands is worthwhile.

The use of cryptocurrency to support criminal activity, the proliferation of fraudulent cryptocurrency investment schemes, and the potentially adverse environmental impact of cryptocurrency mining indicate that a decision to amend Article 9 for crypto-collateral may reverberate beyond Article 9. By expressly recognizing crypto-collateral, amending Article 9 adds legitimacy to the use of cryptocurrency—not only the use of cryptocurrency as collateral, but perhaps for other uses as well. Therefore, the growth of a legal and regulatory framework for cryptocurrency may normalize cryptocurrency and contribute to its growth. Accordingly, the development of a legal and regulatory framework may indirectly perpetuate undesirable applications of cryptocurrency and exacerbate the harm caused by such uses.

Because of this, an informed deliberation about amending Article 9 for crypto-collateral should not focus solely on matters related to Article 9. It should also consider the wide-ranging implications of continued mainstream cryptocurrency use. The conversation about amending Article 9 for crypto-collateral presents an opportunity to re-examine the broader question of whether the continued growth of cryptocurrency is worthwhile, including the role of regulatory legitimacy in promulgating cryptocurrency use.

To be clear, the author does not suggest that the development of all cryptocurrency laws and regulation should halt because it contributes to the growth of cryptocurrency use and may exacerbate the harms of such use. Rather, he contends it is appropriate to regularly examine the fundamental question of whether the continued growth of cryptocurrency is desirable. Doing so allows policymakers to consider new data and utilize an improved
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understanding of cryptocurrency’s real-world impact, including: (1) how cryptocurrency evolves over time; (2) new applications and uses; (3) the scale of problems; (4) newly identified risks and concerns; and (5) the effectiveness of regulatory responses. In addition, the pressure to react quickly to a specific issue is lessened because steps have already been taken to address some of the most pressing legal issues presented by cryptocurrency. Absent the need to resolve a multitude of issues, policymakers can now consider cryptocurrency policy more broadly. Therefore, as time passes, policymakers are in a better position to answer the normative question of whether continued cryptocurrency use is meritorious. As such, the conversation about amending Article 9 ought to examine the depths of this question, including the role of regulatory legitimacy in promulgating cryptocurrency use and the feasibility of adequately curbing the undesirable aspects of cryptocurrency use.

V. CONCLUSION

The expansion of mainstream cryptocurrency uses and its growing presence in secured transactions suggests that the time may have come to start addressing the broader commercial law implications of cryptocurrency. But the question of whether to amend Article 9 to expressly accommodate crypto-collateral is complicated. Answering the question requires more than debating the best way to optimize the process of taking and enforcing security interests in crypto-collateral. In fact, focusing the conversation so narrowly is a mistake. Informed cryptocurrency policymaking requires a wider view of issues relevant to both Article 9 and cryptocurrency generally. As such, the potential benefits for parties engaged in secured transactions with crypto-collateral is but one factor. The challenges of drafting and promulgating a uniform amendment, including legislative will to do so, is another. Additionally, the uncertain future of cryptocurrency, particularly the many threats to long-term viability, is relevant. Also relevant are questions about the scope of problems under existing Article 9 and whether crypto-collateral use is sufficiently ubiquitous. Finally, amending Article 9 provides an important opportunity to evaluate the effectiveness of efforts to mitigate the harms of cryptocurrency use and revisit the question of whether continued
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mainstream cryptocurrency use remains worthwhile. These are just some of the most noteworthy considerations. As the conversation continues about the broader commercial law implications of cryptocurrency, policymakers should take care to explore the breadth of relevant issues.
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