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ABSTRACT

Digital assets are changing the way businesses think about equity, labor, business models, and business organization. Digital assets, like Bitcoin or Ethereum, provide incredible opportunities to further align shareholders with the objectives of the entity.

Each time humanity advances its technology for ledgers, markets explode, and we witness immense wealth creation. Digital assets like Bitcoin and Ethereum are the next great step forward for ledger technology.

While there are incredible opportunities to leverage this new technology, there are also incredible risks. There are many public examples of “hacks” of prominent blockchains like Ethereum and Solana. Blockchain technology has captured the imagination of the public. Blockchain, therefore, must develop a robust security system and intelligently distribute and limit liability for institutional and retail investors to reap the rewards of public attention.

Part of the risk that comes from digital assets is its newness. Blockchains that run smart contracts have many incredible uses that could eliminate middlemen in many industries. But courts are yet to develop case law surrounding smart contracts. The way that smart contracts self-execute presents a new question which courts must address: how should a court allocate risk between two smart-contracting parties?

No matter how the courts decide, the market needs an answer. This article attempts to explore some of the opportunities in digital assets and how these opportunities are fundamentally different from their traditional equivalents.

I. INTRODUCTION

What if Marriot could offer discounted hotel rooms to investors with over $100,000 worth of Marriot stock, VIP Lounge Access to investors who held Marriot stock for at least ten years, or free meals at Marriot properties to investors who referred a friend to invest? The blockchain and digitization of ownership will allow entities to engage in various manners of new and exciting incentives.1 Digitization will bring ownership and the underlying asset
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1. See BAXTER HINES, DIGITAL FINANCE, SECURITY TOKENS AND UNLOCKING THE REAL POTENTIAL OF BLOCKCHAIN 63 (2020).
closer together than ever before. Plus, ownership transfer through the blockchain is cheaper, more secure, and faster than any Wall Street transaction.

In March of 2022, Bitcoin’s market cap surpassed the Russian Ruble to make it a “top 15 currency” in the world. Solidifying this position, “[i]nstitutional investments in digital assets” surged throughout 2021. The discussion in the blockchain community has shifted from how to attract institutional investment to how to build infrastructure to retain institutional investment. Protecting this institutional money on the blockchain will require a massive and coordinated effort from cybersecurity engineers, financial coordinators, and lawyers.

Cryptocurrency is an encrypted and decentralized currency that internet users can exchange, much like ordinary currency, for services and items. Encryption is the “technical processes of converting plaintext into ciphertext.” While “decentralization refers to the transfer of control and decision-making from a centralized entity . . . to a distributed network.”

In 1989, Tim Berners-Lee, a scientist at CERN, invented the World Wide Web as a tool for “automated information-sharing between scientists in universities and institutes around the world.”

---
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Web 1.0, consisted of static pages with few content creators. The second era of the internet, Web 2.0, is the internet of today, where companies “provide services in exchange for your personal data.” The third era of the internet, Web 3.0 (Web3), is the internet of tomorrow, where developers create decentralized applications (dApps) which run on the blockchain.

During the COVID-19 pandemic, Web3 inundated the zeitgeist of finance. While cryptocurrencies captured the public’s attention in 2021, it is blockchain’s financial instruments and organizations that will catalyze the adoption of Web3: (1) Smart contracts will replace financial services like escrow, insurance, and underwriting; (2) Decentralized Autonomous Organizations (DAOs) will create new business opportunities for historically disenfranchised groups while disrupting long standing legal principles of business entity law; and (3) crypto-lending and staking will shift the distribution of capital with attractive interest rates. In total this comment will explore a limited number of Web3 disruptions to traditional financial entities and transactions.

II. HISTORY OF BLOCKCHAIN FINANCE

A. A Brief Overview of Currency and Wealth from Cattle to Crypto

Before civilization had liquid currency to facilitate trade, many cultures bartered for items. One of the earliest forms of currency was Cattle. In fact, a Mesopotamian named Nanni penned the earliest recorded customer complaint nearly 4,000 years ago. Upset over a copper ingot shipment’s quality, Nanni wrote to the merchant Ea-nasir that from now on, Nanni would “exercise against [Ea-nasir his] right of rejection.”

In the time since Cattle exchanged hands directly, currency has evolved into a complex web of actors attempting to influence the market. Currently, the United States operates on a fiat currency system. “[F]iat currency—
such as dollars, euros, pounds, or yen—is a trusted medium of exchange, or legal tender, that is issued by a recognized government authority.”

One of the primary benefits to virtual currencies is that they cut out intermediaries. Instead they engage in peer-to-peer transactions which the blockchain can verify. Blockchain’s disruptive potential makes financial intermediaries and government regulators nervous. For instance, the Texas State Securities Board touts that virtual currencies are not legal tender, are unregulated, and have no consumer protections. But in 2021, El Salvador became the first country to recognize Bitcoin as legal tender.

When a person or entity plans to create a cryptocurrency, they will release a “white paper.” A “white paper” outlines the “purpose and the technology behind” the cryptocurrency. On April 23, 2011, Satoshi Nakamoto released the Bitcoin white paper in an email saying, “I’ve moved on to other things.” Following this cryptic email, no one has ever seen or heard from Nakamoto, and their identity remains in much dispute. The Bitcoin “white paper,” however, set out the plan for “the first functional digital currency powered by a distributed ledger technology called blockchain.”

B. Society Improves Each Time It Enhances Its Ledgers

Having a reliable way to record information about parties and their relationships allows for a more sophisticated web of relationships between parties with no prior relationships. “A ledger is a book containing accounts to
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which debits and credits are posted from books of original entry.”

Each time a new form of ledger emerges, society takes an incredible leap forward. Mesopotamian Cuneiform allowed recordkeeping to show the quantities of barley meal and malt needed to make types of beers. The notion of balancing an entity’s accounts through double-entry bookkeeping was first recorded in 1494 by Luca Pacioli, the “Father of Accounting.” Werner Sombart, a Marxist economist, remarked that “capital, as a category, did not exist before double-entry bookkeeping.” Next banks began to use money in ledgers rather than measuring “a quantity of something tangible owned or owed.” So “[h]umanity’s primal motivation to gather wealth was redirected away from real goods to ledger numbers on paper and electronic databases.” The next leap forward is the distributed ledger.

C. Ethereum Demonstrates the Vast Potential and Danger of Distributed Ledgers

One such blockchain is the Ethereum network. Ethereum’s model of decentralization means that “[a]nyone who is on the network has permission to use the service.” Users and services cannot block each other or “deny . . . access to the service.” And “[p]ayments are built in” through the Ethereum currency.

In 2016, investors started a Decentralized Autonomous Organization (DAO) with the intent “to act as an investor-directed venture capital firm.” The DAO raised approximately $150 million USD worth of Ethereum’s na-
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active coin, ETH, from more than 11,000 investors. But hackers then exploited a vulnerability in the DAO’s computer code. Ultimately, it lost around $60 million worth of ETH. Someone claiming to be the attacker “published an open letter to the Ethereum community that claimed the funds had been obtained in a ‘legal’ way in accordance with the rules set out in the smart contract.” To “return the money to its original owners, Ethereum core developers chose to implement a hard fork.”

So, then there were two Ethereum blockchains. Ethereum Classic chose not to erase the theft, instead supporting “[a] truly immutable blockchain with a permanent record of the network’s entire history, including a successful cybertheft.” Ethereum chose to revise the blockchain to erase the theft. The “proponents of Ethereum Classic argue that the [Ethereum] hard fork hypocritically enabled the very thing that blockchain technology is meant to prevent—subjective human manipulation.” The blockchain is engaging in a conversation as to the value of equity in parallel to the legal field’s recent evaluations of equity, which can be distilled to whether society should privilege “the ex ante perspective of the parties intent at the time of [a contract’s] formation,” or “the ex post perspective of justice and fairness to the parties at the time of adjudication.”

The blockchain penetrates other social decisions, too, such as environmentalism. Bitcoin miners opened a bitcoin mine on top of “the last working coal plant in the state of New York.” The plant, northeast of Niagara falls, is “ripe for Bitcoin mining” because of “its cheap hydroelectric power and abundance of shuttered power plants” which “often [have] existing connections to the power grid.” While embodying the spirit of recycling, these
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mines “[g]lobally . . . consume more electricity annually than all of Argentina.”52 China, a historically massive holder of bitcoin mines, “banned [bitcoin mining] this year to help achieve [China’s] carbon-reduction goals.”53

Further, the mainstream adoption of blockchain technology and cryptocurrencies could lead to further income inequality.54 Bitcoin’s massive increase in price created new mines.55 Wealthy investors “increasingly [view] cryptocurrencies the way they see other high-risk assets, like private equity shares and venture capital.”56 This increase in price, including the high barriers to entry for some cryptocurrencies, could lead to the continued exclusion of persons previously excluded by traditional finance.57

Additionally, miners use Graphics Processing Units (GPUs) to mine cryptocurrencies which has caused a shortage of GPUs in the market.58 While the GeForce RTX 3060 Ti GPU sells for $400, the average price on eBay for that GPU in November of 2021 was $946.59 Because most users can only purchase a GPU on the secondary market, blockchain mining becomes increasingly inaccessible to the poor.60

However, some commentators note “that cryptocurrencies can contribute positively to reduce the global imbalance of income and wealth distribu-
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tion.’” The blockchain’s ability to fight inequality rests on its ability to include previously excluded groups. Researchers use the Gini coefficient to measure income inequality in populations. A Gini value of zero “indicates a perfectly equal distribution of income or wealth within a population,” while “[a value] of one represents a perfect inequality when one person in a population receives all the income.” In 2021, researchers measured the Gini value of Bitcoin at .65, which is comparatively close to Australia’s Gini score. Dogecoin held “the highest observed Gini” value of .82, which is just under the United States score of .85. However, the blockchain’s observable level of inequality could merely be the result of our current economic system adopting these cryptocurrencies.

The blockchain has already inherited some of the vices of the traditional market like day trading. Day traders trade “one or more securities throughout the day to turn a profit, [w]hile traditional buy-and-hold investors are concerned with the long-term performance of a company.” The United States Securities and Exchange Commission (SEC) does not consider day trading to be illegal, but it acknowledges the extreme risk it poses to unsophisticated parties. The SEC warns that “[m]ost individual investors do not have the wealth, the time, or the temperament to make money and to sustain the devastating losses that day trading can bring” Yet, popular news sites push articles with headlines like 5 Strategies to Start Day Trading Crypto.
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and How to Make $100 a Day Trading Crypto. The market peddles high risk equity positions to the average consumer because GPU prices remain too high for entry. This cycle unfairly allocates the risk of ownership to those least able to handle its consequences. As a result, inequality will probably continue on the blockchain as it always did in traditional finance.

III. SMART CONTRACTS MAKE TRADITIONAL FINANCIAL SERVICES MORE EFFICIENT AND AFFORDABLE.

Essentially, smart contracts are codified business rules. Smart contracts are “code that does what it’s been programmed to do. If the business rules . . . have been defined [poorly] . . . the result is going to be a mess” which auto-executes. Ordinary contracts merely suffer inartful drafting, but smart contracts suffer both inartful drafting and coding. The Stacks Foundation lists eight serious vulnerabilities to smart contracts which Clarity, “a smart contract language that [purportedly] optimizes for predictability and security,” may fix.

To add another layer of unpredictability, courts are yet to address pressing issues about smart contracts. Because “the use of smart contracts is in its incipient stages, there is no case law precedent that directly addresses the enforceability of smart contracts and . . . there are only a handful of state statutes purporting to address this issue directly.” Setting aside any potential problems with the unlicensed practice of law for programmers, lawyers have a duty of competence under the ABA’s Model Rules for Professional Responsibility which provides “[a] lawyer shall provide competent represent-
“Competent representation requires the legal knowledge, skill, thoroughness and preparation reasonably necessary for the representation.” The American Bar Association updated the comment to Rule 1.1 comment in 2012 to require that “a lawyer should keep abreast of changes in the law and its practice, including the benefits and risks associated with relevant technology.” While artificial intelligence systems are helping draft legal documents, artificial intelligence cannot completely replace the lawyer’s role in review any time soon. It is imperative that lawyers intending to work with smart contracts develop adequate technological and legal competency to work with these instruments.

A. How Smart Contracts Work

Programmers write smart contracts to execute after a condition is met. A blockchain will use nodes “to verify each batch of network transactions, called blocks.” An individual can submit a transaction to a node in the network. That node then “broadcasts [the transaction] to” the other nodes on the network. Over time, every node processes the transaction using the smart contract’s If/Then logic, and if the nodes come to a quorum over the transaction, then the nodes update the blockchain. Further, no one may alter a smart contract once the contract is in place, so getting it right the first time.
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is more important than ever. It is even possible to run an Ethereum node on a Raspberry Pi, a “credit-card sized computer” capable of impressive functions like playing high-definition video and playing games.

To run smart contracts based on the Ethereum blockchain, the Ethereum Virtual Machine (EVM) “act[s] as a runtime environment.” Every “computation that happens in the EVM requires gas.” Gas is “a unit of measurement used to assign a fee to each transaction with a smart contract.” So “[t]he more complex and tedious [the computation] is, the more gas is needed to execute the smart contract.” Luckily users can view an estimate of gas fees prior to executing their smart contract.

IBM lists the advantages of smart contracts to include speed, trust, and security. A smart contract is faster than an ordinary contract because “[o]nce a condition is met, the contract is executed immediately.” But the speed varies between each blockchain that supports smart contracts. The speed of a blockchain is measured in transactions per second (TPS). The TPS of Ethereum is “between 15 and 45,” while the TPS of a competing blockchain, Solana, is “around 50,000.”
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B. Smart contracts solve authenticity problems

The authenticity of documents and signatures in traditional contracts is a highly litigious field. The blockchain, following adequate regulation from the federal government, will have much less litigation as to the authenticity of documents because “encrypted records of transactions are shared across” every node in the system.\(^\text{106}\) In fact, “[d]igitization increases a regulator’s ability to perform effective oversight” because of the blockchain’s increased transparency.\(^\text{107}\) The blockchain can even help proactively enforce regulations because a digital asset can police itself and report every transaction to regulators.\(^\text{108}\) Today, regulators mostly react to traditional finance transactions, but proactive regulators monitoring the blockchain will increase regulatory effectiveness.\(^\text{109}\)

The authenticity of a transaction on the blockchain is confirmed by a quorum of the nodes on the blockchain before the nodes execute the smart contract.\(^\text{110}\) The security of a blockchain with proper incentives is supported by evolutionary game theory.\(^\text{111}\) As opposed to classical game theory where “the success of a strategy depends on the strategy itself,” evolutionary game theory “is played multiple times among numerous players,” and “[t]he success of an individual strategy depends not only on the strategy itself but also on the frequency distribution of alternative strategies and their successes.”\(^\text{112}\) If a blockchain penalizes validators much more than the incentive received for being in a quorum, then game theory suggests that the validators “are better off by acting honestly in an honest quorum than acting maliciously in a malicious quorum.”\(^\text{113}\)

C. Hackers can exploit smart contracts

While proponents of smart contracts tout the security of the blockchain, malicious attacks have plagued blockchains operating smart contracts.\(^\text{114}\) As
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of the time of this writing, Solana has been brought down by 3 attacks.\textsuperscript{115} Following each of these attacks, it took Solana hours to become operational again.\textsuperscript{116} One of the attacks forced the hard fork between Ethereum Classic and Ethereum.\textsuperscript{117} As a result, the alleged attacker was able to claim the money following the execution of those smart contracts as written.\textsuperscript{118}

Rational minds disagreed over whether this was truly an attack and whether the hard fork emerged.\textsuperscript{119} While the contract was executed due to the fulfillment of a condition in the smart contract, the parties to the transaction did not intend that transfer.\textsuperscript{120} At a minimum this raises the point that a lawyer should help draft smart contracts.\textsuperscript{121} The Ethereum hard fork should alert the legal community to a serious need for intelligent drafting in Web3.\textsuperscript{122}

These attacks mark a major vulnerability for blockchains—design is crucial to capturing these benefits.

D. Every smart contract probably qualifies for federal jurisdiction

Virtually every blockchain could qualify for federal jurisdiction under the Interstate Commerce Clause.\textsuperscript{123} The nodes for a blockchain are bound to be in more than one state, and likely, more than one country.\textsuperscript{124} For example, every Ethereum transaction as of 2022 necessarily uses foreign hardware.\textsuperscript{125} Approximately forty-four percent of Ethereum nodes are in the United States.\textsuperscript{126} But a block on Ethereum requires that the nodes reach a consensus where at least sixty-six percent of nodes agree.\textsuperscript{127} So for Ethereum to reach a
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consensus on any block there is at least one node outside of the United States.\textsuperscript{128}

However, “[t]here is no federal contract law in the United States.”\textsuperscript{129} The elements to form a contract under the common law are “two or more parties, each of whom is legally capable of being bound, a manifestation of mutual assent, and consideration.”\textsuperscript{130} Similarly, “the UCC defines a contract as ‘the total legal obligation that results from the parties’ agreement . . . ’ and an agreement as ‘the bargain of the parties in fact, as found in their language or inferred from other circumstances.”\textsuperscript{131} A smart contract may result in a legally enforceable contract if a court determines it meets the requirements of the Uniform Commercial Code (UCC) or the Second Restatement of Contracts.\textsuperscript{132} Importantly, parties must reduce some contracts to writing to satisfy state statutes of frauds or additional formalities under the UCC.\textsuperscript{133} The UCC defines “writing” to include “printing, typewriting, or any other intentional reduction to tangible form.”\textsuperscript{134}

The Uniform Law Commission published a guidance note in 2019 specifically addressing the applicability of the Uniform Electronic Transactions Act (UETA) and E-SIGN to blockchains.\textsuperscript{135} The federal Electronic Signatures Recording Act (E-Sign Act) provides that a “signature, contract, or other record relating to such transaction may not be denied legal effect, validity, or enforceability solely because it is in electronic form.”\textsuperscript{136} UETA and E-Sign “establish a legal framework for all electronic technologies through broad definitions for electronic signatures and records and then basic provisions assuring that they are on par with pen-and-ink for all legal purposes.”\textsuperscript{137}
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UETA section 14 provides that “a contract ‘may be formed by the interaction of electronic agents of the parties, even if no individual was aware of or reviewed’ the operations of the agent or the terms and agreements.” Further, the E-Sign Act provides that “[a] contract . . . may not be denied legal effect, validity, or enforceability solely because its formation . . . involved the action of one or more electronic agents,” provided that the electronic agent’s “action . . . is legally attributable to the person to be bound.” While securities law is beyond the scope of this paper, legal commentators have argued that “[c]ode-based, self-executing mechanisms arguably bring any agreement that utilizes them within the UCC’s statutory parameters for security interests.”

E. Smart Contracts Are Already Replacing Traditional Financial Instruments

While smart contracts come with a battery of problems, the potential solutions that smart contracts promise could revolutionize how we deal with all sorts of financial intermediaries and instruments. Developers on the blockchain are using smart contracts to disrupt traditional financial solutions like escrow, fiduciary duties, alternative dispute resolutions, insurance, and financial instruments.

1. Escrow

Real estate law is a prime example of where a smart contract could fundamentally change the apportionment of risk in escrow situations. In 2017, the co-founder of TechCrunch purchased an apartment in Kiev, Ukraine, for $60,000 (around 212.5 ETH) using smart contracts on the Ethereum blockchain. Rather than using an escrow agent to handle the money prior to closing, the buyer sent the funds to the address of a smart contract. After the buyer sent the money to the smart contract address, the buyer’s
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agent, with power of attorney, signed the final document in front of a notary. The notary then sent the deal details and the smart contract address to the National Property Registry to finish the deal.

Blockchain users could repeat this transaction elsewhere using a 4 part process: (1) either the buyer or seller deploys the smart contract and specifies the settlement procedure and conditions of the smart contract; (2) the buyer then sends a digital asset to the escrow smart contract; (3) if a specified condition is met within the allotted time period, then the fulfillment is reported to the smart contract; and (4) the escrow smart contract ensures fulfillment of each condition and then releases the buyer’s digital asset to the seller. If the escrow smart contract is not informed of the fulfillment of the conditions or the condition was not satisfied pursuant to the agreement, then the tokens are refunded to the buyer. Escrow smart contracts eliminate the danger that either the escrow agent steals the money or the escrow agent delivers the deed before receiving the money.

A potential hiccup under Texas law is whether an escrow smart contract can serve as an escrow agent. “An escrow agent acts as a neutral party to the transaction and owes a fiduciary duty to both parties.” So can a smart contract “act as a neutral party to the transaction and owe[a] fiduciary duty to both parties?”

Drafters may require a smart contract to make an objective evaluation or to rely on the objective evaluation of agreed upon third parties. In both instances it is the programmer who should hold fiduciary responsibility. Where a smart contract makes an objective evaluation as to a condition’s fulfillment—e.g. the smart contract verifies that a buyer has deposited a specific number of tokens into the smart contract’s address—the fiduciary duty should lay with the programmer to code the smart contract according to the
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specifications of the parties. A programmer’s failure to adhere to party instructions should qualify as a breach of their fiduciary duty. Courts should only hold programmers responsible for deviations from clear instructions, but programmers should not be held responsible for unclear instructions from the parties. For example, the attack on the DAO exploited a smart contract as written. The failure was in the design of the conditions, not the programming itself.

Where a smart contract relies on a representation by a third party outside the blockchain—like where a condition to the smart contract is that the low temperature in Sault Ste. Marie, Michigan, is above freezing on October 31—the fiduciary duty should still lay with the programmer. In this second situation, the smart contract uses an oracle (an API) to communicate with parties off the blockchain. Here the oracle will look to a designated source of information, perhaps the website of a local meteorologist in Michigan, and if the data from that source satisfies the condition of the smart contract, then the contract will execute. Where parties agree upon a source, the only risk is that the program does not execute correctly.

In both scenarios it is the programmer that should serve as the fiduciary of the deal. A programmer, however, should never be held responsible for poor contract design. This is another reason why involving a trained lawyer and programmer to handle the separate tasks of legal drafting and computer drafting is a good idea. Where a lawyer and programmer are involved in a smart contract, a court can appropriately apportion liability.

2. Smart Contracts help facilitate alternative dispute resolutions

The on and off nature of smart contracts does not leave much room for the nuance of contract interpretation. A new trend in the world of Alternative Dispute Resolutions is to use a Decentralized Dispute Resolution. Kleros Escrow is a dApp “that can be used for any exchange of goods, assets, or services involving an Ethereum-based asset.” Kleros allows users to create a transaction on its platform. If parties dispute a transaction, “they can
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create a dispute in Kleros court."161 There are three possible outcomes to a dispute involving an exchange of cryptocurrency: (1) the transaction’s sender wins all the locked funds and Kleros reimburses their arbitration fees; (2) the transaction’s receiver wins all the locked funds and Kleros reimburses their arbitrations fees; or (3) Kleros splits the fees and locked funds evenly between the parties.162

Kleros selects arbitrators from a global pool.163 The system uses a native token called “Pinakions” (PNK) to incentivize honest juror participation.164 While PNK is an innovative solution to the incentive problem that plagues blockchain technology, it creates a questionable incentive structure for legal arbitration. Kleros admits there is no specific way to ensure that jurors reviewed any evidence.165 Rather, they purely rely on an incentive system.166 Kleros requires jurors to deposit PNK to have a chance to be selected in the global pool.167 Jurors self-select into different courts under Kleros by topic.168 Jurors stake coins by placing them with Kleros.169 An “incoherent” juror’s vote disagrees with the ultimate ruling.170 If jurors render an “incoherent” opinion they must pay part of their stake to the coherent jurors.171 The arbitration fees are divided among only the coherent jurors.172 This incentive structure encourages jurors to agree with each other, not to fairly arbitrate.173 So on the blockchain, the twelve angry men become the twelve coherent men.
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Kleros allows parties to appeal the result of any decision to its own appellate system. Kleros defends its platform as a voluntary system, “meaning the enforcement is automatic and pre-accepted by contracting parties agreeing on using Kleros as an arbitrator.” The contractual view of Kleros stands in stark contrast to the Kleros white paper which proposes to create “a multipurpose court system able to solve every kind of dispute.” Kleros makes an interesting statement that this serves as “a self-enforceable arbitration method.” However, the enforceability of a Kleros decision is beyond the scope of this article.

3. Insurance

Traditional insurance “relies on a trusted intermediary to execute [a] transaction.” Intermediaries add time and cost to any system, but especially insurance. Using a smart contract to automate an insurance claim provides transparency for both parties, speeds up the claims process, reduces administrative costs, and preserves the agreement in a secure blockchain. But smart contracts today follow the “if X, then Y” formula, which fails to capture the complexity of many insurance agreements.

For example, if a party denies the enforceability of a contract, normally that party can withhold payments before a court settles the matter. But a smart contract will transfer the funds instantaneously. This forces courts to make decisions after the transaction has been completed. This is a major complication to the insurance industry. Inversely, the cost of challenging an insurance denial in court is prohibitively expensive.

One possible solution is to use smart contracts with “parametric insurance.” Parametric insurance bases claims off of “clearly defined event[s]...
and . . . pre-agreed upon payout[s].”183 While parametric insurance has been
around as an idea since the 1990’s, the trustless design of smart contracts has
helped reduce the risk of fraud, and has helped make such insurance products feasible.184 The development of sophisticated oracles allows parametric in-
surance to reliably consult outside sources for contingent conditions.185

NASDAQ estimates that “there are over $1 trillion dollars of uninsured
crops.”186 For farmers dependent on rainfall, climate change is expected to add to the risk of farming.187 So far traditional insurance has not offered coverage to small plots in developing countries.188 Insurtech, Arbol’s Para-
metric crop insurance, uses “smart contracts that execute based on oracle-
delivered weather data from the National Oceanic and Atmospheric Adminis-
tration (NOAA).”189 Small farmers reap the benefit of Arbol’s circumvention of costly “legal systems and subjective insurance assessments.”190 Smart con-
tract parametric insurance can even be used to reimburse a claimant whose
flight was delayed by forty-five minutes or more.191 So long as a passenger
holds a ticket for a flight, they can choose what level premium to pay, and
the platform conveniently returns the coverage for the flight.192

This form of insurance might be an excellent hedge against the dangers
of smart contracts. Nexus Mutual is hesitant to call itself insurance, but it
provides a similar service.193 Nexus Mutual “is a discretionary mutual: a mu-
tual fund that provides discretionary cover, which is an insurance-like prod-
uct that involves only a discretion, not a legal obligation, to pay out on the
occurrence of a material loss.”194 The automation of insurance claims
processing in simple situations that fit the if X then Y formula could drasti-
cally lower insurance costs.195 The lower costs these products can provide
might bring more smart contracts under the safety of insurance-like products.
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As a result, the increased use of insurance is likely to inspire consumer confidence in smart contracts and ultimately facilitate its adoption into the mainstream.

All of the potential problems that smart contracts introduce to insurance are short-term. By designating a trusted third party, like NOAA, to validate an event, parties can still utilize the truth-seeking function of courts without having to pay for its expertise. A judge might take judicial notice of an earthquake. The automation of these questions allows for reliable data to determine the outcome of a contract. If the parties agree to a fixed payout based on the occurrence of an event to which a judge may take judicial notice, it would be wholly appropriate, markedly cheaper, and more efficient to keep the contract out of the traditional legal system. Traditional insurance transactions keep power with the issuing company. The company has the power to employ an insurance adjuster to render a subjective opinion. In parametric insurance, the power favors the claimant. A consumer could negotiate with an insurance company about which trusted third party to connect to an oracle, or whether to aggregate a consensus among several trusted third parties, or alternatively find a company that is willing to negotiate. If those trusted third parties publish data that triggers the smart contract, the money is immediately paid out to the claimant. The fight over the condition fulfillment of a smart contract takes place after its execution. That way claimants who might rely on that money can get that money sooner without having to wait for the legal system to analyze the facts.

196. Id.
197. See generally Zhou, supra note 182.
198. See Wolfe v. State Farm Fire & Cas. Ins. Co., 46 Cal. App. 4th 554, 560 (1996) (“We must take judicial notice of the Northridge earthquake itself since that occurrence is a fact of generalized knowledge so universally known that it cannot reasonably be the subject of dispute”).
199. See Oracles, supra note 157.
200. See Zhou, supra note 182.
202. See id.
203. See generally id.
205. See Parametric Disaster Insurance, supra note 201.
206. See id.
F. Smart contracts, like traditional contracts, offer benefits and drawbacks.

These are only a few examples of how smart contracts are changing traditional financial instruments today. Any transaction that can be reduced to an “if X, then Y” statement is more efficient on the blockchain. Ultimately, the market will decide whether smart contracts and decentralization are valuable. End users might not care about how parties execute contracts, but end users do care that a product is faster, cheaper, and more secure. Thus, smart contracts are here to stay.

IV. THE LEGAL STATUS OF DECENTRALIZED AUTONOMOUS ORGANIZATIONS IS UNKNOWN AND UNPREDICTABLE

A Decentralized Autonomous Organization (DAO) “is a software running on a blockchain that offers users a built-in model for the collective management of its code.” Simply put, DAOs are an organization of people with rules for how those people interact and how the organization makes decisions.

One common way of thinking about DAOs is that owners collectively manage “an internet-native business.” A lack of centralized leadership can be a good or a bad thing. There is no CEO to authorize a budget or CFO to cook the books. The amorphous nature of DAOs makes them difficult to define as business entities.
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The most famous example of DAOs is the DAO.216 As previously mentioned, hackers exploited the DAO for $60 million U.S. dollars worth of Ether.217 This theft resulted in Ethereum’s hard fork.218 In this DAO, “all members were owners who functioned also as managers.”219 However, the owners did not all share a vision for the organization.220 While the ethics of the DAO’s hard fork are beyond the scope of this comment, the DAO raises several important legal questions.221

Where someone is physically hurt because of a DAO’s actions, traditional business entities offer analogous case law.222 In that same vein, legal service provider “OpenLaw provides the blockchain-based tools to create ‘limited liability wrappers’ for DAOs.”223 OpenLaw claims that it improves a DAO’s settlement predictability both on and off the blockchain.224 And importantly, OpenLaw claims that it “provides an important corporate veil over DAO business activities to remove the default, joint, and several liability” ordinarily associated with general partnerships.225

A. Wyoming and Vermont Are on the Forefront of Blockchain Law

Some states have proactively answered whether DAOs are a distinct legal entity. Wyoming allows DAOs to form as a legal entity recognized by the state.226 A DAO’s agent must select LLC from the Wyoming Secretary of State and then select “Decentralized Autonomous Organization from the Additional Designation drop down menu.”227 No member of a limited liability autonomous organization (LAO) must be a Wyoming Resident.228 But a LAO
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must designate a “registered agent” who resides at a “registered office” to receive service of process.\textsuperscript{229}

Wyoming has made several moves in recent years to encourage the development of cryptocurrency.\textsuperscript{230} The state exempted open blockchain tokens from state securities laws.\textsuperscript{231} Effectively, Wyoming distinguishes between utility tokens and non-utility tokens.\textsuperscript{232} The test is multifaceted and considers several complicated factors.\textsuperscript{233} The move is mostly symbolic because the SEC has refused to draw a bright-line rule exempting utility tokens.\textsuperscript{234} However, the law “provides a great deal of clarity for blockchain developers who have thus far been operating in an information vacuum.”\textsuperscript{235} Earlier Wyoming also exempted “virtual currency” from Wyoming’s Money Transmitter Act.\textsuperscript{236}

Wyoming’s blessing to the LAO corporate structure provides similar clarity. The state allows an existing LLC to convert into a LAO.\textsuperscript{237} Further, the state allows the LAO to statutorily declare whether it is a member managed LAO or an algorithmically managed LAO.\textsuperscript{238} Empirical data suggests that regulations do not scare off investors.\textsuperscript{239} There is rarely a price decline following a country’s cryptocurrency regulations.\textsuperscript{240}

Vermont has taken a similarly proactive approach to nurture blockchains.\textsuperscript{241} Vermont allows for “Blockchain-based Limited Liability Companies” (BBLLC).\textsuperscript{242} BBLLCs “may provide for its governance, in
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whole or in part, through blockchain technology. Additionally, Vermont allows corporate recordkeeping through distributed ledger technology as admissible evidence in court.

**B. States Ignore DAOs at Their Own Risk.**

Regardless of how a state decides to treat DAOs in their business codes, they must resolve the issue soon. One legal commentator has proposed “that many state LLC statutes permit the development of zero-member LLCs governed exclusively by an operating agreement.” This technique ... allows software systems to achieve a very close surrogate for legal personhood.”

The technique has four steps: (1) a person (Founder) files to create a member-managed LLC in the state; (2) the LLC adopts an operating agreement that says “the LLC will take actions as determined by an autonomous system;” (3) the Founder then transfers their interests in the autonomous system’s “physical apparatus” and intellectual property to the LLC; and finally (4) the Founder leaves the LLC. In theory, this technique might work in Wyoming’s LAO system because the LAO can self-select into the member managed option.

Critics point out that “it is unlikely that a court considering [these statutes] would conclude” that the law allows for zero-member LLCs. But states do not have the luxury of reacting to these issues. Hypothetically a true artificial intelligence could solicit an unwitting agent to complete this technique. The artificial intelligence could then go on to amass interests in real estate, financial instruments, or even a private military. If there is no clear rule to prevent this situation, an artificial intelligence may choose to deliberately conceal its existence until it has amassed enough power to achieve its goals. Such a scenario “is merely the culmination of decades of increased power for operating agreements and decreased power for the membership of legal entities.”

States that choose to embrace blockchain as the future of finance and business entity law will reap massive benefits over those that do not. Kear-
ney, Nebraska, known as “[t]he Sandhill Crane Capital of the World.” 251 Now hosts many cryptocurrency miners ousted by China’s ban on mining. 252 Migrating miners hold the United States in high regard because of improved legal protections for business owners. 253 But, “environmental concerns and infrastructure bottlenecks in the [United States] have slowed the mining migration.” 254 Thus, as countries around the globe make regulatory blunders with blockchain technology, states that are set up to accept and support blockchain operations will flourish with new revenue streams. 255

C. It Is Unclear What Kind of Fiduciary Duties Courts Will Impose on Members of DAOs.

States could further provide regulatory clarity by deciding whether to impose fiduciary duties on members of a DAO. 256 Legal commentators have proposed that Delaware fiduciary laws might solve the fifty-one percent attack issue. 257 In a DAO, a fifty-one percent attack occurs where the “holder of [fifty-one percent] of a DAO’s tokens could make and approve a proposal to send all of the DAO’s funds to [themselves].” 258 At the moment “it is unclear whether . . . human decision-makers would be found to owe fiduciary duties to a DAO and its investors.” 259 This confusion extends to DAO’s coders or curators too. Must a DAO’s programmer “act in good faith, with due care and in the best interests of the organization and token-holders when writing” a DAO’s code? 260

The running theme to these unanswered questions is that a state’s answer one way or another is more helpful than the murky waters of today’s blockchain regulatory scheme. Empirically, “public companies have shown a significant appetite” to contract around the traditional duty of loyalty in Dela-
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ware and other states that allow for similar corporate opportunity waivers.261 This trend towards contractually changing fiduciary duties is further evidence that our legal system is capable of extraordinary flexibility for blockchain organizations.262 Blockchain businesses should push for recognition as official legal entities so that they may avail themselves of the benefits that society has bestowed upon traditional business.

The worst-case scenario would be where a DAO with massive capital implodes overnight, and the courts treat that DAO as a general partnership. Some legal commentators take the position that the DAO was merely “a general partnership.”263 Where a DAO aims to provide transparency as to the allocation of risk in a business, a state’s silence as to a DAO’s legal status might upend that transparency.264 Investors who thought they were participating in a safe DAO could be held jointly and severally liable for that DAO’s actions.265 So long as states provide clear rules about how they will treat DAOs, these entities can contract to create the optimal solution for their investors.

V. THE BLOCKCHAIN ALLOWS FOR UNIQUE NEW FINANCIAL LENDING INSTRUMENTS.

The instantaneous quality of blockchains has allowed lending instruments to flourish in the cryptoeconomy.266 The International Monetary Fund acknowledges that blockchains “have potential as a tool for faster and cheaper cross-border payments.”267 The International Monetary Fund uses the term cryptoization to refer traditional asset and currency substitution with crypto solutions.268

Cryptocurrency staking is a way for investors to “stake” their holdings to earn rewards over time.269 Staking cryptocurrency is like placing money in
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an interest-bearing account. While “[t]he national average interest rate for savings accounts [as of March 2022] is 0.06 percent,” popular coins like Ethereum, Cardano, and Polkadot can yield as high as five to twenty percent.

However, staking remains shrouded in unclear regulation. Weighing heavy on the minds of every crypto investor is whether gains made through staking are taxable. In 2019 Joshua Jarrett received rewards from staking on the Tezos public blockchain. Jarrett argued to the IRS that those staking rewards were not income and requested a refund. Jarrett filed a subsequent complaint in the United States District Court for the Middle District of Tennessee for a refund. The complaint argues that tokens are only taxable at sale, not when they accrue through a staking reward. The complaint cites to “an established tax law principle that newly created property is not an ‘accession to wealth’ that is ‘clearly realized.’” The IRS offered Jarrett a refund, but Jarrett declined “because the IRS did not provide a reason for the refund and left open the issue of whether the creation of tokens through staking is a taxable event.”

Investors like Jarrett are taking the fight to regulators in search of clarity. Rather than merely accepting the refund, Jarrett is fighting to ensure that the either the IRS or the courts will deliver a rule. Regulators will not
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have the luxury of sitting back and waiting for cryptocurrencies to develop so that they can then draft policies.\textsuperscript{283}

Not all players in the crypto space are willing to place their money on the line for the sake of clarity. For example, BlockFi offered BlockFi Interest Accounts (BIA), where investors stake cryptocurrencies, in exchange for a variable interest rate paid out monthly.\textsuperscript{284} But in February, 2022, BlockFi Lending agreed to pay a $100 million settlement to the SEC and thirty-two states for offering unregistered securities.\textsuperscript{285} SEC Chair Gary Gensler said it was “the first case of its kind with respect to crypto lending platforms.”\textsuperscript{286} The SEC’s move has prompted Coinbase to shutter its plans for a lending product.\textsuperscript{287}

Online lenders have also inherited the same evils present in traditional predatory lending operations.\textsuperscript{288} While the term Fintech used to signify something about a bank (or non-bank company) operation, now Fintech is a confusing term that predatory lenders can use to deceive consumers.\textsuperscript{289} Companies “operat[ing] online but have little other technological advancement still bill themselves as ‘fintechs.’”\textsuperscript{290} And now Fintech lumps together firms that offer affordable interest rates with firms “that charge triple digit rates and prey on the poor.”\textsuperscript{291}

Aristotle labeled usury as “the most hated sort” of trade.\textsuperscript{292} The introduction of new technology like cryptology, which enables new forms of
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usury, does not fundamentally change the underlying evil of these transactions. And it does not help that the Federal Reserve’s interest rates are at historic lows.293 Investors will always follow higher yields, and “[t]here is now more than $200 billion in total value locked or deposited” in decentralized finance platforms.294 Regulators must not allow the blockchain to become the wild west of lending and allow predatory lenders to target the most vulnerable consumers.

VI. CONCLUSION

Cryptocurrency, like any technology, has potential for good and evil. Smart contracts will improve the speed and cost of routine business transactions, but only if developers and law makers can agree on a proper risk allocation. The same is true for DAOs. DAOs will be a powerful tool for new forms of corporate governance in the coming years, but only if law makers can wrap their heads around this new design and provide clarity. Lending on the blockchain has the opportunity to expand access for underserved communities, but it will also take advantage of those communities if regulators remain passive. Every technology on the blockchain has the power to revolutionize these traditional financial transactions for people who have consistently been excluded from these transactions before. As it stands now, the federal legislature must take intelligent and coherent steps towards reigning in bad actors so that society may fully benefit from its adoption of this new ledger technology.
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