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TikTok’s Fall From Grace: How Growing Security Concerns in Chinese Technology Affect U.S. Courts and Presidential Successors

Madeline Cartwright*

ABSTRACT

In recent years, the United States government has warned that China may use Chinese companies as a vehicle for infiltrating American data security. The U.S. first acted on this warning in 2017 when it effectively banned Huawei—one of the world’s largest telecom companies—from the U.S. market. Then-president Donald Trump subsequently turned the controversy to the popular social media app, TikTok, in an attempted ban over alleged privacy issues. Personal data collection and the legal implications behind trying to ban China-linked apps is an increasingly controversial topic in American politics. This article assesses the lawsuits following these groundbreaking governmental movements, including how the case of *Huawei v. United States* compares to the lawsuits and court decisions following Trump’s executive order prohibiting transactions between U.S. citizens and TikTok’s parent company, ByteDance. This includes an analysis of the holdings various courts reached and why they differ among jurisdictions, parties, and claims. Finally, this article will discuss future implications for TikTok and what the U.S. government may need to prove to place the app in the same sphere as its Huawei counterpart.

I. INTRODUCTION

Over the last few years, United States officials have sought a “technological decoupling” from China.1 The government has warned that China is a “threat to American security” and can leverage technological linkages to steal secrets, spread disinformation, survey nonconformists, and hold U.S. infrastructure hostage.2 To better protect Americans’ data security, the U.S. has attempted to restrict Chinese technology and its problematic dive into personal user data.3

This Case Note addresses the following: (1) a brief run-through of the ongoing battle between the U.S. and China, up to the present day, over user

---

2. *Id.* at 9.
3. *See id.* at 15.
personal data access in technology; (2) the similarities and differences between two Chinese tech companies in controversy; (3) an overview of how various lawsuits regarding technology bans of these tech companies have played out in the courts; (4) an analysis of why courts’ holdings differ; and (5) a conclusion discussing future implications and TikTok’s status in the marketplace.

II. THE CHINA VS. UNITED STATES TECH WAR

Beginning in December of 2017, the National Defense Authorization Act (“NDAA”) barred the Defense Department from procuring certain telecommunications equipment or services from Huawei, one of the largest telecom companies in the world.4 In 2018, the NDAA restricted all executive branches from procuring such services from Huawei.5 With a final blow to the tech company in 2019, then-President Donald Trump (“Trump”) made a major move in the Chinese technology battle by adding Huawei to a so-called “Entity List.”6 Any company added to this list is unable to do business with any organization that operates in the U.S.7 This effectively banned Huawei in the U.S., causing the company to “completely revamp how it creates and releases smartphones.”8

One year later, Trump signed an executive order to issue broad sanctions against TikTok, which included outlawing transactions between U.S. citizens and TikTok’s parent company, ByteDance.9 This would ultimately remove the popular application (“app”) from Apple and Google’s app stores and cut off any advertising from American companies.10 However, nothing ever came of this order due to a series of legal challenges and Trump’s ele-

5. Id.
7. Id.
8. Id.
10. Id.
tion loss shortly thereafter. 11 Although TikTok appeared to reach an agreement to sell part of the company to Oracle for American management, “the deal never closed, and a federal court ruled against Trump’s attempt to block the app.” 12

In 2021, President Biden revoked Trump’s executive order, citing a slew of issues in the courts, challenging the ban, and leading judges to temporarily block the order during the pendency of the cases. 13 In its place, Biden issued a new security review that recommends “‘additional executive and legislative actions to address the risk associated with’ apps subject to the jurisdiction of a foreign adversary.” 14 Today, “[t]he Biden administration and TikTok have drafted a preliminary agreement to resolve national security concerns posed by the . . . app.” 15 The proposed deal, however, is “facing hurdles” over its terms in negotiating its ownership structure. 16 Florida Senator Marco Rubio commented that “‘anything short of a complete separation’ of TikTok from ByteDance ‘will likely leave significant national security issues regarding operations, data and algorithms unresolved.’ ” 17 In June of 2022, the New York Times reported that TikTok’s employees in China had access to the company’s recent U.S. data. 18 If the agreement does prevail as is, “it is likely to be highly scrutinized, as TikTok has become a symbol of the ‘Cold War-like atmosphere’ in relations between Beijing and Washington.” 19

III. TIKTOK AND HUAWEI’S OVERLAP

After Trump’s attempted ban, and as President Biden continues to tackle foreign data security concerns, many compare TikTok to Huawei and ques-
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It is important to note key similarities and differences between the companies before addressing the bigger picture—how courts are responding. TikTok and Huawei share an important trait: Both are owned by the same parent company, ByteDance. Former employees said the boundaries between TikTok and ByteDance are “so blurry as to be nonexistent.” ByteDance’s complicated history is riddled with lawsuits over a myriad of privacy issues, including collecting data on underaged children without parental consent. But TikTok and Huawei operate in “very different” lines of business. While Huawei operates as a telecom company dealing with a complicated global supply chain, TikTok is a “social media app beloved by teens.” Most notably, TikTok does not have access to “critical infrastructure networks that are core to national security.” They do, however, collect personal information on Americans that could ultimately undermine national security if it were to wind up in the hands of hostile foreign governments and their officials.

The effort to ban TikTok stalled out in the last months of the Trump administration, leaving open the question of what the future looks like for TikTok, especially with its stark similarities to Huawei. Just like the “close inspection” in which Huawei has found itself in recent years, TikTok is “not
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trusted because of its connections to China.” Cybersecurity experts argue TikTok, being so interwoven with its parent company, could present many risks.

Trump’s 2020 executive order against TikTok showed “vast similarities” to the 2019 executive order issued against Huawei. If TikTok is placed on the same Commerce Department watchlist as Huawei, however, the move could be “legally murky” because entities traditionally placed on the list have violated laws or rules around “trade, arms control or intellectual property theft.” However, there is no concrete evidence connecting TikTok to that type of violation. Regardless of the similarities between the companies and the government bans, courts have responded to litigation surrounding these issues very differently.

IV. THE COURTS’ RESPONSE

A. Huawei Technologies USA, Inc. v. United States of America

Huawei Technologies’ subsidiary, Huawei Technologies USA, Inc., provided telecommunications equipment and services to eighty-five U.S. wireless carriers, including corporations, schools, and other institutions. At this time, the U.S.-China Economic Security Review Commission reported that “[n]ational security concerns [had] accompanied the dramatic growth of China’s telecom sector” with “large Chinese companies” posing a threat as they were “directly subject to direction by the Chinese Communist Party.” After a year-long investigation into the counterintelligence and security threat posed by Chinese telecommunications companies conducting business in the U.S., the House Permanent Select Committee on Intelligence determined that “Huawei . . . [could not] be trusted to be free of foreign state influence and thus pose[d] a security threat.”
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The 2018 NDAA ultimately prohibited federal agencies from “procuring, extending, or renewing a contract to procure any equipment system or service” if Huawei products constituted “critical technology” of any system. The Act also prohibited federal agencies from entering into contracts with entities that used equipment comprised of Huawei products and prohibited heads of executive agencies from expending loan or grant funds to obtain a contract from any “equipment, system, or service” if Huawei products constitute “a substantial or essential component.”

Huawei, seeking to invalidate this statute, filed suit against the U.S. challenging the Act as unconstitutional on three grounds. Huawei asserted Section 889 of the Act: (1) violated the Bill of Attainder Clause; (2) violated the Due Process Clause; and (3) violated the Vesting Clauses. The Government maintained Section 889 was constitutional on all challenged grounds.

The court compared Section 889 to the statute at issue in *Kaspersky Lab, Inc. v. United States*, a similar lawsuit in which a Russian anti-malware company was blacklisted by the U.S. Federal Communications Commission because of concerns about its links to the Russian government. The court held Section 889, like Section 1634 in *Kaspersky*, is a statute that “represents no more than a customer’s decision to take its business elsewhere.” While this decision was “costly to Huawei,” such a decision falls short of the “historical meaning of legislative punishment.” The court also held Section 889 did not violate the Due Process Clause of the Fifth Amendment.

Finally, Huawei argued that when Congress enacted Section 889, it adjudicated facts and applied law to Huawei, ultimately exercising executive and judicial powers prohibited under the Constitution’s Vesting Clauses. But the court disagreed, explaining what Huawei “pejoratively labels as Congress unconstitutionally adjudicating facts is better characterized as a thorough congressional investigation into a potential threat against the nation’s
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cybersecurity.” The court ultimately held Section 889, as part of an appropriations bill, is the “upshot of an inherently congressional function” and that “the power to investigate is inherent in the power to make laws because a legislative body cannot legislate wisely . . . in the absence of information respecting the conditions which the legislation is intended to . . . change.”

B. TikTok, Inc. v. Trump

In May of 2019, Trump issued an “ICTS Order” announcing widespread use of a “communications technology” that may be exploited by foreign adversaries was creating an “extraordinary threat” to the national security of the U.S. Under this Order, Trump declared a national emergency and later reaffirmed his stance in 2020, highlighting “the pervasive threat” posed by the close ties between China-based technology firms and the Chinese government. Trump then identified TikTok specifically as a source of emerging dangers “given its foreign ownership,” concluding the app’s data collection posed a risk that the Chinese Communist Party can access Americans’ “personal and propriety information,” potentially allowing China to track the locations of Federal employees and contractors, build files of individual information for blackmail, and conduct corporate espionage. As a result, Trump directed the Secretary of the U.S. Department of Commerce to identify a list of prohibited transactions with TikTok’s parent company, ByteDance, and ordered the company to divest itself of TikTok’s U.S. operations.

TikTok responded by filing suit alleging the government’s actions violated the Administrative Procedure Act, the First Amendment, and the Due Process Clause of the Fifth Amendment. For the foregoing reasons, TikTok sought a preliminary injunction arguing they had a “likelihood of success” on some of these claims and, absent an injunction, they would have suffered “irreparable harm.”

The court explained the International Emergency Economic Powers Act (“IEEPA”), although containing “broad grant[s] of authority to declare national emergencies and to prohibit certain transactions with foreign countries,” contained two important limitations relevant in this case. The
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President’s authority did not include either “the importation or exportation of information or informational materials” or “personal communication[s], which do not involve the transfer of anything of value.”

TikTok argued the Secretary’s prohibited transactions list was covered by this exception because the prohibitions would have prevented U.S. users from sharing and receiving content on TikTok. This content constituted “information materials” and consequently could not be regulated under IEEPA. The court agreed that because the Secretary’s prohibitions are meant to limit, “and ultimately reduce to zero, the number of U.S. users who can comment on the platform and have their personal data on TikTok,” the prohibitions, “at a minimum . . . ‘indirectly’ ‘regulate’ the transmission of ‘informational materials.’”

TikTok also argued the prohibitions would “destroy” their online community. The court disagreed with the government’s counterargument that “private messages between friends about TikTok videos” were “personal communications with no economic value,” explaining that “such an expansive reading of the phrase ‘anything of value’ would write the personal-communications limitation out of the statute.” All communication service providers receive some value from a user’s “presence on” their platform. The court ultimately concluded that absent injunctive relief, TikTok would suffer irreparable harm because barring TikTok from U.S. app stores would halt the influx of new users, and users would be unlikely to return to platforms they had abandoned.

Most notably, the court acknowledged the government’s argument “that a preliminary injunction would displace and frustrate the President’s decision on how to best address a national security threat—an area where the courts typically defer to the president’s judgment.” But the court concluded that although the government provided ample evidence of China’s significant national security dangers, the threat posed by TikTok, as well as whether the prohibitions were the only effective way to address that threat, “remain[ed] less substantial.”

58. Id.
59. Id. at 81.
60. Id.
61. Id.
63. Id. at 83.
64. Id.
65. Id. at 84.
66. Id. at 85.
67. Id.
C. **Marland v. Trump**

In addition to the dispute in *TikTok*, individual users of the app took issue with Trump’s executive order and filed their own suits. The plaintiffs in this case offered “an entirely different perspective on the TikTok app” to that of the government and Trump, namely that the plaintiffs profited off the app as influencers. They provided examples of how TikTok’s large audience gave content creators the opportunity to profit from videos, such as earning thousands of dollars per video for fashion brands. Moreover, they argued that the exposure on TikTok resulted in further “promotional and branding opportunities” for themselves. Without access to the TikTok app, the plaintiffs argued they would lose contact with all of their followers and the professional opportunities being afforded to them.

Plaintiffs filed suit to enjoin the Secretary of Commerce’s enforcement of the executive order. The court originally denied the plaintiffs’ motion, finding they did not “meet their burden of showing irreparable harm as to their statutory claims.” However, the outcome of *TikTok Inc. v. Trump* preliminarily enjoined the Commerce Identification’s prohibition and found that TikTok had established a likelihood of irreparable harm if the prohibition took effect. The plaintiffs then filed an amended complaint.

The court explained that only the Commerce Identification, which identified the “prohibited transactions related to TikTok” and specified when these prohibitions would go into effect, was capable of being enjoined. Ultimately, the court concluded the Commerce Identification’s prohibitions would have had the effect of shutting down a “platform for expressive activity used by approximately 700 million individuals globally.” The sheer numbers of the potential ban led the court to conclude that “the Commerce Identification presented a threat to the ‘robust exchange of informational materials.’” The government argued this would “unduly restrict the President’s ability to respond to national security threats,” but as the court in *TikTok Inc. v. Trump* noted, the indirect regulation of informational materials
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is excluded by Congress from the president’s “otherwise broad emergency powers.”

The court also held the plaintiffs demonstrated a “clear likelihood of irreparable harm.” The plaintiffs contended they each “tried and failed” to create work as an influencer through other competitive platforms. Shutting down TikTok would have closed the door on the plaintiffs’ influencing activities, and this harm was “not merely possible, but certain to occur.”

V. WHY THE DECISIONS DIFFER

The courts’ approaches to a ban on Huawei and a ban on TikTok are vastly different, and this appears to stem from whether the risk presented by the government outweighs the public interest. In Marland v. Trump, the court’s decision in part hinged on the fact that the government’s descriptions of TikTok’s national security threat were “phrased in the hypothetical.” The government noted ByteDance had significant and close ties to the Chinese Communist Party which could potentially be leveraged to further the Chinese government’s agenda. Moreover, the government argued one of the risks posed by TikTok was “the possibility” the Chinese government could compel TikTok to provide systemic access to U.S. users’ sensitive information.

By contrast, U.S. officials discovered through an investigation that Huawei had the ability to “covertly access mobile-phone networks around the world through ‘back doors’ designed for use by law enforcement” and had this “secret capability” for over a decade. This was not a hypothetical scenario but concrete evidence that Huawei was able to secretly access personal information that it did not disclose to its local customers.
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VI. CONCLUSION

Whether TikTok can be banned in the U.S. continues to remain a possibility, although “a lot of water would have to go under the bridge for it to happen anytime soon.”90 As recently as November of 2022, FCC commissioner Brendan Carr told the Council on Foreign Investment that it should ban TikTok.91 This is the “strongest language Carr has used to date” on possible action against the app.92 While the FCC has no authority to regulate TikTok directly, Congress previously acted after Carr “voiced concerns” about Chinese telecom companies, including Huawei.93 This is in response to new reports that have challenged TikTok’s claims that U.S. user data is secure, including intelligence that Chinese engineers working for the company “accessed nonpublic user information” like phone numbers and birthdays, and ByteDance instructed employees to “push pro-Beijing messages” to U.S. app users.94 Another report proclaimed TikTok was accessing personal data when the consumer was not even actively using the app.95

In the absence of “overarching” Congressional laws directed to data privacy and security, it is difficult to regulate such issues with laws that do not yet exist.96 This raises critical questions regarding data privacy, security, and digital trade in an increasingly interconnected and global economy.97 “Until there is ‘clear evidence’ of ByteDance misusing American user data” like that of its Huawei counterpart, TikTok is unlikely to be banned in the U.S.98
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