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Export Controls And Economic Sanctions

JOHN W. BOSCARIOL, MATTHEW A. GOLDSTEIN, DAVID T. HARDIN,
BRETT W. JOHNSON, BROOKE M. RINGEL, AND NICHOLAS M. ROEGNER*

I. Introduction

This review summarizes significant changes to U.S. export controls and economic sanctions occurring in 2012.¹ A specific focus is on proposed rules published in furtherance of President Obama's Export Control Reform Initiative, the stated goal of which is a single control list, administered by a single licensing agency, with a single primary enforcement coordination agency, and a single information technology platform (known as the "Four Singularities"). The article also summarizes recent developments in Canadian trade controls.

II. Export Control Reform

A. Three New Export Control Entities

The Export Enforcement Coordination Center (E2C2), chaired by the Department of Homeland Security, began operations in March 2012 and now serves as the primary agency coordinating export enforcement activities of other agencies.² In 2012, details were also provided on two new units within the Department of Commerce Bureau of Industry and Security (BIS): the Information Triage Unit, established to coordinate export licensing intelligence information outside of the E2C2;³ and the Munitions Control
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³ Id.
Division, established to administer the proposed Commerce Munitions List (CML) under the Export Administration Regulations (EAR). 4

B. PROPOSED LIST TRANSFERS

Rules were previously issued for transfers of items from International Traffic in Arms Regulations (ITAR) U.S. Munitions List (USML) categories VI (vessels of war and naval equipment), VII (tanks and military vehicles), VIII (aircraft and associated equipment), XIX (gas turbine engines under categories VI, VII, and VIII), and XX (submersible vessels and oceanic equipment) to the CML, denominated by 600 series export control classification numbers. 5 In 2012, rules were proposed for transfers of items under USML categories V (explosives and energetic materials), 6 IX (military training equipment), 7 X (protective personnel equipment and shelters), 8 XI (military electronics), 9 and XIII (auxiliary military equipment). 10 As written, the proposals will also transfer many EAR Commerce Control List (CCL) items to the USML.

BIS also issued a final rule establishing ECCN series “0Y521” to control items not identified in an existing ECCN for which BIS determines that control is warranted “because it provides a significant military or intelligence advantage to the United States or


5. See Boscariol et al., supra note 1, at 29.


The agencies have also reportedly completed preparation of the “Beast Rule,” a consolidated set of final rules for transfers of certain items in categories VIII and XIX, and implementation of transition rule elements, to include a definition for “specially designed” (discussed further below).12

Public comments to the scope of the proposed transfers were both positive and negative. Commenters objected to proposals involving transfers of civil items on the EAR Commerce Control List (CCL) to the USML.13 In addition, several members of Congress expressed concern regarding the scope of reform.14 Interagency disagreements on the scope of transfers were also reported.15

Final rules implementing transfers cannot issue until requisite notifications to Congress are provided under section 38(f) of the Arms Export Control Act (AECA).16 Transfer of Category XV (spacecraft) items also will require legislation. Several measures were introduced in Congress to address this latter requirement, two of which were contained in the annual National Defense and Foreign Relations reauthorization acts. These passed the House and remained pending with the Senate in the final lame duck session of Congress at the end of 2012.17 Among other things, the measures seek to empower the President to remove commercial satellites from the USML. Each act also seeks to amend Section 38(f) of the AECA to require advanced notifications of transfers to include, “to the extent practicable, an enumeration of the item or items to be removed.”18 BIS advised that this provision would “delay or cripple” reform.19

C. Transition Rule

On June 21, 2012, BIS issued a proposed rule (known as the “Transition Rule”) to harmonize EAR license exceptions for government uses (GOV), repair and replacement parts (RPL), temporary exports (TMP), and technology and software (TSU) with similar ITAR license exemptions; clarify the validity period for existing ITAR license authorizations.

18. H.R. 4310 § 1243; H.R. 6018 § 52.
tions on items being transferred to the CML; establish a twenty-five percent de minimis rule for CML items generally and a zero percent de minimis rule on exports of CML items to ITAR-embargoed countries; and to require Congressional notification of proposed sales of CML items exceeding specific threshold amounts. The proposed zero percent de minimis and Congressional notification requirements are strongly opposed by industry.

D. Specially Designed

The BIS issued a revised proposed definition for "specially designed" for use throughout the CCL and in lieu of "specifically" on the USML. Similar to the earlier 2011 proposal, the revised definition sets forth a multistage "catch and release" process that requires exporters to choose among three possible definitions and determine whether an item falls within one of several carve-outs. It was subject to substantial negative public comments. In acknowledging that the definition is difficult to apply and inconsistent with the goal of establishing a positive list, BIS sought comments on positive descriptions to replace current CCL listings using the term.

III. Other Export Administration Regulations Developments

Other significant changes to the EAR in 2012 include the addition of new license requirements for certain microwave and millimeter wave electronic components; changes conforming the EAR with the termination of United Nations sanctions against Rwanda; changes to implement agreements reached at the 2011 Wassenaar Arrangement (Wassenaar) Plenary Meeting, to include the revision of over forty ECCNs to conform to changes to the Wassenaar List of Dual-Use Goods and Technologies, to raise Adjusted Peak Performance parameters for high performance computers, and to add Mexico to the

list of Wassenaar participant states; and changes to Category 1 biological agents and Category 2 equipment to implement understandings reached at the 2011 Australia Group Plenary Meeting. Also in 2012, BIS issued a proposed rule to establish a 180-day deadline for final narrative accounts of EAR violations reported in initial voluntary disclosures.

BIS further issued proposed rules for administrative changes. These included a proposal to reclassify certain miscellaneous military items currently classified under ECCNs 0A018, 0A918, and 0E018 under proposed CML ECCNs 0A617 and 0E617; and a proposal to correct spelling mistakes, modify CCL references to the terms "parts" and "components," and remove fourteen ECCNs for items subject to the exclusive jurisdiction of the Nuclear Regulatory Commission.

IV. Other International Traffic in Arms Developments

A. Defense Trade Treaties

On March 21, 2012, the Department of State Directorate of Defense Trade Controls (DDTC) published a final rule amending the ITAR to implement the Defense Trade Cooperation Treaty between the United States and the United Kingdom. Thereafter, following the exchange of diplomatic notes between the United States and the United Kingdom on April 13, 2012, DDTC issued a final rule announcing the entry into force of the Treaty and effectiveness of the implementing regulations. The regulations incorporate a supplement of exclusions to the Treaty, which also includes a section for exclusions applicable to the Canadian exemption and adds Israel to the list of countries with shorter certification periods and higher dollar thresholds for congressional notification.

---


B. CHEMICAL PROTECTIVE GEAR EXEMPTION

DDTC published a final rule on March 23, 2011, amending the exemption at ITAR Section 123.17 to permit the temporary export of chemical agent protective gear for personal use, subject to certain conditions. The exemption applies to exports to Section 126.1 countries subject to additional specified conditions.

C. SECTION 126.1 COUNTRY CHANGES

In 2012, DDTC amended Section 126.1 to permit exports to Sri Lanka for assistance for aerial and maritime surveillance and to clarify that the Coast Guard of Haiti is an eligible end user. It also removed Yemen from the list of 126.1 countries to permit the issuance of license and other approvals for exports to Yemen on a case-by-case basis.

D. BROKERING

On February 27, 2012, DDTC published over one hundred seventy pages of highly critical public comments received in response to its 2011 proposed rule to amend ITAR Part 129 brokering regulations. Among other things, the comments criticized the proposed rule as unclear, overly broad, redundant, and unduly burdensome. A November 28, 2012 Defense Trade Advisory Group (DTAG) meeting focused on further efforts to revise the brokering regulations, and a DTAG working group on the subject made various recommendations to DDTC regarding the same.

41. See DTAG Activity 2012, U.S. Dep’t of State (Nov. 28, 2012), http://www.pmddtc.state.gov/dtag/index.html (follow the “Documents and presentations from the November 28 Plenary meeting have been posted” hyperlink).
V. Trade Embargoes and Economic Sanctions

In 2012, the U.S. Government continued to increase restrictions on Iran and Syria, loosened restrictions on Burma (Myanmar), and imposed restrictions with respect to Yemen.

A. Iran

Under the 2012 National Defense Authorization Act (NDAA), all Iranian financial institutions were designated as subject to sanctions in early 2012. The President further issued Executive Order 13599 on February 5, 2012 designating the Iranian government and Central Bank of Iran as blocked entities.

The President issued Executive Order 13606 on April 22, 2012, designating as blocked entities parties that operate or direct the operation of technology that "facilitates computer or network disruption, monitoring, or tracking that could assist in or enable serious human rights abuses by or on behalf of" the Iranian government, as well as parties that provide goods, services, or technology in support of such activities.

The President issued Executive Order 13608 on May 7, 2012, targeting foreign parties who violate or cause a violation of any pre-existing Iran sanction or facilitates a "deceptive transaction" for any party subject to such sanctions. The term "deceptive transaction" refers to any transaction "where the identity of any [party] subject to the United States sanctions concerning Iran . . . is withheld or obscured from other[s] . . ." Unlike most Department of Treasury Office of Foreign Assets Control (OFAC) blocking programs, the Executive Order does not block the assets of foreign parties that engage in those acts, but prohibits their entry into the U.S. and their ability to engage in transactions with U.S. parties.

The President issued Executive Order 13622 on July 30, 2012, to prohibit the maintenance of bank accounts in the United States by foreign financial institutions that knowingly engage in a significant financial transaction with the National Iranian Oil Company (NIOC), Naftiran Intertrade Company (the NICO), or with any party for the purchase of petroleum products from Iran. It also designates any party, including non-financial institutions, that supports the NIOC, NICO, or the CBI, or that helps Iran purchase U.S. bank notes or precious metals. In addition, the Executive Order imposes sanctions on any party that knowingly engages in a significant transaction for the purchase of petroleum products from Iran.

The Iran Threat Reduction and Syria Human Rights Act of 2012 (ITRA) was enacted on August 10, 2012, representing a landmark expansion of Iran sanctions that extends

46. Id. at 26,410, § 7(d).
47. Id. at 26,409-10, § 1(b).
49. Id. § 5.
50. Id. § 2.
sanctions to foreign subsidiaries of U.S. companies. Under ITRA, foreign entities owned or controlled by U.S. parties are now prohibited from engaging in any transaction with the Iranian government or a party subject to Iranian jurisdiction that would be prohibited if performed by a U.S. party. The prohibition was implemented on October 9, 2012 through Executive Order 13628.

Among other requirements, the ITRA also: (1) requires U.S. security issuers to disclose certain activities involving Iran in quarterly or annual reports; (2) expands the Iran Sanctions Act, as amended by the Comprehensive Iran Sanctions, Accountability, and Divestment Act of 2010, (ISA) by, among other things, enlarging the menu of sanctions available under that law and increasing the type of activities subject to such sanctions; (3) imposes sanctions against parties who, among other things, engage in censorship or related activities in Iran or Syria, or supply Iran or Syria with goods or technology for human rights abuses, such as rubber bullets, tear gas, or jamming or surveillance equipment; and (4) adds additional restrictions on foreign financial institutions' business related to blocked parties or activities prohibited under the ISA, which were incorporated as amendments to the Iranian Financial Sanctions Regulations on November 8, 2012.

On October 22, 2012, OFAC issued an amended version of the Iranian Transactions Regulations (ITR) and renamed those regulations the Iranian Transactions and Sanctions Regulations (ITSR). As expected, the ITSR continues the ITR's prohibitions and adds new ones, mostly to codify the NDAA and Executive Order 13599. Notably, the ITSR adds a general license for the export and re-export of medicine and medical supplies to Iran, but establishes exacting conditions for such transactions.

B. SYRIA

The U.S. government continued to apply pressure on Syria in response to the Syrian government's violent crackdown on its people. Building upon significant actions in 2011, Executive Orders 13606 and 13608 (discussed above) apply to Syria as well.

C. BURMA

In response to the Burmese government's democratic reforms, OFAC eased sanctions against Burma on July 11, 2012 by issuing General License Nos. 16 and 17, which author-

52. Id.
55. Id. §§ 201-02, 204.
56. Id. §§ 402, 703.
57. Id. §§ 214-16.
60. See, e.g., id. at 64,669.
61. See, e.g., id. at 64,682.
ize the export of financial services to and new investment in that country, respectively. The licenses explicitly exclude from their scope the Burmese Ministry of Defense and other parties and impose reporting requirements. In conjunction with the general licenses, the President issued Executive Order 13619, which blocks the property of parties that engage in acts threatening the peace, security, or stability of Burma. Thereafter, on November 16, 2012, OFAC issued General License No. 18, which authorizes imports of Burmese-origin goods into the United States, except certain goods such as jadeites and rubies mined in Burma and jewelry containing such jadeites or rubies.

D. YEMEN

On May 16, 2012, the President issued Executive Order 13611, blocking the property of parties that engage in acts threatening the peace, security, or stability of Yemen. OFAC issued regulations on November 9, 2012 codifying the Yemen sanctions program.

VI. EAR Enforcement

BIS enforcement actions in 2012 reflect a continuation of BIS policy, announced in 2011, focusing on civil and criminal sanctions against individuals in addition to companies. Criminal actions in 2012, including indictments, sentencing, and guilty pleas, involved a range of activities and destinations. Several actions dealt with illegal exports to Iran, including the export of computer equipment, petrochemical supplies, missile components, restricted military technology, aircraft equipment, and aviation fluids. Other cases involved exports of aerospace and defense goods and technology to China. Additional criminal enforcement actions punished the unlawful export of nuclear materials to Pakistan, and military equipment to Singapore and Hong Kong.

Significant civil and criminal enforcement actions in 2012 included the following:

64. GENERAL LICENSURE No. 16, supra note 63; GENERAL LICENSURE No. 17, supra note 63.

SPRING 2013
A. Arc Electronics, Inc., Apex System, L.L.C., and Individuals

In October 2012, the Department of Justice announced the indictment of eleven individuals, a Texas-based company (Arc Electronics, Inc.), and a Russia-based company (Apex System, L.L.C.) for operating a complex procurement network to obtain and export microelectronics—such as analog-to-digital converters, static random access memory chips, microcontrollers, and microprocessors—from the United States to Russian military and intelligence agencies. These products can be used in military radar, surveillance, missile guidance, and detonation systems. The U.S. government has alleged a significant conspiracy and concealment effort by the network. BIS also added 165 associated foreign persons and companies to the BIS Entity List.

B. Akrion Systems, LLC

In June 2012, Akrion Systems, LLC entered into a settlement agreement with BIS concerning 144 violations of the EAR for exporting controlled pumps, valves, and components to Taiwan, Singapore, Malaysia, and China without the required export licenses. Akrion agreed to a civil penalty of $900,000, all but $100,000 of which is suspended provided Akrion commits no violations of the EAR in the next two years. Akrion voluntarily disclosed the violations to BIS.

C. Ericsson de Panama S.A.

In May 2012, Ericsson de Panama S.A. settled BIS charges for 262 violations of the EAR for the unlawful transshipment and re-export of telecommunications equipment from Cuba over the course of three years. Items from Cuba were reportedly repackaged in Panama, sent to the United States for repair, and then returned to Cuba through Panama. The final settlement included a civil penalty of $1.753 million and a required company-wide export audit of all transactions with Cuban customers. Ericsson voluntarily disclosed the violations.


71. Id.


75. Id.
D. Mattson Technology, Inc.

In April 2012, Mattson Technology, Inc. entered into a settlement agreement with BIS related to forty-seven violations of the EAR.\(^76\) BIS found that Mattson acted with knowledge of a violation when it exported controlled pressure transducers to customers in Israel, Malaysia, China, Singapore, and Taiwan without the required export licenses notwithstanding being informed of the license requirement by a supply chain partner. The settlement agreement included a civil penalty of $850,000, all but $250,000 of which would be suspended provided Mattson commits no violations in the next year.\(^77\)

E. Antiboycott Enforcement

In 2012, BIS reported settlement agreements with seven companies for alleged antiboycott violations involving furnishing information in support of a foreign boycott or failing to report receipt of a boycott request. The assessed civil penalties totaled $107,400 and ranged from $8,000 to $27,000 per company.\(^78\) BIS also issued warning letters to three companies for failing to report the receipt of boycott requests. One of these three companies voluntarily disclosed its violations.\(^79\)

VII. ITAR Enforcement

DDTC entered into three consent agreements in 2012, two of which were related. Meanwhile, the Department of Justice increased criminal prosecutions for cases involving AECA violations.\(^80\) These included prosecutions for unlawful exports of weapons, high-tech micro-electronics, F-16 airplane parts, thermal imagining cameras, night vision goggles, missile technical data, aerospace carbon fibers, anti-aircraft and anti-tank weapons, gyroscopes, lasers, stealth and drone technology, and related defense services.\(^81\)

A. United Technologies

The major case of 2012 involved United Technologies Corporation’s (UTC) subsidiaries, including Pratt & Whitney Canada, Hamilton Sundstrand Corporation, and Sikorsky


\(^{77}\) Id.


\(^{81}\) Id.
Aircraft Corporation, which disclosed hundreds of ITAR violations dating back to 2002.\textsuperscript{82} Although the violations varied, a major focus was Pratt & Whitney Canada's sale of engine software for military attack helicopters to China. To resolve the charges, Pratt & Whitney Canada entered a guilty plea to violating the AECA and ITAR, and UTC, Hamilton Sundstrand Corporation, and Sikorsky Aircraft Corporation entered into Deferred Prosecution Agreements. The "global settlement" for all the criminal and civil penalties totaled $55 million, $20 million of which is suspended if used by UTC for remedial action.\textsuperscript{83}

B. UNITED STATES V. CHI MAK

In April 2012, the Ninth Circuit Court of Appeals issued a decision in the matter of \textit{United States v. Chi Mak}, upholding AECA technical data provisions against a constitutional challenge.\textsuperscript{84} In the case, Chi Mak, a defendant convicted for conspiracy to violate the AECA and attempting to export a compact disk containing U.S. Navy technology to China, appealed his conviction, alleging, among other things, that his First Amendment constitutional rights were violated because the technical data at issue was protected speech.\textsuperscript{85}

The Ninth Circuit applied an intermediate level of scrutiny and concluded that the AECA was not prior restraint or unconstitutionally vague. Rather, the court found the AECA is "content neutral" and the speech at issue can be regulated because it advances an important government interest. Further, Chi Mak's additional argument that the trial court failed to provide proper jury instructions concerning the government's burden on whether the technical data was in the public domain was denied by the Ninth Circuit, which noted the trial court's allowance of witness testimony on the public domain issue and the issuance of relevant jury instructions.\textsuperscript{86}

C. ALPINE AEROSPACE AND TS TECH TRADE

In March 2012, Alpine Aerospace Corporation and TS Trade Tech Incorporated entered into consent agreements for violations of the AECA arising from unauthorized exports of defense articles.\textsuperscript{87} The companies were fined $30,000 and $20,000, respectively.\textsuperscript{88}

\begin{flushright}
\textsuperscript{83} Id. ¶ 20.
\textsuperscript{84} United States v. Chi Mak, 683 F.3d 1126, 1130 (9th Cir. 2012).
\textsuperscript{85} Id. at 1136.
\textsuperscript{86} Id. at 1138.
\textsuperscript{88} ALPINE CONSENT AGREEMENT, supra note 87, ¶ 6; TS TRADE CONSENT AGREEMENT, supra note 87, ¶ 6.
\end{flushright}
Both fines were suspended on the condition that the respective amounts are used for directed remedial actions.

VIII. OFAC Enforcement

By mid-November 2012, OFAC had assessed almost $625 million in fines in thirteen enforcement actions.\(^8^9\) Of this amount, $619 million was related to an enforcement action against ING Bank N.V., which agreed to forfeit $619 million to the Department of Justice and New York County District Attorney's Office for engaging in more than 20,000 transactions, totaling more than $2 billion, through the U.S. financial system on behalf of sanctioned Cuban and Iranian entities.\(^9^0\)

Of the remaining enforcement actions, the majority involved the ITR, including a $1,054,388 settlement against Online Micro, LLC.\(^9^1\) Other notable enforcement actions included a $1,347,750 settlement against Great Western Malting Co. for violations of the Cuban Asset Control Regulations\(^9^2\) and an $855,000 settlement against the National Bank of Abu Dhabi for violations of the Sudanese Sanctions Regulations.\(^9^3\)

Additionally, 2012 saw a significant and surprising sanctions enforcement action delivered by a novel regulator, the New York State Department of Financial Services (DFS). On August 6, 2012, DFS charged Standard Chartered Bank (SCB), a wholly-owned subsidiary of Standard Chartered plc., for numerous violations of the ITR.\(^9^4\) The parties quickly settled, with SCB agreeing to a civil monetary payment of $340 million. SCB also agreed to install an on-site Compliance Monitor at its New York branch to review and assess internal controls relating to the banks' OFAC and BSL/AML compliance programs.\(^9^5\) The Compliance Monitor's term will extend for two years, during which the Monitor shall identify corrective actions to address "identified flaws, weaknesses or other deficiencies in the compliance programs" at SBC's New York branch.\(^9^6\) It remains to be seen whether DFS shall continue to play an active role in enforcement of sanctions regulations.

---


\(^9^5\) Id. ¶ 9.

\(^9^6\) Id.
IX. Key Developments in Canadian Trade Controls

In 2012, the most significant changes to Canadian economic sanctions and export controls were in the Export Control List (ECL), expanded sanctions against Syria, relaxation of sanctions against Burma, and further liberalization of controls over information security exports.

A. Significant Changes to the Export Control List

Although they were not officially published until January of 2012, on December 19, 2011, Foreign Affairs and International Trade’s Export Controls Division (ECD) announced a number of changes to the ECL, which had become effective December 16, 2011.97 This caused significant concerns among a number of exporters.

The latest list of controlled goods and technology are now set out in a new “Guide to Canada’s Export Controls (2010).”98 Accordingly, the “Guide to Canada’s Export Controls (2007)” is no longer in force. These changes were made to update Canada’s controls in accordance with its commitments as of 2010 under various multilateral export control regimes, including the Wassenaar.

The amendments to the ECL include the addition of numerous goods and technology, which now require an export permit for their transfer from Canada. The amendments also include the removal of various items from control as well as clarifications regarding existing controlled items. Goods and technology that are affected by these changes include items in ECL Group 1 (dual use items), Group 2 (munitions list), Group 5 (miscellaneous items), Group 6 (missile technology), and Group 7 (chemical and biological weapons items).99

Because of concerns expressed with the timing of the publication and the coming into force of these changes, ECD has indicated that the next set of changes (to bring the ECL up to date with more recent changes under the Wassenaar) will not come into force until thirty days after they are announced. This is currently anticipated to occur in early 2013.

B. Expanded Sanctions Measures Against Syria

Effective March 5, 2012, Canada expanded its economic sanctions against Syria by imposing a financial services ban.100 The ban prohibits persons in Canada and Canadians outside of Canada from providing or acquiring financial or other related services to, from, or for the benefit of or on the direction or order of Syria or any person in Syria. There are some exemptions, including those for:

---

"loan repayments to any person in Canada, or any Canadians abroad, in respect of loans entered into before March 5, 2012" as well as "enforcement of security in respect of [such] loans, or payments by guarantors guaranteeing [such] loans;"\textsuperscript{101}

- "financial services that are required to be provided or acquired further to a contract entered into before March 5, 2012,"\textsuperscript{102} and

- "financial services in respect of non-commercial remittances of $40,000 or less sent to or from Syria, or any person in Syria, if the person providing the financial services keeps a record of the transaction."\textsuperscript{103}

On May 17, 2012, Canada further imposed a ban on exporting, selling, supplying, or shipping to Syria or any person in Syria any luxury goods.\textsuperscript{104} These are defined to mean "goods such as jewelry, gems, precious metals, watches, cigarettes, alcoholic beverages, perfume, designer clothing and accessories, furs, sporting goods, private aircraft, gourmet foods and ingredients, lobster, computers, televisions and other electronic devices."\textsuperscript{105}

Sanctions against Syria were again expanded on July 5, 2012 with the implementation of a prohibition against the export, sale, supply, or shipping to Syria of goods that can be used for internal repression or in the production of chemical and biological weapons.\textsuperscript{106}

In addition, throughout the year, dozens of companies, government entities, and individuals were listed as "designated persons" under Canadian sanction measures against Syria. Canadian companies and individuals are prohibited from engaging in a wide range of dealings with designated persons under Canada's sanctions regime. Canadians are also subject to reporting requirements in respect of property owned or controlled by designated persons and related proposed or actual transactions.

C. SANCTIONS AGAINST BURMA RELAXED

On April 24, 2012, most of Canada's economic sanctions against Burma were repealed.\textsuperscript{107} Enacted in 2007 and touted as being among the most aggressive in the world, Canada's sanctions and export controls had prohibited most activities with Burma, including investment, exports and imports, the provision of financial services and technical data, the transiting of ships and aircraft, and dealings with designated persons.\textsuperscript{108} Burma had also been listed on Canada's Area Control List (ACL) since 1997. With these changes, Burma has now been removed from the ACL so that exports and transfers of goods or technology from Canada to Burma are no longer prohibited. These developments will raise new trade and investment opportunities for Canadian business. But firms should proceed with caution as certain restrictions remain in effect.

\begin{itemize}
  \item \textsuperscript{101} Regulations Amending the Special Economic Measures (Syria) Regulations, SOR/2012-35, \S 3.3(a)-(c) (Can.).
  \item \textsuperscript{102} Id. \S 3.3(b).
  \item \textsuperscript{103} Id. \S 3.3(c).
  \item \textsuperscript{104} Regulations Amending the Special Economic Measures (Syria) Regulations, SOR/2012-107, \S 2.2 (Can.).
  \item \textsuperscript{105} Id. \S 1.
  \item \textsuperscript{106} Regulations Amending the Special Economic Measures (Syria) Regulations, SOR/2012-145, \S 7 (Can.).
  \item \textsuperscript{107} Regulations Amending the Special Economic Measures (Burma) Regulations, SOR/2012-85, \S 4 (Can.) [hereinafter SOR/2012-85].
  \item \textsuperscript{108} Special Economic Measures Act, SOR/2007-285, \S S 3-13 (Can.).
\end{itemize}
Persons in Canada and Canadians outside of Canada are still prohibited from dealing with designated persons as listed in the Regulations. There is also a military trade embargo of Burma. Persons in Canada and Canadians outside of Canada are prohibited from supplying, transporting, or otherwise dealing in any arms or related material destined for Burma or any person in Burma. These prohibitions also apply to the transfer of technical data and provision of financial services related to military activities or dealings in arms and related materials.

D. SOME LIBERALIZATION OF ENCRYPTION EXPORT CONTROLS

Included in the above-noted changes to the ECL was a long-awaited implementation of the ancillary crypto decontrol note at Note 4 to ECL Group 1, Category 5 – Part 2, which decontrols items the primary function or set of functions of which is not any of the following: information security, a computer (including operating systems, parts, and components thereof), sending, receiving, or storing information or networking. Further, their cryptographic functionality must be limited to supporting their primary function or set of functions, and when necessary, details of the items must be accessible and provided, upon request, to ascertain compliance with conditions of the decontrol note.

On July 31, 2012, General Export Permit No. 45 (Cryptography for the Development or Production of a Product) was issued. Provided certain conditions are satisfied, it allows for the export of controlled cryptographic items, subject to some exceptions, that are used for the development or production of a product without having to apply for an individual export permit. The transfer must be made to a non-government entity in one of twenty-nine designated countries or non-government entities in any country (other than sanctioned or ACL countries) if the entity is controlled by a Canadian resident or a non-government affiliated entity located in one of the twenty-nine designated countries. The exporter must notify ECD prior to the first transfer in each calendar year and then report on transfers made during the previous calendar year by January 31. ECD information requests must be responded to within fifteen days. In the case of physical exports, “GEP-45” must be specified on the export report filed with the Canada Border Services Agency.

ECD has also proposed another General Export Permit—GEP No. 46—which will allow for the transfer of finished products containing controlled cryptography to affiliates. This would permit transfers to consignees that are an “affiliated company” of the exporting or transferring company and that have a parent whose head office is located in Canada, the United States, or one of twenty-nine designated countries. It would also have similar notification and reporting requirements as GEP No. 45. According to ECD, this is anticipated to come into force in early 2013.

110. General Export Permit No. 45 – Cryptography for the Development of Production of a Product, SOR/2012-160 (Can.).