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This article surveys relevant 2013 developments in national security law for international lawyers.¹

I. CFIUS Activity

The Committee on Foreign Investment in the United States (CFIUS) is a federal interagency committee chaired by the Department of Treasury and whose members consist of the Departments of Justice, Homeland Security (DHS), Commerce, Defense, State, and Energy, as well as the Office of the U.S. Trade Representative and the Office of Science and Technology Policy.² CFIUS is charged with the authority to review any transaction that could result in foreign control of a U.S. business.³ Despite this broad authority, the
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focus of CFIUS’s review is to identify and address transactions that raise national security implications.4

The term “national security” is not defined by CFIUS’s authorizing legislation or implementing regulations. But, in 2013, CFIUS reviewed a foreign investment that stretched the boundaries of that term. Specifically, in June 2013, Shuanghui International Holdings Limited (Shuanghui), a China-based food company, and Smithfield Foods, Inc. (Smithfield), a U.S.-based food company, filed a voluntary notice with CFIUS regarding Shuanghui’s proposed acquisition of Smithfield (Smithfield Acquisition).5

CFIUS’s review of the Smithfield Acquisition lasted the complete review period of seventy-five days.6 During the review, the U.S. Senate Committee on Agriculture, Nutrition, and Forestry held a hearing to discuss the implications of the Smithfield Acquisition.7 Despite the extended review and congressional scrutiny, CFIUS approved the Smithfield Acquisition without any conditions.8

Throughout 2013, CFIUS also engaged in reviews of transactions involving traditional notions of national security. In January, CFIUS approved the acquisition of A123 Systems Inc. (A123) by the Chinese auto-parts maker, Wanxiang Group Co. (Wanxiang).9 A123 manufactured commercial batteries for automotive use and also held several U.S. government defense contracts. In a preemptive move to mitigate CFIUS concerns, Wanxiang did not purchase A123’s government contracts; that portion of A123’s business was purchased by Navitas Systems LLC, an Illinois-based battery firm.10

In February 2013, CFIUS approved the acquisition by CNOOC Limited (CNOOC), a Hong Kong-based energy company, of Nexen Inc. (Nexen), a Canadian-based energy company with locations in the United States.11 A reported condition of CNOOC’s acquisition mandates that CNOOC not have any operational control of Nexen’s assets that are

---

close to U.S. military installations.\textsuperscript{12} CNOOC will retain ownership of and revenue generated from such platforms but will be removed from operational decisions.\textsuperscript{13}

Following a CFIUS review in 2012, Ralls Corporation (Ralls), a Chinese-owned Delaware entity, was ordered by President Obama to divest itself of an ownership interest in four wind farms located near a naval base in Oregon.\textsuperscript{14} Ralls filed suit challenging the President’s decision. But, on October 10, 2013, the U.S. District Court for the District of Columbia upheld the President’s authority by dismissing the Ralls suit.\textsuperscript{15}

In 2013, CFIUS asserted its authority to review transactions post-closing. In September 2013, CFIUS ordered India’s Polaris Financial Technology Ltd. to divest its 85.3 percent ownership interest in IdenTrust Inc. (IdenTrust), following a post-closing review of the deal.\textsuperscript{16} IdenTrust provides digital identification, authentication, and encryption services to banks and U.S. government agencies, among other entities.

On November 22, 2012, Lincoln Mining Corporation (Lincoln), a Canadian company with U.S. operations, announced a sale of shares to Procon Mining and Tunnelling Ltd. (Procon).\textsuperscript{17} Procon is indirectly owned by a Chinese entity.\textsuperscript{18} Lincoln and Procon did not file a joint voluntary notice with CFIUS until after the sale was completed. Subsequently, the companies withdrew their voluntary notice and, by letter to CFIUS, Procon implemented two remedial steps. First, Procon committed to divesting its entire investment in Lincoln to a third party. Second, Procon committed to limiting the access to Lincoln’s U.S.-based locations at Bell Mountain, Pine Groven and Oro Cruz properties, as these locations are near the Fallon Naval Air Station in Nevada and the Marine Air Corps Station in Yuma, Arizona.\textsuperscript{19}
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II. International Response to Iran’s Nuclear Program

A. Diplomatic Breakthroughs

Though sanctions on Iran\(^20\) continued to take their economic toll through 2013,\(^21\) in late November, the so-called P5+1\(^22\) and Iran signed an historic, albeit short term (i.e. a six-month term), agreement.\(^23\) The agreement capped continuing efforts throughout the year between the P5+1 and Iran, coming on the heels of the fifth round of talks in 2013.\(^24\)

It also concluded a dramatic turnabout in the rhetoric between the United States and Iran, which began after the June election of Iranian President Hassan Rouhani.\(^25\)

The terms of the agreement were broadly available at the time of this writing. In summary, Iran agreed to halt progress on its enrichment program\(^26\) and to permit intrusive monitoring by the International Atomic Energy Agency (IAEA).\(^27\) The P5+1 agreed to provide “limited, temporary, targeted, and reversible” sanction relief, while maintaining


\(^22\) The five permanent members of the United Nations (U.N.) Security Council (i.e., the United States, Russia, the United Kingdom, France, and China), which are commonly known as the “P5,” plus Germany. See, e.g., Zachary Laub, The UN Security Council, CFR.ORG, http://www.cfr.org/international-organizations-and-alliances/un-security-council/p1649 (Dec. 6, 2013).


\(^26\) Press Release, The White House, Fact Sheet: First Step Understandings Regarding the Islamic Republic of Iran’s Nuclear Program (Nov. 23, 2013), available at http://www.whitehouse.gov/the-press-office/2013/11/23/fact-sheet-first-step-understandings-regarding-islamic-republic-iran-s-n [hereinafter WH Press Release] (stating that Iran is permitted to continue enrichment of low-level uranium); Jason Rezaian, Iran’s Top Official Has Nuclear Deal as Beginning of a New Era, WASHINGTON POST (Nov. 24, 2013), available at http://www.washingtonpost.com/world/vladimir-putin-ssr-is-taliban-satisfied-with-nuclear-deal/2013/11/24/3b56224e-5506-11e3-bdbf-097ab2a3dc2b_story.html (Iranian President Rouhani seems to confirm the temporary nature of the halting of enrichment activity, declaring “[w]hat anyone makes his own reading, but this right is clearly stated in the text of the agreement that Iran can continue its enrichment, and I announce to our people that our enrichment activities will continue as before.”).
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the vast bulk of sanctions, including the oil, finance, and banking sanctions architecture.\textsuperscript{28}

The IAEA will perform many of the verification aspects of the agreement, consistent with their ongoing inspection role.\textsuperscript{29} Additionally, the P5+1 and Iran will establish a joint commission to work with the IAEA to monitor the implementation of the agreement, address any issues that arise under the agreement, and work to resolve ongoing concerns regarding Iran’s nuclear program (including the possible military dimension of the program and Iran’s activities at Iran’s military complex at Parchin).\textsuperscript{30} The agreement is not without its critics,\textsuperscript{31} and Iran’s right to enrich uranium remains at issue.\textsuperscript{32}

In addition to the P5+1’s efforts, the IAEA continued its diplomatic efforts with Iran. The recurring engagement amounted to little more than continued validation of Iranian intransience,\textsuperscript{33} though November also saw progress on this front. On November 11, 2013, the IAEA Director General, Yukiya Amano, and the Vice President of Iran and President of the Atomic Energy Organization of Iran, Ali Akbar Salehi, signed a “Joint Statement on a Framework for Cooperation.”\textsuperscript{34} Iran and the IAEA agreed to “cooperate further with respect to verification activities to be undertaken by the IAEA to resolve all present and past issues.”\textsuperscript{35} As a first step, Iran agreed to six practical measures to occur within three months, with progress monitored by the IAEA:

1. [p]roviding mutually agreed relevant information and managed access to the Gchine mine in Bandar Abbas;
2. [p]roviding mutually agreed relevant information and managed access to the Heavy Water Production Plant;
3. [p]roviding information on all new research reactors;
4. [p]roviding information with regard to the identification of [sixteen] sites designated for the construction of nuclear power plants;
5. [clarifying] the announcement made by Iran regarding additional enrichment facilities; [and]
6. [further clarifying] the announcement made by Iran with respect to laser enrichment technology.\textsuperscript{36}

\textsuperscript{28} Id.
\textsuperscript{29} Id.
\textsuperscript{32} WH Press Release, supra note 26.
\textsuperscript{35} Id.
\textsuperscript{36} Id.
B. CONTINUED SANCTION ACTIVITY

Two thousand thirteen opened with President Obama signing the National Defense Authorization Act for Fiscal Year 2013, which includes the Iran Freedom and Counter-Proliferation Act of 2012 (IFCDA). The IFCDA imposed new sanctions against Iran’s energy, shipping, shipbuilding, and port industries, or upon anyone who provides support or underwriting services to individuals or entities within those industries. Also noteworthy, in June, President Obama signed Executive Order 13645 imposing sanctions on Iran’s currency, the rial.

In late 2012, the Council of the European Union passed Council Regulation No. 1263 which amends Regulation No. 267/2012 concerning restrictive measures against Iran. It lists items to give effect to earlier trade restrictions on key equipment and technology that may be used in the petroleum industry (e.g., natural gas, graphite, raw or semi-finished metals, and software for industrial processes) and that are relevant to Iran’s nuclear, military, or ballistic missile program, or those controlled by the Islamic Revolutionary Guard Corps. Exceptions and exemptions are also provided.

III. NUCLEAR ARMS CONTROL

In December 2012, the United Nations (UN) General Assembly voted 147 to four to establish an “open ended working group” (OEWG) to develop proposals for negotiations leading to “the achievement and maintenance of a world without nuclear weapons.” The four negative votes were cast by the United States, Russia, United Kingdom, and France. In a joint statement, the United States, the United Kingdom, and France acknowledged the existence of an impasse in nuclear disarmament negotiations through established channels but rejected participation in the OEWG “or any outcome it may produce.”

The establishment of the OEWG followed decades of increasing tension between the original nuclear powers and non-nuclear weapons States over the implementation of the
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39. Id. art. 1244-46.
43. Council Regulation 1263/2012, supra note 41, at 34.
44. Id. at 35.
47. Id.
Non-Proliferation Treaty (NPT), which was signed in 1968 and entered into force in 1970.\footnote{49} Under Article II of the NPT, the non-nuclear weapons states agreed “not to manufacture or otherwise acquire nuclear weapons.”\footnote{50} Under Article VI, all parties, including the P5,\footnote{51} agreed “to pursue negotiations in good faith on effective measures relating to the cessation of the nuclear arms race at an early date and to nuclear disarmament.”\footnote{52} Subsequently, the P5 repeatedly acknowledged their “unequivocal undertaking to accomplish . . . the total elimination of their nuclear arsenals leading to nuclear disarmament, to which all State parties are committed under Article VI of the [NPT],” but they have rejected all requests by the non-nuclear weapons States to set a definite time line.\footnote{53}

The OEWG held a series of meetings in Geneva in 2013, and submitted a report\footnote{54} discussing such proposals as “comprehensive” multilateral negotiations on a convention banning nuclear weapons, interim disarmament agreements “with clearly defined benchmarks and timelines,” and a moratorium on "development of new types of nuclear weapons or upgrading current nuclear weapons systems," and reducing the operational readiness of nuclear weapons to reduce the risk of war by accident or miscalculation.\footnote{55}

In October 2013, the UN General Assembly’s First Committee\footnote{56} adopted a resolution that “welcomes” the report of the OEWG and calls on the next UN General Assembly session to “further explore options for taking forward multilateral nuclear disarmament negotiations, including if necessary through the [OEWG].”\footnote{57} The vote was 151 to four, with the United States, Russia, the United Kingdom, and France again casting the only negative votes.\footnote{58}

\footnote{50} Id. art. II.  
\footnote{51} “P5” refers to the permanent members of the U.N. Security Council, i.e., the United States, Russia, the United Kingdom, France, and China. See, e.g., Zachary Laub, supra note 22.  
\footnote{52} Id. art. VI.  
\footnote{54} U.N. Secretary-General, Proposals to Take Forward Multilateral Nuclear Disarmament Negotiations for the Achievement and Maintenance of a World Without Nuclear Weapons, transmitted by Note of the Secretary-General, U.N. Doc. A/68/514 (Oct. 9, 2013), available at https://disarmament-library.un.org/UNODA/Library.nsf/a45be6f924a16085257b100050103a/82cb6e94472a3e85257ab00667e80/$FILE/A%2068%20514.pdf.  
In September 2013, the UN General Assembly held its first-ever High Level Meeting (HLM) on nuclear disarmament. The HLM, at which many States (but not the P5) were represented at the head of government or foreign minister level, produced numerous statements calling for the total elimination of nuclear weapons. As a follow up to the work done at the HLM, on November 4, 2013, the First Committee, by a vote of 129 to twenty-eight, adopted a resolution sponsored by the Non-Aligned Movement, calling for the “urgent commencement” in the UN Conference on Disarmament of negotiations leading to the “‘early conclusion’ of a comprehensive convention” prohibiting nuclear weapons. Also, the United States, the United Kingdom, and France issued a joint statement asserting that “a practical step-by-step process is the only way to make real progress” on disarmament and that “there are no shortcuts.”

In early December 2013, the UN General Assembly followed up on the First Committee’s work, as well as its own work through the HLM, adopting five resolutions based, at least in part, on the work done in those fora. This includes the First Committee’s draft resolution III, the express follow-up to the 2013 HLM of the UN General Assembly on Nuclear Disarmament, adopted by a vote of 137 to twenty-eight, with thirty abstentions. It calls “for the urgent commencement of negotiations, in the Conference on Disarmament, for the early conclusion of a comprehensive convention on nuclear weapons.” The UN General Assembly also adopted the First Committee’s draft resolution X titled “Towards a Nuclear-Weapon-Free World: Accelerating the Implementation of Nuclear Disarmament Commitments,” and draft resolution XVIII titled “Nuclear Disarmament.”

On other fronts, in March 2013, the government of Norway hosted a conference on the humanitarian impact of nuclear weapons, in which 127 countries and numerous international...
tional organizations participated. The P5 did not attend but issued a joint statement expressing concern “that the Oslo Conference will divert attention away from practical steps to create conditions for further nuclear weapons reductions.” The report of the Oslo Conference concluded it is unlikely that any State or international organization could mount an effective humanitarian response to a nuclear weapon detonation.

A conference to follow up on the work in Oslo will be hosted by the government of Mexico in February 2014.

IV. Syria and Chemical Weapons

At the request of President Obama, Congress proposed a joint resolution that would authorize the President to use limited and specific military action against targets in Syria in response to the August 21, 2013, chemical weapons attack that killed over 1,000 people in the suburbs of Damascus. On September 6, 2013, Senate Majority Leader Harry Reid filed Senate Joint Resolution 21 (S.J. Res. 21) titled “Authorization for the Use of Military Force Against the Government of Syria to Respond to Use of Chemical Weapons.” Subsection (a) of S.J. Res. 21 authorizes the President to use military power under certain conditions and limitations—to “respond to the use of weapons of mass destruction by the government of Syria in the conflict in Syria” and, inter alia, “to protect the national security interests of the United States and to protect [U.S.] allies and partners against the use of such weapons.” The preamble states that the use of chemical weapons by Syria constituted a direct contravention of its “legal obligations under the [UN] Charter, the Geneva Conventions, and the Protocol to the Hague Convention on the Prohibition of the Use in War of Asphyxiating, Poisonous or other Gases, and of Bacteriological Methods of Warfare.” In addition, the resolution states that the chemical weapons attack violated the norms set forth in the Convention on the Prohibition of the Development, Production, Stockpiling and Use of Chemical Weapons and on their
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Destruction (CWC). S.J. Res. 21 would constitute specific statutory authority under the War Powers Resolution.

The Senate delayed a vote on S.J. Res. 21 at the request of President Obama on September 10, 2013. In its alternative, the United States entered into a joint framework agreement with Russia on September 14, 2013, to submit special procedures to the Executive Council of the Organization for the Prohibition of Chemical Weapons (OPCW) for the expeditious and safe destruction of the Syrian chemical weapons program and the establishment of proper verification procedures. The agreement, titled “Framework for the Elimination of Syrian Chemical Weapons” (Framework), took into account Syria’s decision to accede to the CWC and provisionally apply the CWC prior to its entry into force. The United States and Russia agreed in the Framework that a future U.N. Security Council resolution should provide for a regular review of Syria’s implementation of the decision made by the Executive Council of the OPCW, and, “in the event of non-compliance, including unauthorized transfer, or any use of chemical weapons by anyone in Syria, the UN Security Council should impose measures under Chapter VII of the UN Charter.”

On September 14, 2013—the same day the Framework entered into force—Syria filed instruments of accession to the CWC with the UN Secretary-General and declared to provisionally apply the CWC during Syria’s pending entry to the CWC. The CWC prohibits, inter alia, the production, development, stockpiling, acquisition, transfer, and use of chemical weapons by State parties. The CWC entered into force in Syria on October 14, 2013.

The UN recognizes the OPCW as responsible for activities related to the prohibition of chemical weapons in accordance with the CWC. In particular, under Article II of the relationship agreement, the OPCW is required to work with the UN Secretary-General “in cases of the alleged use of chemical weapons involving a State not party to the [CWC]
or in a territory not controlled by a State [p]arty to the [CWC].” Further, the UN and OPCW agreed to “explore possibilities for cooperation in the provision of assistance to States concerned in cases of the use or serious threat of use of chemical weapons, as provided for in paragraph 10 of Article X of the [CSC].”

On September 27, 2013, the UN Security Council adopted Resolution 2118 and, in doing so, it endorsed the OPCW Executive Council Decision, EC-M-33/DEC.1, on the destruction of Syrian chemical weapons. Resolution 2118 welcomed the Framework agreed upon by the United States and Russia. The OPCW Decision, as part of Resolution 2118, requires Syria to allow for the initiation of verification activities by October 1, 2013, submit a declaration pursuant to Article III of the CWC by October 27, 2013, destroy all chemical weapons production and mixing/filling equipment by November 1, 2013, and eliminate all chemical material and equipment in the first half of 2014.

On November 15, 2013, the OPCW Executive Council approved detailed requirements for the destruction of the Syrian chemical weapons stockpile in the first half of 2014 and set removal procedures for certain chemical weapons from Syria for destruction in another state.

V. Information and Intelligence

A. Edward Snowden and the NSA


The classified communications intelligence that Mr. Snowden allegedly released included documents discussing the NSA’s vast metadata collection program, which attempted to track domestic and international calls made by Americans from 2006 through 2013. Although the content of each call was not recorded, the time, duration, and numbers were stored in a database, code-named “Pinwale,” for later analysis. The released documents demonstrated the evolution of technological developments that al-

92. U.N. Secretary-General, supra note 90, at Annex, art. II, ¶ 2(d).
94. Id.
98. James Bamford, They've Got Your Number, TIME Jan. 1, 2013, at 12 (part of a special edition entitled America’s Secret Agencies Inside the Covert World of the CIA, FBI and Special Ops).
99. Id. at 13–15.
lowed this collection as well as ongoing cooperation between telecommunication companies, the NSA, and foreign governments. Other documents revealed programs dedicated to collecting data from internet and e-mail service providers. The revelations of the NSA’s many surveillance programs renewed the debate between national security and privacy and the legality of the methods used to conduct domestic and international surveillance.

B. FOREIGN INTELLIGENCE SURVEILLANCE COURT

The Foreign Intelligence Surveillance Act (FISA) sets forth a statutory framework that enables government agencies to obtain authorization of the Foreign Intelligence Surveillance Court (FISC) to conduct intelligence-gathering operations.

On November 18, 2013, the U.S. Supreme Court declined to review the order by the FISC that required Verizon to produce telephone records to the NSA. The petition, In re Elec. Privacy Information Center, U.S., No. 13-58, stemmed from the secret NSA surveillance programs made public by Edward Snowden. The order was pursuant to FISA, as amended by section 215 of the USA Patriot Act.

Currently, certifications made to the FISC are presumed valid and are only subject to disclosure in specific circumstances in which there is a “misrepresentation of fact” or “vague identification of the persons to be surveilled,” as such “disclosure might compromise the ability of the United States to gather foreign intelligence effectively.”

C. SURVEILLANCE OVERSIGHT

The FISC has acknowledged that, while the data collected is broad, any use of the information received would have to be strictly tailored to identify terrorist communication and subject to protection of U.S. persons under Attorney General approved guidelines. The FISC continues to grant orders authorizing bulk collection of metadata and restricts
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Disclosure of such collections, citing the need of the program for overall national
security.108

The information collection debate prompted the Senate to propose legislation aimed at
shielding the public from surveillance. On October 31, 2013, the Chair of the Select
Committee on Intelligence, Senator Feinstein, proposed the FISA Improvement Act of
2013, which would amend Section 501 of FISA by prohibiting bulk collection of commu-
nication records that do not name or otherwise identify either individuals or facilities.109
The order must comply with supplemental procedures rigorously limiting the scope of
information that can be collected.110

Another bill, the Surveillance Transparency Act of 2013, would enhance mandatory re-
porting by the federal government of electronic surveillance orders.111 It would also allow
companies to voluntarily disclose the amount of FISA orders received,112 which is cur-
rently prohibited.113

VI. United States and Allied Cooperation: Technology Sharing and Joint
Efforts in CBRN Detection

On February 21, 2013, the American Bar Association (ABA) Section of International
Law organized a blue ribbon panel titled “Critical Technology Sharing Between United
States and its Allies.”114 The panel arose out of the need to investigate and offer solutions
to problems the North Atlantic Treaty Organization (NATO) and the DHS encountered
in attempting to share critical technologies that further high priority U.S. national secur-
ity objectives.115 The problems experienced by NATO were similar, if not identical, to
the problems encountered by DHS in the technology transfer process, as outlined and
defined in the landmark report “Securing the Homeland.”116

The panel was comprised of major government stakeholders, including representatives
from DHS, the Department of Defense, the Department of Commerce, the Department
of State, and NATO, as well as representatives from industry and private practitioners.117

The panelists considered and opined on methods to resolve the transfer problems. Sev-
eral suggestions emanated from a desire to institute a government exception to the United
States Munitions List (USML), analogous to Strategic Trade Authorization (STA) 36 gov-

108. Matt Sledge, A Secret Court Judge Warned the NSA It Was Close to Breaking the Law—Then Gave It More
Power, HUFFINGTON POST (Nov. 20, 2013), http://www.huffingtonpost.com/2013/11/20/nsa-fisa-court-
opinion_n_4311787.html.
110. Id.
112. Id. § 3(a)(1).
114. Critical Technology Sharing Between the U.S. and Its Allies: Problems and Possible Solutions, ABA SEC. OF
INT’L LAW, http://www.americanbar.org/content/dam/aba/incategorized/international_law/critical_technol-
ogy_sharing_between_the_u_s_and_its_allies_problems_and_possible_solutions.authcheckdam.html (last vis-
ted Feb. 20, 2014).
115. Id.
116. Nat’l Research Council, EXPORT CONTROL CHALLENGES ASSOCIATED WITH SECURING THE HOME-
117. Critical Technology Sharing Between the U.S. and Its Allies: Problems and Possible Solutions, supra
note 114.
ernment exceptions, in the Export Administration Regulations (EAR). But, as noted during the proceedings, it would take an act of Congress to institute an exception to the International Traffic in Arms Regulations (ITAR) or USML. Because of the restrictions, and pursuant to the suggestion of the representative from Department of Commerce, it was understood that part of the solution existed in the increasing migration of important technologies from the USML to the Commerce Control List, thereby allowing U.S. allies the ability to exploit STA 36 license exceptions in the EAR in expediting the technology transfer process.

Alternately, panelists suggested implementing exceptions to the ITAR, through multilateral treaties, with such exceptions enjoying the full force and effect of Federal law.

In addressing the difficulties in critical NATO-U.S. technology transfers, the panel facilitated greater coupling and front-loading in acquiring Technical Assistance Agreements and licenses by NATO applicants. Teams from NATO and the Defense Threat Reduction Agency (DTRA) learned to better prepare packages for ITAR licensing and collaborated closely in building arguments for release. The working level now moves faster, without engaging the entire chain of command, except to provide visibility. Keeping the heads out of the details prevents misunderstandings and avoids delays. As a result, the protective outer layers of U.S. and allied security are being strengthened.

For example, NATO is engaged in developing a Chemical, Biological, Radiological, and Nuclear (CBRN) Functional Services (FS) architecture (i.e., software tool support and command/control display interfaces), which requires a Hazard Prediction and Assessment Capability (HPAC) software, which originates in the United States. Release of HPAC to NATO is critical to the success of joint U.S.-NATO CBRN detection initiatives.

Also as a result of the panelists’ efforts, the DTRA and the Pentagon coupled in pushing for the release of the “HPAC Interface Information” document (which is about 100 pages of descriptive text) to the NATO Communications and Information Agency to be captured in the CBRN FS initial design requirements document.

Currently, the DTRA and the Pentagon are working on the release of the “HPAC Interface Codes,” the actual software codes that allow NATO CBRN FS to directly interface with, and run, the HPAC software through a service-oriented architecture, which forms the backbone of the CBRN FS. The Interface Codes are the essential parts of the HPAC release. These codes will enable NATO’s quick and seamless integration of the complete HPAC package into CBRN FS. Presently, HPAC is accessed using the Interface

---


Codes through a U.S., vice NATO, server. The advanced version of HPAC is available to NATO and the NATO School at O’gau via U.S. personnel stationed at the Supreme Headquarters Allied Powers Europe (SHAPE), the various Joint Force Headquarters, the Reach Back Centre Element, the Joint CBRN Centre of Excellence at Vyskov, Czech Republic, and the NATO School. U.S. officers stationed at Vyskov, SHAPE, and O’gau are authorized to provide other NATO experts access to HPAC on the U.S. network until the software is released to NATO directly for integration into the alliance command/control network.

Full HPAC release to NATO’s expert users in the command structure is approaching completion. At this time, the training and eventual software release is to NATO only. Future releases may include NATO plus countries, thereby increasing interoperability between the United States and its allies and broadening the cooperative networks underlying future U.S.-allied security initiatives.

VII. Cybersecurity Developments

Numerous important cybersecurity developments occurred during the past year. As discussed below, these include (1) the issuance of an executive order on critical infrastructure cybersecurity, (2) the publication of a report providing evidence of widespread international cyber-hacking by the Chinese military, (3) the consideration of important cybersecurity legislation by Congress, (4) revelations that the NSA engaged in considerable cyber-surveillance of both U.S. citizens and foreign persons, (5) the subsequent review of such operations by a special advisory committee appointed by President Obama, and (6) the passage of a resolution on cybersecurity protections and surveillance limits by the ABA House of Delegates.

To address actual or potential cybersecurity threats to critical infrastructure (CI), President Obama issued Executive Order 13636 on February 12, 2013. Key goals of Executive Order 13636 include (1) expanding to other CI sectors an existing DHS program for information sharing and collaboration between the government and the private sector, (2) establishing a consultative process for identifying high-priority CI warranting protection, (3) requiring that the National Institute of Standards and Technology serve as the lead entity in developing a “Cybersecurity Framework” of standards and best practices for protecting CI, and (4) directing U.S. government agencies to determine the adequacy of current requirements and their authority to establish additional requirements to address risks.
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Shortly after Executive Order 13636 was issued, new headlines about cybersecurity vulnerabilities were made when Mandiant Corporation (Mandiant) published a report in late February 2013, in which it asserted that the Chinese military was a driving force behind a Chinese hacking group known as APT1.\textsuperscript{128} Specifically, Mandiant provided compelling evidence that APT1 had stolen hundreds of terabytes of data from at least 141 organizations, spanning twenty industries dating back to 2006, and that the totality of the evidence supported the conclusion that APT1 was, in fact, the Second Bureau of the People’s Liberation Army General Staff Department’s Third Department, which is more commonly referred to as Unit 61398.\textsuperscript{129}

Within two months of Mandiant’s report, the U.S. House of Representatives passed the Cyber Intelligence Sharing and Protection Act (CISPA).\textsuperscript{130} The main goals of this bill are to help defend against cyber-attacks on critical national infrastructure and against other Internet attacks on private firms through voluntary private sector identification and sharing of cybersecurity threat information with the U.S. government.\textsuperscript{131}

Shortly after CISPA was passed by the House, Edward Snowden, a NSA contractor, fled the United States to Hong Kong (in late May 2013), and, while seeking political asylum in Hong Kong and then Russia, Snowden disclosed what is believed to be upwards of 200,000 classified NSA documents to the press.\textsuperscript{132} Through those documents and interviews were granted to various media sources by Snowden, who was granted political asylum by Russia on August 1, 2013, it was revealed that the NSA had engaged in massive cyber-surveillance operations on both foreign nationals, including leaders of close U.S. allies, and on U.S. citizens.\textsuperscript{133}

As a result of these revelations, on August 12, 2013, President Obama directed that a National Intelligence Review Group on Intelligence and Communications (Review Group) be created to review the NSA’s surveillance operations.\textsuperscript{134} On December 13, 2013, it was reported that the Review Group, which included Richard Clarke, Michael Morell, Geoffrey Stone, Cass Sunstein, and Peter Swire, planned to recommend to President Obama that certain changes be made to current surveillance operations, including, among other things, (1) requiring more direct oversight by senior White House officials as to which foreign leaders are monitored, (2) codifying and announcing steps as that will be taken to protect the privacy of foreign persons whose telephone records and Internet communications are collected by the NSA, and (3) creating an organization of legal advocates who could argue against lawyers for the NSA or other U.S. government agencies before the FISC with respect to certain surveillance requests.\textsuperscript{135}

\textsuperscript{129} Id. at 2–6.
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Other organizations also urged that the U.S. government do more to protect against cybersecurity threats. For example, at the ABA’s Annual Meeting that was held in San Francisco in August 2013, the ABA House of Delegates voted to adopt a cybersecurity resolution, which the ABA Section of International Law’s Cybersecurity Task Force helped to draft, that “condemns . . . intrusions into the computer systems and networks utilized by lawyers and law firms” and urges federal, state and other governmental bodies to “examine” and “amend” existing laws to fight such intrusions.136
