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INTRODUCTION

THE world is captivated by the emergence of decentralized ledger technologies\(^1\) such as the blockchain\(^2\) and their increasingly widespread use to facilitate everything from decentralized payments\(^3\) to a decentral-

\(^{1}\) This Article uses the terms decentralized ledger technology or decentralized ledger technologies to refer broadly to distributed network technology that (1) enables users to upload programs and to leave the programs to self-execute; (2) maintains a permanent and public record (ledger) of the current and past states of every program; (3) is decentralized; (4) uses public key cryptography for authentication; and (5) uses economic incentives to ensure that the network maintains the technology. See Vitalik Buterin, Visions, Part 1: The Value of Blockchain Technology, ETHEREUM BLOG (Apr. 13, 2015), https://blog.ethereum.org/2015/04/13/visions-part-1-the-value-of-blockchain-technology/ [https://perma.cc/F3RB-E4TA]. The term decentralized ledger technology as used in this Article is therefore broad enough to encompass the blockchain that underlies the bitcoin payments application, which is currently receiving incredible attention, but is not so narrow as to exclude other forms of the technology or other practical applications other than payments. The term therefore intends to capture other distributed technology—such as Ripple and Ethereum—and is not intended to reference any one application of the technology.

\(^{2}\) The "blockchain" is the decentralized ledger technology that powers the payments application known as bitcoin. At a high level, the blockchain "combine[s] peer-to-peer networks, cryptographic algorithms, distributed data storage, and a decentralized consensus mechanisms [sic]" to "provide[ ] a way for people to agree on a particular state of affairs and record that agreement in a secure and verifiable manner." Aaron Wright & Primavera De Filippi, Decentralized Blockchain Technology and the Rise of Lex Cryptographia 4–5, 5 & n.15 (Mar. 12, 2015) (unpublished manuscript), available at https://www.intgovforum.org/cms/wks2015/uploads/proposal_background_paper/SSRN-id2580664.pdf [https://perma.cc/K7HM-4GG7].

\(^{3}\) Although bitcoin, the decentralized virtual currency that may be exchanged through the blockchain, is currently receiving the most widespread attention, bitcoin itself is simply one payments-related application of the underlying technology. It is worth noting here that this Article adopts the term decentralized virtual currency to refer to decentralized payments applications because that term is now commonplace in the industry. However, the term decentralized virtual currency itself was somewhat controversial just several years ago. Decentralized virtual currency only became widely adopted as a term after the U.S. Department of Treasury’s Financial Crimes Enforcement Network (FinCEN) released its guidance on virtual currencies on March 18, 2013. In that document, FinCEN defined decentralized virtual currency as a digital asset that is distributed across multiple nodes of a computer network without reliance on any central authority. See U.S. Dep’t of the Treasury, FinCEN, Virtual Currencies: Preliminary Remarks on Notions and Terminology (March 18, 2013), https://www.fincen.gov/sites/default/files/2013-03/2013-03-18_fin_cen_v_currencies.pdf [https://perma.cc/4VRK-93GU].
ized Internet of Things. Software developers, start-up companies, and venture capitalists all jubilantly declare the efficiency-maximizing, cost-reducing, and accessibility-enhancing characteristics of decentralized cryptographic technologies. Academics predict that the blockchain and virtual currency as "virtual currency (1) that has no central repository and no single administrator, and (2) that persons may obtain by their own computing or manufacturing effort." U.S. DEP'T OF TREASURY, FINCEN, ADMIN. RULING, FIN-2013-G001, APPLICATION OF FINCEN'S REGULATIONS TO PERSONS ADMINISTERING, EXCHANGING, OR USING VIRTUAL CURRENCIES 5 (2013) [hereinafter FinCEN, VIRTUAL CURRENCY GUIDANCE], https://www.fincen.gov/statutes_regs/guidance/pdf/FIN-2013-G001.pdf [https://perma.cc/49PB-SU55]. Without assuming its accuracy, this Article adopts FinCEN's definition of decentralized virtual currency.


5. For example, the Open Mustard Seed Framework, being developed by ID3, combines blockchain technology with other decentralized technology with the intent "to provide a powerful new self-deploying and self-administering infrastructure layer for the Internet, which gives individuals control over their identities and their data, and which enables the formation and self-governance of Decentralized Autonomous Organizations, Authorities, and Enterprises for the creation and exchange of 'digital assets.'" Open Mustard Seed (OMS) Framework, ID3, https://idcubed.org/open-platform/platform/ [https://perma.cc/R7G9-FA63] (last visited Feb. 28, 2016).


Bitcoin is the first practical solution to a longstanding problem in computer science called the Byzantine Generals Problem.

The practical consequence of solving this problem is that Bitcoin gives us, for the first time, a way for one Internet user to transfer a unique piece of digital property to another Internet user, such that the transfer is guaranteed to be safe and secure, everyone knows that the transfer has taken place, and nobody can challenge the legitimacy of the transfer. The consequences of this breakthrough are hard to overstate.

Id.

8. See BRIAN KELLY, THE BITCOIN BIG BANG: HOW ALTERNATIVE CURRENCIES ARE ABOUT TO CHANGE THE WORLD 163 (2015) ("Decentralization places the economic power into the hands of the citizens and removes many of the regulations that prevent capitalism from functioning efficiently.").

9. See J. ANTHONY MALONE, BITCOIN AND OTHER VIRTUAL CURRENCIES FOR THE 21ST CENTURY 47 (2014) ("Because there is no third party intermediary, Bitcoin transactions are substantially cheaper and quicker than traditional payment methods.").

10. See id. ("It has been estimated that half of the adults worldwide are unbanked due to barriers such as high costs, physical distance, and lack of infrastruc-
similar technologies will revolutionize the way people order their affairs and conduct transactions through the evolution of smart contracts, decentralized autonomous organizations, distributed property registries, and distributed and secure data stores. Although similarly captivated by these developing technologies, governments, individual regulators, and various policy makers remain less optimistic that the good contributions of the technology will outweigh the way bad actors use the technology for illicit purposes.

11. See Wright & De Filippi, supra note 2, at 10–12.


14. See Wright & De Filippi, supra note 2, at 12–13.


Under the weight of various historical indicators and in the wake of significant recent events, regulators adopted an increasingly aggressive approach to enforcing existing regulations against the drastically new, different, and emerging technology. The resulting barriers to entry and climate of legal stigma are stifling the nascent decentralized technology industry and preventing further innovation. In response, the decentralized virtual currency industry and other businesses interested in exploring the potential uses of decentralized technologies in commerce call for self-regulation. Current literature, for its part, suggests a variety of regulatory models with each approach varying in light of the characteristics of the underlying technology that the commentator suggesting the model considers to threaten the most potential harm.

History intimates that the self-regulatory approach is unlikely to sufficiently resolve the market failures that will ultimately allow illicit and fraudulent uses of decentralized technologies to occur. Meanwhile, the regulatory approaches suggested in the literature each impose a new regulatory barrier to entry even while trying to alleviate the inefficiencies of the


21. Prior to the announcement of the Virtual Currency Guidance, state regulators remained silent about the potential for their existing laws to regulate decentralized virtual currency. The federal action seemed to spark a wave of activity at the state level as well. In fact, the state regulatory barriers to entry are now so high that they prevent even established players, such as Coinbase Inc., from entering all markets. See Jamie Redman, Coinbase to Stop Service in Wyoming Due to ‘Impractical’ Regulations, COINTELEGRAPH (June 4, 2015), http://coindesk.com/news/114470/coinbase-to-stop-service-in-wyoming-due-to-impractical-regulations [https://perma.cc/7ZKG-A9GM].


current landscape. This Article suggests a different approach, one designed to encourage organic regulation that both addresses potential market and governance failures and takes into account the unique nature of the technology at issue.

This Article lays the foundation for adopting an endogenous theory of decentralized technology regulation. Drawing on theories of endogenous economic regulation, endogenous development, and functional financial regulation, this Article proposes that decentralized technologies, including the blockchain technology underlying decentralized payment systems such as bitcoin, are robust enough to support a theory of endogenous, technology-assisted regulation. Specifically, when this Article proposes an endogenous theory of regulation, it suggests that regulators undertake the dual task of enacting a law or regulation via statute and then implementing that statute through code by engaging in an iterative and cooperative process with the technologies' core developers and with consensus from the network, so that regulation is endogenously incorporated into the decentralized ledger technology and the applications running on top of the technology.

This Article makes the case for such an approach in five parts. Part I briefly introduces the decentralized ledger technology ecosystem, setting the stage for the rest of the Article by focusing on the protocol layer before addressing applications that might run on the protocol, such as bitcoin payments. Part II examines the current regulatory landscape, describing the "law lag" experienced by the decentralized ledger technology ecosystem and evaluating whether the choice between ex ante and ex post regulation is contributing to the lag. In light of the technology, its present uses, and the current regulatory landscape facing those uses, Part III proposes a set of criteria for constructing a regulatory framework for decentralized ledger technology and evaluates the alternative regulatory approaches that have been considered to date in light of those criteria. Ultimately, Part III identifies a regulatory lacuna common to both the present landscape and the alternative proposals presented in the literature. Part IV synthesizes an endogenous theory of decentralized ledger technology regulation from concepts found in economic regulation, international development, comparative law, and financial regulation literature.

In particular, Part IV argues that the regulatory approach with the potential to fulfill a majority of the criteria to a high degree is an endogenous, or functional, approach that simultaneously governs from within and without, and sidesteps the ex ante/ex post regulatory dichotomy by building compliance into the protocol as regulation-through-code. Linking the endogenous regulatory approach to the academic discourse re-
Regarding Lawrence Lessig’s concept of code-as-law, this Article proposes regulation that is endogenous at two levels: (1) as an iterative and cooperative process requiring participation of both regulators and industry actors approaching regulation design from a functional perspective and (2) as regulation implemented literally from within the decentralized ledger system as part of its operative code. Recognizing certain practical and theoretical challenges to implementing this endogenous theory, this Article concludes by identifying areas for further research and suggesting ways that successful implementation could disrupt core aspects of regulatory theory.

I. THE DECENTRALIZED LEDGER TECHNOLOGY ECOSYSTEM: A BRIEF INTRODUCTION

Commentators often compare the technical development and stages of public adoption of bitcoin to the development of the Internet. The reality, however, is that the technical development and public adoption of bitcoin is better compared to the development and adoption of Internet Explorer or Apple TV (both of which are applications that run on the underlying Internet technology), while the development and adoption of the blockchain is akin to that of the Internet. Bitcoin is simply one application, a payments application, of the blockchain technology on which it runs. Further, the blockchain is just one of a variety of similar technologies often referred to as decentralized public ledgers or trustless public ledgers. Because failure to appreciate these distinctions constitutes a core element in the regulatory difficulty facing entrepreneurs integrating decentralized ledger technology into their products and services, a brief introduction to the varied technology that makes up the decentralized ledger ecosystem, including decentralized public ledgers such as the blockchain, decentralized payments applications such as bitcoin, and other decentralized applications of the technology is warranted.

25. See Lawrence Lessig, Open Code and Open Societies: Values of Internet Governance, 74 CHI.-KENT L. REV. 1405, 1408 (1999) [hereinafter Lessig, Open Code and Open Societies]. The code of cyberspace—whether the Internet, or a net within the Internet—defines that space. It constitutes that space. And as with any constitution, it builds within itself a set of values and possibilities that governs life there. . . . And the design of code is something that people are doing. Engineers make the choices about how the world will be. Engineers in this sense are governors.


27. See generally Fairfield, BitProperty, supra note 13.

28. An exhaustive explanation of each of these elements is beyond the scope of this Article, and, as will be evident by the discussion that follows, this effort has
ultimate goal of this Article is to flesh out the initial contours of a regulatory approach that operates as organically and fluidly as the technology itself, this Section begins with an examination of decentralized ledgers and then describes various applications of that technology, such as bitcoin. This Section sets the tone for the regulatory approach ultimately proposed (which focuses on regulating the decentralized ledger technology, rather than the applications of that technology) and develops a common language for use throughout the rest of the Article.

A. Decentralized Ledger Technologies, Including the Blockchain

Decentralized ledger technologies "combin[e] peer-to-peer networks, cryptographic algorithms, distributed data storage, and [ ] decentralized consensus mechanisms" to enable "people to agree on a particular state of affairs and record that agreement in a secure and verifiable manner." 29 In other words, decentralized ledger technologies create "online lists, maintained by no one and available to everyone, [and] are maintained by a consensus protocol." 30 In the case of bitcoin, the decentralized public ledger is referred to as the blockchain. 31 The blockchain is a "chronological database of transactions recorded by a network of computers," 32 which is encrypted and broken into smaller sets of aggregated transactions called "blocks." 33 A block is often described as a "container data structure," 34 that groups transactions, marks them with a timestamp, and connects them to the previous block in the blockchain. 35 A new block of aggreg-
gated transactions will only be added to the ledger after "the computers on the network reach consensus as to the validity of the transaction."³⁶

In the case of bitcoin, the method for reaching consensus is referred to as mining, a process of solving complex mathematical problems to validate the block.³⁷ Mining is an example of a proof-of-work consensus model.³⁸ A proof-of-work consensus model "require[s] the client requesting the service prove that some work has been done" in order to process the request.³⁹ Other decentralized ledger technologies employ different consensus models. For example, the Ripple protocol, a shared, public, distributed database,⁴⁰ validates transactions by creating a candidate list of transactions that is distributed to and voted on by a subset of trusted nodes, called the "unique node list."⁴¹ The candidate set of transactions is validated and becomes part of the permanent, authoritative ledger once the "voting of server nodes reaches a consensus of 80% . . . ."⁴² In a third

³⁶ Wright & De Filippi, supra note 2, at 7; see also Fairfield, BitProperty, supra note 13, at 814 ("The Bitcoin protocol creates a ledger out of a series of groups of transactions, termed simply 'blocks,' which as a whole form a log of all transfers, termed the 'block chain.' The block chain is not maintained by any single entity, but instead relies on a mathematically innovative consensus model." (footnote omitted)).

³⁷ See Antonopoulos, supra note 34, at xx (describing miner as "[a] network node that finds valid proof of work for new blocks, by repeated hashing"); Malone, supra note 9, at 36.

³⁸ See Pedro Franco, Understanding Bitcoin: Cryptography, Engineering, and Economics 101 (2015) ("To secure the blockchain—the distributed transaction database—Bitcoin requires proof-of-work to be performed on blocks of transactions following the Solution-Verification protocol.").

³⁹ Id. at 100; see also Antonopoulos, supra note 34, at xx (defining proof-of-work as "[a] piece of data that requires significant computation to find. In bitcoin, miners must find a numeric solution to the SHA256 algorithm that meets a network-wide target, the difficulty target."); Wright & De Filippi, supra note 2, at 7 n.29 (citing Joseph Bonneau et al., SoK: Research Perspectives and Challenges for Bitcoin and Cryptocurrencies, 36 SECURITY & PRIVACY (IEEE, San Fran., Cal.), May 18–20, 2015, available at www.jbonneau.com/doc/BMCNKFI5-IEEESP-bitcoin.pdf.) ("The Proof of Work consensus mechanism requires that certain computers on the network (colloquially referred to as a [sic] 'miners') solve computationally-intensive mathematical puzzles, while others verify that the solution to that puzzle does not correspond to a previous transaction.").


⁴² Blundell-Wignall, supra note 41, at 15; see also Schwartz et al., supra note 41, at 4. At least one commentator has referred to this approach as a "Byzantine agreement system;" however, the creators of the Ripple protocol do not themselves adopt that terminology. See generally David Mazieres, Stellar Dev. Found., The Stellar Consensus Protocol: A Federated Model for Internet-Level Consensus (2015) (draft), available at https://www.stellar.org/papers/stellar-consensus-
Beyond Bitcoin

Consensus model, "voting rights depend on the amount of resources (e.g., a virtual currency) held by every computer connected to the network." Researchers are presently pursuing the development of other consensus models as well.

Regardless of the consensus method used, these decentralized public ledgers all share key qualities that make the technology revolutionary: they are distributed, run on peer-to-peer networks, and offer a public, permanent record management system "that does not require trust in other parties or in a central list authority, and is robustly resistant to falsification," employing known technology. The technologies are also generally open-source and non-proprietary, meaning that no single person or entity controls the decentralized public ledgers. Rather, the technology was developed, and is maintained and updated "by a worldwide collaborative community of volunteer[ ]" programmers. The community can make improvements to the underlying code and alter the function of the blockchain protocol by proposing the code change and obtaining network consensus.

B. Decentralized Applications, Including Bitcoin and Smart Contracts

There are a variety of applications for decentralized public ledger technologies such as the blockchain. Currently, the most well-known of those applications is decentralized virtual currency. Bitcoin is the decentralized virtual currency that runs on the blockchain. "Bitcoins are computer files, similar to an mp3 or a text file and can be destroyed or lost just
like cash." Just as an mp3 file can be stored either locally on the owner’s computer or remotely through a cloud service, bitcoins can be stored either on the owner’s computer or with an online service, called a wallet provider or an exchange. When bitcoin owners refer to storing their bitcoins in a “wallet,” the reference is to the public-key encryption technique used to secure bitcoins and bitcoin transactions.

Specifically, a wallet is made of two mathematically related keys: a private key and a public key. The public key is the outward facing destination address of the wallet, like a bank account number or an email address. The private key functions as a PIN to a bank account or a password to an email address. To execute a transaction, bitcoin owners use their private key to authorize the transfer of bitcoin to the public address representing the recipient’s wallet. The total amount of bitcoins is capped at 21 million, and as a scarce resource with no government-affixed price, the value of an individual bitcoin is set by market forces. Other decentralized virtual currencies run on other protocols layered on top of the blockchain or run as payments applications on other protocols.

51. See id.
52. See id. at 117.
53. See id.
54. See id.
55. See id. For a more complete description of how wallets are created, bitcoins are stored, and transactions are signed using the public-private key encryption pair, see Sarah Gruber, Note, Trust, Identity, and Disclosure: Are Bitcoin Exchanges the Next Virtual Havens for Money Laundering and Tax Evasion?, 32 QUINNIPIAC L. REV. 135, 141-45 (2013).
56. See Danton Bryans, Note, Bitcoin and Money Laundering: Mining for an Effective Solution, 89 IND. L. J. 441, 446 (2014).
57. See id.
58. See id. at 445; see also Reuben Grinberg, Bitcoin: An Innovative Alternative Digital Currency, 4 HASTINGS SCI. & TECH. L. J. 159, 160 (2012) (“Bitcoin is a digital, decentralized, partially anonymous currency, not backed by any government or other legal entity, and not redeemable for gold or other commodity.”).
60. The Ripple Protocol, for example, allows users to transfer “Balances,” which represent fiat currency deposited with a gateway. Ripple describes it as follows:
Smart contracts represent another application of decentralized public ledger technology that is beginning to garner attention. Smart contracts can be thought of as self-executing transactions, or as "automated programs that transfer digital assets within the block-chain upon certain triggering conditions . . . ."\(^{61}\) IBM has demoed a working prototype of a washing machine that orders its own detergent using the smart contracting applications of distributed ledger technology.\(^{62}\) In practice, entrepreneurs rely on decentralized ledger technology, including the smart contracting features of that technology, to create decentralized marketplaces,\(^{63}\) decentralized crowdfunding applications,\(^{64}\) and distributed securities.\(^{65}\) The more theoretical potential applications for distributed ledger technology include independently wealthy software,\(^{66}\) zero-member LLCs,\(^{67}\) and decentralized autonomous organizations,\(^{68}\) among others.

Despite the potentially broad applications of decentralized ledger technology, regulatory efforts predominately center on payments applica-

---

USD balances traded on the Ripple protocol are redeemable at the specific "gateway" from which the currency was issued. A gateway is the place where fiat money enters and exits the Ripple protocol. In practice, this can look very similar to traditional banks. However, a gateway can be any business that provides access to the Ripple protocol. Gateways can be banks, money service businesses, marketplaces, or any other financial institution.

Gehring, supra note 40.

61. Fairfield, Bitcoin Bots, supra note 30, at 38. Smart contracts have also been defined as "cryptographic 'boxes' that contain value and only unlock it if certain conditions are met." Wright & De Filippi, supra note 2, at 10 n.46 (quoting Vitalik Buterin, A Next Generation Smart Contract & Decentralized Application Platform, GrrHub (last edited Jan. 5, 2015), https://github.com/ethereum/wiki/wiki/White-Paper) (internal quotation marks omitted).

62. See Wright & De Filippi, supra note 2, at 15 n.71; see also Pureswaran & Brody, supra note 4.

63. Two examples of this include OpenBazaar and Bitmarkets. See Joon Ian Wong, Bitmarkets Launches Decentralised Bitcoin Marketplace with Tor Support, CoinDesk (Dec. 8, 2014), http://www.coindesk.com/bitmarkets-launches-decentralised-bitcoin-marketplace-tor-support/ [https://perma.cc/5UQC-4U92].


67. See id. at 1496–98.

68. For a description of the possible use case for a democratic autonomous organization, see generally Ethereum Frontier, https://www.ethereum.org/ [https://perma.cc/GC6Q-56WA] (last visited Feb. 28, 2016); see also Wright & De Filippi, supra note 2, at 15–17.
tions of decentralized ledger technologies, including bitcoin. Unfortunately, "[t]he danger is that this could imperil innovations built on top of the [blockchain] that do not fit a financial services model."\textsuperscript{69} Indeed, such regulation has already made it more difficult for companies integrating decentralized ledger technologies into their products and services to obtain and maintain banking relationships that enable the company to function;\textsuperscript{70} enter certain markets within the United States;\textsuperscript{71} and develop alternative use cases for the technology without fear of inadvertently violating financial services laws.\textsuperscript{72} To understand why the current regulatory landscape is marked by such dedication to taming bitcoin to the exclusion of all other uses of the technology, it is important to know the regulatory history of virtual currency generally.

\section*{II. This Present Darkness: Decentralized Ledger Technology Regulation in a Centralized Age}

At its core, the regulatory enterprise involves creating appropriate incentives to coax desired behavior out of market actors to address externalities otherwise naturally caused by the pursuit of maximizing private interests.\textsuperscript{73} The ever-present dilemma of regulators involves whether to offer the incentive before (ex ante) or after (ex post) the activity at issue takes place.\textsuperscript{74} In the context of the decentralized ledger technology ecosystem, determining which incentives to present and when to present them is further complicated by the "law lag," a term often used in law and technology literature to refer to the circumstances in which "existing legal provisions are inadequate to deal with a social, cultural or commercial context created by rapid advances in information and communication technology . . . ."\textsuperscript{75} This Section evaluates the present state of decentral-

\begin{itemize}
  \item \textsuperscript{69} Fairfield, \textit{BitProperty}, supra note 13, at 830 (citation omitted).
  \item \textsuperscript{71} See Redman, \textit{supra} note 21.
  \item \textsuperscript{73} See generally Brian Galle, \textit{In Praise of Ex Ante Regulation}, 68 Vand. L. Rev. 1715 (2015).
  \item \textsuperscript{74} See generally Donald Wittman, \textit{Prior Regulation Versus Post Liability: The Choice Between Input and Output Monitoring}, 6 J. Legal Stud. 193 (1977) (exploring choice between regulating ex ante and punishing ex post).
\end{itemize}
ized technology regulation in the United States. Despite the robustness of decentralized public ledger technology and its myriad potential uses, regulatory activity to date has focused on the decentralized virtual currency applications of such technology, with most prominent attention directed at bitcoin. This focus is partially explained by the fact that decentralized virtual currencies are the first and most widely adopted use of the underlying technology, receiving extensive media coverage and venture-capital attention. However, a full understanding of the present regulatory focus on decentralized virtual currency can only be achieved by looking at the recent regulatory history. To that end, this Section offers a brief overview of the regulatory developments in the decentralized ledger technology ecosystem to date.

This Section begins in the same spot in which regulators found themselves when bitcoin and the blockchain were introduced in 2009: addressing anti-money laundering and other criminal activity in the centralized technology context, including centralized virtual currencies. This Section then examines how regulators have attempted to apply the same regulatory lessons and policy priorities prevalent in the centralized context to decentralized ledger technology regulation. At each step, this Section considers the extent to which efforts are proceeding ex ante or ex post and queries whether preferences for one over the other vary in light of industry developments at the time. This Section concludes by examining the impact of the current regulatory landscape on the decentralized ledger technology industry and attempts to identify the regulatory gaps that leave actors in the industry facing regulatory uncertainty and railing against their very real experience with law lag.

A. The Backdrop: Regulating Centralized Technology

The largest virtual currency-related legal development before the open-sourced bitcoin protocol was released in 2009 was the prosecution of E-Gold, Ltd. (E-Gold). E-Gold was a centralized virtual currency allegedly backed by physical gold reserves. As E-Gold users could register for an account using an email address without verification of any identifying information. As a result, E-Gold accounts existed under names such as "Mickey Mouse," "Anonymous Man," "bud wieser," and "No Name." The E-Gold currency and the E-Gold platform became popular among criminals and money launderers, prompting various law enforcement ac-


77. See Christopher, supra note 76, at 24.

78. Id. (internal quotation marks omitted); see also Middlebrook & Hughes, supra note 76, at 824 (internal quotation marks omitted).
tions between 2005 and 2008.79 Regulatory and enforcement activity after E-Gold remained publically quiet until 2013, but it is clear that law enforcement did not remain inactive. For example, the FBI authored an intelligence assessment, dated April 24, 2012, assessing the challenges faced in deterring illicit activity undertaken through the use of bitcoin.80 The assessment evidences an initial shift in enforcement, from sole focus on centralized virtual currencies to a growing awareness of the unique regulatory and enforcement challenges posed by decentralized virtual currencies.

Then, nearly one year later, the federal government publicly unleashed the full weight of the quiet regulatory consideration it had been directing at decentralized virtual currencies. In March 2013, the Financial Crimes Enforcement Network of the United States Department of the Treasury (FinCEN) issued guidance on the application of the Bank Secrecy Act and its implementing regulations to virtual currencies (the Virtual Currency Guidance).81 The Virtual Currency Guidance outlines the applicability of the existing federal anti-money laundering (AML) regime to convertible virtual currencies, including decentralized virtual currencies, and concludes that administrators and exchangers of such currencies are subject to the AML requirements to the extent that they transmit decentralized virtual currency or legal tender from one user to another, or from one location to another.82 Shortly after FinCEN issued the Virtual Currency Guidance, the federal government announced two significant enforcement actions. First, on May 14, 2013, the Department of Homeland Security (DHS) seized a Dwolla account belonging to Mt. Gox, a leading Japan-based bitcoin exchange.83 Second, a mere fourteen days later, FinCEN exercised its powers under Section 311 of the U.S. PATRIOT Act by designating the Costa Rican company Liberty Reserve a financial insti-

81. See FINCEN, VIRTUAL CURRENCY GUIDANCE, supra note 3.
tution of primary money laundering concern and proposing the imposition of special measures against Liberty Reserve.

The Virtual Currency Guidance and the Mt. Gox seizure paved the way for further regulation of decentralized technology. Key themes from each of these actions dating back to the beginning of the E-Gold prosecution in 2005 persist. In particular, the regulatory and law enforcement agencies active in the decentralized ledger technology industry continue to focus on centralized actors: companies with traditional centralized structures that just happen to offer products and services linked to a decentralized ledger technology. Further, like E-Gold, Mt. Gox, and Liberty Reserve, each of which processed very high volumes of transactions, regulators continue to target large-scale operations that offer the potential for high-impact regulatory or enforcement measures. Finally, and perhaps more importantly, the focus remains entirely on virtual currency applications of decentralized ledger technology—the decentralized versions of E-Gold and Liberty Reserve. Notably, this period of regulatory activity evidenced an intent to apply traditional AML and terrorist financing controls, a form of ex ante regulation in the payments space, to virtual currencies, including decentralized virtual currencies. This intent was made most clear by the Virtual Currency Guidance and Liberty Reserve special measures, and continues to permeate the current regulatory landscape, as evidenced by the regulatory activity from 2013 to the present.

B. The Current Landscape: Applying Centralized Themes to Decentralized Technology

Although state regulators had not yet voiced an opinion on decentralized virtual currency regulation, shortly after the federal Mt. Gox and Liberty Reserve actions, the California Department of Business Oversight (DBO) sent letters to industry participants in order to gather information to help the DBO decide how to regulate decentralized virtual currencies and related activities. The New York Department of Financial Services (NYDFS) quickly followed suit, issuing subpoenas to twenty-two companies

84. See FinCEN, Notice of Finding, supra note 19.
in the decentralized technology ecosystem in August 2013. The NYDFS issued the subpoenas as part of "an inquiry into the appropriate regulatory guidelines that it should put in place for virtual currencies." Not to be outdone, the federal government also continued to apply regulatory pressure to the decentralized technology ecosystem in October 2013, federal law enforcement agents shut down the Silk Road website and arrested its founder and administrators, who were charged with a wide range of crimes, including money laundering, drug trafficking, and computer hacking.

The negative publicity surrounding bitcoin from the Silk Road events prompted the U.S. Senate to hold public hearings on virtual currencies in November 2013. In her testimony during the Senate hearings, Jennifer Shasky Calvery, the Director of FinCEN, noted the "attributes that make virtual currency vulnerable to illicit use" but also recognized the "innovation virtual currencies provide." Early 2014 brought additional federal criminal prosecutorial activity and the first state prosecutions related to decentralized virtual currency. Furthermore, states continued to evaluate regulation: in January 2014, the NYDFS held a series of hearings on virtual currencies, and U.S. state financial services regulators issued warnings on the risks of virtual currencies, either individually or in collabor-
oration with other state regulators. Other federal regulatory agencies, including the Internal Revenue Service and the Federal Reserve, also waded into the decentralized technology morass. Finally, FinCEN issued


98. The Federal Reserve, for its part, used 2014 to evolve its thinking regarding bitcoin and other decentralized virtual currencies. On February 27, 2014, Federal Reserve Chair Janet Yellen, in testimony before the Senate Banking Committee, opined that the Federal Reserve had no role in regulating bitcoin because it is developing outside of the banks that the Federal Reserve has the authority to regulate. See Semiannual Monetary Policy Report to the Cong.: Before the H. Comm. on Fin. Servs., 113th Cong. (2014) (testimony of Janet Yellen, Chair, Bd. of Governors of the Fed. Reserve Sys.), available at http://www.federalreserve.gov/newsevents/testimony/yellen20140211a.htm [https://perma.cc/RD87-VKDG]. At its
a series of administrative letter rulings in 2014 intended to clarify the application of the Virtual Currency Guidance to various business models used in the decentralized technology ecosystem. By the end of 2014, FinCEN had addressed the status of miners, software development, investment activity, virtual currency trading platforms, and a virtual currency payment system.

The year 2015 brought similar developments. At the state level, the NYDFS finalized its BitLicense regime, several other states took a wait-

May 9, 2014, quarterly meeting, however, the Federal Reserve concluded that bitcoin did not presently pose a threat to the system, but that "regulation is advisable" to address consumer protection and illicit use. See Fed. Advisory Council & Bd. of Governors, Record of Meeting 11 (May 9, 2014), available at http://www.federalreserve.gov/aboutthefed/fac-20140513.pdf. The Federal Reserve also noted that "one area of focus should be [b]itcoin's circumvention of currency controls." Id. at 10.


102. See id.


and-see approach, and state legislatures, the Uniform Law Commission, and the Conference of State Banking Supervisors undertook legislative drafting efforts with a best practices approach in mind. FinCEN issued yet another administrative ruling, this time examining the ways in which digitally issued certificates representing ownership in commodities (such as gold) intersect with money transmission regulation. The Commodity Futures Trading Commission (CFTC) concluded that bitcoin is a commodity and took enforcement action against two bitcoin-related businesses for various violations of the Commodity Exchange Act. The CFTC also issued an order of temporary registration as a swap exchange facility to a third bitcoin-related business, indicating that the CFTC is actively considering and acting upon applications. The Security and Exchange Commission (SEC) refrained from conclusively ruling how it will


110. See FinCEN, Digital Certificates, supra note 72. The recent CFTC Complaint against MintCo LLC indicates that the CFTC may also consider itself to have jurisdiction over such digital commodity certificates, identified by the Virtual Currency Guidance as a form of convertible virtual currency. See U.S. Commodity Futures Trading Comm’n v. MintCo LLC, 15-cv-61960-BB (S.D. Fla. filed Sept. 16, 2015), available at http://www.cftc.gov/ide/groups/public/@lrenforcementactions/documents/legalpleading/enfmintcocomplaint091615.pdf [https://perma.cc/Z39L-4W3Q].


treat bitcoin, despite efforts from entrepreneurs to force the SEC’s hand by filing shelf registrations for offerings that integrate blockchain technology.114 Meanwhile, prosecutions for criminal activity perpetrated to some degree through the use of bitcoin moved forward,115 and several consent orders were entered against decentralized technology companies for failure to properly comply with the Bank Secrecy Act regulations.116

Although federal regulatory agencies, including FinCEN, have carried out their intent to impose ex ante anti-money laundering regulations on decentralized virtual currency systems, industry developments have revealed that compliance with those regulations through the mechanics of the decentralized ledger technology is not always intuitive. As a result, where practical difficulties or other technology mismatches arise, regulators also used ex post criminal prosecutions to heighten compliance incentives. Even as federal authorities expanded the tools in their regulatory toolbox, they also expanded the policy priorities away from a singular focus on money-laundering, terrorist financing, and identity verification towards a more comprehensive set of payments-related issues, including privacy and security, tax compliance, and the potential for use of unfair and deceptive businesses practices in the industry. State regulatory activity also added new policy concerns to the mix, with a primary focus on consumer protection. Although other agencies are clearly apprised of the possibility that decentralized ledger technology may touch on areas within their regulatory purview, they have remained silent.


The collective impact of this regulatory history is that new entrants into the decentralized ledger technology industry must tread carefully, for fear of triggering one or more known or unknown regulatory priorities by introducing a new and innovative application of the underlying technology. The 2015 FinCEN ruling and the SEC's silence on the Winklevoss endeavor is a clear example of the regulatory lacuna and its effects. Even when given the opportunity to comment on regulation of the underlying technology, the SEC has not done so, and when presented with a novel application of the technology, FinCEN shoehorned it into the payments regulatory landscape. In other words, the lacuna in the present regulatory landscape is characterized by the lack of regulation addressing distributed ledger technology, and the result is that, when a new use emerges, the application may be subject to payments laws that are ill-suited to the issues presented by the technology.

C. The Impact of the Current Landscape: Confusion, High Risk, and Disincentives to Innovation

The policy priorities related to bitcoin and other decentralized virtual currencies are now relatively clear. The implementation of those policies through existing law remains a mystery in several areas, however. As a result, a common critique leveled at the regulatory efforts related to decentralized ledger technologies described above is that it evidences what appears to be development and implementation absent a master plan. To date, the United States has made great efforts to understand the unique characteristics and potential risks of virtual currency. Nonetheless, virtual currency hearings have not yielded any formal recommendations or guidance. As a result, regulatory bodies, courts and state legislatures have acted independently resulting in a regulatory mishmash of guidance, clarification, extension and ongoing discussion.117

The reality, however, is that the present regulatory approach to decentralized virtual currencies reflects mainstream approaches to financial regulation generally, using a combination of ex ante and ex post regulation to mitigate systemic risk in the financial system.118 Leading literature on approaches to financial regulation offers this insight:

to prevent financial failures—when they inevitably occur—from spreading and becoming systemic.\textsuperscript{119}

The regulatory history of decentralized virtual currency to date reads like a textbook example of this commentary: a heavy emphasis on ex ante attempts to prevent financial harm in the decentralized virtual currency industry, complemented by ex post prosecutions of harmful activity when failures nevertheless occurred.

Nonetheless, the heavy emphasis on ex ante efforts to prevent decentralized virtual currency-related market failures when coupled with the innovative nature of the underlying technology has led to confusion and uncertainty, while the ex post efforts to punish and correct failures highlight the high risk faced by anyone connected to the decentralized ledger technology industry, whether working with a payments applications like virtual currency or not. Even a cursory review of the state of the industry supports this position. There presently exists no fully licensed, U.S.-based decentralized virtual currency exchange.\textsuperscript{120} Any entity offering a product or service connected in any way to decentralized public ledger technology finds difficulty obtaining and maintaining banking relationships to enable the operation of its business.\textsuperscript{121} Furthermore, the regulatory history is replete with evidence of the practical difficulties resulting from shoehorning decentralized ledger technologies, related applications, and the businesses that offer products and services related to them into a regulatory scheme first designed for centralized technologies. Compliance with the Funds


\textsuperscript{120} Coinbase launched its exchange to claims of being the first licensed bitcoin exchange in the United States. See Davey Alba, \textit{Coinbase Opens First Licensed Bitcoin Exchange in the US}, \textit{Wired} (Jan. 26, 2015), http://www.wired.com/2015/01/coinbase-opens-first-licensed-bitcoin-exchange-us/ [https://perma.cc/3HME-UXLY]. However, in reality, Coinbase remains unable to obtain the requisite licenses in all states, and even pulled out of certain states where the licensure process proved too burdensome. See Redman, \textit{supra} note 21. Similarly, itBit initially claimed that the New York trust charter it obtained from the New York Department of Financial Institutions enabled it to lawfully operate an exchange service in all fifty states. See Cade Metz, \textit{NY Backs Bitcoin Exchange. But It May Not Fly in California}, \textit{Wired} (May 8, 2015), http://www.wired.com/2015/05/new-york-backs-bitcoin-exchange-may-not-fly-california [https://perma.cc/LG49-FA85]. However, the analyses of practitioners and academics alike have failed to prove out itBit’s theory and instead openly call it into question. See id. (quoting Carol Van Cleef, Partner, Manatt, Phelps & Phillips, as saying that charter “is not necessarily going to be a blank pass to offer services in all states”); Houman Shadab, \textit{What itBit’s Banking Law Charter Really Means}, CoinDesk (May 17, 2015), http://www.coindesk.com/in-itbit-we-trust/ [https://perma.cc/8FL5-PQ9R] (“Nonetheless, there seems to be some uncertainty about whether itBit—a banking law trust—automatically qualifies to do business without a money transmitter license in certain states.”).

\textsuperscript{121} See Smart, \textit{supra} note 70.
Transfer and Funds Travel Rules\footnote{See DOJ, Ripple Settlement Agreement, supra note 116, at Attachment A, paras. 13–14.} and the valuation of virtual currency assets when applying for money transmission licenses under statutes that contemplate only fiat currency\footnote{See Wash. Dep't of Fin. Insts., Div. of Consumer Servs., Interim Regulatory Guidance on Virtual Currency Activities (Dec. 8, 2014), available at http://www.dfi.wa.gov/documents/money-transmitters/virtual-currency-interim-guidance.pdf [https://perma.cc/TL2S-LQNK] (explaining how minimum tangible net worth and permissible investment statutory requirements can be applied to virtual currency-related businesses).} offer two examples of such difficulties. If the regulatory approach to decentralized ledger technologies to date is a clear example of traditional financial regulation, and the result is confusion, uncertainty, and disincentive for innovation, the urgent question facing regulators, consumers, and entrepreneurs alike is whether an alternative approach that nevertheless remains consistent with leading legal regulatory theory is possible.

III. Evaluation of Current Alternative Regulatory Proposals Echoes the Gap in the Current Approach

Recognizing the inadequacy of the current regulatory approach to the decentralized technology industry,\footnote{Some of the literature is solely dedicated to proving out the extentiveness of this inadequacy. See, e.g., Grinberg, supra note 58; Tu & Meredith, supra note 117.} the current literature suggests several alternative proposals. The proposals can be grouped into three categories. First, various proposals attempt to apply existing law to bitcoin and other decentralized virtual currencies by shoehorning the decentralized payment applications into a specific type of asset or property category. Second, many commentators argue that federal financial services law should apply to all decentralized virtual currencies in order to address the money laundering risk, but that the remaining policy issues should be left to the states to address. Third, a variety of proposals call for various methods and levels of self-regulation.

Notably, most of the proposals in each category focus on building a regulatory approach to bitcoin and other decentralized virtual currencies, and do not address regulation of the underlying decentralized ledger technology. When the literature does turn its attention to the legal implications of decentralized ledger technology, it tends to skip the question of how to regulate the blockchain and moves straight to jurisprudential questions of how the blockchain might disrupt or alter known legal structures such as contract law, property law, and judicial decision making.\footnote{See generally Fairfield, Bitcoin Bots, supra note 30.\footnote{See generally Fairfield, BitProperty, supra note 13.\footnote{See generally Michael Abramowicz, Cryptocurrency-Based Law (George Wash. Law Sch., Research Paper No. 2015-9, 2015), available at http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2573788 [https://perma.cc/NHL7-G3MA].}
The literature leaves a significant gap, which will have a substantial impact on both current entrepreneurial efforts to build regulatory-compliant businesses and the ability of decentralized ledger technology to actually impact the other jurisprudential questions raised by the literature. The blockchain and other similar technologies will never revolutionize property law, for example, if the regulatory environment is so hostile that no software developer can risk developing the product that will spark the revolution. To develop a regulatory approach robust enough to account for the many uniquely beneficial aspects of decentralized ledger technology, the various market and governance failures that have historically plagued such technologies, and the variety of forms taken by decentralized ledger technology, and to allow for continued innovation, this Section first develops certain criteria for evaluating alternative regulatory approaches. This Section then weighs existing alternative regulatory proposals against these criteria, finding that none of the current proposals meet all of the criteria to a high degree. This Section concludes by attempting to define the boundaries of the regulatory lacuna left by both the current regulatory landscape and the academic literature, thereby setting the stage for developing a gap-filling alternative approach in Part IV.

A. Criteria for Evaluating Alternative Regulatory Proposals

To objectively consider whether any of the presently proposed alternative regulatory approaches adequately fill the lacunae in the current regulatory landscape, this Article proposes the use of the following seven standards: (1) minimize compliance risk; (2) minimize risk of illicit use; (3) minimize malfunctions and related problems; (4) minimize data security risk; (5) minimize systemic risk; (6) promote innovation and adaptability, and (7) maximize political feasibility. These criteria are drawn from the policy priorities reflected in the current state of decentralized ledger technology regulation and from financial regulatory theory.

Compliance risk refers to "the risk of loss associated with non-compliance with laws, rules, regulations, prescribed practices, or ethical standards." This criterion aims to capture the policy priorities that underlie many of the ex ante regulatory measures presently applied to the decentralized ledger technology industry, including anti-money laundering and terrorist financing controls, and minimum net worth and bond require-
ments found in state money transmission laws. Risk of illicit use refers to “the risk of penalties if the failure to comply with required guidelines to curb illicit use . . . is discovered.”\(^{131}\) This criterion reflects ex post punishments for criminal behavior using decentralized ledger technology. Malfunctions and related problems refers to “malfunctions that are the result of unintentional circumstances or events . . . or intentional circumstances or events . . . .”\(^{132}\) This criterion reflects the history of malfunctions resulting from unintentional circumstances in the decentralized ledger technology industry, including, for example, the fork of the blockchain in March 2013,\(^{133}\) theft of consumer bitcoins held in trust by industry actors (such as the case of the Mt. Gox failure),\(^{134}\) and the potential for an intentional 51% attack on the blockchain\(^{135}\) or similar attacks on other decentralized ledger technologies.\(^{136}\)

Data-security risk refers to “unauthorized modification, destruction, or disclosure of data . . . .”\(^{137}\) Although this criterion may seem counterintuitive in the context of decentralized ledger technology, which sports encryption and cryptographic security features, the security of all applications that interact with decentralized ledger technologies are not created equal. This criterion is designed to ensure that any remaining data-security risk not intrinsically addressed by the underlying technology is addressed by consumer-facing uses of the technology. Systemic risk refers to [the risk that (i) an economic shock such as market or institutional failure triggers (through a panic or otherwise) either (X) the failure of a chain of markets or institutions or (Y) a chain of significant losses to financial institutions, (ii) resulting in increases in the cost of capital or decreases in its availability, often evidenced by substantial financial-market price volatility.\(^{138}\)

131. Id.
132. Id. at 34.
133. See Jeong, supra note 48, at 5.
137. Bradford et al., supra note 86, at 34.
Although this criterion relies on a definition from financial regulatory literature, here, it is not intended to be used only with reference to the payments applications of decentralized ledger technologies. Rather, as each decentralized ledger protocol represents a system, albeit not necessarily a financial system, systemic shocks may result in parallel effects. This criterion is intended to be used by way of extrapolation, drawing parallels between the complexities and interrelatedness of the financial system and those of decentralized ledger technologies.\(^{139}\)

Promoting innovation and adaptability refers to the ability to reduce the lag between the law and the technology it regulates through mechanisms designed to promote innovation and enable relatively fast regulatory adaptation to those innovations. This criterion reflects both the recognition that decentralized ledger technology has quickly evolved and that it will likely continue to do so. It also captures the complexity of the technology, which like the financial system it frequently interacts with, traditionally "innovate[s] more quickly than regulators can adapt."\(^{140}\) Political feasibility refers to the variety and number of actors that will support the regulatory approach.\(^{141}\) Given the decentralized nature of the technology to be regulated, wide stakeholder buy-in will be crucial to the effectiveness of any alternative regulatory proposal.\(^{142}\)

B. Categorizing Decentralized Virtual Currencies as a Recognized Legal Asset

The first group of alternative proposals presented by the academic literature focuses on the payments application of decentralized technologies and argues that bitcoin and related decentralized virtual currencies should be regulated as a specific type of asset, such as intangible prop-

139. Indeed, this Article has drawn such parallels throughout, including with reference to the ex ante/ex post regulatory dichotomy and with regard to elements of the endogenous approach proposed below. This is in no way intended to suggest that the payments applications of decentralized ledger technologies are the focus of the analysis presented here. In fact, the opposite is intended. However, the complexity of issues, the speed of innovation, the potential for system-wide impact (both good and bad), and the number of points-of-entry for consumers are all parallels that make financial regulatory literature a useful point of reference. Notably, the analysis in this Article does not end with financial regulatory literature. Rather, the diffuse nature of the inquiry, incorporating elements of technology law, financial law, comparative law, and international development law, reflects the depth of the technology and related points of regulatory inflection at issue.

140. Schwarcz, Systemic Risk, supra note 118, at 260.

141. See Bardach, supra note 128, at 41–42 (referring to this criterion as political acceptability and defining it as "a combination of two conditions: too much opposition (which may be wide or intense or both) and/or too little support (which may be insufficiently broad or insufficiently intense or both)").

142. See Wright & De Filippi, supra note 2, at 57 (arguing that if decentralized ledger community does not buy-in to regulatory proposal, it could defeat it by refusing to adopt new rules).
money, securities, uncertificated securities, or some other presently recognized form of legal asset. One of the goals of these proposals appears to be reducing uncertainty as to which legal regimes apply to bitcoins. If bitcoins are categorically money, property, or some other form of recognized legal asset, the path to regulatory compliance becomes clearer: follow the traditional rules applicable to that asset. Various practical difficulties plague this approach. First, not all decentralized virtual currencies behave in precisely the same way and therefore may not all fit within the definition of the traditional legal asset at issue. Second, implementation issues may arise that leave the sufficiency of compliance efforts uncertain. For example, issues of adequate implementation have plagued even the most well-meaning industry actors with regard to compliance with federal money service business regulations and state money transmitter laws.

Two significant theoretical difficulties face these approaches as well. First, these approaches only consider the regulation of the payments application of decentralized ledger technologies, ignoring the underlying technology and its other potential use cases entirely. In other words, if the primary criteria for these approaches is to provide regulatory clarity, to the extent it does so at all, it only achieves that criteria for one application of

143. See, e.g., Rhys Bollen, The Legal Status of Online Currencies: Are Bitcoins the Future?, 24 J. BANK. & FIN. L. & PRAC. 272, 279 (2013) (arguing that "Bitcoins are a form of intangible private property, a valuable digital artefact" and are therefore "analogous with other forms of intangible private property, such as digital music, shares, licenses, trademarks, copyright, goodwill, domain names, frequent flier points and brands"); Nelson DaCunha, Virtual Property, Real Concerns, 4 AKRON INTELL. PROP. J. 35, 41 (2010) (noting that if decentralized virtual currencies are a form of intangible property, tort law offers one way to protect interests of both users and service providers).

144. See Bryans, supra note 56, at 441; Nicholas A. Plassaras, Comment, Regulating Digital Currencies: Bringing Bitcoin Within the Reach of the IMF, 14 CHI. INT'L L. 377, 403 (2013).


the technology, leaving the rest of the industry either in unchartered waters or, perhaps worse, attempting to comply with a regime that is ill-suited to the technology use at issue. Second, these approaches do nothing to resolve the underlying tension of a combined ex ante and ex post approach to regulating decentralized ledger technologies. In sum, although these approaches address the criteria of compliance risk and illicit use to a high degree, they do not promote innovation and adaptability, minimize systemic risk, or solicit broad stakeholder buy-in.

C. Applying Federal Financial Service Laws and Otherwise Deferring to State Regulation

The second group of proposals argues that decentralized ledger technology service providers, and especially those offering a service related to decentralized virtual currency, should remain subject to existing “customer-identification program and AML compliance program requirements of Sections 326 and 352 of the USA PATRIOT Act, and with the economic sanctions regulations enforced by OFAC” and FinCEN regulations as appropriate, and that the remaining regulatory functions should be left to state governments.148 Within this second group, the proposals for state approaches to regulation vary widely and include a recommendation to require exchanges to pay premiums to a third-party insurer of the exchange’s choice149 and an elective tax on anonymity,150 among others.151 The wide variety of specific recommendations within this sec-

148. Trautman, supra note 18, at 43 (quoting The Present and Future Impact of Virtual Currency: Joint Hearing Before the Subcomms. on Econ. Pol’y & on Nat’l Sec. & Int’l Trade & Fin. of the S. Banking Comm., 113th Cong. 2–3 (2013), available at http://www.bankng.senate.gov/public/index.cfm/hearingsID=955322CC-D648-4A00-A41F-C23BE8FF4CA (statement of Sarah Jane Hughes, Univ. Scholar & Fellow in Commercial Law, Ind. Univ. Maurer Sch. of Law)); see also Middlebrook & Hughes, supra note 76, at 840 (noting that regulating cryptocurrencies by analogy to existing regulatory schemes may have higher likelihood of success because “[t]he law has a tendency to address new products and technologies by analogizing to existing regulatory schemes”); Joshua J. Doguet, Comment, The Nature of the Form: Legal and Regulatory Issues Surrounding the Bitcoin Digital Currency System, 73 LA. L. REV. 1119, 1147–49 (2013) (examining three regulatory approaches and arguing that compliance with existing anti-money laundering regulations offers existing opportunity to curb illicit uses of bitcoin payment system).


150. See Marian, supra note 24, at 54.

151. See, e.g., Gruber, supra note 55, at 204–08 (arguing for compliance with existing BSA and tax law and for additional prohibition of mixing technologies and use of Tor network to enhance anonymity); Misha Tsukerman, Note, The Block Is Hot: A Survey of the State of Bitcoin Regulation and Suggestions for the Future, 30 BERKELEY TECH. L.J. 1127 (2015) (arguing for registry linking bitcoin wallet public keys to user’s identity). Notably, both of these proposals focus on the anonymous nature of bitcoin transactions as the primary policy problem to be addressed. See Kaplanov, supra note 50, at 113–14 (arguing that bitcoin should be regulated as community currency).
ond group stems from the emphasis each proposal places on specific characteristics of decentralized virtual currency. For example, the third-party insurance solution emphasizes the price volatility that characterizes bitcoin and uses economic theory to suggest a way to minimize investor risk and protect consumers against the price volatility with minimal government intervention.\textsuperscript{152} Meanwhile, the elective tax on anonymity seeks to reduce what is commonly perceived as a core benefit that decentralized virtual currencies offer to criminal masterminds: anonymity.\textsuperscript{153}

Despite the variety of approaches, each of the proposals in this group attempts to bridge the gap between the policy concerns presently voiced by regulators and the frustration of many decentralized industry participants. In particular, many of the proposals start from the premise that the payments applications of decentralized technologies present a real risk of money laundering and facilitation of other criminal activity.\textsuperscript{154} Further, the proposals recognize that users of decentralized payments systems face real risk of loss of funds and other assets.\textsuperscript{155} These proposals, however, face difficulties similar to the first group of proposals: practical difficulties to implementation, a singular focus on bitcoin and other payments applications of decentralized ledger technology, and proposals for regulatory frameworks that emphasize one perceived characteristic of decentralized virtual currencies at the expense of others. In other words, these proposals, like both the first group of proposals and current regulation, minimize compliance risk and illicit use at the expense of innovation and adaptability. Further, these proposals lack structured consideration of issues related to minimizing malfunctions, data security, or systemic risks. Finally these approaches will likely not garner broad stakeholder support, especially among industry stakeholders. As a result this group of proposals generally only upholds two of the criteria to a high degree.

D. Proposals for Self-Regulation

The third and most prominent group of proposals calls for various levels of industry self-regulation.\textsuperscript{156} One such proposal argues for a threeteried self-regulatory approach. The three tiers would include: (1) the code itself acting as law to restrain activity; (2) contractual obligations self-
imposed through a service provider’s terms of service, privacy policy, and other consumer facing documents; and (3) private lawsuits to hold service providers “liable for all losses due to their negligence, recklessness, or disregard for” users’ rights.157 Other commentators suggest that a new body of law, which they term “Lex Cryptographia,” will emerge as “a set of rules administered through self-executing smart contracts and decentralized (and potentially autonomous) organizations.”158 Recognizing Lex Cryptographia as a form of self-regulation in the vein of its predecessors, Lex Mercatoria and Lex Informatica, Wright and De Filippi argue that “[o]ne of the key consequences of the blockchain could be a rapid expansion of what Lawrence Lessig referred to as ‘architecture’—the code, hardware, and structures that constrain how we behave—or at a minimum a redefinition of how laws and regulations are designed, implemented, and enforced.”159

Although this Article contends that promoting innovation and adaptability will be a key aspect of regulating decentralized ledger technology, these self-regulatory proposals elevate this criterion over all others. Doing so discounts the actual market failures that have occurred since the introduction of decentralized ledger technologies, including massive loss of consumer funds caused by the failure of large industry players, such as Mt. Gox.160 The self-regulatory proposals do not, however, limit their scope to the decentralized virtual currency applications of the underlying decentralized ledger technology. Rather, it is the very recognition of the vast and complex potential use cases for the underlying technology that causes these writers to counsel self-regulation. Proposals for self-regulation of decentralized ledger technologies face several challenges. First, the threat of ex post incentives for compliance has proved important to the regulatory history of decentralized virtual currencies to date. Without the power to impose ex post regulation, whether through enforcement activity or some other form of ex post incentive, it is unclear how proposals for self-regulation intend to address the compliance, illicit use, and malfunction risk criteria. Second, Lex Mercatoria and Lex Informatica largely provide rules for the private sphere, while many of the core policy concerns facing the decentralized ledger technology industry implicate matters of public law as well. As a result, a self-regulatory approach, including a Lex Cryptographia that follows the pattern of its predecessors and focuses on rules for the private sphere, will be ill-suited to address systemic risk.

157. DaCunha, supra note 143, at 45, 58, 71.
158. Wright & De Filippi, supra note 2, at 48.
159. Id. at 50 (footnote omitted) (citing LAWRENCE LESSIG, CODE AND OTHER LAWS OF CYBERSPACE VERSION 2.0, at 24 (2d ed. 2006) [hereinafter LESSIG, CODE AND OTHER LAWS]).
160. See Takemoto & Knight, supra note 134.
E. Crystalizing the Problem and Defining the Boundaries of the Regulatory Lacuna

Taken as a whole, the present alternative regulatory proposals focus on the same policy priorities as the current regulatory approach: focusing overwhelmingly on the payments applications of decentralized ledger technologies, curbing illicit uses of such payments applications, reducing the perceived extreme level of anonymity afforded to use of such payments applications, protecting consumers from financial loss, and predominately focusing on ex ante measures followed by ex post supplemental enforcement actions as necessary. Furthermore, both the current regulatory landscape and the alternative proposals focus their efforts on the centralized actors in the ecosystem. Although this approach arguably worked well with regard to regulating the Internet, it appears to be experiencing higher levels of inefficiency and ineffectiveness in the context of decentralized ledger technologies. As regulation of the Internet experienced in the 1990s, so regulation of decentralized ledger technologies is experiencing now: a lacuna in the regulatory approach that results in law lag. Regulation that focuses on the centralized actors in a decentralized ecosystem simply will not be able to keep pace. There is some level of urgency related to addressing the law lag, as the level of decentralization in the ecosystem is only expected to grow.

The above discussion reveals four core elements of the gap between law and decentralized ledger technology that is causing the law lag. First, the complete failure to regulate at the decentralized ledger level rather than the payments application level occupies a large place in the regulatory gap. This failure implicates two of the criteria: promoting innovation and adaptability and minimizing systemic risk. Second, the current and alternative approaches are overly reactive to the past bitcoin market failures. The heavy emphasis on anti-money laundering and curbing other illicit uses are directly reactive to the Mt. Gox failure, and the E-Gold, Liberty Reserve, and Silk Road enforcement actions. Similar to the pattern of overreacting to past crises that characterizes most existing financial regulation, this reactive approach implicates the criteria of compliance, illicit use, malfunction, and data security risks. Third, the present and proposed alternative regulatory approaches are grounded in the characteristics of bitcoin and decentralized virtual currencies as they appear at present. This artificially ties effective regulation to a specific moment in time and a specific market context. Again, this flaw echoes that of existing financial regulation more generally and implicates the innovation and

161. See Wright & De Filippi, supra note 2, at 55.
162. See id. at 56–58; see also Abramowicz, supra note 127; Fairfield, Bitcoin Bots, supra note 30.
163. See Anabtawi & Schwarcz, supra note 138, at 1351.
164. See id. at 1369 ("It is our view, however, that additional measures are, and will continue to be, needed to protect the financial system from unforeseen economic shocks. In part, this is because the measures that have been adopted re-
adaptability and systemic risk criteria. Finally, it remains unclear whether the mishmash of ex ante and ex post regulation is purposeful or simply the result of various regulators applying existing laws to an emerging technology. When viewed in this light, the regulatory gap crystallizes and may be problematized in the following manner: what regulatory approach (ex ante, ex post, a combination of both, or neither) will treat decentralized ledger technology holistically, including taking a balanced approach to rectifying past crises, without tying regulation to specific implementations or applications of the technology, while maximizing the seven criteria to a high degree?

IV. FILLING THE GAP WITH AN ENDOGENOUS THEORY OF DECENTRALIZED TECHNOLOGY REGULATION: AN INITIAL PROPOSAL

Current regulation of decentralized virtual currencies and the existing literature assume that the form of regulation is limited to the following dichotomy: “[S]elf-regulation (i.e. through market-based mechanisms, or with the support of a private regulatory body like the Bitcoin Foundation) or by means of state regulation.”165 This Article, however, has demonstrated that neither choice effectively incentivizes decentralized technology ecosystem participants to prevent the market and governance failures that primarily concern regulators. This Article therefore challenges the conventional dichotomy and proposes a third alternative: an endogenous model of regulation that simultaneously governs from within and without, and sidesteps the ex ante/ex post regulatory choice by building compliance into the protocol and thereby eliminating the need for incentives. In so doing, this Article investigates the impact that decentralized technologies will have on the regulatory exercise itself.

A. An Endogenous Theory of Regulation for Decentralized Ledger Technologies

The concept of endogenous regulation can be found in various branches of academic literature, including economics, development, comparative law, and financial regulation. This Article suggests an approach to endogenous regulation that relies on insights from each of these areas in order to meet the criteria for decentralized ledger technology regulation identified above in Part III(A) and fill the regulatory lacuna identified in Parts II and III above. Synthesizing the various commentaries regarding endogenous regulation leads to an approach that is iterative, cooperative, focused on the functional purposes for enacting regulation, and implemented from within the market requiring regulation.
Generally speaking, the term *endogenous* refers to the concept of “[h]aving an internal cause or origin.”166 For economists, “[t]he theory of endogenous policy describes how self-interested agents influence the choices made regarding government policies.”167 In particular economic theory considers the endogenous evolution of regulation as one that is “incremental, and continuous, producing small effects at each individual step but cumulatively resulting in ever deeper levels of cooperation.”168 Economic development literature similarly conceptualizes an endogenous approach as an iterative and cooperative one, in which “the distinctiveness of individual cultures and societies should be at the center of determining the goals to be pursued.”169 This approach links culture to development and argues that because the other system possesses a unique cultural identity, it should be “entitled to freely choose [its] own method[ ] for achieving full political and economic independence.”170 The contribution of endogenous development theory relevant to the present regulatory inquiry is the premise that when promoting development in another system, whether through the imposition of new regulations171 or otherwise, it is


necessary to understand "the ways in which local innovations and gains can be preserved as part of local economic and cultural power."\textsuperscript{172}

The financial regulatory literature also explores an endogenous or functional approach to regulation.\textsuperscript{173} The functional approach to financial regulation argues that in order to regulate "a dynamically changing financial system," which rapidly changes in unexpected ways, "it may be more effective—or at least instructive—to focus on the system's underlying, and thus less time-dependent, economic functions than to tie regulation to any specific financial architecture."\textsuperscript{174} A functional approach is desirable, the theory argues, because it is well-suited to "analysis of a highly complex or unknown structure" and it "facilitates the analysis of a rapidly changing structure," both of which are qualities of the financial system.\textsuperscript{175}

Comparative legal theory describes a similar approach to understanding regulation and, in particular, a methodology for determining the relevant functions of a system to be regulated, and the appropriate institution with which to achieve that regulation through the concept of the functional method.\textsuperscript{176} The central idea of the comparative functional method is that of functional equivalence, which suggests that "similar functional needs [of society] can be fulfilled by different institutions...."\textsuperscript{177} Functional equivalence posits that social problems are generally universal, but the legal and institutional response to universal social problems need not be.\textsuperscript{178} As a result, the functional method


\textsuperscript{174} \textit{Id.} at 5–6.

\textsuperscript{175} \textit{Id.} at 6.

\textsuperscript{176} The functional method as used in the comparative legal enterprise is designed to help a comparative legal scholar understand the way that a foreign legal system approaches a particular problem through regulation. This Article suggests that this same approach can be used to consider how to approach a particular problem in a foreign system, with decentralized ledger technology being the foreign system. On the idea of code-as-law, which leads to the conception of decentralized ledger technology as a foreign legal system, see Lessig, \textit{Open Code and Open Societies}, supra note 25.


\textsuperscript{178} See Esin Örçü, \textit{Developing Comparative Law}, in \textit{Comparative Law: A Handbook} 43, 51 (Esin Örçü \& David Nelken eds., 2007). Stated another way, "if a society has a certain problem \textit{a}, it must have a legal institution \textit{y}, and different solutions to \textit{a} are functionally equivalent." Michaels, \textit{supra} note 177, at 371.
aims at explaining the effects of legal institutions as functions... and it promises to look at non-legal responses to societal requisites, too. The functional method asks us to understand legal institutions not as doctrinal constructs but as societal responses to problems—not as isolated instances but in their relation to the whole legal system, and beyond, to the whole of society.\footnote{179}

The functional method forces comparative legal scholars to shed the assumption that the absence of a certain legal structure means that the society does not address the social problem the structure is designed to resolve.\footnote{180} Instead, comparative theorists look at the legal and social context of the foreign system as a whole, with the goal of uncovering a functional equivalent—another institution that, although different in structure, serves the same purpose.\footnote{181}

Comparative legal scholars have developed a methodology for uncovering functional equivalents in foreign legal systems.\footnote{182} The first step in functional equivalence analysis is to ask what social problem a certain legal institution seeks to resolve.\footnote{183} In framing this question, comparative theorists seek to eliminate any reference to concepts in their own legal system, but rather state the question in “purely functional terms.”\footnote{184} The next step in the functional method is to search the foreign system for the legal institution responding to the social problem posed. Comparative theorists undertaking this research are obligated to explore all aspects of the foreign system and not expect the legal construct to appear in the same form and context as in the native legal system.\footnote{185}

\footnote{179. Michaels, supra note 177, at 364.}
\footnote{180. See id.}
\footnote{181. See id.}
\footnote{182. Comparative legal scholarship has debated the relative importance of the functional method as opposed to other approaches to comparative law. See generally Jaakko Husa, Farewell to Functionalism or Methodological Tolerance?, 67 RABELS ZEITSCHRIFT 419 (2003) [hereinafter Husa, Farewell to Functionalism] (providing review of debate and arguing for “moderate version of functionalism”). To clarify, the functional method is one of several approaches to micro-comparison, including the study of legal transplants. See Michele Graziadei, The Functionalist Heritage, in COMPARATIVE LEGAL STUDIES: TRADITIONS AND TRANSITIONS 100, 100 (Pierre Legrand & Roderick Munday eds., 2003). The functional method and legal transplants, however, are of particular value to the rule of law development enterprise, and for that reason, are discussed in more detail than other approaches.}
\footnote{183. See Michaels, supra note 177, at 366.}
\footnote{184. Zweigert & Kötz, supra note 177, at 34 (demonstrating, through example, that question should not be “What formal requirements are there for sales contacts in foreign law?” but rather, “How does foreign law protect parties from surprise, or from being held to an agreement not seriously intended?” (internal quotation marks omitted))).}
\footnote{185. Id. at 35 (“Even experienced comparatists sometimes look for the rule they want only in the particular place in the foreign system where their experience of their own system leads them to expect it: they are unconsciously looking at the problem with the eyes of their own system.”).}
In the event that a search of the foreign legal system fails to produce an institution designed to address the problem, the next step for comparative theorists is to ask why the legal system does not provide such an institution.\footnote{See id.} This step in functional methodology forces comparative theorists to search the entire foreign system, rather than narrowly focusing on the legal system.\footnote{See id.} In particular, comparative theorists investigate the foreign system’s cultural and customary norms in search of an institution that addresses the problem.\footnote{See id.} By the end of the comparative endeavor, comparative theorists have either discovered a functionally equivalent institution, or have discovered the reason for the absence of one.\footnote{See id.}

As a result of the functional method, comparative theorists “know that law, just like culture, is not monolithic.”\footnote{Graziadei, supra note 182, at 115.} Instead of prescribing which laws work best, the comparative functional method “sets out to understand what makes law work.”\footnote{Id.} By beginning the inquiry with the social function of law,\footnote{See Husa, Farewell to Functionalism, supra note 182, at 423; Jaakko Husa, About the Methodology of Comparative Law – Some Comments Concerning the Wonderland. . . 8 (Univ. of Maastricht Faculty of Law, Working Paper No. 2007/5, 2007) [hereinafter Husa, Wonderland] (“The point of departure for comparison ought to be . . . the socio-legal function.”).} the comparative functional method creates a framework in which it is possible to avoid “the problem that one perceives the foreign systems mainly through the mind-set of one’s own legal system.”\footnote{Husa, Farewell to Functionalism, supra note 182, at 423; see also Husa, Wonderland, supra note 192, at 8.} In doing so, the functional method enables the comparative theorists to conceive of possible reasonable substitutes, rather than assume that one set of institutions is essential for meeting a certain set of regulatory criteria.

Ultimately, then, in undertaking the micro-comparison enterprise through the functional method, the first question is not, \textit{How can this specific institution be successfully transplanted?} but rather, \textit{Which institution can be transplanted that would successfully address the problem?} If decentralized ledger technology is considered a “foreign system,” with protocol rules that govern its usage and a coding language all its own, the comparative functional method becomes a core element of an endogenous approach to decentralized ledger technology development. Essentially, when combined with foundational concepts from functional financial regulation, endogenous economic regulation, and endogenous development, the comparative functional method offers regulators a tool for engaging in a two-way regulation design process that requires the participation of core developers in the decentralized ledger technology ecosystem. By doing so, the construct of an endogenous or functional approach to regulating de-
centralized ledger technology has the potential to meet a majority of the criteria set forth in Part III above to a high degree and therefore offers a potential avenue for filling the gap in the current regulatory landscape and academic literature. Because it is difficult to assess the fulfillment of the criteria in the abstract, this Article next offers one possible implementation and uses it to demonstrate the capacity for endogenous regulation to offer flexible, adaptable, and feasible regulation that minimizes a variety of risks to a high degree.

B. Technology-Assisted Regulation: A Proposed Implementation of Endogenous Regulation in the Decentralized Ledger Technology Ecosystem

Taking the various strands of endogenous and functional regulation together reveals a synthesized approach that is iterative, cooperative, focused on the functional purposes for enacting regulation, and implemented from within the market requiring regulation. These are the core elements of the endogenous theory of decentralized ledger technology proposed here. Taking the last element first, this Article proposes that regulation of decentralized ledger technology should build on the body of literature, most prominently led by Lawrence Lessig, that argues for the use of code-as-law. The proposal here is not for allowing the industry to self-regulate through rules created by use of the blockchain or other similar technologies. Nor is this a proposal for using smart contracts to create a code of law that enables the regulation of private actors and decentralized autonomous organizations. Finally, this is not a proposal for layering law on top of technology architecture in order to form a com-

194. See, e.g., LESSIG, CODE AND OTHER LAWS, supra note 159, at 24; Lawrence Lessig, Foreword, 52 STAN. L. REV. 987, 990 (2000) (explaining that phrase "[c]ode is law" was meant "[m]etaphorically, in that the code controls behavior as law might control behavior" (internal quotation marks omitted)). In Lessig's conception of code-as-law, the idea is that writers of code, private actors, constrain behavior as they write rules into the code. See Lessig, Open Code and Open Societies, supra note 25, at 1408.

The code of cyberspace—whether the Internet, or a net within the Internet—defines that space. It constitutes that space. And as with any constitution, it builds within itself a set of values and possibilities that governs life there. . . . And the design of code is something that people are doing. Engineers make the choices about how the world will be. Engineers in this sense are governors.

Id.

The proposal here builds Lessig's conception of code-as-law into law-through-code, or technology-assisted regulation, something that Lessig doubted could be achieved in an open source environment. See infra note 219 and accompanying text.


196. In other words, this is not a proposal in the same vein as Wright & De Filippi's Lex Cryptographia. See generally Wright & De Filippi, supra note 2.
Rather, this is a proposal that regulators undertake the dual task of enacting a law or regulation via statute, and then implementing that statute through code, so that it is endogenously incorporated into the decentralized ledger technology or applications running on top of the technology. In other words, while several commentators have suggested that increasingly complex systems of smart contracts can be used to create new rules and constructs for organizations, corporate entities, property, and government bodies, this proposal contests that the first and primary target for regulation-through-code is the technology itself. In this way, the endogenous theory of regulation advanced here reflects Lessig's suggestion that

> [r]egulation in cyberspace is, or can be, different. If the regulator wants to induce a certain behavior, she need not threaten, or cajole, to inspire the change. She need only change the code—the software that defines the terms upon which the individual gains access to the system, or uses assets on the system.

Achieving such implementation of regulation-through-code, which this Article will refer to as technology-assisted regulation, will organically require that regulators adopt the other elements of the endogenous approach. Namely, because the writing of code is limited by certain properties of the protocol, regulators will be unable to craft the requisite rules without cooperating with members of the decentralized ledger technology ecosystem. Further, only an iterative process of incorporation and feedback will lead both the drafters of statute and the writers of code to a place of thoughtful and meaningful regulation. Finally, cooperation between regulators and industry members in an iterative process will inevitably lead to discussions about the functional purpose of current regulation and how to translate those purposes into mechanisms that serve as a functional equivalent within the code. If such a level of cooperation could be achieved, the criteria of political feasibility would be met to a high degree, as buy-in would be required of regulators and industry members alike.

197. See Lessig, Code and Other Laws, supra note 159, at 123 (arguing that regulation is composed of various levels of constraints, including laws, market, social norms, and architecture (including code)); see also DaCunha, supra note 143, at 58, 64, 68 (arguing for three layers of bitcoin regulation); Andy Yee, Internet Architecture and the Layers Principle: A Conceptual Framework for Regulating Bitcoin, 3 Internet Poly’Rev. 1 (2014).

198. See Wright & De Filippi, supra note 2, at 50.

199. See Mihaela Ulieru, Organic Governance Through the Logic of Holonic Systems, in From Bitcoin to Burning Man and Beyond: The Quest for Identity and Autonomy in a Digital Society, supra note 75, at 113, 128.

200. See generally Fairfield, BitProperty, supra note 13.

201. See generally Abramowicz, supra note 127.

Writing regulation into the code is not only possible, but is organic to the system. It is possible that an interaction between the decentralized ledger technology industry and regulators could be coordinated through a centralized entity representing the community, such as the Bitcoin Foundation,203 the Digital Asset Transfer Authority (DATA),204 or a similar organization created specifically for this purpose. However, the chosen organization may dissolve while the need for regulation would remain constant. As a result, coordinating the cooperative, iterative endogenous regulation process through such a centralized entity, while familiar to regulators, may not be the most beneficial in the long run. In any event, such efforts need not be implemented through a centralized organization. “There is evidence that community consensus can result in the resolution of” issues related to decentralized public ledger maintenance.205 As such, “if the [decentralized ledger technology] network came to a consensus about modifying the rules,” the rules of the system could change.206 In fact, it is likely that much decentralized public ledger maintenance is conducted by a small group of core developers and a handful of additional volunteers recruited by the core team.207 Moreover, many of the prominent decentralized ledgers have adopted such a structure,208 and evidence shows that “large successful open source projects typically have a benevolent dictator who makes decisions.”209 Furthermore, decentralized ledger technologies and, in particular, the payments applications that run on them, arguably already contain “a number of economic rules that serve as monetary policy enacted in code.”210 In fact, the very issues of who can conduct transactions, under what circumstances and when, are all determined by rules built into the protocol.211

By leveraging smart contracts and other features of decentralized ledger technologies, regulation can be implemented at a systemic, decentralized ledger technology level, as opposed to an application-specific level (e.g., focusing solely on payments). In doing so, this proposal fulfills two criteria to a high degree: minimizing systemic risk and promoting innovation and adaptability. Implementing regulation from within the code it-
self promises an opportunity to create system-wide mechanisms for absorbing shocks such as market or institutional failure triggers. Further, like the financial system, "technology evolves in an unpredictable way"\(^{212}\) and at a rapid pace. This is particularly true of decentralized ledger technologies, which only first emerged in 2009 and are already disrupting traditional markets and legal structures. Regulation at the decentralized ledger technology level will help avoid "[t]he danger [ ] that [blockchain] technologies as a whole may be cabined to one use case by the development of a specific legal regime, say, payments and money transmission services, and not left open to other potential uses."\(^{213}\) Further, a functional approach to regulation, once built-in at a code-as-law level, and once supplemented by a formal decentralized consensus mechanism for updating regulation to reflect protocol and software changes in real time,\(^{214}\) promises to keep pace with the changes in technology and decrease the length of the law lag that presently plagues the decentralized ledger technology industry. Fulfilling these criteria to a high degree is among the key contributions of this regulatory approach, as neither the current landscape nor current alternative proposals feature these characteristics.

A third key contribution of this approach regards minimizing compliance risk and the risk of illicit use.\(^{215}\) Here, the heart of the regulatory exercise comes into motion: Will regulation seek to minimize such risks via ex ante or ex post measures? What if this dichotomy could be eliminated? If the system incorporates regulation-through-code, self-executing code will be regulatory-compliant, and the choice presented to individual actors will no longer be whether to comply or not, but will merely be whether or not to use the system.\(^{216}\) When viewed in this light, the prospect of regulating decentralized ledger technology from within raises is-


\(^{213}\) Fairfield, BitProperty, supra note 13, at 869.

\(^{214}\) I note here that the economic literature occasionally makes reference to a slow pace of endogenous changes. This appears to be a general reference to the time required for the endogenous regulatory effort to take root. I recognize this potential difficulty to the proposed approach and discuss it more fully in infra note 219 and accompanying text.

\(^{215}\) It is not presently clear that endogenous regulation will make any further contribution to minimizing data security risk, malfunctions, or related unintended problems other than that which is already present in the protocols. One issue that might be addressed through the functional method inquiry is the issue of privacy of financial information on a public ledger, especially as adoption becomes more widespread, or if mainstream banks adopt use of decentralized ledger technology. For now, however, these criteria are considered a wash—neither enhancing nor detracting from the suitability of the proposed endogenous regulatory approach.

\(^{216}\) See Lessig, Code and Other Laws, supra note 159, at 125 ("The code or software or architecture or protocols set these features, which are selected by code writers. They constrain some behavior by making other behavior possible or impossible. The code embeds certain values or makes certain values impossible.").
issues more important to regulatory theory than simply how to approach the regulation of decentralized ledger technology, or the subset of related applications that includes bitcoin. Rather, the possibility of endogenous regulation of decentralized ledger technology raises the possibility of disrupting the regulatory exercise as we know it. This is a particularly distinct possibility in the financial regulation realm for several reasons.

First, as this Article has noted throughout, regulation of decentralized ledger technology poses many of the same challenges as regulation of the financial system. Second, significant financial industry actors are moving to incorporate decentralized ledger technology into the mainstream financial system. If decentralized ledger technology can make an endogenous theory of financial regulation or a functional approach to financial regulation a practical reality and, if it can go a step further to enhance innovation and the ability of regulators to keep pace with such innovation, solving the riddle of how to regulate the blockchain and similar technologies will have far more significant consequences than alleviating the immediate regulatory quagmire facing the businesses in the decentralized ledger technology ecosystem.

C. Challenges to Implementation and a Call for Further Research

The above proposal lays out the foundation for pursuing endogenous regulation of decentralized ledger technologies, through a cooperative, iterative process that focuses on the functional purposes for enacting regulation, implemented from within the system requiring regulation. The proposal may, however, face various practical and theoretical challenges to adoption and implementation. First, it is not clear the extent to which endogenous regulation meets the criteria of political feasibility. It may be impossible to know the extent of stakeholder buy-in to the approach until after initial regulatory proposals are presented to the development team for integration into the code. This could pose a powerful practical obstacle to the endogenous regulatory enterprise. As Wright and Filippi explain:

[T]he open nature of blockchain-based architecture means that most, if not all of the applications deployed on the blockchain could be reproduced and adjusted by anyone, in order to fulfill different functions and satisfy the needs of different groups and communities. As a result, dictating the manner in which software developers design a particular application protocol, or forcing software developers to introduce a particular feature into the code will only work to the extent that the user-base actually

---


218. See generally Schwarcz, Functional Approach, supra note 173.
agrees to switch to the new protocol. Failure to reach consensus amongst users means that software will remain in use.\textsuperscript{219}

Another practical challenge to adopting endogenous regulation is the time that it may take to get the cooperative, iterative process up and running, and to put a consensus building mechanism into place that will allow regulators and the core development teams to gauge the political feasibility of any specific regulation being considered for inclusion as regulation-through-code. The economic and development literature both hint at a view that the endogenous approach is a slow method.\textsuperscript{220} Such delays may temporarily increase the law lag, but not more so than if no new regulatory approach is taken.

A third challenge to adopting and implementing endogenous regulation of decentralized ledger technology is a theoretical one. Assuming the regulator determines to adopt this proposal for technology-assisted regulation and assuming the regulator uses the functional method to determine that the decentralized ledger technology already contains a mechanism approximating the same function as the real-world regulation intended to be imposed through code-as-law, "how should law regulate" under such circumstances?\textsuperscript{221} Should the law change in response to the differences found in the code, "[o]r should the law try to change the features of cyberspace, to make them conform to the law? And if the latter, then what constraints should there be on the law's effort to change cyberspace's 'nature'?"\textsuperscript{222}

Each of these challenges makes clear that further research into the practical, technical, and theoretical viability of wide-scale endogenous regulation of decentralized ledger technology is necessary. Further research into the implications of a successful implementation of this approach would also be useful. In particular, further exploration of the impact of technology-assisted regulation, or regulation-through-code, on the ex

\textsuperscript{219} Wright & De Filippi, supra note 2, at 57; see also Lawrence Lessig, The Limits in Open Code: Regulatory Standards and the Future of the Net, 14 BERKELEY TECH. L.J. 759, 764 (1999) ("Whether government can regulate code depends in part upon who controls that code. If the code is closed—controlled by private for-profit organizations—then government's power is assured. But if the code is open—outside of the control of any particular private for-profit organization—then the government's power is threatened."). While evidence suggests that the issue is no longer as black and white as Lessig would lead readers to believe, the point is well taken that the open source nature of decentralized ledger technologies may pose a practical challenge to implementing technology-assisted regulation.

\textsuperscript{220} See Helfer, supra note 168, at 665 (describing iterative process proposed here as "endogenous, incremental, and continuous, producing small effects at each individual step but cumulatively resulting in ever deeper levels of cooperation"); see also Reiter, supra note 168, at 211-14 (describing iterative process as one that occurs over time).


\textsuperscript{222} Id.
BEYOND BITCOIN

The ante/ex post dichotomy is warranted in light of industry moves to integrate decentralized ledger technology into the mainstream financial system. Finally, examining whether comparative law's functional method offers some insight into the limits to be imposed upon regulators who elect to use technology-assisted regulation as a policy tool will be critical to ensuring that an endogenous approach to regulation remains cooperative, iterative, and properly focused on function and regulation from within.

V. CONCLUSION

This Article presents a framework for regulating decentralized technology in a holistic, organic, and functional way—an endogenous way. The current patchwork of regulations applied to businesses using decentralized ledger technology is compromised by its inability to adapt to the technology, its inefficient mechanisms for responding to market and governance failures, and its overwhelming tendency to quash innovation in the name of preventing crime and protecting consumers. Alternative regulatory methods proposed to date often fall victim to the same shortcomings. Most such alternative proposals center on regulating payments applications of decentralized technology, such as bitcoin, without regard to the collateral damage caused to other innovative uses of blockchain technology. Proposals that attempt to focus on the novel characteristics of the technology similarly focus on only a subset of novel characteristics, at the expense of the others. To the extent that the present literature discusses decentralized technology through a holistic lens, its inquiry centers on ways new applications (other than payments applications) of decentralized technology may evolve and disrupt the established order. Such literature often bypasses the most pressing current question facing the very innovators who hope to disrupt technology use as we know it: What regulatory approach to the decentralized ledger technology itself can keep pace with innovation while still addressing common market and governance failures? The endogenous theory of regulation proposed in this Article attempts to fill that lacuna.

Importantly, an endogenous approach to regulation will only be effective if each of the relevant stakeholders actively participates. The current regulatory nightmare facing decentralized virtual currencies and decentralized ledger technologies is a result of more than just the mismatch resulting from the application of antiquated laws to revolutionary technology. It also stems from a long history of boisterous, bad industry actors, high volumes of monetary losses suffered by consumers, and unsubstantiated myths regarding the level of anonymity and impunity afforded to criminals using the technology. Dispelling such myths and charting a new industry course will require a collaborative effort between industry actors and regulators. By working together and leveraging the consensus properties of decentralized technologies, industry actors and regulators are well-placed to make technology-assisted regulation, which this Article
submits should be viewed as a practical application of architecture-as-law or code-as-law, a reality. Such endogenous regulation offers unique compliance incentives and stakeholder buy-in that should enable more efficient ex ante regulation while simultaneously reducing the need for expensive coercive enforcement action. Finally, if the endogenous regulation of decentralized ledger technology such as the blockchain proposed in this Article could be achieved, it might pave the way for an entirely new approach to financial regulation: technology-assisted regulation, or regulation-through-code, that bypasses the ex ante/ex post dichotomy and influences actions in real time.