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Corporate Human Trafficking

Carliss Chatman*

The utilization of the internet for human trafficking and sexual exploitation is not an issue that can be tackled one corporation, one country, or one market sector at a time. It is an international problem that requires broader solutions that can protect and provide remedy to victims without chilling the freedom of speech and freedom of contract of consensual parties engaged in sex work. Recent changes to laws related to human trafficking have strengthened the power of litigation, authorizing civil lawsuits against perpetrators of human trafficking that may include third parties who knowingly benefit from trafficking conduct—such as internet providers, business partners, and even banks and credit card companies. These laws have enabled the victims of Jeffrey Epstein to successfully pursue Deutsche Bank and JPMorgan Chase, receiving multimillion-dollar settlements. Pressure from credit card companies who were named in lawsuits combined with other litigation efforts changed the practices of Pornhub and its parent company MindGeek, resulting in the eventual acquisition of MindGeek by Ethical Capital Partners (ECP), a private equity firm intent on giving the company an environmental-, social-, and governance-focused (ESG) makeover. While there is a next chapter for the parent corporation, many of the independent sex workers who depend on platforms for their primary income continue to suffer irreparable harm. Also, to date, MindGeek and Pornhub have not paid settlements on cases arising under the new legislation. Most cases against internet providers have not survived a motion to dismiss. These civil actions also fail to address harm to victims outside the jurisdiction of countries with similar measures. If the goal is to bring an end to exploitation-for-profit on the internet, not merely to legislate morality and end sex work in general, a more comprehensive and targeted solution is needed.

This Essay contemplates a corporate-governance solution that could aid advances in technology by placing a limit on the reliance by company management on corporate structure and contractual relationships to disclaim responsibility and justify inaction. In a prior work, Corporate Family Matters, I propose a definition and governance regime for a particular type of corporate group—the corporate family. A corporate family is an enterprise formed by weaving corporations, partnerships, and LLCs together in a mix of public and private entities acting for the benefit of a parent corporation or for the personal
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gain of one or more leaders of the enterprise. Using MindGeek as an example, this Essay applies this definition to the enterprise and explains how acknowledging the influence of MindGeek and treating the enterprise as a family can provide relief to victims while minimizing collateral harms.
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Introduction

Recent advancements in the law governing the internet and human trafficking were expected to provide a much-needed remedy for victims but have to date fallen short. In 2018, the Fight Online Sex Trafficking Act (FOSTA), in conjunction with its Senate counterpart, the Stop Enabling Sex Traffickers Act (SESTA) (collectively FOSTA-SESTA), received bipartisan support in amending § 230 of the Communications Decency Act so that websites and internet providers can be prosecuted and sued if they knowingly assist, facilitate, or support sex trafficking. FOSTA-SESTA is

1. See Allow States and Victims to Fight Online Sex Trafficking Act of 2017 (FOSTA), Pub. L. No. 115-164, § 2, 132 Stat. 1253, 1253 (2018) (noting Congress’s intent to remove statutory protection that had been inadvertently provided to websites that “unlawfully promote and facilitate prostitution” and “facilitate ... the sale of unlawful sex acts with sex trafficking victims”).
2. Id.
5. See supra note 1 and accompanying text. Although § 230 had been interpreted to shield such providers from liability, see, e.g., Jane Doe No. 1 v. Backpage.com, LLC, 817 F.3d 12, 20–21, 23 (1st Cir. 2016) (holding that websites with “traditional publishing or editorial functions” are
part of a global movement to address human trafficking by expanding definitions and holding third parties accountable for hosting content that promotes such conduct.\(^6\) Survivors of Jeffrey Epstein’s sex-trafficking schemes, for example, have successfully leveraged FOSTA-SESTA’s third-party-liability provisions to recover more than $400 million from Deutsche Bank and JPMorgan Chase because the latter entities had profited from his trafficking operation.\(^7\) Activists, along with victims of Pornhub and its parent company MindGeek, have sued both Pornhub and credit card companies, which has resulted in changes to the way the companies monitor content on their websites.\(^8\)

While we can and should celebrate any recovery for victims of such horrible crimes, these new statutes are better suited for a scenario like Jeffrey Epstein than for an international conglomerate like MindGeek. Victims have had difficulty meeting the burden of proof and establishing *mens rea* even following the changes made by FOSTA-SESTA.\(^9\) The lack of success may

protected by § 230(c)(1)), FOSTA-SESTA was intended to “clarify” that § 230 “was never intended to provide [that] protection.” § 2, 132 Stat. at 1253.


be based, in part, on who the defendants are. Epstein was a single human being engaged in human trafficking, using his personal businesses and banking relationships to facilitate the scheme.\(^\text{10}\) It is easy to trace the connection between third parties and Epstein, which helps to establish their liability. But the typical structure of a multinational conglomerate like MindGeek includes a mix of public and private entities, sometimes including corporations, partnerships, limited liability companies (LLCs), or their functional equivalents, making it difficult to pinpoint where within the enterprise the harm has occurred and who is liable.\(^\text{11}\) Although human trafficking victims pursued legal action against Visa by alleging that the credit card company profited from MindGeek’s human trafficking activity, they were not nearly as successful as the Epstein victims.\(^\text{12}\) This is in part because the claims are too attenuated, even under statutes that redefine third-party liability.\(^\text{13}\) Epstein had a personal relationship with Jess Staley, an executive at JPMorgan.\(^\text{14}\) There is direct evidence of the bank’s awareness of the nefarious nature of Epstein’s business dealings.\(^\text{15}\) As with all merchant accounts, MasterCard and Visa were simply a means for parties to pay

\(^{642–43}\) (N.D. Ill. 2022) (holding that exemption to immunity did not apply to a contracted software provider because the provider did not have actual knowledge or assist in the primary trafficking violation), \textit{rev’d and remanded}, 76 F.4th 544 (7th Cir. 2023); \textit{Doe v. Twitter, Inc.}, 555 F. Supp. 3d 889, 916, 918–20, 922 (N.D. Cal. 2021) (stating that the plaintiffs had successfully plead the knowledge requirement for the claim based on beneficiary liability even though most claims requiring constructive knowledge failed (citing \textit{Wyndham Hotels & Resorts, Inc.}, 425 F. Supp. 3d 959, 969 (S.D. Ohio 2019))), \textit{abrogated by Does 1–6}, 51 F.4th 1137; \textit{Doe v. Kik Interactive, Inc.}, 482 F. Supp. 3d 1242, 1251 (S.D. Fla. 2020) (recognizing that FOSTA permits civil liability for websites only if the conduct underlying the claim constitutes a violation of § 1591, which “requires knowing and active participation in sex trafficking by the defendants”). \textit{But cf.} Woodhull Freedom Found. \textit{v. United States}, 72 F.4th 1286, 1296 (D.C. Cir. 2023) (identifying that sex workers had standing to challenge FOSTA on First Amendment grounds).

\(^{10}\) \textit{See supra} note 7 and accompanying text.

\(^{11}\) \textit{See Carliss N. Chatman, Corporate Family Matters, 12 U.C. IRVINE L. REV. 1, 50 (2021)} (discussing companies’ use of complex structures to evade liability).

\(^{12}\) \textit{See Fleites, 617 F. Supp. 3d at 1165, 1168 (granting motion to dismiss in part); Complaint at 1, 109, Fleites, 2021 WL 2492964 (discussing allegations against Visa).}

\(^{13}\) \textit{Prior efforts to hold credit card companies liable for internet activity have had limited success. See Ronald J. Mann & Seth R. Belzley, The Promise of Internet Intermediary Liability, 47 Wm. & MARY L. REV. 239, 280 (2005) (noting the difficulty of holding intermediaries responsible for internet fraud); Carolyn Carter, Elizabeth Remaut, Margot Saunders & Chi Chi Wu, The Credit Card Market and Regulation: In Need of Repair, 10 N.C. BANKING INST. 23, 24, 32–33 (2006) (discussing the lack of regulation of credit cards).}

\(^{14}\) \textit{See Doe 1 v. Deutsche Bank Aktiengesellschaft, No. 22-cv-10018, 2023 WL 3167633, at *3 (S.D.N.Y. May 1, 2023) (discussing that relationship); see also Doe 1 v. JPMorgan Chase Bank, N.A., 22-CV-10019, 2023 WL 5317453, at *2 (S.D.N.Y. Aug. 18, 2023) (“In its third-party complaint, JPMorgan claims that Staley is liable to JPMorgan to the extent that JPMorgan is liable to plaintiffs. Specifically, JPMorgan asserts four claims against Staley for, (1) indemnification, (2) contribution, (3) breach of fiduciary duty and (4) violation of the faithless servant doctrine.”).}

\(^{15}\) \textit{See Deutsche Bank Aktiengesellschaft, 2023 WL 3167633, at *9 (reiterating plaintiffs’ allegation of those facts).}
MindGeek; they had no direct relationship to the parties making the payments and only a contractual relationship with MindGeek. Many believe the recent changes in MindGeek and Pornhub policies were motivated by Visa’s and Mastercard’s refusal to do business with MindGeek rather than the pressure of the new laws and the potential for litigation. Simply put, the new statutes are still better at addressing the actions of individual bad actors, not systemic problems.

Unfortunately, the use of the internet for sexual exploitation is a systemic problem involving many individuals and companies globally. And while § 230 exacerbated the harm, amending the law without further action will not eradicate the harm. The internet is ubiquitous. Changing the behavior of a single corporation in one or two countries does not stop the proliferation of child pornography or child sexual abuse materials (CSAM),

16. See Patricia Nilsson, Visa and Mastercard Cut Ties with Ad Arm of Pornhub Owner MindGeek, FIN. TIMES (Aug. 4, 2022, 2:23 PM), https://www.ft.com/content/212a88c6-8fae-4f0e-9cafe-122e88e8c7e4 [https://perma.cc/8KBD-U53U] (reporting Visa’s and Mastercard’s decisions to stop working with the advertising arm of MindGeek after a court found that Visa could be held liable for Pornhub’s illegal content); Martin Patriquin, Visa Potentially Liable for Child Sexual Abuse Material on MindGeek-Owned Pornhub, Court Says, LOGIC (Aug. 2, 2022, 8:02 PM), https://thelogic.co/briefing/visa-potentially-liable-for-child-sexual-abuse-material-on-mindgeek-owned-pornhub-court-says/ [https://perma.cc/7F3P-56W9] (noting U.S. District Court Judge Cormac J. Carney’s statement that it wasn’t “fattily speculative” to say Visa “bears direct responsibility” for the monetization of images of child sexual abuse).


18. See, e.g., Katy Noeth, Note, The Never-Ending Limits of § 230: Extending ISP Immunity to the Sexual Exploitation of Children, 61 FED. COMM’NS. L.J. 765, 766–67 (2009) (asserting that the law has rendered ISPs judgment proof); Danielle Keats Citron & Benjamin Wittes, The Internet Will Not Break: Denying Bad Samaritans § 230 Immunity, 86 FORDHAM L. REV. 401, 404 (2017) [hereinafter The Internet Will Not Break] (advocating for changes to § 230 that would provide for “a robust culture of free speech online without shielding from liability platforms designed to host illegality or that deliberately host illegal content”); Danielle Keats Citron & Benjamin Wittes, The Problem Isn’t Just Backpack: Revising Section 230 Immunity, 2 GEO. L. TECH. REV. 453, 454–55 (2018) (explaining that § 230 immunity is too sweeping by contrasting the ramifications of facilitating sex trafficking offline); Mary Graw Leary, The Indecency and Injustice of Section 230 of the Communications Decency Act, 41 HARV. J.L. & PUB. POL’Y 553, 557 (2018) (“[A]lthough § 230 was never intended to create a regime of absolute immunity for defendant websites, a perverse interpretation of the non-sex-trafficking jurisprudence for § 230 has created a regime of de facto absolute immunity from civil liability or enforcement of state sex-trafficking laws.”); Stanley M. Besen & Philip L. Verveer, Section 230 and the Problem of Social Cost, 30 J.L. & POL’Y 68, 72 (2021) (applying Coase’s approach and arguing that some additional regulation is necessary to minimize externalities).

19. The term “child pornography” is used historically; however, scholars and advocates have noted it does not reflect the full range of harms caused to children forced to engage in sexual activity. See, e.g., Mary Graw Leary, The Language of Child Sexual Abuse and Exploitation, in REFINING CHILD PORNOGRAPHY LAW: CRIME, LANGUAGE, AND SOCIAL CONSEQUENCES 109 (Carissa Byrne Hessick ed., 2016) (“For child abuse and exploitation, precise language can help convey the particular gravity of harms against children and the seriousness with which society addresses such...
revenge pornography,\textsuperscript{20} or footage obtained by human trafficking online. The pursuit of litigation against Pornhub and MindGeek may have facilitated both changes to the way the platforms accept and monitor content and a change in ownership for those firms.\textsuperscript{21} But, these changes at Pornhub and MindGeek do not change the behavior of equally large and influential platforms like Google and Meta (formerly known as Facebook), nor do they change the practices of the next company on the horizon. Currently there is no duty to take down materials, and takedown requests are plagued by First Amendment challenges.\textsuperscript{22} As a result, victims have problems removing material from MindGeek and Pornhub, but have also had problems with Meta/Facebook, Instagram, Snapchat, X/Twitter, and Google.\textsuperscript{23} While this Essay focuses primarily on human trafficking and other forms of sexual exploitation involving real images, there is also concern over artificial intelligence and “deepfakes.”\textsuperscript{24} Altered images can be equally harmful and tend to replicate inequality in the real world.\textsuperscript{25} To properly address the vast harms posed by
the internet, it is time to consider how business structure contributes to those harms.

What is specifically missing from these debates is a discussion of how business structure contributes to the difficulties survivors face when attempting to remove their content from all platforms. This Essay proposes a solution that can empower victims internationally while protecting the free speech and other rights of consensual producers of pornography. In a prior work, Corporate Family Matters, I proposed a definition and governance regime for a particular type of corporate group—the corporate family. A corporate family is “an enterprise formed by weaving corporations, partnerships, and limited liability companies (LLCs) together into a mix of public and private entities acting together for the benefit of a parent corporation or for the personal gain of one or more leaders of the enterprise.”

If MindGeek were treated as a corporate family, victims could use its American subsidiaries—and in particular, its most popular subsidiary, Pornhub—to get information about the whole enterprise and force the removal of content across the entire organization. It would thus succeed by providing victims with a non-litigation remedy sooner than they otherwise would have (if they would be provided that remedy at all). All victims deserve a legal avenue to end their exploitation, and the companies that profit from it should not be allowed to use structure as a shield.

The corporate family also buttresses the recent changes to international human trafficking law discussed above. In recent litigation, many victims have alleged more difficult claims, such as racketeering, that require pleading at a higher level and establishing intent. If a network of businesses like those owned by MindGeek were given family treatment, a failure to acknowledge the influence of a parent corporation or a powerful manager or shareholder could tend towards proof of intent to deceive. The real problem

---

27. Id.
29. See supra note 6.
32. Cf. Chatman, supra note 11, at 36-37 (discussing Enron’s use of complex corporate structures to manipulate markets and deceive the public).
is not that MindGeek has the most unique visitors globally across all platforms. It is how those platforms are managed and what the ownership structure has allowed to happen to victims of non-consensual actions.

This Essay first explains the historical and present legal structure of MindGeek and its most visible subsidiary, Pornhub. Although MindGeek was recently acquired by Ethical Capital Partners (ECP), a private equity firm intent on giving the company an ESG makeover, the change in primary ownership does not address the structure that enables MindGeek to evade responsibility for the content of its platforms. This Essay then discusses the shortcomings of litigation and the recent changes to legislation. FOSTA-SESTA has taken major steps towards breaking the barrier to litigation posed by § 230 and helps to prevent third parties with knowledge from benefitting from human trafficking, but those measures are better suited for addressing harms caused by smaller bad actors within the United States and its territories, not multinational corporate conglomerates. Next, this Essay explains my proposed solution of applying the corporate-family structure—and its attendant requirements—to MindGeek. The family structure can address issues internationally before litigation by making enforcement attempts by victims and penalties from law enforcement have force across all entities that fall within the corporate family. Following successful litigation, a U.S. decision or settlement would have international impact—as would one in the European Union, the United Kingdom, Canada, or any other venue seeking to combat human trafficking. In other words, MindGeek’s new ownership would not be able to promote an ESG-inspired message in the developed world without also addressing the harm caused by its platforms in the developing world.

I. Hiding in Plain Sight: The MindGeek Takeover of Pornography

MindGeek may be the most influential company you have never heard of—its websites have over 100 million daily visitors globally, making it, at least by some accounts, the third most-visited platform in the world. In

---

33. See Auerbach, supra note 28 (“MindGeek . . . has over 100 million daily visitors and is one of the top 10 consumers of bandwidth; some reports have them in the top three.”).

34. See infra Part I.


36. See infra Part II.

37. See infra subpart II(B).

38. See infra Part III.

recent years, activists and journalists have brought MindGeek into the spotlight through investigation of and litigation against the company and its largest subsidiary Pornhub—marketed as a kinder, gentler face of the company’s network of “tube” sites. To gain its status as the most visited network of websites on the internet, MindGeek embarked on a takeover of the entire pornography market sector, fully integrating vertically and horizontally through the acquisition of both traditional production studios and numerous websites.

To do so, the company engaged in legal structuring practices commonly used by above-the-board companies: a mix of various entity types internationally, operated separately, in a way that minimizes civil liability and tax burdens.

MindGeek also engaged in some uncommon practices—willful violations of the intellectual property rights of talent for the sake of maximizing advertising revenue on its streaming sites, tax avoidance that authorities have argued crossed the line to tax evasion, website monitoring practices that many deem to be substandard, and relying on structure to avoid responding to requests to remove content.

40. See Auerbach, supra note 28 (“MindGeek owns a large number of porn aggregator ‘tube sites’ (so named because they mimic YouTube’s format) such as Pornhub, YouPorn, and Redtube.”); Alfred Maskeroni, Pornhub Erects Huge Billboard in Times Square After Long Search for a Great Non-Pornographic Ad, ADWEEK (Oct. 8, 2014), https://www.adweek.com/creativity/pornhub-erects-huge-billboard-times-square-after-long-search-great-non-pornographic-ad-160632/ [https://perma.cc/F9XH-FT44] (discussing Pornhub’s efforts to market itself with non-pornographic ads).


42. For a discussion on how companies use complex structures, including spinoffs, to minimize liabilities, see Mark J. Roe, Corporate Strategic Reaction to Mass Tort, 72 VA. L. REV. 1, 49 (1986). See also Dan K. Webb, Steven F. Molo & James F. Hurst, Understanding and Avoiding Corporate and Executive Criminal Liability, 49 BUS. LAW. 617, 625 (1994) (“Given the often complex and decentralized nature of many corporations, it is sometimes difficult, if not impossible, to prove that any single corporate agent acted with the necessary intent and knowledge to commit an offense.”); Carliss N. Chatman, Myth of the Attorney Whistleblower, 72 SMU L. REV. 669, 689 (2019) (discussing the role of complex business structure in the Enron scandal). These methods have been the point of study for many, including the Egmont Group’s Financial Action Task Force. FIN. ACTION TASK FORCE, EGGMONT GRP. OF FIN. INTEL. UNITS, CONCEALMENT OF BENEFICIAL OWNERSHIP 26 (2018). The task force notes:

A key method used to disguise beneficial ownership involves the use of legal persons and arrangements to distance the beneficial owner from an asset through complex chains of ownership. Adding numerous layers of ownership between an asset and the beneficial owner in different jurisdictions, and using different types of legal structures, can prevent detection and frustrate investigations.

Id.

43. See infra text accompanying notes 64–65.
practices have been exposed in litigation—first by government authorities for the company’s tax practices, then in civil litigation by victims. The recent acquisition of the company by a private equity firm signals the potential for change, but this acquisition does not address the corporate structure. This Part first explains the MindGeek structure and then analyzes the impact of civil litigation and the recent change in company control.

A. MindGeek’s Business Structure

Most would agree that a corporate group is defined by ownership and control. However, group status does not necessarily correspond with an increase in responsibility and liability. The absence of formal group status in the United States—specifically in Delaware, the primary jurisdiction responsible for corporate governance—is the motivation behind my proposal to create a new category of group, the corporate family, with a corresponding elevation of legal duty. MindGeek’s operations would fit within most definitions of corporate group and fits my definition of a corporate family, discussed in further detail in Part III.

Founded around 2007 as Manwin, MindGeek’s exact origins and sources of funding are difficult to confirm. Feras Antoon, who served as Chief Executive Officer (CEO) until his resignation in 2022, was one of those

---

44. See infra text accompanying notes 64–65.
45. Chatman, supra note 11, at 16 (“Common ownership and control are pivotal in considering whether an enterprise is a corporate group. This is not the case with families.”); see Virginia Harper Ho, Theories of Corporate Groups: Corporate Identity Reconceived, 42 SETON HALL L. REV. 879, 881 (2012) (“[C]orporate law in the United States does not recognize the corporate group as a separate legal entity form . . . .”); Phillip I. Blumberg, The Transformation of Modern Corporation Law: The Law of Corporate Groups, 37 CONN. L. REV. 605, 607–08 (2005) (discussing the rise of the enterprise model and recognizing that “the corporate law of older times formulated for the far simpler economy when corporate groups were unknown became largely anachronistic and dysfunctional”); Christian Witting, The Corporate Group: System, Design and Responsibility, 80 CAMBRIDGE L.J. 581, 582 (2021) (portraying the corporate group in systems-managerial terms and noting that “the parent company cannot be saved from liability to third parties by hiding behind the ‘pure omissions’ rule in negligence”).
46. Chatman, supra note 11, at 9, 11. More than one million business entities are based in Delaware, including more than 66% of the Fortune 500 companies; therefore, a change to the Delaware Code will have the greatest impact. About the Division of Corporations, DEL. DIV. OF CORPS., https://corp.delaware.gov/aboutagency/ [https://perma.cc/66A3-R4GF].
47. Patricia Nilsson, MindGeek: The Secretive Owner of Pornhub and RedTube, FIN. TIMES (Dec. 16, 2020), https://www.ft.com/content/b50dc0a4-54a3-4ef6-88e0-3187511a67a2 [https://perma.cc/R7R-UG3B]. For a biography of Fabian Thylmann, one of Manwin’s founders, see Kriti Mehrotra, Who Is Fabian Thylmann? Where Is He Now?, CINEMAHOLIC, https://thecinemaholic.com/who-is-fabian-thylmann-where-is-he-now/ [https://perma.cc/UWY3-5ZKV]. Many journalists have attempted to reconstruct the company’s origins. See, e.g., Auerbach, supra note 28 (“[S]tephane Manos and [Ouissam] Youssef were founders of Mansef. The assets of Mansef were sold to Fabian Thylmann who made them part of a company he owned called Manwin; Manwin would later become Mindgeek.”).
founders. MindGeek is registered in Luxembourg, with a Canadian subsidiary in Montreal handling the day-to-day operations as the principle place of business. This enables it to be exempt from taxes paid to the Luxembourg parent. Beyond the parent and primary Canadian subsidiary, the company also operates multiple subsidiaries in countries including the British Virgin Islands, Cyprus, Germany, Ireland, and the United States.

Management is in Canada, the billing companies are in Ireland, various subsidiaries are in Curacao, and there are holding companies in Cyprus and Luxembourg. Before a recent acquisition, it was unclear who owned MindGeek. Antoon and Chief Operations Officer (COO) David Tassillo led the company until they resigned in 2022, claiming long-term plans to transition leadership. They remained as shareholders and possibly board members following their resignation.

From 2009 to around 2015, MindGeek purchased every pornography website it could find. MindGeek’s holdings constitute a near monopoly of the pornography industry. Notably, MindGeek has managed to evade antitrust scrutiny, but some scholars believe the recent exposure could draw the attention of regulators. A New York Times exposé credited with helping to initiate public scrutiny of MindGeek and Pornhub noted that a Google search returns 920 million videos on a search for “young porn,” with results

---

49. Nilsson, supra note 47.
51. Nilsson, supra note 47; Maxime Bergeron, L’énigme Mindgeek, du Luxembourg à Montréal, LA PRESSE (Oct. 10, 2016), https://plus.lapresse.ca/screens/5af271ce-5112-411d-8502-319e5d5fa7c7_7C_2tXW0KGJgOr7.html [https://perma.cc/Z6H2-69V8].
52. See supra note 51 and accompanying text.
53. See supra note 47 and accompanying text.
55. Longkumer, supra note 54; Abdel-Baqui, supra note 54.
56. See Nilsson, supra note 47 (explaining that MindGeek has quietly become the dominant porn company, purchasing several of the sector’s most visited sites, including Pornhub, RedTube, and YouPorn).
58. E.g., id.
appearing on websites within the MindGeek family.\textsuperscript{59} MindGeek’s influence is so great that many have blamed the company for the exploitation of sex workers and the downfall of the traditional pornography industry.\textsuperscript{60} I perceive four categories of businesses at MindGeek: (1) the Pornhub network, which then has sites under its umbrella; (2) movie studios, including Playboy; (3) reality sites; and (4) managed sites. Within those categories, some of the companies are completely independent, some are affiliated with each other, and others have a symbiotic relationship.

All parts of the business work for the benefit of MindGeek.\textsuperscript{61} For this reason, the victims of human trafficking and CSAM are not the only victims of MindGeek’s business practices.\textsuperscript{62} Because MindGeek owns both movie studios and aggregator sites like Pornhub, they earn revenue even when productions are pirated and uploaded illegally.\textsuperscript{63} Although a site like Pornhub can cut the talent out of being paid for their work or earning royalties from licensing and distribution when content is pirated, the advertising revenue and subscription fees continue to make money for MindGeek. MindGeek’s incentive is to produce new content to bring eyes to the aggregator sites, but the company has no financial incentive to defend its intellectual property and protect that content.\textsuperscript{64} They own every aspect of the pornography business.\textsuperscript{65} And because of its market share, when the talent complains, they are simply excluded from the business.\textsuperscript{66}


\textsuperscript{60} See Auerbach, supra note 28 (explaining MindGeek’s contribution to the significant decline in production of porn films and DVD sales around 2008).

\textsuperscript{61} See Nilsson, supra note 47 (explaining how MindGeek benefits from its under the radar business practice and its free content).

\textsuperscript{62} One author, in discussing other victims of MindGeek’s business practices, has noted: We discover that the key to Pornhub’s success is that its business model was initially eerily similar to the main social media platforms: like them, it relied on algorithms, influencers and SEO to grow its traffic, and rather than producing its own porn or working with studios, they simply provided a platform where people could share their own pornographic content.


\textsuperscript{63} See Raustiala & Sprigman, supra note 39, at 1572–73 (discussing how MindGeek can and does use piracy to its benefit).

\textsuperscript{64} See id. at 1563–65 (discussing MindGeek’s primary interest in large quantities of data to tailor content rather than copyrights for creative material). Rustad & Koenig, supra note 22, at 536 (noting that the lack of tort liability for internet intermediaries provides incentives to host as much content as possible).

\textsuperscript{65} Lord, supra note 57, at 57–58.

\textsuperscript{66} See Auerbach, supra note 28 (explaining that people in the porn industry do not speak out against MindGeek for fear of blacklisting).
The *New York Times* piece discussed above illustrates just how dangerous MindGeek’s corporate structure—allegedly an innocent attempt to avoid tax and other liabilities—can be for victims. The story focuses on the biggest and best-known entity, Pornhub, which at the time “attract[ed] 3.5 billion visits a month” and 3 billion ad impressions a day. It revealed that the website “monetizes child rapes, revenge pornography, spy cam videos of women showering, [and] racist and misogynist content.” Pornhub also allows users to download videos. This creates additional problems for victims of illegal activity and for talent. Even after Pornhub removes a video for a violation of the law or at the request of a person appearing in the video, it can be uploaded again or loaded to another website in the network of MindGeek companies. For victims, a Google image search is helpful, but not conclusive. Slight tweaks to the files, such as making them just a few seconds shorter or changing the title, can make it difficult to find and force the removal of the images. One victim noted that a search to find images and videos in the categories she is most likely to appear in returns 26,000 results; yet another victim discovered one naked video of her at age fourteen had 400,000 views.

In March 2023, MindGeek was acquired by a private equity firm, Ethical Capital Partners (ECP), which is based in Ottawa, Canada. Investors in the partnership include criminal lawyers Solomon Friedman and Fady Mansour (managing partner), a cannabis entrepreneur Rocco Meliambro (chair), and a retired chief superintendent with the Royal Canadian Mounted Police, Derek Ogden. In a press release, Mansour stated:

> At ECP, we seek out innovative and ethically-driven companies that operate at the frontier of new, evolving industries. In MindGeek, we have identified a dynamic tech brand that is built upon a foundation of trust, safety and compliance, and with ECP’s resources and broad expertise spanning regulatory, law enforcement, public engagement and finance, we have a unique opportunity to strengthen what already exists.
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75. For each of these investors’ backgrounds, see *Our Team, Ethical Cap. Partners,* [https://www.ethicalcapitalpartners.com/team](https://www.ethicalcapitalpartners.com/team) [https:perma.cc/HED7-DFPR].

It is not clear whether this new mission includes making information about the company’s holdings available to victims or increasing monitoring protocols on the less visible entities globally.  

B. Litigating MindGeek

Litigation is not new to MindGeek, its predecessors, or its subsidiaries. “In October 2009, the U.S. Secret Service’s Organized Fraud Task Force in Atlanta seized about $6.4 million in funds from two Fidelity bank accounts controlled by Mansef,” a holding company that would eventually become MindGeek. The Secret Service alleged that “more than $9 million had been wired into the two accounts over a three-month period from banks in Israel and other countries on financial-fraud watch lists.” German tech investor Fabian Thylmann then purchased Mansef before later making it part of another holding company, Manwin, which then became MindGeek in 2013. Tax troubles continued to plague MindGeek’s predecessors. Thylmann was extradited from Belgium to Germany in 2012 for tax evasion on Manwin’s profits. In late 2013, Thylmann was bought out by former CEO Ferras Antoon and COO David Tassillo.


77. See ECP Press Release, supra note 76 (discussing MindGeek’s trust and safety program without mentioning victim compensation or changing monitoring protocols).
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81. Id.; Castaldo, supra note 79; Auerbach, supra note 28.
82. See Castaldo, supra note 79 (noting that Mr. Thylmann was charged with tax evasion in 2012).
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Corporate Human Trafficking

86. The women had filmed pornographic videos for GirlsDoPorn, and they claimed they were told that the videos would be sold only on DVD to private buyers or would be made available to overseas clients and would never be posted online. In some cases, personal information, including real names and social media profiles, was leaked online. The lawsuit revealed a series of deceptive practices and coercive tactics used by the company, including pressuring the women to sign contracts without adequate time to read or understand them and employing aggressive tactics to convince reluctant participants to shoot the videos. The U.S. Attorney for the Southern District of California also charged GirlsDoPorn employees with criminal sex trafficking charges.

Nicholas Kristof’s New York Times piece drew attention to Pornhub, leading to activism and several lawsuits, including a proposed class action filed by Susman Godfrey LLP in California in 2021. Jane Doe plaintiffs also filed parallel litigation in Canada. In advance of the litigation in 2021, and prompted by Mastercard’s halting of payments on the site in December of 2020, Pornhub removed approximately 80% of its videos that were uploaded by unauthorized users. Before the threat posed by Mastercard and Visa, who were motivated by their own liability concerns, Pornhub and MindGeek lacked the motivation to reform. It is unclear whether the efforts made at Pornhub were replicated at the hundreds of other MindGeek platforms globally.

The 2021 class action alleges that hundreds of websites owned by MindGeek are co-conspirators in CSAM, human trafficking, and revenge

88. Jane Doe Nos. 1–22, slip op. at 2.
87. Id. at 3, 16.
86. Id. at 35–38.
89. Id. at 12–14.
94. Naughton, supra note 17.
The original complaint notes that Pornhub did not implement simple measures such as age verification because doing so would hurt profits. This allegation was also based in part on MindGeek’s failure to “take down child pornography that generates significant [revenue] streams.” Before the litigation ensues, when a victim would sue one site or obtain a court order to have images and videos removed, the structure of the companies creates a twisted game of whack-a-mole—victims are required to figure out whom to serve and where to sue while MindGeek alleges that its structure prohibits it from enforcing the actions across all websites and platforms. Because each of the businesses is a separate legal entity and MindGeek is just a parent, each entity is a separate legal person with individual legal rights. The class action is still pending following the denial of MindGeek’s motions to dismiss.

In October 2021, MindGeek settled a lawsuit with fifty women in the United States and Canada in connection with its relationship with GirlsDoPorn. That lawsuit alleged that MindGeek was a co-conspirator with GirlsDoPorn and did not end its business relationship with the company until October 2019 when GirlsDoPorn faced criminal charges. On December 21, 2023, Aylo, the company formerly known as MindGeek and parent of Pornhub, entered into a deferred prosecution agreement to resolve a money laundering charge. In that agreement, Aylo admitted to engaging in unlawful monetary transactions involving sex trafficking proceeds, consented to the appointment of a monitor for three years, and agreed to make payments to individuals adversely affected by the underlying sex trafficking. In the agreement, Aylo admits to hosting GirlsDoPorn on its
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platforms and to knowingly receiving payments of approximately $106,370.05 through United States financial institutions, its operators.105

The companies did change their practices in response to the loss of business relationships with MasterCard and Visa, continuing the trend of being motivated by the bottom line and not addressing harm to victims.106 Recent legislation appears to increase the potential for liability, but the viability of the reforms is uncertain given the split decisions from courts interpreting FOSTA-SESTA.107 Public attention to the businesses appears to have the greatest impact on MindGeek and Pornhub policies, and we are unable to know what the companies’ practices are in places that have less visible victims and less concern with combating human trafficking and sexual exploitation.108

II. The Shortcomings of Litigation

The current litigation against Pornhub, MindGeek, and the third parties that benefit financially from the distribution of CSAM or images produced from human trafficking is possible due in part to FOSTA-SESTA.109 This recent legislation adds fuel to the recurring war on pornography, which saw its peak in the 1970s and 1980s, and triggers concerns about free speech, the rights of consensual sex workers, and even the ability to maintain platforms that aim to support victims of sexual exploitation.110 The historic porn wars—

106. See supra notes 12, 16–17 and accompanying text.
107. Compare Doe v. Kik Interactive, Inc., 482 F. Supp. 3d 1242, 1252 (S.D. Fla. 2020) (dismissing suit against owners of Kik Messenger, a social media service, for trafficking images posted by users online), and J.B. v. G6 Hosp., LLC, No. 19-CV-07848, 2020 WL 4901196, at *7 (N.D. Cal. Aug. 20, 2020) (dismissing suit against Craigslist for trafficking images posted by users on its site), with Doe v. Twitter, Inc., 555 F. Supp. 3d 889, 925, 932 (N.D. Cal. 2021) (denying Twitter’s motion to dismiss as to Plaintiff’s TVPRA claim based on beneficiary liability where Twitter had allowed videos of under-aged Plaintiff to remain on their website), rev’d in part, Doe #1 v. Twitter, Inc., No. 22-15103, 2023 WL 3220912, at *2 (9th Cir. May 3, 2023) (holding that denial of the motion to dismiss was erroneous).
108. See supra notes 12, 16–17 and accompanying text.
109. See supra notes 1–5 and accompanying text.
and many of the current activists who have exposed the practices of MindGeek and Pornhub—seek to end pornography and sex work in general on the premise that it is always violent, exploitative, and demeaning for women, even when consensual. But on the other side of the debate are parties who believe that women have the right to engage in sex work and that the potential over-inclusiveness of the legislation does not hurt the big corporate players but instead may continue the trend of driving performers to escort and other more dangerous forms of sex work.

There are several problems with relying on FOSTA-SESTA and civil litigation generally to eradicate human trafficking, CSAM, and revenge porn. First, the viability of FOSTA-SESTA is in question. Ironically, the best use of third-party liability for sexual exploitation may be in the case of those
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112. Prof. Janie Chuang contrasts the two positions:

The reductive trafficking narrative oversimplifies the problem of trafficking from a complex human rights problem rooted in the failure of migration and labor frameworks to respond to globalizing trends, to a moral problem and crime of sexual violence against women and girls best addressed through an aggressive criminal justice response. In so doing, the narrative circumscribes the range and content of anti-trafficking interventions proffered, feeding states’ preference for aggressive criminal justice responses. It overlooks, if not discounts, the need for better migration and labor frameworks or socioeconomic policies to counter the negative effects of globalizing trends that drive people to undertake risky migration projects in the first instance.


113. See supra note 107 and accompanying text.
doing business with individuals (as demonstrated by the recent court victory of the Epstein Jane Doe plaintiffs),\textsuperscript{114} not internet providers. Litigation against one company or person at a time cannot keep up with the force of the internet, even if hosts and providers in the United States are targeted.\textsuperscript{115} This approach blocks those without standing in the jurisdiction from pursuing litigation.\textsuperscript{116} Further, not all victims have sufficient resources, nor are all victims the type of plaintiffs that are the subject of activist concerns.\textsuperscript{117} Litigation also occurs after the harm has occurred. Expecting victims to wait for the mitigating effects of litigation to correct the behavior of companies is not worthwhile given the nature of the actions. What is needed is regulation that motivates behavioral change so that it is less profitable in the first place to engage in human trafficking and sexual exploitation on the internet.\textsuperscript{118} This Part first discusses how human trafficking has been redefined by recent legislation and then discusses the shortcomings of civil litigation.

\textbf{A. Human Trafficking Redefined and Relitigated}

Before FOSTA-SESTA, § 230 of the Communications Decency Act (CDA) provided websites with immunity from liability for content posted by third parties.\textsuperscript{119} FOSTA-SESTA amended § 230, making it so that websites can be prosecuted and sued if they knowingly assist, facilitate, or support sex trafficking.\textsuperscript{120} The primary objective of FOSTA-SESTA is to reduce sex trafficking, especially the kinds facilitated online.\textsuperscript{121} Immediately after the legislation passed, Craigslist shut down their personals section.\textsuperscript{122} In addition, Backpage.com, a classified-advertisement website frequently linked to sex
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\textsuperscript{114} See supra note 7 and accompanying text. \\
\textsuperscript{115} See supra note 18 and accompanying text. \\
\textsuperscript{116} See infra notes 174–76 and accompanying text. \\
\textsuperscript{117} See infra text accompanying notes 165–84. \\
\textsuperscript{118} See Jennifer Gordon, Regulating the Human Supply Chain, 102 IOWA L. REV. 445, 453 (2017) (arguing for “an effective means of changing the economic incentives of the entities and individuals in the human supply chain’s vast middle”); Citron & Wittes, The Internet Will Not Break, supra note 18, at 416 (advocating for changes to § 230 that would remove immunity for “Bad-Samaritan” website operators and incentivize better behavior online); Besen & Verveer, supra note 18, at 72 (using economics to reason toward “some expansion of platform liability”). \\
\textsuperscript{119} See supra notes 4, 18 and accompanying text. \\
\textsuperscript{120} See supra notes 1–7 and accompanying text. \\
\textsuperscript{121} See Online Sex Trafficking and the Communications Decency Act: Hearing Before the Subcomm. on Crime, Terrorism, Homeland Security and Investigations of the H. Comm. on the Judiciary, 115th Cong. 2–3 (2017) (statements of Reps. Steve Chabot and Sheila Jackson Lee) (identifying goals of “hold[jing] accountable . . . websites that have allowed with impunity young people to be sold online” and “address[ing] the pervasive physical and psychological damage of sex trafficking more broadly”). \\
\end{flushleft}
work, was seized by the federal government. Facing fear of legal action, other websites that hosted adult content began implementing stricter content regulations or shutting down certain services.

FOSTA-SESTA’s effectiveness in reducing online sex trafficking is still a topic of debate, and there are varying opinions on the legislation and its broader impact on the internet ecosystem. Some argue that targeting websites instead of perpetrators does not result in a change in behavior; the perpetrators will just use another website or find other avenues to abuse victims. It does not help that federal district courts are split on how to apply the exception, creating confusion and forcing many web providers to make changes simply to avoid the possibility of liability. Some courts have analogized the new standard to civil law claims holding hotel chains liable, while others have required plaintiffs to allege that the service provider had constructive knowledge, or knew or should have known, about the activity.

One case highlights the difficulty of proof when the connection between the initial criminal act and its distribution are too attenuated. In Doe v.


126. See Romano, supra note 125 (“[It’s also arguable that nonconsensual victims of sex trafficking will become less visible and more vulnerable by being shunted away from the visible parts of the web, into the deep web and dark corners of real life.”).
Twitter, the minor plaintiffs alleged “they were solicited and recruited for sex trafficking and manipulated into providing . . . a third-party sex trafficker” with several pornographic videos of themselves through Snapchat. The videos were later posted on Twitter where, over nine days, they accrued more than 167,000 views. Although the plaintiffs informed law enforcement and immediately requested that Twitter remove the videos, they alleged that Twitter refused to do so until one of the plaintiffs’ parents contacted an agent from the Department of Homeland Security. The plaintiffs sued Twitter for their involvement in, enabling of, and/or benefiting from the sex trafficking venture. The district court allowed a claim for civil liability under the TVPRA on the basis of beneficiary liability, finding that the claim fell within the exemption to § 230, but nevertheless dismissed the remainder of the claims. On appeal of this issue, the Ninth Circuit reversed and remanded, and following the denial of the petition for certiorari in Does 1–6 v. Reddit, Inc., the district court dismissed the plaintiff’s case with prejudice.

FOSTA-SESTA is intended to address online human trafficking and sexual exploitation, but its best use to date involves holding third-party actors liable for a more typical form of human trafficking. For decades, it was alleged that Jeffrey Epstein sex trafficked minors. Epstein died before he could be tried on charges filed in 2019; nevertheless, investigation into his activities and his associates continues. In a series of Doe lawsuits, the survivors of Jeffrey Epstein’s criminal enterprise, empowered by FOSTA-SESTA, pursued claims against the banks Jeffrey Epstein used. The suits allege that JPMorgan Chase and Deutsche Bank knew that Epstein maintained a network of underage girls for sexual abuse and actively enabled him to continue his crimes. The plaintiffs argued that the banks should be
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held fiscally liable for the damage to victims. After rounds of early pleadings, including motions to dismiss, the following claims survived against Deutsche Bank: (1) that they “knowingly benefited from participating in a sex-trafficking venture, in violation of 18 U.S.C. § 1591(a)(2)”; (2) that they “obstructed enforcement of the Trafficking Victims Protection Act, in violation of 18 U.S.C. § 1591(d)”; (3) that they “negligently failed to exercise reasonable care to prevent physical harm”; and (4) that they “negligently failed to exercise reasonable care as a banking institution providing non-routine banking.” The same claims survived against JPMorgan Chase.

Following the New York district court’s partial denial of a motion to dismiss, Deutsche Bank settled for $75 million around May 18 of 2023. And JPMorgan, after the depositions of Jamie Dimon, the current CEO, and Jes Staley, who had left the firm several years earlier, announced a $290 million settlement on June 12, 2023. JPMorgan has sued Staley, arguing that he is a lone wolf who violated his fiduciary duty. Staley reportedly exchanged roughly 1,200 emails with Epstein from his JPMorgan Chase account between 2008 and 2012. JPMorgan disclosed that it processed more than $1 billion for Epstein over a sixteen-year period.

It is possible that the cases against JPMorgan and Deutsche Bank are more successful because of the heightened legal duties banks owe to customers and the state and federal laws regulating the banking system. The Docs also alleged that if the companies had followed the banking regulations in place, it would have exposed the Epstein enterprise. Thus, it may not be changes to human trafficking laws globally but the nature of international banking that has provided a measure of relief for the Epstein Docs.
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But in the internet context, there are no higher and superseding duties owed by internet providers to customers and the public, and there are certainly no additional duties owed by credit card companies beyond the duties to minimize fraud and verify identity. Notably, Mastercard and Visa did not settle with Pornhub and MindGeek victims and instead made very public pronouncements about minimizing their relationship with the enterprise after lawsuits were filed. A conspiracy claim against Visa survived a motion to dismiss not because they knowingly benefited or participated in sex trafficking but because they performed their own diligence and were aware of the presence of unlawful sexual content on MindGeek websites and continued to accept payments even after the New York Times exposé. Plaintiffs’ claims would have been dismissed completely but for evidence of Visa’s actual knowledge and continuing recognition of MindGeek as a merchant after obtaining such knowledge. With JPMorgan, Deutsche Bank, and Epstein, there is no evidence of contemporaneous due diligence or public awareness. The difference in outcomes could be because of the heightened duties imposed on banks to know their customers and guard against being used in criminal enterprises, which enables plaintiffs to allege a duty to investigate.

The variant outcomes may also highlight a major flaw in FOSTA-SESTA. A third party must have some degree of knowledge, or a duty to obtain such knowledge, even under a statute that allows for elevated third-party liability. For victims to successfully pursue claims against a credit

152. See supra note 16 and accompanying text.
154. Id. at 1161, 1163, 1165–67. The court reasoned:

Plaintiff adequately alleges that Visa knew that MindGeek’s websites were teeming with monetized child porn from its own due diligence and discussions and negotiations with MindGeek, PayPal’s decision to cease doing business with MindGeek, communications from advocates with which Visa interacted, and from the New York Times article. Despite this alleged knowledge, Plaintiff asserts that Visa “explicitly agreed with MindGeek to process the financial transactions from which the defendants profited from the [sex trafficking] venture.” Through Plaintiff’s entire ordeal and to this day, Visa processes advertisement payments on MindGeek’s sites.

156. See Fleites, 617 F. Supp. 3d at 1163 (requiring that “to allege a conspiracy to violate section 1591(a)(2), Plaintiff must allege facts supporting a conclusion that MindGeek and Visa had a ‘“unity of purpose or a common design and understanding, or a meeting of the minds in an unlawful arrangement”’” (quoting Memorandum of Law in Support of Defendant Visa Inc.’s
card company, they must first establish the claim against the provider, then prove the requisite knowledge and intent. 157 Banking laws provide that duty, but similar duties do not exist for credit cards or internet providers. Given the challenges against FOSTA-SESTA, it is unlikely that plaintiffs will meet this burden in cases involving sexual exploitation on the internet. 158 The corporate family, however, could provide an elevated duty similar to that imposed by banking regulations. 159

The recent attention and litigation have addressed human trafficking, but their success is minimal to date, and it is questionable whether the efforts are worthwhile when the collateral damage is considered. 160 Litigation against internet providers and web hosts presents a privity problem—one that is less prevalent in a case like the one involving the aftermath of Jeffrey Epstein’s business practices. 161 The internet has many layers of third parties: after the people directly involved in the assault and exploitation, there are the providers, the financial institutions that facilitate payments, and any other

---

158. See supra note 107 and accompanying text.
159. See infra subpart III(A).
160. See Tina Horn, How a New Senate Bill Will Screw Over Sex Workers, ROLLING STONE (Mar. 23, 2018), https://www.rollingstone.com/politics/politics-features/how-a-new-senate-bill-will-screw-over-sex-workers-205311/ [https://perma.cc/QNV3-7V9Q] (explaining the devastating impact the bill will have on consensual workers by driving them into unregulated back alleys); Crystal A. Jackson & Jenny Heineman, Repeal FOSTA and Decriminalize Sex Work, 17 CONTEXTS, Summer 2018, at 74, 74–75 (discussing the bill’s effect of increased risk for sex workers and referencing a pending case challenging the bill); Lucy Khan, Against FOSTA/SESTA: One Canary’s Cry from Inside the Coal Mine, SLIXA (Feb. 4, 2019), https://www.slixa.com/blog/experience/against-fosta-sesta-one-canaries-cry-from-inside-the-coal-mine/ [https://perma.cc/8NRU-GZ7S] (“While currently the impact of FOSTA/SESTA is felt most acutely by those of us participating in the commercial sex trade, this bill affects everyone—escorts are just the canaries in the coal mine trying to make our warning call before it’s too late.”); Karol Markowicz, Congress’ Awful Anti-Sex Trafficking Law Has Only Put Sex Workers in Danger and Wasted Taxpayer Money, INSIDER (July 14, 2019, 7:38 AM), https://www.businessinsider.com/fosta-sesta-anti-sex-trafficking-law-has-been-failure-opinion-2019-7 [https://perma.cc/R7NK-UZVE] (“The law...has been an abject failure. It hasn’t done what it set out to do, fight sexual trafficking, and instead has made the lives of sex workers, the very people the law hoped to protect, more dangerous.”); Valentina Mia, The Failures of SESTA/FOSTA: A Sex Worker Manifesto, 7 TRANSGENDER STUD. Q. 237, 238–39 (2020), https://read.dukepress.edu/tsq/article/7/2/237/164813/The-Failures-of-SESTA-FOSTA-A-Sex-Worker-Manifesto [https://perma.cc/5AU7-CZYD] (giving a first-hand account from an individual whose livelihood was impacted by the passage of FOSTA-SESTA); Carolyn Bronstein, Deplatforming Sexual Speech in the Age of FOSTA/SESTA, 8 PORN STUD. 367, 368 (2021) (describing the negative impact on sex workers).
161. See generally Kishanthi Parella, Protecting Third Parties in Contracts, 58 AM. BUS. L.J. 327 (2021) (discussing obligations to third parties when contracting).
contractors who service the providers. While the hotel cases against parent companies and franchisors have survived motions to dismiss on agency grounds by pleading the existence of a relationship that may allow control over the individual hotels, the relationship between the internet providers, financial institutions, and other contractors is a pure contractual relationship. Pure contractual relationships do not create liability to those harmed by the internet providers because one party to a contract does not control another, nor does one have the ability to act on behalf of another. The same can be said for the relationship between those uploading content and the providers. And in a structure like MindGeek’s, which intentionally places distance between the parent corporation and the final product through a network of entities performing individual aspects of the internet pornography business, it may be even more difficult to find the necessary connection. While FOSTA-SESTA seeks to create this privity and eliminate previous safe-harbors, the splits amongst the federal courts may be due to the long-standing principles on third-party liability and the attenuated nature of such claims. It appears that what works best is a clear relationship between the perpetrator of human trafficking and sexual violence and the third party alleged to have profited from the conduct with some elevated degree of awareness as was alleged by the Epstein Does against JPMorgan and Deutsche Bank.

B. The Shortcomings of Civil Litigation

FOSTA-SESTA also fails to address a persistent problem in human trafficking and sexual exploitation globally—not all victims are perceived as victims, and, therefore, remedies tend to address only the issues of white


163. See A.B. v. Hilton Worldwide Holdings Inc., 484 F. Supp. 3d 921, 940 (D. Or. 2020) (explaining that an agency relationship may be properly pled by alleging sufficient “control over the means and methods of daily hotel activities by hosting online bookings, making employment decisions, advertising for employment, controlling training and policies,” and “specifying how to build,” “maintain,” and “regularly inspect[] hotel facilities”); S.Y. v. Wyndham Hotels & Resorts, Inc., 519 F. Supp. 3d 1069, 1084 (M.D. Fla. 2021) (finding that allegations including “profit sharing, standardized training, standardized rules of operation, regular inspection, and price fixing” were sufficient to support an inference of an agency relationship).
female victims who are citizens of the developed world. In the early twentieth century, international and domestic policies that were the precursors to modern legislation and international efforts were directly concerned with the forced prostitution of white women. These measures were rooted in fears of the “other,” distinguishing between allowable and unconscionable forced labor and exploitation. For example, the 1904 International Agreement for the Suppression of the White Slave Traffic and the 1910 International Convention for the Suppression of the White Slave Traffic were primarily concerned with European women and girls being deceived or coerced into traveling abroad where they were then forced into prostitution. Historically, some people were mere casualties of commerce or criminals engaged in illegal sex work, while others were victims. Race and ethnicity were the distinguishing factors. This is in part because of historical trends in addressing human trafficking but also due to the citizenship status of many victims. The criminalization of migration both helps to create human-trafficking victims


166. See supra note 164 and accompanying text.
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and limits the willingness of those victims to seek redress for harms in the courts.\footnote{171} Immigration globally is gendered, and is, as a result, a major source of human trafficking.\footnote{172} Many women and children seeking to leave a violent family situation or seeking asylum due to nationwide conditions fall prey to traffickers who bait migrants with promises of assistance before forcing them into sex trafficking to earn their freedom.\footnote{173} The images and videos can appear all over the world without their knowledge or consent. These victims, who may be transitioning from countries or stateless when forced to perform against their consent, lack the resources to pursue litigation in an American court.

Human trafficking presents a difficult procedural circumstance because the law requires standing for personal jurisdiction over a defendant but images may be posted on a platform without sufficient minimum contacts while the victim is outside of the United States.\footnote{174} Many victims exploited on the internet are human trafficking victims in countries where sex trafficking and sex tourism are rampant.\footnote{175} They are not United States, European Union, or Canadian citizens and often are completely unaware that they have been recorded or that those videos or images are on the internet.\footnote{176} Disregarding these victims means that those countries are a safe harbor for all those who wish to exploit victims.\footnote{177}

When victims do not look the part or are not citizens of the right countries, their trafficking and exploitation is minimized or disregarded.\footnote{178} To eradicate human trafficking by way of the internet, this practice cannot
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continue. Combining simple technological workarounds with corporate structure and lax policies can result in a victim needing to search for images all over the world, even when the law in their home country is favorable. If it were possible to completely eradicate human trafficking and sexual exploitation in the developed world, doing so would not change what is available on the internet in developed countries because victims do not need to be within a country’s borders to be exploited on the internet by its citizens. As explained by Vaishnavi Sundar, a feminist activist from India: “Wealthy countries are the main consumers of ‘real’ women pornography. Most of the Indian women used on Pornhub don’t even know the videos of their rapes are being sold for profit worldwide.”

The New York Times story on Pornhub exposed the company’s varied global policies. For example, while Pornhub removed unauthorized content and certain search terms in the United States and European Union in response to the public outcry, at the time of the story’s publication it was still possible to search to find videos with titles using the word “rape” on platforms based in Asia. Profiting from human trafficking merely requires doing business outside of the United States while using corporate structures to ensure that those foreign entities are outside of the jurisdictional reach of authorities and the courts. To eradicate human trafficking and corporate participation in sexual exploitation, efforts must be made internationally. A simple way to reach global markets is through use of the corporate family, as it prevents a company like MindGeek from complying in some countries while continuing to profit from exploitation in others.

Many scholars have also noted that when legal consensual sex work is criminalized, it does not end sex work but instead limits the legitimate and safe financial opportunities for those workers. While a failure to acknowledge global markets for sexual exploitation makes it impossible to stop those who wish to profit using the internet, restrictions that are too broad can harm legitimate sex work and potentially drive professionals to more dangerous forms of sex work, including direct solicitation. Adult film actors were driven from studio production to web platforms in part by MindGeek’s monopoly and the proliferation of free pornography on the
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internet.\textsuperscript{185} For example, Mia Khalifa, the most searched adult film star of all time, was only paid a total of $12,000 in shooting fees during her three-month career in the adult-film industry.\textsuperscript{186} Her popularity and earnings are based on streaming.\textsuperscript{187} Therefore FOSTA-SESTA, as enacted, has the potential to eliminate this revenue stream for performers.\textsuperscript{188} This is why some sex workers continue to argue that it makes their work more dangerous.\textsuperscript{189} By pushing the industry further underground, they lose the ability to vet clients online or share safety information with each other.\textsuperscript{190}

III. The Corporate Family Solution

Circuit splits, and what many view as judicial overreach motivated by the heinous nature of the offenses, make FOSTA-SESTA ripe for a challenge.\textsuperscript{191} But given the limited efficacy of the reforms, losing FOSTA-SESTA may not cause as much harm as some may fear.\textsuperscript{192} Behavior cannot be changed globally by simply prosecuting and holding liable a single United States–based entity.\textsuperscript{193} For example, the United Kingdom and European Union do not have the safe harbors found in § 230, yet the ability to pursue internet providers has not eradicated the internet’s use for sexual exploitation in those nations.\textsuperscript{194} Litigation alone is not enough of a motivation for a change in corporate behavior. As “[s]unlight is . . . the best of disinfectants,”\textsuperscript{195} victims would be served by knowing which companies are allowing their

\textsuperscript{185} Raustiala & Sprigman, supra note 39, at 1575, 1579, 1581.
\textsuperscript{187} See supra (discussing how adult entertainment industry revenue is based heavily on streams).
\textsuperscript{188} Mia, supra note 160, at 238–39; Bronstein, supra note 160, at 368; see also Jackson & Heineman, supra note 160, at 75 (“Sociologically, FOSTA is a response to a moral panic around sex and technology.”).
\textsuperscript{189} See supra note 160 and accompanying text.
\textsuperscript{190} See supra note 160 and accompanying text.
\textsuperscript{191} See supra text accompanying note 107.
\textsuperscript{192} See supra note 125 and accompanying text.
\textsuperscript{193} See, e.g., Mihailis E. Diamantis, Functional Corporate Knowledge, 61 WM. & MARY L. REV. 319, 327–28 (2019) (arguing that the use of respondeat superior enables corporations to diffuse knowledge across individuals so that no one has the requisite knowledge in its entirety and that today’s corporate behemoths inherently spread information widely because of their size and complexity); Patricia S. Abril & Ann Morales Olazábal, The Locus of Corporate Scienter, 2006 COLUM. BUS. L. REV. 81, 113 (“[W]here the case against a single actor within an organization does not contain all of the requisite elements of the crime, respondeat superior liability would not attach to the corporation.”).
\textsuperscript{194} See Deturibe, supra note 6, at 13–14 (discussing how the UK’s Defamation Act “does not provide the carte blanche protection from liability” afforded by § 230).
assailants to upload their images internationally and by having the ability to serve takedown requests on a single entity. Designating companies like MindGeek as corporate families can both add weight to FOSTA-SESTA and provide victims with a simpler route when requesting simple takedowns of materials. This Part first explains the corporate family, then applies the structure to MindGeek.

A. Corporate Family Defined

Before the New York Times exposé and efforts by activists to reveal MindGeek’s practices, MindGeek would allege that it was incapable of monitoring all platforms and did not have a duty to do so. Victims were required to pursue each website owned by MindGeek individually and internationally; because the tube sites permitted downloads and re-uploads, victims’ efforts did not end with a single request. MindGeek’s corporate structure and policies thus required victims to be vigilant. When this structure was combined with § 230 safe harbors, MindGeek was able to benefit financially from the nefarious conduct of others, facing little to no responsibility. It was only after measurable financial threats that MindGeek changed. We should not wait for third-party pressure, litigation, or the threat of reputational harm to force the primary facilitators of human trafficking to change their behavior globally. We should give victims a tool that can help them get what they want more than a settlement after trauma—to stop being traumatized.

196. See id. ("Publicity is justly commended as a remedy for social and industrial diseases.").
197. See Kristof, supra note 59 (noting that MindGeek, acting as a “porn titan,” owns more than 100 different websites, production companies, and brands, all of which operate under different business names and brand identities); see also supra note 91 and accompanying text.
198. See supra notes 39–40 and accompanying text.
199. See supra notes 95–100 and accompanying text.
200. See supra note 59 and accompanying text.
201. See supra text accompanying notes 16–17.
202. When a business operates in the shadows like MindGeek has, the typical force of reputational harm does not have its usual impact. But once brought to light, risk to reputation can change behavior. Kishanthi Parella, Contractual Stakeholderism, 102 B.U. L. REV. 865, 887 (2022); see also Kishanthi Parella, Reputational Regulation, 67 DUKE L.J. 907, 940 (2018) (arguing that legal sanctions and reputational costs work together with the former influencing the magnitude and effectiveness of the latter); Peter H. Huang, How Do Securities Laws Influence Affect, Happiness, & Trust?, 3 J. BUS. & TECH. L. 257, 293 (2008) (“An individual’s emotional reactions to any particular stimulus and regulatory policy are likely to be distributed non-uniformly over a population.”); Claire A. Hill & Erin Ann O’Hara, A Cognitive Theory of Trust, 84 WASH. U. L. REV. 1717, 1785 (2006) (“[A]cquisition of reputational capital is an important benefit of board service; overlooking Enron-level misdeeds could not only limit the reputational capital acquired, but could even have reputational costs that would compromise future earnings possibilities”); Jonathan M. Karpoff, John R. Lott, Jr. & Eric W. Wehrly, The Reputational Penalties for Environmental Violations: Empirical Evidence, 48 J.L. & ECON. 653, 655–56 (2005) (“[R]eputation disciplines certain types of wrongdoing because market transactions internalize their costs.”).
In Corporate Family Matters, I proposed adding a subchapter for groups in the Delaware Code, reserving space for future laws governing groups. Instead of proposing a definition of “groups,” of which there are numerous workable definitions in other statutes and regulations, I propose a definition for “families.” Multinational corporations, like MindGeek, have the greatest societal and business influence and would fit into the definition of a corporate family:

Chapter 1. General Corporate Law
Subchapter __. Corporate Groups
§ __. Corporate Family Defined
(a) A corporate family contains at least one entity organized under this Chapter, whose certificate of incorporation contains the provisions required by § 102 of this Title, and in addition
(1) that entity shares ownership or management with another entity, wholly owns another entity, or is wholly owned by another entity, and
(2) the entities operate for the promotion of the parent corporation’s business purposes or the manager or owner’s business interests.
(b) When this definition is met, the corporation must look to the real party in interest and acknowledge the influence of a parent corporation, shareholder, director, or officer, instead of relying on control when determining
(1) controlling shareholders,
(2) the requirements of reporting and other regulatory standards that apply to corporate groups, and
(3) conflicts of interest.
§ __. Limitations on continuation of family status.
A corporate family continues to be such and is subject to this Subchapter until any of the provisions required or permitted by § __(a) of this Subchapter ceases to be true.

The family is defined as “an enterprise formed by weaving corporations, partnerships, and limited liability companies (LLCs) together into a mix of public and private entities acting together for the benefit of a parent

203. See Chatman, supra note 11, at 13–14.
204. Id.
205. Id. at 13–15; see also Virginia Harper Ho, Team Production & the Multinational Enterprise, 38 SEATTLE U. L. REV. 499, 503 (2015) (stating that a corporation’s “separate legal personality makes it a political, as well as an economic, actor, and one with internal and external power relations”); Peter T. Muchlinski, Enron and Beyond: Multinational Corporate Groups and the Internationalization of Governance and Disclosure Regimes, 37 CONN. L. REV. 725, 725 (2005) (analyzing how the modern corporate form’s complex international structure, lack of oversight, and aggressive approach to accounting and disclosure “combine to undermine expectations of legality and legitimacy”).
corporation or for the personal gain of one or more leaders of the enterprise."{206} Not all corporate groups, as defined by current statutes and regulations, are families, and not all families are corporate groups.{207} "A corporation should be treated like a family when: (1) there is more than one entity with shared ownership or management, or when an entity is wholly owned by another entity, and (2) that entity operates for the promotion of the parent’s business purposes or the manager or owner’s business interests."{208} "Without any mitigating factors, this definition has the potential to change tort and contract liability across business entities that are affiliated through joint ownership, management, or even just contract."{209} To avoid this outcome, this definition incorporates the real-party-in-interest standard, found in Federal Rule of Civil Procedure 17, which gives consideration to special relationships of trust and other equitable concepts when determining who has the capacity to sue or be sued.{210} With this special relationship of trust limitation, "businesses [that] meet the standard for corporate family treatment . . . are required to acknowledge influence and look to the real party in interest when determining what is material, what should be reported to shareholders, and conflicts of interest."{211} The requirement to respond to takedown requests across all business entities could fit this exception because it is within the parameters of grounds upon which one might sue or be sued.{212} These are areas that invoke fiduciary duties and other equitable circumstances in which shareholders and other stakeholders entrust management to act in their best interest.{213}

FOSTA-SESTA seeks to increase the liability of third-party internet service providers, which would have the collateral effect of improving transparency in the market.{214} To allow this federal effort to increase liability

---

206. Chatman, supra note 11, at 7.
207. See id. at 12 (explaining the need for a statutory distinction between a group of individual businesses and a family).
208. Id. at 7.
209. Id. at 59.
210. FED. R. CIV. P. 17(a); see also FED. R. CIV. P. 20 (laying out joinder rules); 6A CHARLES ALAN WRIGHT & ARTHUR R. MILLER, FEDERAL PRACTICE AND PROCEDURE § 1543 (3d ed. 2023) (discussing the real-parties-in-interest standard and its relation to joinder rules); Robin J. Effron, The Shadow Rules of Joinder, 100 GEO. L.J. 759, 762 (2012) (explaining the “commonalities approach” to joinder, where judges use discretion to determine if a new party or claim is sufficiently related to an original action). This new standard would make Federal Rule 17 clearer. Applying the equitable parts of the interpretation of Rule 17 would take it from a common law principle to a clearly defined legal requirement.
211. Chatman, supra note 11, at 7.
212. Currently there is no duty to takedown materials, and takedown requests are plagued by First Amendment issues. See Rustad & Koenig, supra note 22, at 586 (proposing solutions to these issues).
213. See supra note 210 and accompanying text.
214. See supra notes 3–5 and accompanying text.
of third-party internet providers and have a collateral impact on transparency, state systems must work symbiotically to aid victims by acknowledging the distinction between a corporation owned by individuals and a family that involves entities owned by other businesses or operating as an individual’s empire.\footnote{As demonstrated by the changes in the pornography industry following MindGeek’s takeover of various aspects of the business, there is a measurable and operational difference between a family and a group of individual businesses operating purely for their individual interests.} All businesses in the MindGeek family work for MindGeek’s benefit—to the point that the production companies are not even protecting their own copyright interests.\footnote{There is a need for state corporate laws to define and distinguish these entities so that regulations may have their intended impact.} There is a need for state corporate laws to define and distinguish these entities so that regulations may have their intended impact.

State laws and the resulting personhood theories are founded on defining bounds of the entities and the limits of their personhood.\footnote{Corporations can, and do, operate as freely as human beings. There is no legal distinction or definition of entities beyond initial formation—leaving a gap in state law regulation.} In other words, entities founded in the United States need not choose a subcategory outside of special business industries like insurance or banking that include additional certifications for formation and parameters for operation. Once formed, states treat business entities like natural persons who consent to the requirements imposed for formation and maintenance of that status.\footnote{MindGeek’s ability to use structure to evade liability is based in part on corporate personhood. While scholars think of personhood in a variety of ways, all theories acknowledge that corporations and other entities are legally separate. The theories vary on the degree of consideration given to state action and stakeholders, but all agree that each business entity is a distinct}

\footnote{See e.g., Carliss Chatman & Tammi S. Etheridge, Federalizing Caremark, 70 UCLA L. REV. 908, 931–32, 936–37, 969, 976 (2023) (arguing that successful Caremark cases best reflect the symbiotic relationship between state breach of loyalty claims and federal regulations).}

\footnote{See supra subpart I(A) and accompanying text.}

\footnote{Carliss N. Chatman, The Corporate Personhood Two-Step, 18 NEV. L.J. 811, 846 (2018).}

\footnote{See, e.g., MODEL BUS. CORP. ACT § 2.04 (AM. BAR ASS’N 2016) (detailing liability for preincorporation transactions); DEL. CODE ANN. tit. 8, § 102 (West 2022) (outlining requirements for forming a corporation).}

\footnote{See supra note 219 and accompanying text.}

\footnote{See Chatman, supra note 218, at 854 (noting that corporate personhood empowers corporations with constitutional rights while allowing them to maintain limited liability).}

\footnote{See id. at 818–25 (explaining Chief Justice Marshall’s three theories of corporate personhood: artificial entity theory, aggregate theory, and real entity theory).}

\footnote{Compare id. at 820–22 (summarizing artificial entity theory, which limits corporations’ rights to those only granted by state law), with id. at 822 (summarizing aggregate theory, which expands corporations’ rights to those granted to individual stakeholders).
This legal separateness enables a business entity to enter into contracts, own property, sue and be sued, and otherwise avail itself of rights and responsibilities embodied in legal personhood. It gives owners and managers of entities the liability limitations and control they bargained for at formation.

MindGeek cannot accidentally form a corporate family or group, nor would a change to the classification of their existing businesses require them to maintain that structure. MindGeek has freely and intentionally structured itself this way. It is possible for parties, including business entities, to form an accidental partnership, but all other entity forms require compliance with the parameters set by the state for formation. When a business like MindGeek forms as a corporation, or merges and consolidates with other businesses, it does so intentionally and with a concession to state requirements for formation. Therefore, it is possible for the state to alter these definitions and impose requirements on these entities. Applying the two-step approach to personhood requires states to first look to how a family chooses to define itself, then look to how it operates in the real world to determine whether it should be treated as a collection of separate entities or as an enterprise. To properly gauge the intentionality of managers, shareholders, parties to contracts, and other stakeholders requires an acknowledgment of more than legally defined control as is common under the definition of corporate groups. Influence, as it is defined equitably and procedurally, is a better measure for determining the family structure.

The corporate-family structure enables states to mitigate market manipulation by reforming rules and statutes to treat a corporation like a family in limited circumstances. These circumstances can occur by default, or, as with FOSTA-SESTA, when there is a blanket-enterprise treatment of corporate groups and families that would have unintended consequences as it may be overbroad. This includes the risk of imposing enterprise liability in situations where causation and harm may be too attenuated to impose

224. Id. at 818–19 (noting that it is the “natural conclusion of decades of corporate jurisprudence” that a corporation is “entitled to the same rights as a human being”).
225. Id. at 823.
226. See id. at 829 (“While a corporation may rightly be viewed as an association of individuals, it is an association of individuals who affirmatively choose the corporation.”); HENRY N. BUTLER & LARRY E. RIBSTEIN, THE CORPORATION AND THE CONSTITUTION 4 (1995) (“[N]o one is forced to use the corporate form of organization: there is freedom of choice in organizational form . . . . This fundamental choice constrains the ability of corporate managers to misbehave.”).
227. See Chatman, supra note 218, at 848.
228. Id.
229. Id. at 813, 830.
230. See supra notes 45, 193 and accompanying text.
231. Chatman, supra note 11, at 19–23.
232. See supra subpart II(A).
liability on a parent company, sibling company, or affiliate. In the current environment, which does not apply the family structure, the risk of overregulation is one of the arguments made for § 230 safe harbors and for placing limitations on the FOSTA-SESTA expansions. By applying the existing real-party-in-interest standards to corporate governance and redefining to whom duties are owed, the siloing of information loses its force without creating the enterprise liability that has been a source of concern. The corporate family holds off a defense against FOSTA-SESTA. The corporate family could also have been used to expand § 230 without FOSTA-SESTA, avoiding the risk of creating a cause of action too attenuated to survive scrutiny.

The corporate-family definition seeks to provide clarity to courts on when to consider a family as an enterprise and when to treat it as a collection of stand-alone entities. The parent creates subsidiaries because the parent cannot conduct business in the way that is most profitable in the corporate form or because it is otherwise advantageous to divide the enterprise. There are tax, contractual, tort-liability, and other advantages to organizing across entities as opposed to conducting all business through a single corporation.

When companies and individuals choose to take advantage of structure, the symbiotic relationship should be acknowledged under the law. A state definition of a corporate family will provide a tool for regulating all complex structures, not just those that appear before the right judge in a certain court or fall under the purview of a particular regulatory scheme as has been the case with victims of FOSTA-SESTA so far.

233. Veil piercing and enterprise liability are common subjects of debate in corporate law. Limited liability is a cornerstone of corporate law, but it is not limitless. Piercing the corporate veil is an equitable doctrine that allows creditors to hold an individual liable for the actions and debts of the corporation. When a parent company is a controlling shareholder of a subsidiary, there is legally no distinction between a corporation and an individual in treatment for veil piercing purposes. Robert B. Thompson, Piercing the Veil Within Corporate Groups: Corporate Shareholders as Mere Investors, 13 CONN. J. INT’L L. 379, 390 (1999); Chatman, supra note 42, at 697. The decision to pierce the veil or to impose enterprise liability, which holds a parent responsible for its subsidiaries, is always left to a judge. Because it is subject to judicial discretion, clarity on the status of parents and subsidiaries could result in more consistent outcomes. See PHILIP I. BLUMBERG, THE LAW OF CORPORATE GROUPS 5 (1983) (“Doctrines that had developed to protect ultimate investors from involvement in the legal problems of the enterprise were blindly adopted to govern the legal relationships between the components of the enterprise itself.”).

234. See supra notes 125, 184 and accompanying text.

235. See supra note 233 and accompanying text.


237. See supra notes 148–55 and accompanying text; see also Henry T.C. Hu, Too Complex to Depict? Innovation, “Pure Information,” and the SEC Disclosure Paradigm, 90 TEXAS L. REV. 1601, 1608 (2012) (noting that not only is it difficult to communicate financial realities when they are fully understood, but it will often be the case that the realities are not fully understood).
This definition of family may also limit some of the regulatory arbitrage engaged in by national and multinational corporations, who seek the jurisdiction with the most favorable outcomes when forming. As I noted in Corporate Family Matters:

The impact of placing toxic assets into LLCs or limited partnerships, or of concealing high-risk activity in numerous entities so that no single entity rises to the level of materiality that would require inclusion on a periodic report, will be minimized if management is required to reveal these relationships to investors and factor these entities into determinations of control and conflicts.\textsuperscript{238}

And the same is true for corporations that form a tax shelter in a lax jurisdiction with lesser oversight.\textsuperscript{239}

\textbf{B. The MindGeek Family}

Investigative journalism and mandatory disclosures in court proceedings have revealed that the mysterious foreign company MindGeek has an ownership stake in hundreds of companies.\textsuperscript{240} The information MindGeek failed to disclose years ago is now in the public domain at a time that may be too late for some victims of CSAM and human trafficking. To define MindGeek as a corporate group as the term is used in jurisdictions with this designation, we do not look at the influence MindGeek may have on an entity that is nested within the Pornhub network or to how much influence MindGeek may have over a video production company’s efforts to enforce its copyrights.\textsuperscript{241} We purely look to percentages of ownership and the ability, under corporate law, to govern the entity.\textsuperscript{242} In comparison, to determine whether MindGeek is a family under my proposed definition, we would look instead to influence\textsuperscript{243} If all the entities, from the Playboy Channel to Pornhub, operate for the benefit of MindGeek and not in their own best interest, we would consider it a family—allowing victims to potentially submit a single takedown request for nonconsensual content, and to reach the entire enterprise should they choose to move ahead and pursue civil action.

The family structure matters because, while I can easily find information about high-profile MindGeek entities like Pornhub and Playboy, I, or a victim of revenge porn, human trafficking, or other sexual exploitation,

\begin{footnotes}
\item\textsuperscript{238} Chatman, \textit{ supra} note 11, at 15–16 (footnotes omitted).
\item\textsuperscript{239} See Hwang, \textit{ supra} note 236, at 812–16 (discussing the practice).
\item\textsuperscript{240} See \textit{ supra} subpart I(A).
\item\textsuperscript{241} See \textit{ supra} note 45 and accompanying text.
\item\textsuperscript{242} See \textit{ supra} note 45 and accompanying text.
\item\textsuperscript{243} See \textit{ supra} note 45 and accompanying text.
\end{footnotes}
would have a difficult time finding content and having it removed on all hundred-plus websites. Before they were placed in the public spotlight, Pornhub and MindGeek claimed they could not monitor and remove content across the entire enterprise. Even with the recent publicity, because MindGeek is a private entity that is not publicly traded with the required public disclosures, it is still virtually impossible to get a full picture of the enterprise. Many victims rely on periodic Google image searches to discover new uploads of their non-consensual content and must petition each website individually to have that content removed. MindGeek's legacy of tax evasion allegations and allegations that its predecessors did business in prohibited jurisdictions show that it is also difficult to determine the company’s revenues, profits, and clear information about ownership.

The information that the public has about MindGeek is what MindGeek chooses to share. It is a judgment call made by MindGeek. But what matters to investors, the victims of human trafficking and CSAM, the undercompensated talent, and regulators is whether these entities are ultimately operating in MindGeek’s best interest such that movie studios and managed sites are harmed by the operation of the aggregator sites or such that once a victim has content removed from one aggregator, it can be removed from all aggregators. If these businesses all operate to increase the overall bottom line of MindGeek, as they appear to do not just because of ownership but purely due to influence, that is information the stakeholders and shareholders deserve to know and that the corporate-family structure would provide. The family, with a focus on influence, enables us to see what is hidden in the silos.

The difficult burden of proof in claims of criminal conspiracy, criminal and civil racketeering, and causes of action buttressed by the FOSTA-SESTA removal of § 230 safe harbors can be eased by a corporate-family designation, highlighting the collateral benefits of the structure. The Jane Does in the litigation against JPMorgan and Deutsche Bank demonstrate how victims can obtain civil-court relief when the new laws providing for

244. See Chatman, supra note 42, at 680 ("The business structure and management logistics determine whether the various entities are treated as truly separate under the law. Notably, this is often a legal decision made with the advice of counsel."); see also Veronica Root Martinez, Complex Compliance Investigations, 120 COLUM. L. REV. 249, 277–84 (2020) (analyzing recent corporate scandals and finding that silos enabled significant failures to occur despite corporate structures designed to prevent and detect misconduct and organizational awareness of the risk that inevitably led to each scandal).

245. See supra note 98 and accompanying text.

246. See supra subpart I(B).

247. See Chatman, supra note 42, at 681–82 (discussing the various incentives that push corporations towards creating these silos).

248. See supra note 31 and accompanying text.
heightened third-party liability effectively lower the burden of proof. But what differentiates a bank like JPMorgan or Deutsche Bank from a company like MindGeek is not just the public nature of the banks or the heightened duties that they owe to society. It is, in part, that we can draw a clear connection between JPMorgan, Deutsche Bank, and Epstein, and that it was clear when Epstein was doing business with an entity with a relationship with the banks. FOSTA-SESTA does not eliminate the need for some connection between the harmful actions and internet service providers, nor does it eliminate the need to identify exactly which provider profited from the harm. Under current corporate-law standards, these victims cannot pursue MindGeek or Pornhub if there is not clear proof of grounds for enterprise liability. Treating MindGeek as a family, particularly in these circumstances where there is clear evidence that all the businesses operate for the benefit of MindGeek, victims can use the American subsidiaries to get information about the whole and pursue litigation against the whole. Acknowledging the influence of a parent corporation like MindGeek could also tend towards proof of intent to deceive—especially if courts find that this new definition of family imposes a requirement to acknowledge that influence.

Treating MindGeek as a family also enables investors and consumers to engage with the market in a way that they desire. After the public attention

---

249. Jane Does in this litigation, discussed above at notes 134-46, eventually obtained settlement relief against the various banks. Doe 1 v. JPMorgan Chase Bank, N.A., No. 1:22-CV-10019, 2023 WL 4373292, at *1 (S.D.N.Y. June 29, 2023) (amended order granting preliminary class approval and permitting class notice) (“[T]he Settlement will resolve the claims of all persons who were harmed, injured, exploited, or abused by Jeffrey Epstein, or by any person who is connected to or otherwise associated with Jeffrey Epstein or any Jeffrey Epstein sex trafficking venture, between January 1, 1998, and through August 10, 2019, inclusive.”).

250. See supra text accompanying notes 12–16.

251. See 1 WILLIAM MEADE FLETCHER, FLETCHER CYCLOPEDIA OF THE LAW OF CORPORATIONS § 43 (2023) (“There is a presumption of separateness that a plaintiff must overcome to establish liability by showing that a parent is employing a subsidiary to . . . commit wrongdoing and that this was the proximate cause of the plaintiff’s injury. Merely showing control . . . is insufficient to overcome that presumption.” (footnotes omitted)).

252. See, e.g., Virginia Harper Ho, Risk-Related Activism: The Business Case for Monitoring Nonfinancial Risk, 41 J. CORP. L. 647, 653, 657–58 (2016) (discussing shareholder power to promote firm management, mitigation, and disclosure of risk, including nonfinancial ESG risks); Tamara C. Belinfanti, Forget Roger Rabbit—Is Corporate Purpose Being Framed?, 58 N.Y.L. SCH. L. REV. 675, 678 (2013–2014) (“[A]ny attempt to amend, rewrite, interrogate, or, at the extreme, debunk the shareholder primacy/private purpose view of the corporation must successfully counter the ‘framing effect’ and ‘framing bias’ that shareholder primacy enjoys.”); Michael E. Porter & Mark R. Kramer, Strategy & Society: The Link Between Competitive Advantage and Corporate Social Responsibility, HARV. BUS. REV., Dec. 2006, at 78, 80 (introducing framework that companies can use to identify social consequences of their actions; discover opportunities to benefit society and themselves by strengthening the competitive context in which they operate; determine which Corporate Social Responsibility initiatives they should address; and find the most effective ways of doing so); Margaret M. Blair & Lynn A. Stout, A Team Production Theory of Corporate Law, 24 J. CORP. L. 751, 752 (1999) (exploring the team production approach to explain “both the
highlighted Pornhub and MindGeek’s business practices, many consumers and artists, and even businesses that contract with Pornhub and MindGeek, have attempted to avoid using and promoting MindGeek websites. But with over one hundred websites in the family, it is easier to figure out which sites are clearly not a MindGeek site than which ones are. The corporate family minimizes the ability to take advantage of confusion and the manipulation of public opinion by hiding unfavorable business relationships with structure.

Conclusion

When I originally wrote Corporate Family Matters and began focusing on the negative impacts of complex corporate structures, what I had in mind were financial harms such as capital-market manipulation. But as MindGeek illustrates, there are also societal harms to structural complexity.

The sad and simple fact is that some people and countries care about human trafficking, and others do not. But most of these bad actors operate in at least one of the jurisdictions that is taking aggressive steps to combat distinctive legal doctrines that apply to public corporations and the unique role these business entities have come to play in American economic life).
human trafficking.\textsuperscript{257} While civil remedy provides financial compensation, it cannot combat the force of the internet, lax international standards, or the ability of bad actors to utilize a seemingly neutral force—corporate personhood and legal business structures—to continue to exploit victims.\textsuperscript{258} When these victims do not have the ability to go after a deep pocket or are not the face of a cause of action that motivates activists and think tanks, they are left to fight corporate international giants like MindGeek—or even Twitter, Facebook, Instagram, and YouTube-upload by upload.\textsuperscript{259} Civil litigation in the United States that pursues one or two U.S.-based entities at a time does not address international corporate affiliates beyond jurisdictional reach. Settlements do not apply across groups or impact all affiliated entities globally, nor do they help those who are ineligible to pursue litigation in the United States either legally or due to their personal circumstances.\textsuperscript{260} Popular press helped to highlight the impact of these policies, which were buttressed by the international pervasiveness of the internet and the policies of countries that had not signed on to the UN Protocol.\textsuperscript{261}

The internet combines with corporate-governance norms to make some companies globally untouchable. Addressing human trafficking and sexual exploitation over the internet requires solutions beyond the traditional deterrents of litigation and reputational harm. This is because when companies can rely on the combined forces of corporate anonymity and cyber anonymity, they may cause harm in the shadows.\textsuperscript{262} MindGeek is an example of this phenomenon. They were able to grow large, changing the pornography industry without detection. It took an exposé, activists, and civil litigation to bring about change. But what about the next MindGeek and Pornhub? The corporate family can empower victims internationally while protecting the free speech and other rights of consensual producers of pornography by making it more difficult for companies to rely on the silos of business structure to profit from human trafficking and other forms of nonconsensual sexual exploitation.

\textsuperscript{257} See supra subpart I(A).
\textsuperscript{258} See supra note 193 and accompanying text.
\textsuperscript{259} See supra subpart II(B).
\textsuperscript{260} See supra subpart II(B).
\textsuperscript{261} See supra note 6 and accompanying text.
\textsuperscript{262} See supra subpart I(A).