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PREDICTING BEARING FAULT IN THE DRONE FREIGHT INDUSTRY: LEGAL LIABILITY IN AUSTRALIA
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ABSTRACT

Many people are now aware of drones or remotely piloted aircraft (RPAs), and several others have predicted the significant impacts that drones will bring across society. Today, there is an expectation that drones will play a pivotal role in industries such
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as surveillance, security, surveying, construction, and freight transport. However, in all these cases, whenever a drone is flying over a populated area, it poses a danger to people or things on the ground. Perhaps the sector where the greatest risk of injury to the everyday person exists is the drone delivery industry. The drone freight industry is proliferating fast, with many companies like Skycart and Amazon investing in this sector. These companies plan to transport groceries, medical supplies, food, and parcels, among many other things. If fleets of delivery drones are deployed around suburbs, the descent to lower altitudes and the general logistics of an airborne delivery presents a novel risk of harm. A drone failure resulting in a crash could lead to property damage, destruction of natural environments, and injury or death to persons, especially in areas of high population density. One promising way to prevent such harm is to use structural condition monitoring technology to preempt any deterioration of the airworthiness of a drone. In the absence of any existing precedent or authority on this, this Article investigates the legal implications of using such technology to guide future regulations and areas of research.
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RONES, OR “REMTENLY PILOTED AIRCRAFT” (RPAs), are fast becoming prevalent across various industries, in-

---

1 We use the term “drone” and “RPA” interchangeably in this Article. However, it should be noted the term “drone” is not largely used by regulators inter-
cluding agriculture, engineering, construction, energy, security, and law enforcement. However, continuing advancements in engineering are seeing drones progress to increasingly versatile and innovative applications beyond aerial scanning tools. There is now significant discussion about drones revolutionizing transport, delivery, and logistics systems. This Article considers how condition monitoring of drone bearings might affect the liability of freight drones in Australia.

With developments in technological capability, navigation technology, hardware performance, and lower costs, the commercial adoption of drones is soaring. In 2020, the worldwide demand volume of drones eclipsed 689,400 units, valuing the commercial drone market at U.S. $13.44 billion. It is estimated nationally or in Australia. Previously, the term Unmanned Aerial Vehicle (UAV) was used in Australian regulations; however, the Civil Aviation Legislation Amendment (Part 101) Regulation 2016 (Cth) (Austl.) updated the terminology in part 101 of the Civil Aviation Safety Regulations 1998 (Cth) (Austl.) to align it with terminology of the International Civil Aviation Organization, including replacing UAV with RPA. Other alternative terms used in this Article include remotely piloted vehicle (RPV), remotely operated aircraft (ROA), or uncrewed aircraft (UA). At the time this Article was written, the FAA term in use was unmanned aircraft, with a proposal to change the regulatory term to uncrewed aircraft.

---


4 Drone Technology Uses, supra note 2.

this will grow at a further compound annual growth rate (CAGR) of 57.5% from 2021 to 2028.6

A significant part of this exponential growth will be derived from the freight industry, which despite only being the third largest component of the commercial drone market,7 is the area of the market anticipated to exhibit the highest growth at a projected CAGR of over 60% from 2021 to 2028.8 Bolstered by wider societal tailwinds, such as the continuing adoption of e-commerce and technology, the value of the global drone package delivery market is expected to grow from $532 million U.S. dollars in 2020 to $11,519 million in U.S. dollars by 2027.9

This growth is underpinned by the freight industry’s significant commercial opportunities currently available.10 Drones can save time, reduce costs, and generally increase productivity in novel ways.11 This is achieved by taking advantage of unused airspace zones, thus omitting the need to resort to significant capital investments in urban infrastructure.12 The result is a freight service that is a faster and greener alternative to increasingly congested roadways.

A mix of blue-chip companies, startups, and leading vendors are seeking to tap into this commercial opportunity.13 Unlike hobbyists, these companies invest substantial sums of money into research and development to equip their drones with state-

---

6 Id.
8 Drone Analysis Report, supra note 5.
10 Merkert & Bushell, supra note 3, at 5.
11 Drone Technology Uses, supra note 2.
of-the-art technology. The purpose of this investment is not just for business efficiency but also to protect themselves from the inherently greater legal, economic, and regulatory risks that accompany commercial operations. For drones to gain widespread acceptance from a policy perspective, the technology must be reliable, and adverse incidents should be minimal. In their most recent policy statement, the Australian government has recognized that “[t]echnical and procedural solutions” are options to achieve acceptable levels of safety performance for drones.

Different technologies aim to solve different types of risks. In aviation, risks are split into two categories: air risks (drones colliding with other aircraft) and ground risks (drones colliding with a person or property on the ground). Aerial avoidance technology includes geo-fencing, sense-and-avoid technologies, and other transponder-based systems, such as Automatic Dependent Surveillance-Broadcast (ADS-B), while ground damage mitigation measures include structural condition monitoring.

---

14 *Drone Technology Uses*, supra note 2.
16 See *Drone Technology Uses*, supra note 2.
parachutes, automatic descent functions, and redundancy systems. Currently, most of these technologies are still being developed and perfected.

This Article focuses primarily on ground risks and using structural condition monitoring technology to mitigate these risks, specifically that of a bearing health monitoring device. The scope of this Article is kept within the confines of tort law, based on commentary from the literature that in the case of emerging technologies—where specific strategies for managing risk are rarer—tort law provides a useful feedback environment and signal for future regulation.

Part II of this Article begins by contextualizing the current state of drone technology that is being used to mitigate ground damage. It is proposed that there exists both an engineering and legal impetus for using structural condition monitoring technology on drones. Part III then delves into a technical examination of drones and the broader regulatory framework within which drones currently operate. It argues that it is likely that a bearing condition monitoring device will greatly contribute to satisfying many general regulatory requirements. In Part IV, the law of liability is discussed, first with a review of legislation and regulations and then an evaluation of the common law. In regard to legislation, it is currently found that, because of the strict liability or no-fault nature of the applicable legislation, a bearing condition monitoring system will not operate as a complete legal shield in the event of harm to persons or property. Nonetheless, a monitoring system will still be of use in ensuring the drone does not fall in the first place, which would avoid liability altogether. As to the common law, it is hypothesized that using bearing condition monitoring technology in certain circumstances will be enough to determine that the drone operator or manufacturer is not at fault; however, this will depend on


22 In engineering, a redundancy is the duplication of critical components and functions to increase reliability of a system. Sam, What Is a Redundant System and How Do Drones Use Them?, DRONESVILLA (Nov. 29, 2019), https://www.dronesvilla.com/what-is-a-redundant-system/ [https://perma.cc/D543-BM6K].

the cause of action and specific circumstances of each case. Part V concludes the Article.

II. CONDITIONAL MONITORING OF BEARINGS TO MITIGATE LEGAL RISK

Across most industries, especially in the freight sector, damage on the ground from a drone is arguably the most significant risk to consider and the risk most likely to have legal consequences. Air risks pose less of a concern because drones operate in “urban canyons,” or the airspace in between the tops of buildings and the ground, and given that no crewed aircraft currently operates in that zone, there is a comparatively low risk of collision. Even then, any aerial collision, whether with buildings, drones, or aircraft, will still ordinarily lead to a ground risk as debris or the drone itself falls to the ground. Sharp rotor edges and mechanical parts, in combination with high speeds and elevated altitudes, mean that even the smallest of drones can cause lethal kinetic force. Where freight drones are concerned, the increased payloads, the vast distances covered, and the greater frequency of everyday use over populated areas exacerbate such risks.

Thus, if drone freight operations are to become routine in cities, it will be essential to minimize the risk of drones falling to the ground. The main issue across all drones is that they rely on propellers to stay in the air—the failure of which may impact safety. In a drone, electric motors spin the propellers to keep

24 See Hodgkinson & Johnston, supra note 12, at 34.
25 Id. at 37.
29 See, e.g., Julie-Anne Tarr, Maurice Thompson & Anthony Tarr, Regulation, Risk and Insurance of Drones: An Urgent Global Accountability Imperative, 8 J. BUS. L. 559, 563 (2019) (listing some of Australia’s safety regulations prohibiting RPA use over populous areas such as parks).
30 J.J. Roldán, D. Sanz, J. del Cerro & A. Barrientos, Lift Failure Detection and Management System for Quadrotors, 252 ADVANCES INTELLIGENT SYS. & COMPUTING 1,
the drone airborne. The motor, a core component is the bearing, a part which allows for a spinning shaft to be connected to the stationary housing via a mechanism with very low friction. However, bearings become fatigued over time, and if this is not addressed by bearing replacement or maintenance, then catastrophic failure can occur with the potential to cause serious damage or harm to persons or property. The available time from initial warning of fatigue to the onset of bearing failure depends on the loading and speed of the motor in operation. One study analyzing 152 RPA incidents from 2006 to 2015 found equipment problems to be responsible for 64% of all RPA accidents and incidents, highlighting the need for reliable equipment and maintenance programs to ensure the drone can safely remain airborne during operation. Accordingly, to avoid accidents and maintain safe operations, drone companies need to ensure a very low risk of drone motor bearing failure. Currently, this is achieved by providing sufficient redundancy at the expense of weight and cost, and by adhering to a strict and rigorous bearing replacement schedule. However, redundant systems can be uneconomical for many heavy freight transport drones because the weight of the cargo means multiple motors are already required to keep the drone flying. Likewise, bearing replacement schedules are also not an optimal solution as they rely on technical knowledge (making predictions based on previous knowledge and experience) and usage data (making predictions using “historical failure records of comparable equipment without considering component-spe-
This does not eliminate the likelihood of a bearing fault since contamination; corrosion; incorrect bearing manufacturing, storage, or installation; or excessive loading and vibration can cause early bearing failure before it is scheduled to be replaced. Moreover, preventative maintenance means that bearings are often replaced long before they are close to developing a fault, which is an unnecessary cost and inefficient for operators.

Rather, what is needed is a way to monitor the condition of bearings on a real-time basis. This process, known as condition monitoring, provides the advantage of being able to adequately prepare for bearing maintenance or replacement long before a catastrophic failure. Flagging failures preemptively is also more reliable than conventional preventive or reactive maintenance technologies. Reactive maintenance technologies react to the fault after it occurs and include parachutes, automatic descent software, or back-up redundancy systems, while preventive maintenance technologies include pre-determined replacement schedules. In contrast, health monitoring is mechanism-based and makes predictions based on direct sensing of the critical failure mechanisms of each unique physical model. Existing research has found that “[i]n general, maintenance techniques characterized by real-time monitoring solutions offer more information and a better prediction of the occurring failure and are therefore more favorable.” Because studies have shown deficient maintenance to be one of the most common causes of system failure in an RPA, this is an essential area to address.

This discussion demonstrates a clear rationale to consider using drone bearing condition sensing technology as a way to im-

38 See SKF, supra note 33, at 8.
39 See id.
40 See Martinetti et al., supra note 37, at 162.
41 Id. at 160.
43 Id.
44 Martinetti et al., supra note 37, at 162.
45 Id.
46 Id. at 153.
prove the safety of drones. However, while this technology has been investigated from an engineering perspective, the question of whether there is a legal motivation is unexplored.

In this context, this Article aims to address this research gap by investigating the extent to which using drone bearing monitoring technology can mitigate against legal liability, specifically for freight drones. For example, bearing monitoring equipment might be used to warn that a bearing may be about to fail, in which case it may be possible to land the drone before it does any damage, or bearing monitoring equipment may be a source of information about what, if anything, went wrong. Legal liability for drone damage is a significant concern as fleets of delivery drones are already operating today, and with no litigated cases on the matter yet, the consequences of drone negligence, recklessness, or misuse still largely occupy a legal grey area.

Failing to properly fill this gap can hinder the continued innovation of drones and cause market opportunities and other societal benefits to be missed. Conversely, properly bridging the gap will solidify Australia’s role as a global leader in the adoption of drones in both an engineering and legal capacity.

III. TECHNICAL AND REGULATORY OVERVIEW OF DRONES

Broadly speaking, there are two types of drones available on the market at varying costs: fixed-wing drones (generally for

---


commercial use, long flight times, or fast-speed missions)\(^{50}\) and multi-rotor drones (generally for recreational use in locally confined areas, or for more cost-effective missions).\(^{51}\) These are controlled by drone pilots that can be characterized as adjacent pilots for Visual Line of Sight operations, remote pilots using First Person View, and on-board computer pilots controlling autonomous drones.\(^{52}\) Based on the size, design, and operation of a drone, the risk of damage has “different consequences and require[s] different mitigations.”\(^{53}\)

A. **Freight Drones**

Currently, there are four categories of cargo drone uses: first and last mile parcel delivery (for dense urban areas); automation of intralogistics (for factories and warehouses); supply of medical goods (for low-accessibility locations); and transportation of air freight (usually for rural areas).\(^{54}\) The legal risks of all these activities, as stated above, are mostly concerned with personal injury, death, and damage to property.\(^{55}\) These are all likely to occur because of a drone falling and doing damage. There is also a possibility that there might be economic losses caused by failures or delays in delivery, but this falls outside the scope of this paper.

Large multinational companies are leading the adoption of freight drones, with many already embarking on various pilot projects.\(^{56}\) In the United Kingdom, Amazon’s Prime Air has been used to deliver packages, relying on drones being “built with multiple redundancies, as well as more sophisticated sense and

\(^{50}\) Note that fixed-wing drones can sometimes have a single propeller and motor or a multiple propeller and motor arrangement depending on the design.


\(^{52}\) Clarke & Moses, *supra* note 23, at 265.

\(^{53}\) *Policy Issues*, *supra* note 18, at 25 (alteration in original).


avoid “technology” to mitigate dangers. Uber has been testing its Uber Eats drone delivery service in San Diego in the United States (as a precursor to more dense urban environments) alongside Uber’s more ambitious Uber Elevate Drone Taxi project in Melbourne. Airbus Helicopters established a memorandum of understanding with the Civil Aviation Authority of Singapore to allow testing of drone delivery on campus at the National University of Singapore. Globally, Wing Aviation Pty. Ltd. (Wing), the drone division of Alphabet (which is Google’s parent company), just reached a milestone of 100,000 customer deliveries.

Most of these pilot projects center around first- and last-mile delivery using autonomous drones, which are often linked to e-commerce supply chains. “[T]hese drones carry packages to [and] from a central distribution hub to [and] from a drop-off [or] pick-up location.” These hubs can range from a courier distribution center to a retail shop, a food outlet, or a medical center.

In the case of Australia, the wide geographical distances and dispersed populations means that drones could provide real and viable solutions to logistics and transport. Alongside “Austra-

---

57 Amazon Prime Air, Amazon, https://www.amazon.com/Amazon-Prime-Air/?ie=UTF8&node=8037720011 [https://perma.cc/3DF3-2D2S].
60 Hodgkinson & Johnston, supra note 12, at 128.
63 See id. (alteration in original).
64 Id.
lia’s relatively fast adoption of new technologies,” these factors could provide a powerful catalyst for the rapid uptake of delivery drones.66 The New South Wales (NSW) government observed that automated routine freight delivery and point-to-point transport could well be in use by 2056.67

Currently, Australia’s Civil Aviation Safety Authority (CASA) has driven most drone adoptions in the country by licensing Wing to operate drone delivery services in North Canberra in the Australian Capital Territory and Logan in Queensland.68 Consequently, Wing drones are already flying over populations of 10,000 or more residents from morning to early evening on both weekdays and weekends.69 While these deliveries currently comprise last-mile deliveries,70 their use could expand across the entire logistics chain as technology advances.

Accompanying this, “Wing is also developing an [uncrewed] traffic management (UTM) platform that will allow [autonomous drones] to navigate around other drones, [crewed] aircraft, and other obstacles like trees, buildings and power lines.”71 This flight path navigation software is interoperable and can automatically “manage different drones from different manufacturers as they conduct deliveries.”72 This software enables fleets of delivery drones to operate on an autonomous or semi-autonomous basis, relying on GPS and on-board computers. A range of other advanced technologies, such as cloud computing, computer visioning, machine learning, and deep learning, allows drones to carry out their missions without human interven-

66 See Deloitte Access Econ., supra note 3, at 25. The report estimated that by 2040 the number of express parcel deliveries could range from 37 million to 61 million trips, food deliveries from 46 million to 65 million, and pathology deliveries from 8 million to 17 million. Id. at 26.
69 Submission from Wing Aviation, supra note 48, at 6.
70 See Oosedo et al., supra note 3, at 550–51.
71 Wing: Transforming the Way Goods Are Transported, X (alteration in original), https://x.company/projects/wing/ [https://perma.cc/T2UK-XZ7R].
72 Hodgkinson & Johnston, supra note 12, at 128.
Accordingly, operators at a remote headquarters only oversee rather than “pilot” the drones.

This distinguishes freight drones from most previous iterations of drones, which were predominantly piloted to survey, collect, and gather data. Such a use primarily raised legal issues of surveillance and privacy rights. Conversely, the principal goal of freight drones is transportation of goods, and while the collection of data may be an ancillary utility, it is not the priority or focus of this paper. This is evident from how Wing aircraft’s cameras are only still image, greyscale, low-resolution cameras that are for the purpose of providing a backup to its navigation systems. Consequently, the key legal issues that arise from delivery drones are based more on the infringement of tangible rights, such as personal injury and death; property damage; or (possibly) nuisance, e.g., noise or pollution.

The pace of developments in the sector is rapid. However, as with any emerging technology, the challenge for all stakeholders is how to balance innovation with risk. The International Civil Aviation Organization (ICAO), in its Convention on International Civil Aviation, provides that the regulation of pilotless

---


77 See id.


aircraft is enacted at the national level.\textsuperscript{81} Thus, “in the absence of clear guidelines from international bodies, many domestic jurisdictions . . . draft their own regulations.”\textsuperscript{82} Many countries exclude small drones below a certain weight from the standard rules that apply to aircraft,\textsuperscript{83} while others aim to regulate drones by the same standards as crewed aircraft.\textsuperscript{84}

In 2000, Australia became the first country to begin drafting drone regulation laws and has since established itself firmly as a global leader in the space.\textsuperscript{85} Rather than developing a new specific regulatory solution, drones were integrated into the existing legal framework, which was developed primarily for airplanes. As a result, the applicable regulations straddle constitutional lines of federal and state powers, creating a complex, overlapping regulatory environment.\textsuperscript{86} In Australia, drones are considered “aircraft”\textsuperscript{87} and thus fall under the scope of federal aircraft operations and safety laws.\textsuperscript{88} Part 101 of the \textit{Civil Avia-

\textsuperscript{82} HODGKINSON & JOHNSTON, supra note 12, at 19.
\textsuperscript{83} Id. as a guide to sizes, see Des Butler, \textit{Drones and Invasions of Privacy: An International Comparison of Legal Responses}, 42 UNSW L.J. 1039, 1042 (2019). Butler provides “micro RPAs” would be toy drones, “very small RPAs” would be recreational user drones (such as DJI drones), and “large RPAs” would be drones similar in size to Predator drones used by the U.S. military. Id. However, regulations of sizes can vary. HODGKINSON & JOHNSTON, supra note 12, at 35. For example, Australia’s smallest weight category (“micro”) is 250 grams or less, while China’s smallest weight category (also “micro”) is 7 kilograms or less. Id.
\textsuperscript{84} HODGKINSON & JOHNSTON, supra note 12, at 25.
\textsuperscript{87} AUSTL. GOV’T CIV. AVIATION SAFETY AUTH., \textit{Drone Rules}, YOUTUBE, at 1:00 (July 30, 2019), https://www.youtube.com/watch?v=urP2tJYk8 [https://perma.cc/ZNT6-4GUS] (“Drones may be aircraft, but they can’t fly anywhere near major airports.”). As per the \textit{Civil Aviation Act 1988}, an aircraft is defined as “any machine or craft that can derive support in the atmosphere from the reactions of the air, other than the reactions of the air against the earth’s surface.” \textit{Civil Aviation Act 1988} (Cth) s 3 (Austl.). A similar definition appears in the \textit{Air Navigation Act 1920} (Cth) s 3 (Austl.).
tion Safety Regulations 1998 (CASR)\(^9\) consolidates all the rules applicable to RPAs into one body of legislation. CASA has also issued Part 101 \((\text{Unmanned Aircraft and Rockets})\) Manual of Standards 2019 (MOS),\(^9\) which sets out further standards in relation to safety and regulatory oversight. The MOS is a Class One document under CASR Part 21, and thus has standing as prima facie evidence in court.\(^91\)

Generally, all drones are subject to standard operating conditions.\(^92\) In Australia, as in most jurisdictions, drones cannot fly higher than 400 feet above ground level without approval from the appropriate regulator,\(^93\) and “high-risk” flights are prohibited without obtaining CASA’s grant of approval.\(^94\) Such flights include flying at night, through clouds or fog, over populous areas, near airfields, beyond the pilot’s visual line of sight, or within 30 meters of a person who is unrelated to the drone operation.\(^95\)

Following an Australian Senate Inquiry Report into the use and safety of RPA,\(^96\) new legislation mandates compulsory registration and operator accreditation with CASA for all drones except for micro-sized “model aircraft.”\(^97\) A micro-sized drone is

\(^91\) Ronald I C Bartsch, Aviation Law in Australia 475 (4th ed. 2013).
\(^94\) See, e.g., Civil Aviation Safety Regulations 1998 (Cth) reg 101.280 (Austl.).
\(^95\) Id. regs 101.095, 101.245, 101.280; Drone Safety Rules, supra note 92. A “populous area” is defined in the regulations as an area that “has a sufficient density of population for some aspect of the operation, or some event that might happen during the operation (in particular, a fault in, or failure of, the aircraft . . . ) to pose an unreasonable risk to the life, safety or property of somebody who is in the area but is not connected with the operation.” Civil Aviation Safety Regulations 1998 (Cth) reg 101.025 (Austl.).
\(^96\) Austl. Senate Inquiry, supra note 19, at 4 para. 1.12.
\(^97\) See Explanatory Statement, Deputy Prime Minister & Minister of Infrastructure, Transp. & Reg’l Dev., Civil Aviation Safety Amendment (Remotely Piloted Aircraft and Model Aircraft – Registration and Accreditation) Regulations (No. 2) 2019 (Cth) Attachment A: Statement of Compatibility with Human Rights (Austl.). However, non-excepted micro-sized model aircraft are subject to a registration requirement. Id. Model aircraft above 250 grams are also excepted if they are operated indoors or at CASA-approved Model Aircraft flying fields. Id.: Register Your Drone, CIV. AVIATION SAFETY AUTH., https://www.casa.gov.au/drones/re-
one weighing no more than 250 grams. Under CASR, model aircraft are excluded from the definition of an RPA. A model aircraft is defined as an aircraft used for the purpose of sport or recreation weighing less than 150 kg; or an aircraft used for educational, training, or research purposes weighing less than 7 kg. Any drone operated for a purpose other than sport and recreation is defined as an RPA. Thus, the only exclusions from registration are micro-toy drones or entry-level hobbyist drones, such as the 249 gram Mavic Mini, which are specifically designed to fall outside regulations (so long as their operation remains exclusively for sport or recreation).

Accordingly, beginning January 28, 2021, all drones classified as RPAs—regardless of size—require registration and accreditation with CASA. Then, depending on the extent of the commercial use, applying for a Remote Pilot License (RePL) or Remote Operator Certificate (ReOC) may be registration-and-flight-authorisations/register-your-drone [https://perma.cc/FM3B-2W24] (Dec. 23, 2021).

98 Civil Aviation Safety Regulations 1998 (Cth) reg 101.022 (Austl.).
99 Id. reg 101.021; Civil Aviation Act 1988 (Cth) s 4 (Austl.).
100 While the term “model aircraft” is not defined in either the Damage by Aircraft Act 1999 (Cth) s 4 (Austl.) or the Civil Aviation Act 1988 (Cth) s 3 (Austl.), Civil Aviation Safety Regulations 1998 (Cth) reg 101.023 (Austl.) provides the definition. However, note that “giant model aircraft” (i.e., aircraft with a take-off mass of 25–150 kg) require operational approval and do not fit within this definition. See id. regs 101.380, 101.405.
101 Civil Aviation Safety Regulations 1998 (Cth) regs 101.021, 101.023 (Austl.).
102 See DJI Support, DJI Mavic Mini FAQ: Answer Your Questions, DJI GUIDES (Aug. 19, 2020), https://store.dji.com/guides/mavic-mini-faq-everything-you-need-to-know/ [https://perma.cc/Z7N8-JP4P] (“Weighing under 250 grams, Mavic Mini is almost as light as the average smartphone. This makes it exceptionally portable and places it in the lowest and safest weight class of drones, which in many countries may exempt it from certain regulations.”).
103 See CASA 44/20 – Remotely Piloted Aircraft – RPA Application Day Determination 2020 (Cth) s 3 (Austl.).
104 See Civil Aviation Safety Regulations 1998 (Cth) div 47.c.2 (Austl.). Previously, micro RPA were excluded, even if their purpose was for hire and reward. See id. reg. 101.237; Norton White, Drone Regulation in Australia, LEXOLOGY (Dec. 10, 2019), https://www.lexology.com/library/detail.aspx?g=9c52371e-5bf2-4ef7-a922-fd777989f18 [https://perma.cc/GF3B-AW5B].
106 Certain “excluded RPA” do not require a remote pilot license, such as those used for the benefit of the RPA owner’s land for activities such as aerial spotting, land surveying, agricultural operations, infrastructure inspections, or carrying cargo. Id. reg 101.237. Micro RPAs are also excluded. Id. reg 101.235(3).
107 The RePL is a legal document that permits an individual to operate an RPA within the categories shown on the license. Remote Pilot Licence, Civ. Aviation
Flying an unregistered drone,\(^{109}\) flying without an operator accreditation, or flying without a remote pilot license for business use\(^{110}\) is a strict liability offense and carries penalties of up to fifty units.\(^{111}\)

Freight RPAs are regulated by the same regime that applies to commercial RPA operators.\(^{112}\) Any legal entity\(^{113}\) wishing to carry out RPA operations in Australia, either commercially or for the purpose of research and development (R&D), must obtain a ReOC.\(^{114}\)

To satisfy a ReOC, the RPA operator must have a chief remote pilot\(^{115}\) who holds a remote pilot license and who is competent to carry out those duties and perform the necessary functions.\(^{116}\) For example, in the case of a freight drone, the ReOC needs a description of the cargo or payloads and the requirements for special handling.\(^{117}\) The chief remote pilot must also either maintain a position as maintenance controller or arrange a com-

\(^{108}\) The ReOC permits a business to operate commercial or R&D operations in Australia. Remotely Piloted Aircraft Operator’s Certificate, CIV. AVIATION SAFETY AUTH., https://www.casa.gov.au/drones/get-your-operator-credentials/remotely-piloted-aircraft-operators-certificate [https://perma.cc/NZ7C-EFAE] (Feb. 21, 2022). Much like a license, the ReOC will provide information on what categories and types of RPA may be operated as well as the privileges and limitations of the approved operations. See id. “A ReOC is required for more complex commercial RPA activities, such as flying at night or over people,” for a person to obtain a ReOC, they must complete training through a certified training provider. CIV. AVIATION SAFETY AUTH., CASR PART 101: MICRO AND EXCLUDED REMOTELY PILOTED AIRCRAFT OPERATIONS 4 (2020), https://www.casa.gov.au/sites/default/files/2021-08/part-101-micro-excluded-rpa-operations-plain-english-guide.pdf [https://perma.cc/P8JS-58GG].

\(^{109}\) Civil Aviation Safety Regulations 1998 (Cth) sub-reg 47.015(1) (Austl.) requires aircraft to be registered unless they are exempt.

\(^{111}\) As of the time of writing, one penalty unit is 222 AUD under the Crimes Act 1914 (Cth) s 4AA (Austl.).

\(^{112}\) White, supra note 104.


\(^{114}\) See Civil Aviation Safety Regulations 1998 (Cth) reg 101.340 (Austl.).

\(^{116}\) Id. sub-reg 101.340(1)(b).

\(^{117}\) See Part 101 (Unmanned Aircraft and Rockets) Manual of Standards 2019 (as amended) (Cth) sub-div 10.03(1)(b)(v) (Austl.).
A maintenance controller has a duty to ensure that maintenance is completed to an adequate standard.\textsuperscript{120} Generally, this includes “maintaining a record of the serviceability . . . of the operator’s RPA systems[,] ensuring that each item of equipment essential to the operation of the operator’s RPA is serviceable . . . [and] investigating all defects in the operator’s RPA systems.”\textsuperscript{121} Part of this includes keeping a technical log, which outlines information relating to the continuing airworthiness of the RPAs, such as its total flight time; maintenance schedule; dates for the next maintenance action; documented practices and procedure of maintenance; the results of any rectification of defective equipment; and descriptions of pieces of unserviceable parts.\textsuperscript{122}

Additionally, a job-safety assessment is required for certain RPA operations, almost certainly including freight drones.\textsuperscript{123} A job-safety assessment is completed in accordance with the ReOC’s procedures and involves identifying safety risks and formulating risk mitigation measures and risk management plans.\textsuperscript{124} These include factors such as the weather, danger to the public, obstructions, or possible interference from power-

\begin{flushright}
\textsuperscript{118} Civil Aviation Safety Regulations 1998 (Cth) sub-reg 101.340(c) (Austl.).
\textsuperscript{119} Id. reg 101.370.
\textsuperscript{120} Id. sub-reg 101.340(1)(c)(i) (alteration in original). The Civil Aviation Act defined “maintenance” as: “any task required to ensure, or that could affect, the continuing airworthiness of an aircraft or aeronautical product, including any one or combination of overhaul, repair, inspection, replacement of an aeronautical product, modification or defect rectification.”\textsuperscript{121} Civil Aviation Act 1988 (Cth) s 3 (Austl.).
\textsuperscript{122} See Part 101 (Unmanned Aircraft and Rockets) Manual of Standards 2019 (as amended) (Cth) sub-reg 10.07(d) (Austl.).
\textsuperscript{123} See White, supra note 104.
\textsuperscript{124} Id.
\end{flushright}
Further rules apply to large RPAs and autonomous RPAs.

Obviously, a reliable drone bearing monitoring system that demonstrates the airworthiness of a drone will greatly assist an operator in both meeting and proving the satisfaction of many of these requirements.

Regarding delivery drones specifically, current regulations allow RPAs to deliver “just-in-time” supplies to customers living within a ten-kilometer radius from a base station. Items available for delivery include food and drinks, medicine, small items of hardware, and recreational supplies. Wing has been allowed to operate in this capacity after a rigorous safety screening and submission of applications to operate beyond visual line-of-sight.

However, CASA’s approval of a drone operation does not automatically establish immunity should an accident or regulatory breach occur. It will still be an offense to operate an RPA in a way that creates a hazard to other aircraft, people, or property.

---

126 Civil Aviation Safety Regulations 1998 (Cth) reg 101.260 (Austl.) requires that any person who carries out maintenance on a large RPA comply with any directions given in writing by CASA.
127 Id. reg 101.097 requires approval from CASA before an autonomous aircraft is launched.
128 Id. To operate beyond or extended visual line-of-sight class 2 operations in Australia, the remote pilot, or supervising remote pilot of the operator, must meet the requirements as defined in CASA Exemption EX46/21. See Civil Aviation Safety Regulations 1998 (Cth) sub-reg 101.300(4) (Austl.). These include holding certain licenses, passing the Australian Instrument Rating Exam (IREX), and passing other CASA-approved examinations. See id. Operators are also generally required to conduct a Specific Operational Risk Assessment (SORA) and participate in a workshop with CASA. JARUS Guidelines on Specific Operations Risk Assessment (SORA), Joint Auths. for Rulemaking of Unmanned Sys., JAR-DEL-WG6-D.04, at 11 (2d ed. 2019), https://wpo-alternet.com/wp-content/uploads/2017/11/jar_doc_06_jarus_sora_v1.0.pdf [https://perma.cc/K3DP-F4CB]. The SORA is an operational risk assessment developed by the Joint Authorities for Rulemaking in Unmanned Systems (JARUS). Id.
129 Id.
with a penalty up to fifty units for contravention. Further, the Civil Aviation Act 1988, the Aviation Transport Security Act 2004, and aviation security regulations consider interference with the safe conduct of air transport and reckless flying as criminal offenses, which can result in imprisonment. An operator who negligently or carelessly fails to conduct the required maintenance on their drone motor bearing will be exposed to liability under these Acts. The Australian government is developing a new enforcement framework to allow state and territory police to issue infringement notices and enforce minor breaches of drone regulations, while prosecution of serious offenses remains under existing legislation.

However, these offenses are only penal in nature, meaning that the parties who suffer harm from their violation have no entitlement to compensation, and they will instead need to turn to other legal avenues such as statutes or common law. Additionally, it will be up to CASA to investigate any breaches of these regulations, subject to its own resources and limitations.

Notwithstanding these existing regulations, there are also several areas where future regulation and liability are likely to emerge. This Article now addresses four developing areas: airworthiness, noise, insurance, and cybersecurity.

B. AIRWORTHINESS

CASA has yet to implement a comprehensive set of airworthiness regulations for the drone industry. Currently, only large RPAs weighing more than 150 kilograms are required to obtain a certificate of airworthiness. Otherwise, the only requirements are contained within the airworthiness standards of an operator’s technical logs and the general understanding of airworthiness as an aeronautical knowledge unit for RePL training courses. There will be a variety of different sizes of delivery drones, depending on the flight distance and weight of the

132 Civil Aviation Safety Regulations 1998 (Cth) sub-reg 101.055(1) (Austl.).
133 White, supra note 104.
134 POLICY ISSUES, supra note 18, at 27.
138 Id. sch 4 appendix 1 unit 6 (Austl.).
payload. Lighter drones (specializing in last-mile delivery) are expected to carry an estimated 2.5 kilogram payload with round-trip distances of twenty kilometers by 2030.\textsuperscript{139} Currently, Wing’s delivery drones are designed to weigh 4.8 kilograms and deliver small packages that weigh approximately 1.5 kilograms or less.\textsuperscript{140} Larger delivery drones may have a maximum payload of 15 kilograms, and the craft itself would probably weigh 5–20 kilograms.\textsuperscript{141} For example, Swoop Aero drones can transport up to five kilograms of supplies across geographical ranges up to 130 kilometers and have a maximum take-off weight of eighteen kilograms.\textsuperscript{142} These significant variations in size pose a challenge for regulators, compelling some—such as the U.S. National Transportation Safety Board—to move criterion from weight-based thresholds to holding airworthiness certificates.\textsuperscript{143}

The Australian Senate Inquiry recommended the development of clearly defined airworthiness standards with mandated fail-safe functions.\textsuperscript{144} It has been argued that a set of standards would “clarify expectations about the continuum of specification, design, construction, operation and maintenance of RPAs” and assist in regulating imported and domestically manufactured RPA products.\textsuperscript{145} One submission to the Inquiry commented, “RPA hardware has not undergone significant testing and malfunctions are common. Mean time between failure of the electric motors is not known and software is potentially ‘open-source’ with many ‘bugs.’”\textsuperscript{146} Australia’s Commonwealth Scientific and Industrial Research Organisation (CSIRO) sub-
mitted that “[p]resently the risk mitigation relies on operational safety controls such as operator and crew licencing together with operational limitations.”147 These conclusions align with current research in the engineering field. For example, Martinetti, Schakel, and van Dongen have pointed out that the maintenance program of RPA companies is mainly based on internal knowledge, meaning that quality depends on the competence and experience of the mechanics.148 In a nascent market, drone startup companies and divisions are operating with limited resources, and because legislation on airworthiness is still in development, designing systems with absolute safety takes less of a priority than profit-generating functions.149 This presents a danger because maintenance errors can go undetected as latent conditions for years.150

A drone bearing condition monitoring system would mitigate many of these concerns, and if proven to be reliable, could be a strong defense in the future of any legal liability arising from a regime based on airworthiness. However, the probability of missed detections or false positive (false alarm) results with the condition monitoring system needs to be considered here. Note that a missed detection means that a fault occurs and goes undetected by the condition monitoring system; whereas, a false positive means that the system is healthy, but the condition monitoring system incorrectly diagnoses a fault.151 False positives can lead to inefficiencies, increased costs, or financial losses, while missed detections can lead to incidents and hence possible liability.152 The probabilities of detecting a fault and avoiding false alarms are always traded against each other.153 The legal implication of this trade-off will mean, depending on the cause of action, that foreseeability and a breakdown of the monitoring system will need to be taken into account. The existence of this trade-off suggests that drone bearing condition

---

147 Id. at 84–85 para. 6.33 (citation omitted).
148 Martinetti et al., supra note 37, at 153.
149 See id.
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153 See id. at 2012.
monitoring may need to be part of a holistic bearing maintenance program to ensure that the safest, most cost-effective, and least legally liable solution is achieved.


C. Noise

While no drone-specific regulations on noise currently exist, the \textit{Air Navigation (Aircraft Noise) Regulations 2018} apply to commercial and recreational drone operations, and CASA will likely undertake an assessment of noise before approving operations.\footnote{Air Navigation (Aircraft Noise) Regulations 2018 (Cth) reg 17 (Austl.); Drone Delivery Operations–Australia, Dep’t Infrastructure, Transp., Reg’l Dev. & Commc’ns, https://www.infrastructure.gov.au/infrastructure-transport-vehicles/aviation/emerging-aviation-technologies/drone-delivery-operations-australia [https://perma.cc/7CEF-DSLB].} Approval may be revoked if a condition of approval is breached or use of the aircraft will likely have a significant noise impact on the public.\footnote{Air Navigation (Aircraft Noise) Regulations 2018 (Cth) reg 17 (Austl.).}

In NSW, drones are also captured under the \textit{Protection of the Environment Operations Act 1997.}\footnote{Protection of the Environment Operations Act 1997 (NSW) (Austl.).} The definition of aircraft includes a remotely piloted aircraft, an uncrewed aircraft system, or a drone.\footnote{Id. at div. 4.} Persons who find the sound of a drone offensive can seek a noise abatement order from the court, which operates like an injunction on the drone operator to stop the noise.\footnote{Id. at divs. 2, 3.}

Worn or damaged bearings usually have identifiable indicators such as vibration (which may generate audible noise) and increased friction heat (which may generate higher than ex-
pected bearing temperatures).\textsuperscript{161} Monitoring for the first signs of wear can minimize noise and ensure that noise regulations are complied with, especially for larger delivery RPAs, which may be significantly louder or generate higher pitch buzzing sounds due to the high-speed small rotors in their propellers.\textsuperscript{162}

The Australian government is developing the National Drone Detection Network during 2021 and 2022 with the aim of starting operations in 2023.\textsuperscript{163} Included is an outcome-based noise framework, which will have processes for measuring noise output, modelling of noise impacts (including cumulative impacts) at ground level, and imposing agreed noise-threshold settings to reflect noise sensitivity of particular communities.\textsuperscript{164} It is likely that further regulations will follow after this is implemented and more data is available.

D. INSURANCE

Many countries, including Canada, China, Austria, Belgium, Cyprus, Germany, and Italy, require mandatory insurance.\textsuperscript{165} The type of coverage that is required varies by jurisdiction, from insurance that covers all aspects of an operation to only third-party insurance.\textsuperscript{166} In Canada, for example, insurance is required with respect to “every incident related to the operation of the aircraft,”\textsuperscript{167} while in the European Union, commercial drone operators are required to have third-party liability insurance.\textsuperscript{168} Australia (alongside the United States, Indonesia, and Brazil) does not require mandatory insurance, although CASA does strongly advise that RPA operators discuss with insurers the potential liability to third parties and consider taking out insurance.\textsuperscript{169}

\textsuperscript{163} Policy Statement, supra note 17, at 8.
\textsuperscript{164} Id. at 22.
\textsuperscript{165} Hodgkinson & Johnston, supra note 12, at 36.
\textsuperscript{166} Id.
\textsuperscript{167} Canadian Aviation Regulations, SOR/96-433 (Can.) (Regulation 606.02(2)).
CASA can also “impose a condition on a licensed commercial drone operator to obtain insurance as part of that operator’s risk management procedures,” such as when an operator wants to operate commercially at night.\footnote{Tarr et al., supra note 85, at 151.} RPA operators may also be “expected to have public liability coverage as part of state and territory business obligations.”\footnote{Id.} However, where an operator uses an unregistered drone, “[p]ublic liability insurance could be voided as operating an unregistered drone [is] an illegal activity.”\footnote{Commercial Drone Registration Warning, AUSTL. CIV. AVIATION SAFETY AUTH. (Jan. 27, 2021) (alteration in original), https://www.casa.gov.au/about-us/content-search/news-media-releases-speeches/commercial-drone-registration-warning [https://perma.cc/6K7K-PPE7].}

While no standard form of drone insurance exists, coverage for drone-related losses can be found in traditional policies covering first-party loss, such as damage to the drone aircraft itself, or coverage for third-party claims for damage caused by the drone.\footnote{Michael S. Levine & Jorge R. Aviles, As Amazon’s and Walmart’s Drones Take to the Skies, It Is Important for Commercial Policyholders to Have a Strategy to Protect Against Drone-Related Risks and to Maximize Their Recovery in the Event of a Loss, LEXOLOGY (Sept. 11, 2020), https://www.lexology.com/library/detail.aspx?g=ada9eb20-ef4e-4b1a-9891-0ebf730ce6c [https://perma.cc/7J7T-VVAE].} It has also been noted that there is an increasing number of insurers offering specialized drone insurance; for example, Flock launched an app for “pay-as-you-fly” drone insurance in Europe.\footnote{Tarr et al., supra note 85, at 151.}

A drone bearing monitoring device with data-recording capabilities would provide invaluable information to insurance companies about the technical durability of the drone and would assist in determining whether fault should be attributed to a mechanical failure or an operator. This could operate analogously to a plane’s flight recorder as a sort of “black box,” which are often used as important evidence in court proceedings.\footnote{P de Jersey, C.J., Supreme Court of Queensland, David Boughen Memorial Address at the Aviation Law Association of Australia and New Zealand Conference: The Disclosure in Evidence of Black Box Recordings (Oct. 18, 1999). See generally Carol A. Roberts, The Status of Flight Recorders in Modern Aircraft, 43 J. AIR L. & COM. 271, 272 (1977).}

Academics have criticized the fact that current regulations keep insurance optional, especially in the commercial operating
context. As the sector develops, further regulation creating mandatory insurance may appear on the horizon, especially for commercial industries such as freight or transport.

E. Cybersecurity

Drones are also subject to communication and media regulatory frameworks. Wireless communication links used by drones rely on access to the radiofrequency spectrum to provide the command-and-control functions (e.g., telemetry, radar, and navigation) and payload communications (e.g., high-resolution video). Communication spectrum management legislation regulates wireless frequencies and imposes manufacturing standards.

Drones use software and continuous streams of data to determine their location and behavior. However, these may not be encrypted, leading to drones becoming increasingly favored as a target for hackers. Because of their larger size and weight, freight drones may be a more attractive target than recreational or survey drones for malicious purposes.

For example, in the Geraldton Endure Batavia Triathlon in Western Australia in April 2014, a triathlete was reported to have sustained head lacerations after being struck in the head by a drone that had been filming the race and had fallen from the sky. The owner of the drone did not have a commercial license, and the chief pilot was his twenty-year-old daughter.

---

176 See, e.g., Tarr et al., supra note 85, at 156; Stewart, supra note 86, at 27.
The owner’s statement that the drone was hacked fueled initial media speculation about what went wrong, but the owner later retracted his claim.\textsuperscript{182}

The matter was referred by CASA to the Commonwealth Department of Public Prosecutions (CDPP), which found “[t]he evidence indicated that the cause of the incident was not the actions of the operator but rather radio interference to the UAV [Unmanned Aerial Vehicle] caused by the event’s timing device.”\textsuperscript{183} The CDPP did not proceed with prosecution after taking into account all of the circumstances, including the young age of the operator.\textsuperscript{184} The matter was returned to CASA, and the owner was only fined $1,700 for flying the drone within thirty meters of people.\textsuperscript{185}

This event demonstrates the potential harm to people where drones are operated in populated areas. While the cause of the crash was inconclusive in this case, if the case did proceed to litigation, and if a motor and motor bearing monitoring system had been installed, the device could have provided insight as to whether the fault was due to issues with motor operation or whether the fault was present in another drone sub-system such as the flight control system or flight control sensors.

Lawyers have commented that an increase in government regulation of cybersecurity measures for drones is imminent.\textsuperscript{186} Indeed, the Australian government is developing security regulations and is considering the future inclusion of “cyberworthiness” standards over RPAs.\textsuperscript{187}

While many of the above regulations are currently undeveloped and only broadly applicable to the failure of a freight drone’s bearing motor, there are nonetheless specific laws that

\begin{footnotes}
\footnotetext{184}{Cf. Courier Mail, supra note 181.}
\footnotetext{185}{Taillier, supra note 183.}
\footnotetext{187}{Policy Statement, supra note 17, at 21.}
\end{footnotes}
can turn the case into a litigated matter. This is discussed in the following part.

IV. LEGAL LIABILITY CREATED BY BEARING FAILURE

While Australia’s drone regulations are advanced compared to the rest of the world,\textsuperscript{188} there has yet to be any reported decisions of civil or criminal actions in court related to drones. Most documented injuries have only been minor in nature.\textsuperscript{189}

However, the relative lack of incidents does not imply the potential does not exist. CASA has commissioned reports to this effect, investigating the possibility for injury to persons on the ground from drones.\textsuperscript{190} Likewise, academics have pointed out that the possibility for damage to persons and property on the ground is apparent, “whether the cause be illegal or irresponsible use, system failure, equipment malfunction, or human error.”\textsuperscript{191}

Liability for personal injuries caused by drone bearing failures may arise in a number of legal frameworks. If drones are certified as aircraft (as freight drones would be), then liability may arise under the various statutes which provide for damage by aircraft.\textsuperscript{192} Most of these statutes in Australia will apply strict liability—that is, if the damage is caused by the aircraft, liability will be found regardless of the defendant’s lack of fault, intent, recklessness, or negligence.\textsuperscript{193}


\textsuperscript{191} Stewart, supra note 86, at 3. For similar statements, see Perritt, Jr., supra note 27, at 64; Vivek Sehrawat, Liability Issue of Domestic Drones, 35 Santa Clara High Tech. L.J. 110, 117–19 (2018).


\textsuperscript{193} Criminal Code Act 1995 (Cth) s 6.1 (Austl.).
This means that the other areas of law which might be applied—such as negligence; nuisance; and trespass to land, persons, or goods—are less likely to be attractive to a plaintiff because strict liability is easier to prove than these fault-based torts.\textsuperscript{194} However, this does not mean that a plaintiff may not choose to sue both under Damage by Aircraft legislation and the other causes of action available. Also, it will remain possible to sue for consumer law claims, interference to privacy (in some situations), trespass to land, and nuisance.\textsuperscript{195}

A. **Damage by Aircraft**

In Australia, the *Damage by Aircraft Act 1999* (DAA) and its state counterparts establish strict liability for surface damage caused by an aircraft in flight.\textsuperscript{196} Based on an examination of each element, a drone would fall within the scope of this legislation.

1. **Scope of Legislation**

   a. **Aircraft**

   The DAA applies to Australian and foreign “aircraft”\textsuperscript{197} and to aircraft owned by foreign, trading, or financial corporations (within the meaning of paragraph 51 (xx) of the Australian Constitution).\textsuperscript{198} The Act is subject to the constitutional limitations of Commonwealth legislative powers.\textsuperscript{199} Consequently, intrastate aircraft operations by non-corporations are not within the scope of the DAA and must be subject to state enact-


\textsuperscript{195} See id. at 438.


\textsuperscript{197} Section 4 of the Act provides that “aircraft has the same meaning as in the *Civil Aviation Act 1988*, but does not include model aircraft.” *Damage by Aircraft Act 1999* (Cth) s 4 (Austl.). Defence Force Aircraft are also excluded. *Id.* s 9(2).

\textsuperscript{198} Id. s 9(4)(b). The Act also applies to air navigation in or to or from Australian territories, and to aircraft engaged in international air navigation, or in trade or commerce internationally, or amongst the Australian states, or to aircraft landing at or taking off from places held by the Commonwealth. *Id.* s 9(4)(c); Stewart, supra note 86, at 8.

\textsuperscript{199} *Australian Constitution* s 51 (including corporations (xx), external affairs (xxix)), overseas and interstate trade and commerce (i), and matters incidental to any of the Commonwealth’s powers (xxix)).
ments. An aircraft is defined as “any machine or craft that can
derive support in the atmosphere from the reactions of the air,
other than the reactions of the air against the earth’s surface.” An RPA would thus be classified as an aircraft and be subject
to the DAA. However, recreational model aircraft are excluded.

b. In Flight

Drones are classified as “power-driven aircraft [which are]
heavier than air” and accordingly will be “in-flight from the mo-
moment when power is applied for the purpose of take-off until the
moment when [the] landing run ends.”

c. Surface Damage

Surface damage occurrences are those where “a person or
property on, in, or under land or water suffers personal injury,
loss of life, material loss, damage, or destruction” caused by any
of the following:

(a) an impact with an aircraft . . . in flight; or
(b) an impact with part of an aircraft that was damaged or de-
stroyed while in flight; or
(c) an impact with a person, animal or thing that dropped or fell
from an aircraft in flight; or
(d) something that is a result of an impact of a kind mentioned
in [the preceding list].

While the most basic kind of contemplated incident of a
drone motor failure leading to a crash and surface damage
would clearly be covered by the DAA, scenarios where the injury

200 Airlines of N.S.W. Pty Ltd v New South Wales (No. 2) (1965) 113 CLR 54
(Austl.); Ronald IC Bartsch, Commentary, Statutory Provisions Affecting Surface
Damage Liability, in The Laws of Australia para 34.2.7010 (2020) [hereinafter
Bartsch Commentary]. For example, it would not apply to RPAs operated by nat-
ural persons, unincorporated associations, or partnerships engaged in commercial
activities within state borders.

201 Civil Aviation Act 1988 (Cth) s 3 (Austl.). A similar definition appears in
other statutes, such as the Air Navigation Act 1920 (Cth) s 3(1) (Austl.).

202 Damage by Aircraft Act 1999 (Cth) s 4 (Austl.). However, in some states and
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203 Damage by Aircraft Act 1999 (Cth) s 5(2) (Austl.) (alteration in original).

204 Id. s 10(1)(a) (alteration in original).

205 Id. s 10(1)(b).

206 Id. s 10(1)(c).

207 Id. s 10(1)(d) (alteration in original).
or damage was not caused by the impact of the crash itself raise more complex legal issues. This involves an examination of the legal scope of damage. As Stewart points out, difficulty may arise in the definition of the scope of damage because of the differences between the Commonwealth and state enactments of the DAA.\textsuperscript{208}

In NSW, Tasmania, Victoria, and Western Australia, the strict liability provision does not depend on an impact and does not refer to something that is a result of an impact with an aircraft.\textsuperscript{209} Thus, all that is required is direct causation of damage by an aircraft in flight. The Acts also expressly extend to “take off” and “landing,” which seemingly enlarges the temporal ambit of these provisions.\textsuperscript{210}

However, in the Queensland and South Australia provisions, similar to the Commonwealth provisions, because damage must follow some impact, liability applies to a narrower range of incidents.\textsuperscript{211} South Australia also excludes damages during agricultural purposes, firefighting, pollutant dispersal, and similar operations, leaving any injury caused by the specified activities to be subject to common law principles.\textsuperscript{212}

2. State Legislation–Scope of Damage

The distinction between the scope of damage contemplated by the legislation is demonstrated in case law. The NSW law was applied in \textit{Southgate v Commonwealth} when a plaintiff riding a horse along the beach was injured by a helicopter that hovered over her.\textsuperscript{213} The crew sought to get a better view to observe her, which startled the horse and caused the plaintiff to be thrown off and dragged along the ground as her right foot was caught in the stirrup.\textsuperscript{214} The plaintiff sued for damages, alleging negligence and entitlement to damages under the \textit{Damage by Aircraft Act 1952},\textsuperscript{215} and was awarded $500,000.\textsuperscript{216}

\begin{itemize}
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The defendant argued that due to the plaintiff’s share in the responsibility of damage, the court was required to treat the plaintiff’s claim as contributory negligence in order to properly assess the qualities of the defendant’s act. Justice Brownie rejected the claim and held that the test for liability under the DAA is “direct causation” of damage on the surface by an aircraft in flight rather than a direct impact. Justice Brownie further stated:

“[T]he rationale behind the Damage by Aircraft Act is based wholly on fairness, considering the inequality between the parties where one is wholly at the risk of the other, and has not even voluntarily exposed himself to the risks[.]”

In relation to drones, an analogous argument can be made that a similar nexus of inequality exists between the drone operator and a civilian on the ground who has not voluntarily exposed themselves to the risks of a drone flying overhead. Regarding the scope of damage, the reasoning in Southgate v Commonwealth is likely to apply under the NSW DAA, widening the ambit of liability to include indirect damage.

3. Commonwealth Legislation—Scope of Damage

In comparison, the first Commonwealth test of the Commonwealth DAA’s scope was in ACQ Pty Ltd v Cook; Aircare Moree Pty Ltd v Cook (Cook), where the NSW District Court, NSW Court of Appeal, and the High Court considered the nature of the causal link required between the impact of an aircraft and the resulting damage to a person on the ground. In Cook, the defendant’s aircraft collided with a power line, dealing damage to the pole and causing it to hang 1.5 meters off the ground. The plaintiff was sent to repair the power line but was electrocuted from an electrical arc after he accidentally fell onto wet ground.
The aviation defendants argued the plaintiff’s injuries fell outside the scope of the Commonwealth DAA because “‘something that is a result of an impact’ . . . should be construed as being a thing (for example, a fire or a collapse of a building) which ‘has an immediate (or reasonably immediate) temporal, geographical and relational connection with an impact.’”225 The High Court rejected this argument and instead took a broader reading stating, “[t]he injury was caused by the dangerous position of the conductor, and its dangerous position was the result of an impact between the aircraft and it.”226

Thus, while the NSW and Commonwealth legislation differ semantically on the scope of damage, it seems that the interpretation by courts on construction reaches analogous conclusions. As Stewart points out, the Commonwealth causation requirement, as interpreted by the High Court in *Cook*, would encompass most conceivable instances of damage by RPA on the ground and would include both direct damage and potentially indirect damage from the impact.227

The High Court also emphasized that “[m]ost cases on s 10(1) are likely to be intensely fact-specific.”228 In the course of illustrating the scope of the provision, the defendants posited a scenario where a plane explodes on landing and sets a nearby structure on fire, causing death or injury to a plaintiff and property damage to their house.229 The defendants argued that while a firefighter as an urgent rescuer would be protected by the scope of the legislation, a linesman who came to address the danger precisely “because of their skills, experience and position, occupation, in order to repair or rectify that dangerous position where there is no peril to another person” would not be within the legislation’s scope.230 The High Court rejected this and found that there clearly was the presence of a peril to another person.231 The damaged conductor pole in this case posed a danger to agricultural workers and others in the area.232 In a similar vein, a drone crash can be the catalyst for major losses,
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such as the sparking of fires or explosions, and in such a circumstance a court may rely on similar logic to hold a drone operator liable for generating peril to persons beyond the impact.\textsuperscript{233}

Thus, where a drone bearing failure causes a crash onto a property, inciting a perilous situation, any casualties that result from the situation can give rise to a strict liability claim under Damage by Aircraft legislation. Additionally, under the Commonwealth DAA, if the plaintiff was contributiorily negligent, liability will still be imputed but subject to limitations on damages.\textsuperscript{234} Even if the chances of the drone bearing failure were minuscule, or the cause was due to a third party, fault will still lie with the RPA operator. The only way to avoid liability under Damage by Aircraft legislation is to prevent the injury or damage from occurring in the first place. This is a highly onerous standard of care that highlights the importance of a system like condition monitoring, which may be the only way to prevent such damage.

This raises questions about whether the current statutory framework is appropriate. Applying the Damage by Aircraft legislation without specific recognition and amendment for drones may generate unfair outcomes for operators. The most obvious scenario is when the crash is caused by an inherent defect, at no fault of an otherwise compliant operator. The operator can still be held accountable, and in cases where the manufacturer’s solvency is questioned, the operator is a natural target for the recovery of damages. The manufacturer, the operator, the operator’s employer, and the owner are all possible defendants. This provides a strong legal impetus for the operator to use drone motor bearing condition monitoring technology to preemptively prevent the harm from materializing at all.

4. \textit{Psychiatric Injury}

The Commonwealth Act only covers consequential psychiatric injury. This means that the person is only compensated for psychiatric injury if the person suffering from the psychiatric harm first suffers physical loss or damage.\textsuperscript{235} South Australia mirrors the Commonwealth Act and thus would also require a plaintiff to bring a cause of action in the common law for a purely

\textsuperscript{233} Thompson et al., \textit{supra} note 28, at 4.
\textsuperscript{234} \textit{Damage by Aircraft Act 1999} (Cth) s 11A (AustL). Note, however, strict liability will not apply in NSW, Victoria, WA, and Tasmania. See \textit{infra} Section IV.B.
\textsuperscript{235} \textit{Id.} at s 10(1A).
mental injury. However, in other states and territories, purely mental harm may be claimed under strict liability Damage by Aircraft legislation.

5. Pure Economic Loss

Recovery for solely economic loss is recovery for economic losses not causally consequential upon damage or loss of tangible property. This would refer, for example, to loss of business because of a failure of delivery. It has been suggested that the terminology in section 10(1)(a), stating that “an impact with an aircraft that is in flight, or that was in flight immediately before the impact happened,” would mean that pure economic loss is probably outside the scope of the Commonwealth provisions. This would also preclude South Australia, which applies the Commonwealth provisions. While the scope of damage is broader in the other states and territories, direct causation is still required, which suggests that purely economic loss will be excluded.

6. Trespass or Nuisance

In certain states, the act of only flying an aircraft (mere flight) over a property does not constitute trespass or nuisance, so long as the aircraft is flown in compliance with the Air Navigation Regulation 2016 and at a reasonable height with regard to the wind, weather, and other circumstances.

This provision would not apply where a bearing failure leads the drone or drone part to fall to the ground because this is
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outside the scope of mere flight.242 Thus, “where damage was done to any persons on the ground, the owner of the offending aircraft would be liable without forcing the injured person to prove negligence” or nuisance.243

Where there is only noise, a creative argument can be made that the impact of noise and vibrations may cause personal injury or property damage by way of “something that is a result” of such an impact, even if not directly.244 For example, one such impact may exist where the delivery drone in the course of its descent generates strong noise or vibrations due to a dysfunctional motor, and startles a person or even a nervous pet into causing damage. However, complying with relevant regulations and noise certifications would nullify any cause of action.245 Because noncompliance with these regulations would be relatively rare by a prudent operator, very few instances of aircraft noise or vibration may be actionable even when physical damage occurs.246 A bearing monitoring device would make such an occurrence even rarer because any motor issue can be resolved as it happens. In these circumstances, aggrieved plaintiffs will need to turn to the common law torts of negligence, trespass, or nuisance to litigate their claims.247

7. Damaged Goods

Strict liability does not extend to people or goods onboard the aircraft, but other legislation deals with this.248 Thus, a bear-
ing failure that causes damage to cargo would require a claim under the Australian Consumer Law to recover the cost of goods lost in transit.

B. Damages

Damages can be recovered against all owners, pilots, and operators of the aircraft involved immediately before the impact occurred. They are jointly and severally liable, except where there is a lease or agreement. A person using an aircraft is taken as its “operator” unless the person authorizing such use retains control over navigating the aircraft. State and territorial occupational health and safety laws also apply to drone operators.

While *Cook* held the defense of contributory negligence was not available due to a lack of clarity in the law, an amendment now allows contributory negligence to reduce amounts of compensation. In NSW, Western Australia, Tasmania, and Victoria, state provisions exclude claims from Damage by Aircraft legislation where the plaintiff was negligent. Claimants in these states would have to bring a claim in common law and face the possibility of a contributory negligence defense.

The court in *Cook* held that limitations on damages also apply. Part 2 of the *Civil Liability Act 2002* (NSW) applies to all awards of personal injury damages whether “brought in tort, in
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contract, under statute or otherwise;” this also applies to other states except South Australia.

Currently, while there is some uncertainty in a DAA claim depending on the state the claim is based in, the Australian government has emphasized that, in the future, it aims to coordinate across the Commonwealth, State, and Territory governments to achieve a nationally consistent approach.

V. NEGLIGENCE

While a drone equipped with a bearing monitoring device that crashes might well create strict liability, the device would be useful in fault-based torts such as negligence or nuisance. It can be used as evidence of reduced fault, showing that the operator or manufacturer had taken reasonable steps to prevent a known risk from materializing.

A plaintiff who has suffered personal injury or damage to property will likely turn to the tort of negligence. Negligence is a broad right of redress for harm caused by a failure to take reasonable care when a person owes a duty of care to someone whom it is reasonably foreseeable may be harmed by the first person’s act or omission. To succeed, plaintiffs need to show that the defendants owed them a duty of care, which they breached, and that the breach caused harm to the plaintiffs. Each element will be addressed in turn.

A. DUTY OF CARE

First, a plaintiff must establish that a duty of care was owed by the defendant to a class of persons of which the plaintiff belongs. In personal injury and death cases, it is relatively easy to establish a duty exists if it was reasonably foreseeable that a person in the plaintiff’s position might be harmed by the defendant’s actions or failure to act.
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In the event of an RPA crash, possible defendants might include the operator, the owner, the manufacturer, the distributor, the person responsible for maintenance, and possibly the designer. Where that crash is caused by a bearing failure, this Article focuses on the two most likely parties an aggrieved plaintiff may litigate against: the RPA operator and the RPA manufacturer.

1. Operator

In the *Cook* cases, the NSW Court of Appeal recognized that the pilot “may have owed a duty to people on the ground who might be injured if the plane or anything dropped from it struck them or caused them to injure themselves while taking evasive action.”\(^{264}\) They also recognized that it is reasonably foreseeable that an aircraft pilot flying a plane in a fashion that could pull down a power line would bring repairpersons to the scene who could then injure themselves.\(^{265}\) However, it was not reasonably foreseeable that the “power authority would send a person who was not properly trained, experienced, and capable of protecting [themselves].”\(^{266}\) No duty was imposed in the latter circumstance.

Where a falling delivery drone causes physical injury from the negligent act of an operator, in the absence of specific authority or precedent, general principles of negligence apply.\(^{267}\) Applying these involves determining whether the risk of injury was reasonably foreseeable and whether the “salient features”\(^{268}\) of the case lend themselves to a duty being established.\(^{269}\) In this case, a duty likely exists because there is clearly foreseeable risk of harm to people or property on the road if the drone malfunctions in the course of performing its delivery operations in some way. Some salient features would also favor a duty of care given the vulnerability of potential plaintiffs on the ground,\(^{270}\) the degree of control by a defendant operator,\(^{271}\) and the policy con-
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siderations to hold negligent operators and manufacturers accountable for their actions. The counterargument is that operators have a restricted range at which a drone is controllable, and beyond that range, it is not controlled by anyone. For autonomous drones, the question of control may be an entirely different matter. In that case, it will probably be a matter of the manufacturer’s negligence rather than the negligence of the operator.

2. Manufacturer

In 1932, the court in Donoghue v Stevenson found a duty of care existed between the manufacturer and consumer. This is also known as product liability. A duty of care is not restricted to only the ultimate consumer or user but extends to “innocent bystanders”—i.e., “everyone within the foreseeable range of the product’s harmful effects.” For example, like how a manufacturer of a defective car owes a duty to road users, car repairers, and any person endangered within “the vicinity of its probable use,” a drone manufacturer would similarly owe a duty of care to civilians on the ground to manufacture an airworthy drone. Otherwise, it is reasonably foreseeable that a defective RPA may cause bodily harm, property damage, or economic loss to users or people struck by it during use.

Product liability is also not restricted only to the original manufacturer of goods. Other parties in a supply chain, whether it be suppliers, importers, distributors, or maintenance organizations, can owe a duty of care to all foreseeable persons affected by the aircraft. In the case of aviation motor bearings, liability most often arises from negligent maintenance. For instance,
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in *Cifuentes v Fugro Spatial Solutions*, an aeronautical engineer appointed by CASA incorrectly advised that a sleeve bearing could be replaced with aluminum bronze alloy, which led the engine to fail and the plane to crash. The court found a duty was owed to the passengers of the aircraft because it was reasonably foreseeable that using an unsuitable alloy and unsatisfactory finish would increase the risk of bearing failure, endangering the aircraft passengers.

However, while a manufacturer can owe duties to a wider class of persons, not everyone who is injured is necessarily within the class of “neighbor.” For example, in *Daley v Gypsy Caravan Co* no duty of care was found between the manufacturer and a qualified electrician who was electrocuted by a copper pipe in a caravan after the repairman exercised an error of judgment. While it could be expected for an electrician to interact with the copper pipe, the manufacturer could not have reasonably anticipated that the plaintiff would choose to incur the “risk of mischance” during his repair attempt. No duty was found in those circumstances. By a similar stream of logic, a repairperson sent to repair a crashed drone who does not wear gloves and is consequently electrocuted would likely not be captured within the manufacturer’s duty of care.

### B. Breach

Having established that a duty of care exists and is owed to citizens on the ground, the next step is considering whether that duty is breached when a drone falls to the ground and causes damage. It is this element of breach that provides the strongest legal rationale for using a bearing monitoring device. The proper use of a device can provide a compelling argument that the operator or manufacturer was endeavoring to meet the reasonable standard of care that was required of them.

To establish that a breach has occurred, it must be established that the defendant fails to respond like a reasonable person...
would to a foreseeable risk or injury. Determining the proper response requires weighing the likelihood of the harm, gravity of harm, ease of avoiding harm, and other issues. Failure to act like the reasonable person will mean that breach is proven. Matters that are likely to be regarded as breaches would include failure to properly maintain bearings and failure to keep a proper lookout when piloting the aircraft.

In the case of RPAs, the risk of harm is also likely to be not insignificant. This is a question of the probability of the risk eventuating, not the magnitude of the resulting harm. Research has emphasized that generally drones are not very reliable systems. One study found RPA mishaps happen at a rate 100 times higher than crewed aircraft, with fifty percent being attributed to aircraft failure.

It is submitted that an operator or manufacturer using a drone bearing monitoring device has substantially more favorable chances of discharging their duty of care than an entity that is not using this device when a bearing-related incident occurs. First, while the consequence of an airborne drone falling on someone or something due to a bearing fault could indeed be reasonably foreseeable, with the installation of a drone bearing monitoring device, the probability of it happening from a one-off flight could become so improbable that it would not be reasonable to do anything about it.
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The counterargument to this would be that everyday fleets of delivery drones, operating beyond the line of sight or over densely populated neighborhoods and cities, would amplify the probability of such an incident beyond merely a remote risk. Yet again, the addition of a bearing condition monitoring device would reduce the likelihood of this scenario. Assuming the monitoring device does not fail, it is far less probable for a drone aircraft to experience catastrophic failure and fall. Using such a device could provide persuasive evidence that the operator or manufacturer sought to meet the standard of reasonable care during a bearing-related incident.

Second, the drone bearing condition monitoring system can reduce the gravity of harm from a falling freight drone. For freight drones, the seriousness of harm is high, not just from their larger size but also from their cargo. For certain drones, a condition monitoring device may reduce an excessive allocation of weight to redundancy systems, lowering the weight of the RPA and the potential gravity of harm it can cause. For lighter drones, CASA has itself acknowledged that micro-RPAs have low kinetic energy and pose little risk to people and property. Some scholars also share this view, finding it difficult to imagine how a crash of smaller drones, such as survey RPAs, could cause serious injury.

Nonetheless, other academics have rebutted that argument on the basis that the kinetic force generated from even a small drone falling from a height of up to 120 metres (400 feet) can cause significant damage. Further, the sharp edges on the propellers can cause “more substantial physical and mental trauma than the drone’s mass and velocity alone suggest.” Citizens are also more vulnerable to injuries from above them as it is hard to see the falling object, and there will be less time to take evasive action. These innate characteristics of drones sug-
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gest a certain seriousness of harm is unavoidable. In this case, preemptive detection with bearing monitoring to prevent harm remains the best legal avenue for avoiding liability.

Third, a defendant can argue that there would be an undue burden in taking any further steps to avert the foreseeable harm of a drone falling. This element is often compared with the magnitude of the harm, so cases often hold defendants liable where the risk of harm is high but actions to avoid them are not overly burdensome. Installing a drone bearing condition monitoring system shows a defendant has actively taken steps to prevent harm from a bearing fault. Courts may then consider that any further precautions may make drones prohibitively expensive and defeat their commercial purpose.

An argument could also be made that no technology is absolutely reliable and extremely rare mechanical failures should be treated in the same way as “Acts of God”—being environmental incidents such as severe turbulence and lightning—which are foreseeable but unpreventable. However, it is unlikely that this argument would be accepted without weighing up all the other factors mentioned.

Finally, there is social utility in delivery drones being allowed to operate without overbearing restrictions. Drone-based delivery can generate substantial social utility by reducing economic costs, lowering emissions, and even potentially saving lives through just-in-time healthcare deliveries. Wing has proven it can successfully and effectively transport the likes of meals, groceries, medicines, and even heavier items such as spare car parts. This utility was particularly pronounced during the COVID-19 pandemic, with Wing drones seeing a 500% increase in use from February to April in 2020. Condition monitoring of drones can ensure the efficient operation of these fleets while
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also minimizing costs and liability through a more precise system of maintenance.

1. Operator

Despite the strength of these arguments, it is important to recall that RPAs are subject to extensive safety regulations. While a breach of any statutory or regulatory provision will not in of itself necessarily signal liability in a common law determination, in some circumstances it could. For example, an RPA operator who flies at night to complete a late delivery when their CASA permit is only valid for daytime flights could be regarded as failing a reasonable person’s standard of care which is to comply with regulations.

Consequently, an operator cannot depend exclusively on using a drone bearing monitoring device or other means of technology to meet their standard of care. Even if the device is marketed to be absolutely accurate and the operator wholly relies on such a marketing claim, yet the device fails, the operator may still be liable for a breach of duty if the operator had failed in their obligations, such as performing the maintenance at the level expected of a reasonable operator as required by the regulations. For example, one requirement found in the MOS is the keeping of a technical log, which records essential information relating to the continuing airworthiness of the RPA. Failure to do so may lead to an outcome as in the Canadian case of Hawke v. Waterloo-Wellington Flying Club, where aircraft maintenance engineers who failed to exercise reasonable care towards maintaining accurate logbook records on airworthiness were found to have breached their duty of care. The County Court of Ontario stated, “if reasonable care be not exercised, personal injury or property damage to the aircraft may reasonably be expected to follow.”

---

309 Tucker v McCann [1948] VLR 222, 225 (Austl.) (explaining that breach of a statute will not necessarily be evidence of negligence).

310 Civil Aviation Safety Regulations 1998 (Cth) pt. 101.340(1)(c)(i), (1)(e). See supra Section III.A.


313 Id. at 272–73.

314 Id. at 266.
In such cases, the standard of care to be applied is a professional one because engineers exercise special skill and expertise in their work.\textsuperscript{315} This will be treated as a high standard by courts. For instance, in \textit{Cifuentes},\textsuperscript{316} the court found that while an engineer advising on the design of a bearing was not considered to be high risk, the advice was central to the exercise of his expertise as an aeronautical engineer.\textsuperscript{317} By providing negligent advice, his standard of care fell below that of a reasonable design engineer rendering him liable in negligence.\textsuperscript{318}

Similar logic applied in \textit{Aircraft Technicians of Australia Pty v. St. Clair}.\textsuperscript{319} In that case, the plaintiff suffered an aircraft accident while mustering cattle in a Robinson R22 helicopter due to the failing of an upper actuator bearing.\textsuperscript{320} The plaintiff filed a claim against the owner of the helicopter, Timtalla Pty Ltd, and against the operator, the Aircraft Technicians of Australia Pty Ltd (ATA).\textsuperscript{321} The court found that ATA breached their duty when an employee, Mr. Fisher, installed an incorrect “NTN” bearing instead of a “Robinson” bearing.\textsuperscript{322} The court determined that Mr. Fisher should have known from his training and qualifications that the features differed from a specially modified bearing as designated in a maintenance manual.\textsuperscript{323} The manual also identified personal injury as a risk from failing to heed the warning against substitution, and Mr. Fisher’s duty of care extended to investigating the provenance of the bearing.\textsuperscript{324} Thus, his failure to do so constituted a breach of duty for ATA.\textsuperscript{325}

In the above circumstances, on a practical level, a bearing monitoring device could have preemptively flagged the bearing issues before they led to a catastrophic failure. On a legal basis, the use of such a device could assist an operator in meeting the reasonable standard of care to ensure an airworthy drone. A log
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of the condition of the drone bearing could be adduced as evidence, and assuming the operator acted in a timely and reasonable manner based on any warnings, a plaintiff will find it more difficult to refute objective and technical evidence when asserting that operators breached their duty of care.

2. Manufacturer

A drone bearing monitoring device would also assist manufacturers in defending against a claim for breach of duty in negligence. A discussion on the liability of manufacturers under the Australian Consumer Law follows below. In the case of drones, ignoring the recommendations of CASA can provide evidence of not meeting the standard of a reasonable manufacturer. For example, CASA recommends that exteriors of drones have curvatures, that sharp protrusions be avoided, and that design areas should use energy absorbing materials. However, by designing drones with in-built condition monitoring systems, manufacturers can turn CASA’s attention to an internal design for safety. Manufacturers can demonstrate they have not only met the reasonable standard of care within the industry, but they have gone above the standard.

Presently, such technology is novel and unused, but arguably greatly needed. Technical data on the reliability of drone hardware has suggested that RPA operations are most likely to experience loss of control in flight while cruising. It is also cruising that poses the greatest danger to people or property on the ground, given the increase in elevation compared to take-off or landing and the drone’s operation beyond visual line of sight. It can be argued that a manufacturer that installs a real-time bearing monitoring device demonstrates an awareness and commitment to address the fundamental dangers that have been flagged by the literature.

Taking a step further, manufacturers that do not install such technology once it becomes widely available may find it more
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onerous to disprove a breach of duty. This is because certain functions of a drone (such as return to home) have matured to become industry standards, so bearing monitoring devices might eventually become one as well. This line of legal arguments has had success in the United States where failing to use appropriate technology can be classified as a breach of duty.\textsuperscript{330} In the case \textit{T.J. Hooper v. Northern Barge Corp.}, a tugboat operator was liable for not equipping his tugboat with radio equipment so that the crew could obtain current weather reports.\textsuperscript{331} During this time, radio was beginning to proliferate into regular use by boats.\textsuperscript{332}

It is noted, however, that proving breach and negligence or defect in high technology products is extremely challenging since it often requires expert witnesses, simulations, laboratory and flight tests, and extensive data analysis to succeed in a claim.\textsuperscript{333} This may preclude most plaintiffs from running a case with the exception of class actions. However, with Australia’s robust class action landscape in recent years,\textsuperscript{334} there is nonetheless a legal rationale for manufacturers to fit their drones with functional bearing monitoring devices so that the argument of a drone having inadequate technology cannot be raised in the first place.

\section*{C. Causation}

If breach is established, plaintiffs must then prove that the negligence caused their injuries (factual causation) and that it is appropriate to extend liability to the negligent party (legal causation).\textsuperscript{335} In relation to causation, a drone bearing monitoring device can help track the chain of causation of an incident—identifying wherein the catastrophic failure, if any, occurred, and whether it was within the area of responsibility of the manufacturer, supplier, maintenance organization, operator, or other party.
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1. Operator

The impact of an RPA falling would be regarded as a necessary condition of causation of injury or property damage. A court would extend the scope of liability to damage caused by such an impact. Even in situations where the damage to the plaintiff is indirect as in *Cook*—when the repairperson fell when attempting to repair the 22 kV conductor—the court has been willing to impute liability on the basis that “but for the impact of the aircraft on the conductor the plaintiff would not have been injured.”

Legal causation is a normative question which should be answered by a consideration of the “purpose” for which liability is sought to be imposed as well as relevant policy issues. The argument that a technical fault of the bearing device amounts to a *novus actus interveniens* (an intervening act that breaks the chain of causation between the negligent act and the impact causing damage to person or property) is also unlikely to succeed unless a system fault is clearly not a causally independent event. Stewart opines that because common law principles focus on the risk created by the defendant’s negligence and involve questions of “the very kind of thing likely to happen,” liability will likely still be imposed.

Another area of difficulty is in circumstances where there is an external interference (possibly with malicious intentions) where the operator was otherwise complying with regulations. A drone’s GPS may be attacked through “jamming” or “spoofing.” Jamming is when a strong interfering signal is transmitted that makes the drone unable to obtain its position. Meanwhile, spoofing is when fake GPS signals are transmitted which cause the drone to think it is going in the correct direc-
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tion when, in fact, it is being misguided. 344 That is, the drone thinks it is in a location that it is not and so, heads in a direction other than that intended. 345 This direction would still be correctly deduced from the internal logic of the drone, but it would be based on incorrect inputs. 346 In this scenario, a drone crashing or causing damage as a result of the external interference of a third party raises novel legal questions. These include whether such an interference would warrant a break in the chain of causation and to what extent each party—the operator, owner, manufacturer, or malicious third-party (if they are even identifiable)—should be attributed liability in this instance.

These scenarios raise broader considerations of the operation of tortious liability and whether it is meeting the needs of a rapidly evolving society. The challenge of tort law is its focus on singular responsibility and its failure to properly address damage caused by systemic failure. 347 With today’s context of “open” robotics, where an original product adopts a modular design comprising a combination of hardware or software, multiple independent parties can contribute to an incident. 348 This applies evidently to drones, which as robots, may be designed, “manufactured, assembled, programmed, owned, and operated by different legal persons.” 349

Academics have argued that “[e]xisting provisions of tort law may or may not include liability through remotely operated vehicles,” which include “not only drones but also driverless cars and other vehicles.” 350 In recent tort literature, in light of the rise of autonomous vehicles, Soh criticizes the continuing commitment to frame vehicle accident liability as driver-centric. 351 A similar logic persists in aviation, where following a crash, the focus of liability is generally first drawn to the pilot. Instead, Soh advocates that a control-centric approach to determining liability is not only possible but consistent with the tests for liability
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and should be the preferred approach for autonomous vehicles.352

A control-centric approach can also reconcile the different meanings of control in the fields of engineering and law. In the engineering concept of control, “a ‘controller’ is said to control an object . . . only when the controller can make specific input choices that translate into the object exhibiting desired output behaviours.”353 In comparison, the legal definition of control is “concerned with the determination of the metaphysical risks of harm posed to society.”354 In tort law, “active physical control of the subject is neither necessary nor sufficient to constitute legal control; what matters is that the controller is in a position to determine the risks of harm the subject poses to society.”355 In the case of commercial aircraft, there has been a longstanding requirement to have a human pilot to pilot or, at the very least, to monitor the aircraft systems.356 Even where functions on planes or autonomous drones are automated, the pilot or operator is still considered to be in legal control.357

However, a control-centric approach will mean that even though an autonomous vehicle is physically steered by software, legal persons across the supply chain including manufacturers, developers, operators, and consumers can all be said to be participants in the vehicle’s risk creation process.358 Each party can be said to have a degree of legal control and consequent legal liability.359 Applying the same logic to drones will allow a plaintiff to pursue other defendants beyond just the operator in the scenario of defective or hijacked drones. While conventionally, the operator would have “legal control,” with a control-centric analysis, it will be possible to trace liability back to novel defendants such as software developers who had negligently left vulnerabilities in their code or to manufacturers for hardware failures.360
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Throughout this exercise of tracing liability, a drone bearing monitoring device would provide valuable data in pinpointing or excluding fault of respective parties who are involved in bearing maintenance or manufacture. For example, the device may show that operators failed to conduct regular maintenance when required, making it easier to prescribe fault to them. Conversely, if the device detects that the underlying bearings were fully functioning, yet the drone still fell, this may point liability towards the software developers, a third-party interference, or perhaps a manufacturing defect caused by another piece of equipment on the drone.

These also raise important policy questions, such as what the threshold for a legally acceptable probability of detection of a bearing failure should be that—upon being met—would discharge the duty of care. Further nuances also need to be explored, such as if a bearing failure was determined as the cause of the accident or contributing to it, what liability would then flow to the monitoring system? Clearly such questions apply to every subsystem of the drone including, for instance, the navigation subsystem. Determining these standards of performance are important to enable the industry to evolve and for its benefits to be realized.

2. Manufacturer

For drone manufacturers, a control-centric approach would mean liability could be more readily established as fault and could be traced back to any potential defects in equipment, hardware, or software. Establishing causation would be the primary hurdle to overcome in a claim against the manufacturer. In the case of a freight drone, it is likely to be operated semi-autonomously and be flying on pre-mapped routes as opposed to a pilot operating the drone within line of sight. This will also help to mitigate potential unfairness in a strict liability regime for RPAs where, for example, if a drone has defective software, instead of only the operator or pilot being held strictly liable, the manufacturer or software developer could be traced to be a legal controller and held liable under negligence law.
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Whether a court or parliament adopts this approach in the future remains to be seen. As technologies like autonomous vehicles and drones propagate across society, the possibility of the law evolving to meet the literature’s call to evolve from a driver-centric to a control-centric approach of tortious liability is certainly a possibility.363

D. IMPACT OF LIABILITY & DAMAGES

An aggrieved plaintiff must show that he or she suffered a loss or damage in order to recover monetary compensation or “damages.”364 The award of damages could be either a combination of compensating the plaintiff (compensatory), acknowledging a breach of legal rights (nominal), or punishing the defendant (exemplary).365 Usually for torts, damages are given on a compensatory basis, so plaintiffs are returned to their original position (restitutio in integrum).366 Legislation in all jurisdictions confers on the courts a general power to award interest on damages for the period up to judgment.

There are two categories of damages: economic and non-economic loss, which are further split into separate heads of damage.367 Economic losses include out-of-pocket expenses, lost wages, loss of earning capacity, and other needs created including medical or related bills.368 These may need to be calculated for the rest of a person’s life if the harm is permanent.369 Non-economic loss relates to a plaintiff’s capacity to enjoy life, encompassing physical pain and suffering, loss of amenities of life, and any shortening of life expectancy and disfigurement.370 Legal costs of bringing actions can also be expensive, even though
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some cases are brought on a “no win-no fee” basis. Generally, the rule in Australia is that costs are paid by the party who loses the case.

The court gives parties an adequate opportunity to dispute the assessment if needed, although many cases are settled earlier. Negligence requires proof of actual loss or injury to be proven, unlike trespassory torts. Damages may be reduced where the plaintiff’s unreasonable conduct before (contributory negligence) or after (failure to mitigate) suffering the injury contributes to the damage suffered or fails in whole or in part to alleviate it.

1. Personal Injury

Traditionally, damages were assessed at the date of breach or when the cause of action arises, but courts have become increasingly flexible. Personal injury is typically assessed on the date of the judgment to allow for a more accurate assessment after the court has evaluated all the evidence and the progress of the plaintiff’s condition up to that time.

Where there is permanent personal injury, the award of damages must account for the impossibility of being able to restore plaintiffs to their physical pre-injury position with compensation for the future consequences of the injury.

2. Property Damage

Property damage torts usually do not involve complications of assessing future consequences. Awards usually fully compensate, although plaintiffs should reasonably mitigate any losses.

Repairs may also be compensated so plaintiffs return to their pre-tort position. Where there is a difference in value, such as if repairs cost more than replacements, reasonableness will deter-
mine the end amount.\textsuperscript{380} One scenario where this might be relevant is where a drone bearing fault causes the drone to fall which then causes fire damage to real property.\textsuperscript{381} Often the issue will be whether damages should be valued at the cost of rebuilding or at the diminution in value.\textsuperscript{382} Previously, courts have allowed the cost of rebuilding a family home to be compensated;\textsuperscript{383} conversely, they have refused an investment property on the basis that plaintiffs could mitigate their damages by selling and then buying another property with the same investment return more cheaply rather than paying the more expensive cost of rebuilding.\textsuperscript{384}

Where there is a net gain in the value of the property, the “betterment” may be reduced depending on the circumstances of the case. For example, courts have reduced damages in circumstances where an old tractor had caught on fire because the plaintiffs would have needed to purchase a new tractor later at some point anyways.\textsuperscript{385} Conversely, where an old factory was burnt down, a defendant was required to pay the costs of a new factory as the owner would have continued to use the old factory had it not been destroyed.\textsuperscript{386}

3. Multi-Party Liability

While Damage by Aircraft legislation imposes joint and several liability, in the common law, a plaintiff may need to rely on vicarious liability\textsuperscript{387} or agency\textsuperscript{388} to establish liability of the operator or owner who was not also the negligent pilot.
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Where two or more defendants are legally responsible for the same property damage or economic loss, statutory contribution and proportionate liability may apply.389 If a defendant’s tort has caused personal injury, death, or intentional property damage, he or she will have to pay a contribution.390 Proportionate liability applies where property or economic loss was unintentionally caused and allows defendants to limit their damages to a fair and equitable portion in accordance with their responsibility for the harm.391

VI. PRODUCT LIABILITY UNDER THE AUSTRALIAN CONSUMER LAW

While negligence creates broad liability for actors, product liability focuses on responsibility of manufacturers for defective products. This can arise under the law of negligence as discussed above or pursuant to the Australian Consumer Law. “Product safety standards are a crucial aspect in the manufacture of drones.”392

A plaintiff may pursue a statutory claim against the drone manufacturer under Schedule 2 of the Competition and Consumer Act 2010 (Cth) or the Australian Consumer Law (ACL).393 Under the ACL, there are now significant ramifications for aircraft manufacturers, creating a risk that must be recognized and managed.394

Liability is imposed on a strict liability basis where a manufacturer “supplies . . . goods in trade or commerce” with a “‘safety defect’ that causes injury.”395 A manufacturer includes any person who allows his or her business name, brand, or trademark to
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be applied to the good, but also includes “manufacturers of component parts, maintenance organizations, distributors, second-hand dealers,” and importers if the manufacturer has no place of business in Australia. Goods include “aircraft and other vehicles,” and a safety defect is where “their safety is not such as persons generally are entitled to expect.” This is an objective standard based upon what the public at large would expect. A good can generally be defective from negligence in the process of its manufacture, design, or marketing.

A. Defective Manufacture

Defective manufacture or production defects refer to products that are deviants from the manufacturer’s specifications in their construction or assembly. Where the plaintiff establishes the existence of a defect in the product and an accompanying injury, the court will infer liability unless the manufacturer can prove the defect was not present at the time it supplied the goods. In the event of a bearing failure, a bearing monitoring device with data-recording functions would be helpful to a manufacturer as it could provide a history of data that the drone bearing was functional from its inception and free of production defects.

B. Defective Design

Defective designs relate to such elements as the form, structure, and composition of goods. However, this is a more complex action as design decisions are often conscious choices by the manufacturer after weighing up relative cost, consumer

---

397 BARTSCH, supra note 91, at 184.
398 Competition and Consumer Act 2010 (Cth) s 7(1)(e) (Austl.).
399 Id. at s 2(1). Computer software is also included. Id. This is relevant because software flies aircraft. FLEMING’S THE LAW OF TORTS, supra note 275, at 578.
400 Competition and Consumer Act 2010 (Cth) s 9(1) (Austl.).
402 FLEMING’S THE LAW OF TORTS, supra note 275, at 557.
403 Id. at 574; Competition and Consumer Act 2010 (Cth) s 142(a)(ii) (Austl.); Carey-Hazell, [2004] FCA at paras 190-91; Effem Foods Ltd v Nicholls [2004] NSWCA 332, para. 17 (Austl.).
preferences, or even public interest (for example, delivery drones that are smaller and less safe but quieter, cheaper, or more environmentally friendly). Academics have pointed out that judiciaries are ill-equipped to deal with such polycentric issues and their implications. There is additional difficulty in actually determining whether a drone’s design is defective as currently no specific airworthiness standards to compare against exist. Courts will need to consider the risk of harm against the cost of reducing it by adopting an alternative design. Installing a drone with a bearing monitoring device would reduce its risk of harm and likewise afford it greater protection to a defective design claim.

C. DEFECTIVE MARKETING

Defective marketing includes instructional defects such as insufficient labelling, warnings, or instructions. This may be relevant in scenarios where a drone manufacturer or supplier faces a lawsuit alleging that the drone would not have fallen to the ground if the instructions or warnings regarding the airworthiness of the drone were adequate. However, it is often difficult to ascertain the known risks of a product, which is especially the case with new technologies such as drones. Further, in the case of commercial delivery drones, which are more complex than hobbyist drones, it is likely that specialized training would be required to use them. In any case, however, manufacturers will still need to ensure sufficient instructions are provided to operators on not just general drone usage but also on the strict maintenance that is required. While a bearing monitoring device helps in this regard by flagging potential airworthiness issues, to minimize legal liability, the manufacturer should also instruct that the device cannot be relied upon exclusively.
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D. Consumer Rules

An additional source of liability specific to freight drones comes from consumers. The ACL imposes minimum standards in relation to commercial services provided to consumers, which will apply to RPA deliveries. An additional source of liability specific to freight drones comes from consumers. The ACL imposes minimum standards in relation to commercial services provided to consumers, which will apply to RPA deliveries.409 A Commonwealth Minister can also issue a mandatory set of specific safety standards of delivery services.410 Where commercial drone operators contravene the safety standards, they can be liable for a penalty for any loss suffered as a consequence of the breach.411 Currently, no ministerial safety standards have been imposed for RPA delivery; however as adoption grows, such standards can be expected to be issued.

E. Damages

Those who suffer personal injury (or death)412 and damage to goods,413 including land and fixtures,414 can sue the manufacturer for damages under consumer law. Third parties who suffer loss due to injuries caused by a defective product can also recover damages.415 This includes dependents reliant upon the injured person and potentially bystanders who suffer emotional harm from witnessing the injury.416 A three-year limitation period applies from the time the claimant became, or ought to have become, aware of the damage and identity of the manufacturer.417

In relation to defenses, where the manufacturer of a drone is independent from a bearing monitoring device’s manufacturer, under the ACL, component manufacturers have a defense if they can establish that the defect is attributable to the design, markings, instructions, or warnings of the finished good—rather than a defect in the component.418 Other than this, because manufacturers are held strictly liable for defective products, there is a clear legal impetus for manufacturers to focus on
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preventing the drone from falling in the first place using diagnostic or early warning systems such as bearing monitoring technology.

VII. RESPASSORY TORTS

Trespassory torts are actionable per se, meaning that proof of pecuniary loss or injury is not necessary. Rather, the law seeks to recognize that a plaintiff’s absolute right has been violated. Nonetheless, evidence of a specific loss is still generally required; otherwise the award is only for a token sum of nominal damages.

In relation to trespassory torts, the key benefit of a drone bearing condition monitoring system is the improvement to drone airworthiness, lowering the chance of a catastrophic failure causing the drone to fall to the ground and cause an act of trespass to occur.

A. TRESPASS TO LAND

In aviation cases, trespass to land often relates to surface damage caused by chattels falling from aircraft or damage by the aircraft itself. A drone or its freight falling to a plaintiff’s land can constitute trespass to land.

This requires a positive, voluntary act that directly interferes with the plaintiff’s exclusive possession of his or her land. In this case, the drone pilot’s or operator’s act of controlling the drone to enter the land would be adequate. Intention is necessary to establish trespass to land, although a reckless or negligent act is adequate. The defendant has the onus of proving the absence of intention.

The act of interference must be direct and not consequent. For example, courts have held an oil spill discharged into
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an estuary that was then carried onto the plaintiff’s land by the river to be a consequential interference. The distinguishing factor is how closely related the act is with the interference. If a significant passage of time elapses, it may lead to a consequential rather than immediate and direct finding.

Where a bearing condition sensing device is relevant is when the device indicates that due to bearing failure, a drone should either land immediately or hover to a lower altitude over the neighborhood, which in turn causes an interference with a landowner’s property rights. While this may not be an issue for the recipient of the delivery parcel (in a similar way to how implied consent is given to postage carriers to enter land for the purpose of delivering a parcel) a disgruntled neighbor may take issue with the unwarranted trespass. In this scenario, assuming the landowner has sufficient title to sue, whether a claim of trespass will succeed will depend on the circumstances and extent of the interference.

Where the drone or cargo falls to the ground, and there is a clear, direct, and obvious physical interference with the surface of the land, it is likely that the above elements for a trespass to land will be made out. If, however, there is only a mere overflight over property, for example, as the RPA descends to a lower altitude to prevent further bearing deterioration, it will be a much more complex determination.

The issue of trespass into airspace by an overflying aircraft has not been dealt with in Australia; however, the principles from overseas jurisdictions have been tested and approved in Australian courts. In *LJP Investments v Howard Chia Investments Pty. Ltd.*, Justice Hodgson approved the view from the English case *Bernstein of Leigh v. Skyviews & General Ltd.* (Bernstein) that a landowner’s right to the air space above his property is limited to “such height as is necessary for the ordinary use and enjoy-
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ment of his land and the structures upon it." In *Bernstein*, the defendant company Skyviews took a single aerial photograph from a plane while flying over the plaintiff’s country residence. The plaintiff claimed his right to exclude any entry into the airspace above his land. The court held that a landowner’s rights do not extend to unlimited heights and are limited to the height of an “ordinary user.”

However, it is unsettled whether the same outcome will be reached upon application to drones. Stewart contemplates that the liability of RPAs may be ruled differently today given *Bernstein* was decided in 1978 and concerned solely with flights by planes. In *Bernstein*, Justice Griffiths found a flight of several hundred feet above the ground to not be a trespass because there was no real interference with the landowner’s use of his land. However, the flight height of a delivery drone is substantially lower than that of a plane, especially during the actual descent of the delivery. In Australia, trespasses to land have previously been found where crane jibs intruded at heights of fifty feet above the plaintiff’s roof. It also does not matter if the trespasses are not continuing. Even irregular or intermittent intrusions can be sufficient for an action. In *Graham v KD Morris & Sons Pty Ltd*, wind causing a crane jib to extend sixty-two feet above an adjoining land was held to be a trespass to land.

The counterargument is that the formulation of the Skyviews test should be understood in the context of a case about a mere entry into airspace as distinct from an intrusion by something erected on other land (i.e., the encroaching crane cases litigated in Australia). In the United States, there is authority that actual overflight must have occurred at a height which adversely affects the use and enjoyment of the surface to the extent to
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devaluing the property’s value. Additionally, some academics have pointed out the difficulties of the alternative view, as it would “involve the courts in the impossible task of trying to determine whether there has been an invasion of a particular column of airspace.”

Thus, it seems so long as the RPA flies above the height of an ordinary user, it would not commit a trespass to land. As Butler points out, drones may operate at heights well above sixty-two feet, as recognized by CASA’s standard RPA operating conditions which stipulate operation at a height of up to four hundred feet above ground.

B. TRESPASS TO PERSONS

Where the RPA collides with a person, or a part of the RPA falls and causes damage, a cause of action in battery can arise. The plaintiff is required to prove that the defendant committed an intentional, positive, voluntary act which directly caused contact with the plaintiff’s body. A battery is actionable per se without proof of damage.

A collision does not have to be a deliberate act; recklessness is adequate to suffice as intention. A negligent act can also enable a claim in battery in Australia. State civil liability would then apply.
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In relation to directness, Stewart contemplates that like how firing a gun or throwing a missile at another constitutes a battery, an RPA pilot controlling a machine that impacts another would satisfy the directness element.\textsuperscript{451}

The key advantage to plaintiffs is they do not need to prove fault. As Stewart points out, “[a] person injured by an RPA falling from the sky will possibly have scant evidence as to the cause of the event, though negligence of the operator would be a likely cause.”\textsuperscript{452} For trespass to person, however, once the trespassory contact is established, the onus shifts to the defendant to prove lack of fault to escape liability.\textsuperscript{453} In that case, any available data readings of a drone bearing monitor could potentially be adduced by an operator to show that the crash was not the result of a catastrophic failure from the bearing or any other maintenance problem which falls under the operator’s responsibility. In this way, the device can potentially help ground an argument in redirecting or narrowing fault to other causes.

However, the success of this argument will depend on the data of the respective monitoring device records. At the bare minimum, a device recording just the immediate data surrounding a warning signal would help in verifying the operation of the monitoring system and confirm the accuracy of its determination. On the other hand, a device that records all the real-time data, beyond just the condition of a bearing, would provide the most legal benefit in demonstrating where fault occurred (although such capabilities would likely cost more).

\section*{C. Trespass to Goods}

Where a drone either lands or crashes into a plaintiff’s goods (such as a car), the operator can be liable to an action for trespass to goods. Trespass to goods involves the intentional or negligent act of the defendant which directly interferes with the plaintiff’s possession of a chattel without lawful justification.\textsuperscript{454} The plaintiff must be able to show he or she was in possession of the goods at the time of the act of interference by the defendant.\textsuperscript{455}
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Plaintiffs will have a duty to mitigate their damages. For example, for mass-produced goods, it is expected that plaintiffs replace their goods if repairing it would cost more.\textsuperscript{456} However, a more expensive repair job has been permitted by courts, such as in the case of a car with sentimental value.\textsuperscript{457} Like other trespassory torts, the determinative factor will be evidence of reasonableness.\textsuperscript{458}

Again, the bearing monitoring device will help with preventing the trespass from occurring to begin with, or it will forewarn of a danger of catastrophic failure early enough for the drone to be able to land safely at a significantly lower velocity than falling out of the sky.

\textbf{VIII. NUISANCE}

In addition to improving the airworthiness of the drone, a drone-bearing monitoring system can also help prevent or rebut a claim in nuisance. A condition monitoring device can provide evidence that the motor bearing is healthy and operating normally. It can then be deduced that the bearing is not causing the drone to vibrate excessively and that any audible noise generated by the propulsion system should be within typical operating limits.

There are two types of torts based in nuisance: “Private nuisance concerns a nuisance to the private rights of an individual, specifically those concerning their use and enjoyment of land; and public nuisance concerns interference with those interests that are shared by the public.”\textsuperscript{459} Unlike trespass to land, a nuisance may be caused by an indirect act of interference, and thus includes intangible invasions such as noise, smell, and offensive sights, in addition to more tangible invasions such as fire, leaves, flood, and dust.\textsuperscript{460} A plaintiff may also prefer to run a claim in nuisance because, unlike negligence, defendants cannot avoid liability by demonstrating they exercised reasonable care while
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performing their duty of care.461 Thus, as Quinlivian explains in a hypothetical scenario, if a properly trained operator flies a well-maintained drone over a worksite, and the drone is struck by a large bird rarely seen in the area, causing a crash and damage to the property—while the operator could likely defend an action in negligence due to the reasonableness of his or her actions—the worksite owner may succeed with a claim in nuisance.462

In the case of a drone delivery, the relevant claim would most likely be one in private nuisance from somebody who has found the peaceful enjoyment of his or her land disturbed by the RPA in some way. Some authority suggests that actions in nuisance against aircraft operators could lie in cases of excessive noise, vibration, or pollution which seriously interfere with a plaintiff’s enjoyment of his or her property.463 In regard to Wing’s operations in Canberra, it has been reported of “dogs going wild,” “children being too scared to play in backyards due to the racket,” and “birds disappearing from the area.”464 However, as these are only media reports, any legal claim will need to examine the specific facts of the case.

The court will weigh the nature and circumstances of the defendant’s activity and the character of the resulting interference against the plaintiff’s interest.465 The factors that comprise this “give and take” equation include the duration,466 time of day,467 frequency,468 locality,469 and the extent of the interference. While a temporary interference will not preclude it from being a material interference, generally it will not qualify as a nui-
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sance. Further, akin to trespass to land on the basis of Bernstein, mere overflight will not be considered a nuisance. The plaintiff will need to prove some sort of constant and continuing interference or harassment. Wing has argued that their deliveries are infrequent and cited that it is “unlikely people will experience considerable or repeated noise events during the hover phase, as it is limited to the immediate vicinity of the delivery location.” Wing has also pointed out that drones differ from crewed aircraft in landing or take off, being much quieter and taking place in significantly shorter windows of time.

However, a bearing problem can lead to an increase in audible noise which may potentially lead to a violation of legal noise limits in certain areas. Wing has previously received complaints about their drone noise levels and was forced to re-engineer their drones as a result. Wing has now stated that, when hovering to deliver, their drones are the same noise level as an ordinary cruising car and quieter than most common neighborhood noises, such as a leaf blower or lawnmower. However, it has also been pointed out that the noise is more noticeable since it is a high frequency pitch that suburban environments have not previously experienced. Consequently, there is still potential for delivery drones to be vulnerable to legal arguments of nuisance. This provides a strong incentive for operators to install bearing monitoring devices to prevent any further amplifications of audible noise or vibration arising from bearing fatigue.
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IX. PRIVACY AND SURVEILLANCE ISSUES

While the focus of regulations has been concerned with safety, if delivery drones proliferate, the companies behind them will be running substantial operations over private, residential areas. This may be a relevant factor where a bearing condition sensing device indicates a drone needs to land immediately, causing the drone to descend over someone’s property while it continues to record footage. This could constitute an interference with an individual’s privacy rights, especially where an operator manually begins to pilot the delivery drone through the camera.

Unlike many other jurisdictions, the Privacy Act 1988478 in Australia does not provide an extensive framework to protect privacy. The House of Representatives Standing Committee report noted the privacy law “is not intended to protect against intrusions into Australians’ private seclusion.”479 Without any legal remedy under Australian privacy law, the affected individual or entity can only report the matter to CASA.480

Surveillance prohibition legislation is also likely ineffective, as other than drones not being the target of the legislation, “private activities” expressly do not include any activity carried on outside a building.481 This would preclude the majority of RPA activity from being captured by the legislation.

Criminal law may provide an indirect form of privacy protection. Certain drone operations may satisfy offenses in some jurisdictions, for example under the offense of voyeurism. In the United States, there are laws relating to trespass, privacy, and stalking, in addition to state-specific laws regulating paparazzi and anti-voyeurism. Some states such as Indiana and Florida have enacted drone laws with voyeurism offenses.482 Nonetheless, perhaps the more significant issue is that it is doubtful these laws will apply to freight drones in the first place (given their

478 See generally Privacy Act 1988 (Cth) (Austl.).
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distinct purpose is delivery operations. In Australia especially, given Australia’s relatively weak protection of privacy, the installation of bearing condition-sensing devices and accompanying cameras on drones does not immediately raise any litigable issues.483

X. BREACH OF STATUTORY DUTY

The breach of a duty imposed by a statute can give rise to a claim under the tort of breach of statutory duty.484 This is advantageous for a plaintiff to argue as it is a strict liability offense. However, the courts have generally restricted this action to worker safety and similar matters so it may not be regarded as valid.485 Rather, as discussed above, a breach of statutory duties may just be used as evidence in a claim of negligence that a person has fallen short of the care expected of a reasonable person compliant with regulations.486

XI. DEFENSES

On top of the defenses discussed above in each cause of action, certain state and territory civil liability legislations relating to defenses apply because they are expressed to apply to “civil liability of any kind.”487

A. GOOD SAMARITANS

In all jurisdictions, there are provisions that protect community volunteers from liability.488 These provisions would protect RPA pilots and operators from liability under Damage by Aircraft legislation (and at common law) if they were engaged in unpaid volunteer or rescue efforts.

---
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B. INTOXICATION

In NSW, a statutory defense is available where persons are intoxicated at the time of their injury. The provision applies to “civil liability of any kind for personal injury damages.” In other states, there is a presumption of contributory negligence where a plaintiff is intoxicated; those provisions apply to claims for personal injury or to proceedings for recovery of damages.

C. ILLEGALITY

Some state and territory provisions allow a type of illegality defense, which limits the recovery of damages in civil claims by persons if they were engaged in criminal conduct at the time of injury.

XII. CONCLUSION

In today’s age of robots, automation, and innovation, the rising wave of new use cases for drones has also generated new scenarios involving a range of technical, operational, and legal issues. Drone delivery shows particular promise in transforming the freight and retail sector by expanding the reach or sales of local businesses, lowering costs for consumers, and reducing greenhouse emissions and accidents on the road. However, there is a concern that accidents from the sky will emerge in their place. With equipment failure currently accounting for the majority of drone incidents, motor bearing issues present significant risks for operators and manufacturers as bearing failures are the most common cause of motor failure. Currently, there is a continuous danger that the attrition of the drone bearing may cause a catastrophic failure, leading the aircraft to fall to the ground and cause bodily injury, damage to goods, or trespass to property. While this issue has received some attention in the en-
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eering field, so far it has remained unaddressed in the legal scholarship. This Article has sought to address this research gap by investigating how a drone bearing condition monitoring system can mitigate against liability for freight drones. It has been argued that there is a strong legal rationale for the installation of such a device.

First, in relation to safety regulations of freight drones, a reliable drone bearing monitoring system will greatly assist an operator in proving satisfactory compliance. The device enables the provision of essential information to CASA and regulatory authorities in relation to job-safety assessments, noise regulations, insurance requirements, future airworthiness regulations, and the like. Assuming the system records data accurately, the information can be adduced to indicate compliance with regulations. Moreover, this data can be a useful data point for insurers to assist in determining fault in the event of insurance claims, and there is potential for the device to be seen as a “black box” of sorts that can provide crucial evidence of what went wrong in an incident.

Second, a drone motor bearing condition monitoring system provides an answer to strict liability offenses where the only way to avoid liability is to prevent the offense from occurring in the first place. Where these “no fault” liability regimes operate, such as in cases of Damage by Aircraft legislation or product liability under the ACL, physical prevention of the harm materializing will remain the best way to minimize legal risks. It is submitted that a bearing condition monitoring mechanism achieves just that.

Third, in the case of the common law, broadly speaking, where operators and manufacturers make efforts to build safeguards and minimize risks, the law will in some cases respond by regarding them as not at fault. The greatest use arises from fault-based torts such as negligence, where the bearing monitoring device can be supplied as evidence of reduced fault by the operator or manufacturer, showing that they have taken active steps to minimize the materialization of a known risk. For other offenses, such as trespassory torts and nuisance, though the bearing monitoring device will not reduce legal liability, it can potentially minimize the damage of an interference by reducing the velocity of landing. Otherwise, preemptively flagging before the bearing reaches a stage of catastrophic failure helps prevent exposure to liability in the first place.
A specific framework that is tailored for RPAs will enable the many economic, societal, and environmental benefits of drone innovation to be fully realized. However, until amendments are made, strict liability regimes that apply to RPAs will ensure that some legal risks remain significant. In this context, it is argued that there are both strong engineering and legal motivations to install drone bearing monitoring technology on delivery drones to mitigate some of these continuing risks.