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I. Introduction

This submission reviews legal developments in 2015 for the Asia Pacific Region.

II. Philippines

A. Cybercrime Prevention Act of 2012 Finalized

On June 11, 2015, the Philippine Department of Justice endorsed the Implementing Rules and Regulations (IRR) of the Cybercrime Prevention Act of 2012, a measure against internet crime.¹ The law was finalized on August 12, 2015, through the signatures of representatives of the implementing agencies, the Department of Interior and Local Government, and the Department of Science and Technology.² These final approvals came almost three years after President Benigno Aquino III signed the Act into law, in September 2012, and more than a year after the Supreme Court’s February 2014 decision upheld the constitutionality of certain of its provisions, including online libel, and struck down others.³
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III. Malaysia

A. Sedition Act Amended

In April 2015, Malaysia’s parliament passed amendments to the Sedition Act of 1948, a colonial-era law that criminalizes speech deemed as seditious. Among other things, the amendments remove provisions outlawing criticism of the government and the judiciary, impose mandatory minimum sentences, and increase penalties, including for first-time offenders. The amendments also provide for blocking online anonymous seditious publications.

B. Government Blocks Dissident Websites And Issues Arrest Warrant For Website’s Founder

In July 2015, Malaysian authorities blocked the website of the Sarawak Report, a London-based news outlet critical of the Malaysian government. The Sarawak Report had reported allegations of government corruption surrounding 1MDB, a state development fund, implicating Prime Minister Najib Razak. Starting on July 19, 2015, the Malaysian Communications and Multimedia Commission (MCMC) blocked access to the Sarawak Report inside the country, claiming that the website had violated the Communications and Multimedia Act of 1998 by publishing allegedly unverified information that could “threaten the country’s stability.” At year’s end, The Sarawak Report remained blocked in Malaysia.


On August 4, 2015, the government issued an arrest warrant for Clare Newcastle-Brown, the founder and editor-in-chief of Sarawak Report. The warrant was issued based on alleged offenses under Section 124B of the Penal Code, concerning activities detrimental to parliamentary democracy, and Section 124A, concerning dissemination of false reports.

In late August, the MCMC blocked websites promoting Bersih 4.0, an anti-government rally held in several Malaysian cities on August 29 and 30. On August 27, the MCMC called the rallies illegal and announced that it would block the websites in the interest of "national stability."

C. High Court Rules Sedition Act Constitutional

On October 6, 2015, Malaysia's highest court ruled that the Sedition Act is constitutional and as such, an activist could be brought to trial under it. Dr. Azmi Sharom, a Malaysian law professor, was charged on September 2, 2014, with violating the law based on statements he made in an article published in an English-language online news portal. Dr. Sharom argued that the Sedition Act was unconstitutional because it was not enacted by Parliament, but was instead enacted by the Legislative Council under British rule in 1948, and that the law became void with the enactment of the Federal Constitution in 1957. In a unanimous decision, the high court rejected this constitutional challenge.
II. Indonesia

A. Draft Information Privacy Law and Amendments to Information Technology and Electronics Transactions (ITE) Law Proposed

On July 14, 2015, pursuant to Article 7(2) of Government Regulation No. 82 of 2012, the government of Indonesia published the Draft Regulation of the Minister of Communication and Information (RPM) of the Protection of Personal Data in Electronic Systems.18 This draft regulation focuses on protecting personal data collected by the Directorate General of Immigration, the Financial Services Authority, the Bank Indonesia, the Indonesian Consumers Foundation, and the Ministry of Health.19

The Minister of Law and Human Rights and the Minister of Communication and Information Technology are preparing a draft of the Information Technology and Electronics Transactions (ITE) Law.20 The draft would include revisions of Article 27 of the ITE law, which deals with decency, gambling, and defamation.21

B. Two Women Found Guilty Under the ITE Law

On March 31, 2015, two women were found guilty under the ITE Law. In the first case, forty-seven-year-old Wisni Yetty was found guilty of “distributing immoral content” after her husband hacked into her Facebook account and learned that, in 2011, she had complained about him to a friend.22 She was sentenced to five years in jail and fined IDR100 million ($7,650) in lieu of facing another six months in jail.23 Her husband was not prosecuted for hacking into her account.24 In the second case, postgraduate student Florence Sihombing was found guilty, sentenced to six months’ probation and fined IDR10 million ($765), for posting the following on the social media app Path: “Jogja is poor, stupid and uncultured. Friends from Jakarta and Bandung, don’t stay in Jogja.”25 If she violates her probation, she will face two months of imprisonment.26
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C. Student Arrested Under ITE Law

In October 2015, a university student, Adlun Fiqri Sigoro from Ternate in the North Moluccas Islands of eastern Indonesia, was arrested for violating the ITE Law by uploading a video to YouTube that showed police openly accepting bribes from traffic violators. He was released shortly after his arrest following social media outrage.

V. Myanmar

A. The Launch of the Myanmar Media Lawyers’ Network and Protests Over Appointment of Former Military Officers to the Judiciary

On April 1, 2015, the Myanmar Media Lawyers’ Network (MMLN) launched in Rangoon, Myanmar. The MMLN consists of 80 lawyers working throughout Myanmar. On September 11, 2015, Myanmar attorneys launched a yellow ribbon campaign to protest the appointment of twenty former military officers as vice director generals to the Naypyidaw Union Supreme Court. The participating lawyers started the campaign at the MMLN offices.

B. Woman Tried for Posting a Satirical Photo on Facebook

On October 12, 2015, a twenty-five-year-old woman, Chaw Sandi Tun, was brought to trial in the Irrawaddy Division for sharing a satirical photo on Facebook that was considered to be insulting to Myanmar’s military. Lt. Col. Kyaw Htin, a Myanmar Army general staff officer of the Southwest Command in Pathein, filed the suit against Chaw Sandi Tun pursuant to article 34(d) of Myanmar’s Electronic Transactions Law. This law carries penalties of up to five years in prison and outlaws altering digital information in such a way that would defame “any organization or any person.”
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VI. Thailand

A. The End of Martial Law in Thailand and the Invocation of Section 44 of the Interim Constitution

On March 30, 2015, Prime Minister Gen Prayut Chan-o-cha announced that martial law would be lifted.\textsuperscript{38} The Prime Minister simultaneously announced that the military junta would be invoking authority under Section 44 of the interim constitution.\textsuperscript{39} Section 44 gives “sweeping power to the military to handle threats against state affairs, national security, and peace and order of the country.”\textsuperscript{40} The order permits soldiers to detain individuals for up to seven days without charge.\textsuperscript{41} The order also permits prosecution of people for national security crimes or actions in violation of Thailand’s strict royal defamation laws.\textsuperscript{42} The order also empowers “Peace and order maintaining officers...to issue orders prohibiting the distribution of news, publications and other media deemed to cause fear, contain distorted facts, or likely cause public misunderstanding that affects national security or public order.”\textsuperscript{43}

B. The Proposed Internet Gateway

On June 30, 2015, Prime Minister Gen Prayut Chan-o-cha’s cabinet ordered the Thailand Ministry of Information and Communication Technology and Ministry of Justice to “set up a single internet gateway in order to control inappropriate websites and to control the flow of information into the country from overseas via the Internet.”\textsuperscript{44} On September 4, 2015, the cabinet gave a follow up order for the Ministry of Information and Communication Technology and the Ministry of Justice to report back with any laws that needed to be amended in order to facilitate the gateway.\textsuperscript{45} On October 1, 2015 in response to the proposed gateway, Internet activists orchestrated a distributed-denial-of-service (DDoS) attack on Thai Government websites.\textsuperscript{46}
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