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Regulatory Technology (Regtech) – Construction of a New Regulatory Policy and Model

G. A. Walker*

The use of technology in banking and financial markets has grown substantially in recent years.1 Financial technology (FinTech) has resulted in substantial innovation.2 This has led to the need for new forms of financial technology regulation (FinReg) to create a corresponding enhanced and embedded control framework. One specific area of this consists of the use of regulatory technology (RegTech) through which technology can be used to support regulation and supervision in modern financial markets.3 RegTech has then evolved through various iterations with RegTech 1.0, 2.0, and now the beginning of 3.0.4

Financial markets have been shocked by financial instability and crisis in the period following the Global Financial Crisis beginning in 2007 and

---

* Professor G. A. Walker, Professor in International Financial Law and Financial Technology (FinTech) Law, Centre for Commercial Law Studies (CCLS), Queen Mary University, London.


2. Id.

3. Regulatory technology (RegTech) is a complex, combination or contestable concept. A number of different meanings can be distinguished. RegTech can refer to the use of technology generally for control purposes in utility and other markets, or in the financial services area specifically. It may refer to using regulation for control or direction purposes (ControlTech), supervision (SuperTech), or both. It may refer to the tools or techniques used by firms for internal business (FirmTech) or for compliance (CompTech) purposes. Different types of RegTech may also be distinguished including regulatory policy (PolicyTech), supervision technology as noted (SuperTech), resolution technology (ResTech), market support technology (SupTech), and macro-prudential or macro-technology oversight (MacroTech). RegTech is generally understood in this paper to correspond with ControlTech which includes narrower PolicyTech, SuperTech, FirmTech, and CompTech as well as ResTech, SupTech, and MacroTech. RegTech may be considered to constitute an essentially contestable concept which is one with more than one meaning which includes some evaluative or qualitative element. See generally Walter Bryce Gallie, Essentially Contested Concepts, 56 PROC. ARISTOTELIAN SOC’Y 167 (1956).

4. RegTech 1.0 is generally concerned with simple data collection before the global financial crisis beginning in 2008. RegTech 2.0 involves the use of data for regulatory and supervisory reporting between 2008 and around 2018. RegTech 3.0 represents a new phase or iteration with the dynamic or creative use of data including through machine learning and artificial intelligence (AI). See infra Section IV; see infra text accompanying note 289; see also Douglas W. Arner et al., FinTech, RegTech, and The Reconceptualization of Financial Regulation, 37 N.W. J. INT’L L & BUS. 371, 388, 397, 407 (2017).
A substantial new regulatory framework has been constructed, much of which is data-based (DataTech) with a new focus on trade and transaction data reporting, electronic identification, personal data protection, account data mobility, and data protection and cyber security (DataReg). Several important measures have, in particular, been adopted in these areas at the international level and within the European Union which have since been implemented at the national level.

It is against this background that technology has undergone substantial advances in recent years, especially in terms of computing and telecommunications capability and digital data collection and management with further advances in decentralisation, distributed ledger technology (DLT), and blockchain to follow. Massive technological change brings substantial potential benefit and advantage, although this also creates significant new or aggravated risks. New forms of technological, information, and data risks arise that have not been properly identified or managed before (FinRisk and RiskTech with DataRisk and DataTech). A recent phenomenon has also been the movement by large technology companies (BigTech) into the financial area (referred to as TechFin) such as with the continuing advance of such businesses as Alipay and WeChat in Asia, Apple, Google, Amazon, and Microsoft in the West and Facebook's announcement of the creation of its digital Libra Coin.

Authorities have responded to technological progress through the construction of new forms of support arrangements, such as the Project Innovate initiative in the United Kingdom. This includes a Regulatory Sandbox, Advice Unit, Direct Support facility, and RegTech and Engagement facilities. The Financial Conduct Authority (FCA) has also been instrumental in constructing a Global Financial Innovation Network (GFiN) to bring together financial authorities and related organisations across the world involved with FinTech and RegTech. These initiatives specifically support new start-up platforms and businesses although issues remain with regard to maintaining financial stability and security at the national and international levels.

We live in exciting but challenging times that require informed and progressive solutions. A new financial environment and data system, ecosystem, or data biome has been created with the convergence of market

---


6. See discussion infra Section III.


8. See discussion infra Section IV.

9. Id.

and social change and regulatory reform and with technological advance and new technological threats. This has come together with a significant confluence of factors and forces. More traditional approaches to financial regulation and legacy instruments have become increasingly inefficient and ineffective. It is against this background that a new regulatory policy and control model or agenda has to be constructed.

A number of general principles or approaches can be identified to attempt to ensure that regulation can contain technology-specific exposures while allowing markets to enjoy continuous innovation and development more generally.11 This can be understood in terms of some of the key lessons and regulatory innovations adopted in response to the global financial crisis. These can specifically be considered to include improvements in enhanced financial regulation,12 financial supervision,13 financial resolution,14 financial market support,15 and macro-prudential oversight.16 Regulation must become increasingly interactive or live and data sensitive with DataTech and DataReg becoming an increasingly important component within this. New forms of RegTech and RiskTech can then be designed, which are adaptive, collaborative, interactive, resilient, and emergent. Firm systems (FirmTech) and compliance (CompTech) can also be improved to be more reflexive, responsive, modular, sustainable, and supportive.

The purpose of this paper is to outline some of the principal changes that have occurred in financial market conditions and possible future demands and requirements. The future of finance is considered in terms of the principal trends and challenges that arise. The potential impact in the

---


12. Regulation is a control concept and refers to the imposition of specific obligations on firms to manage risk and prevent collapse. George A. Walker, International Banking Regulation Law, Policy and Practice, 1 n. 1 (2001).

13. Supervision is a review or oversight function which either refers to monitoring the stability of markets more generally or compliance with specific regulations imposed. Id.


16. Macro-prudential oversight is concerned with the monitoring of a financial system or economy as a whole to detect any possible source of risk or instability, in particular, that is not covered by micro-prudential supervision within a particular sector. George A. Walker, U.K. Regulatory Revision: A New Blueprint for Reform, 46 Int’l Law, 787, 788 (2012).
growth of BigTech and TechFin is discussed. The nature of new data driven financial markets and post-crisis data driven regulatory responses are reviewed with DataTech and DataReg. The nature and recent development of RegTech is examined in further detail. The significance of such new initiatives as Project Innovate in the United Kingdom and the use of Regulatory Sandboxes and global sandboxes are explained and analysed (with a new ProjectTech). The potential future value of RegTech is considered with the construction of a series of new RegTech taxonomies and an enhanced and embedded new RegTech policy and policy approaches. Several provisional conclusions are drawn with some closing comments on the future development and importance of RegTech and RegTech 3.0 in modern financial markets.

I. Market Future

Financial markets have been subject to radical change in recent decades with further transformations expected to follow. A number of organisations monitor developments in the markets including the Bank for International Settlements (BIS), International Monetary Fund (IMF), and Organisation for Economic Cooperation and Development (OECD) with national central banks and regulatory authorities publishing regular reviews in this area.

The Bank of England released a specific paper on the Future of Finance in June 2019 which examines the outlook for the U.K. financial system. This reviews the future of the financial system in the United Kingdom and its impact on the Bank of England’s agenda, toolkit, and capabilities. The Governor of the Bank had announced a medium term review as part of his Mansion House speech on “New Economy, New Finance, New Bank” in June 2018. A review team was set up under Huw van Steenis to consider the forces that impact the economy and the implications of this on finance...
and for the Bank. The nine sets of recommendations made for reform are structured in terms of serving the digital economy, supporting major transitions, and increasing the resilience of financial markets. Authorities have to consider the effects of the need to integrate emerging markets in global systems, the move towards constructing low carbon economies, and the impact of demographic changes on financial markets. The United Kingdom could continue to carry out an influential role in financial market development with the recommendations set out in the review intended to deliver benefits to U.K. consumers and businesses and support the

23. Id. at 5.

24. The identified forces were: (1) A shift to digital markets (19 percent of retail sales were online compared with 11 percent five years previously); (2) A platform based economy (83 percent of small and medium sized enterprises (SMEs) used a mobile banking application); (3) The growth of the Gig and sharing economy (one third of U.K. adults were expected to be self-employed by 2025 which was a 20 percent increase from 2019); (4) BigData (the U.K. data economy would be work £95 billion by 2025 up from £73 billion in 2016); (5) Automation and machine learning (up to 30 percent of U.K. jobs would be automated by 2030); (6) Integrating emerging markets (emerging markets' share of external financial assets globally would rise from 10 percent to 33 percent by 2030); (7) Low carbon economy (the transition to a low carbon economy would require over £90 trillion in infrastructure investment over the next decade); (8) Demographic change (3 million people would be over fifty-five in the United Kingdom by 2025); (9) Unbundling of business models (over forty percent of financial services would be cloud hosted within a decade); (10) Cyber crime (global cyber premia were predicted to rise from U.S. $4.8 billion to U.S. $8.2 billion by 2020); (11) New laws and regulations (post-crisis regulatory reforms had resulted in the Basel Committee on Banking Supervision (BCBS) publishing twice as many regulatory standards between 2009–2017 than in the twenty previous years); and (12) Technology driven efficiency (machine learning would increase efficiency by twenty percent in financial firms' performance). Id. at 7.

25. (1) Manage the future payment system (produce a roadmap for payment options, develop next generation payment regulation, and develop necessary infrastructure to support cross-border payments on a more efficient and cheaper basis); (2) Enable innovation through the construction of a modern financial infrastructure (build and innovate payment infrastructure to allow alternative payment methods, support trusted digital identification, embrace safe cloud usage, and support an "air traffic control" of major projects); and (3) Support the data economy through the production of standards and protocols (promote the responsible use of machine learning and AI and support better credit files for SMEs). See id. at 18–20, 25–66.

26. (4) Promote global standards for finance (champion global standards, engage on the evolving needs of emerging markets, and develop future financial services initiatives); (5) Promote the smooth transition to a low carbon economy (advance the adoption of climate change disclosure and embed climate risk management); and (6) Adapt to the needs of a changing demographic (consider forces determining security in retirement and support wider investment choices). Id. at 21–22, 67–101.

27. (7) Safeguard the financial system from evolving risks (ensure regulation and infrastructure follow innovative business models, foster a dynamic and responsible regulatory regime, and contribute to the adoption of an Open Banking policy framework); (8) Enhance cyber risk protection (enhance data recovery, conduct cyber exercises, and encourage better information sharing); and (9) Embrace digital regulation (consult on a new digital data strategy and enhance risk monitoring through digitalisation of supervision). See id. at 23–24, 102–43.

construction of a more resilient, effective, and efficient wholesale and retail financial system.²⁹

This is a useful report in highlighting key trends and necessary adjustments. The three-part structure is valuable in summarising the changes involved and their impact on financial markets and the Bank’s functions and priorities. This draws together a number of key pressures within the financial system and wider society, highlights their impact, and identifies valuable policy responses. This creates a structured framework for financial market reform which forms a key part of any modern society. These specific points are examined in further detail below. The new measures required to respond to these continuing pressures and demands can collectively be referred to as MarketTech for the purposes of this paper.

A. NEW SOCIETY

The Bank’s review highlights the importance of the growth of the Gig and Sharing economy. This forms part of the wider transformation in societal structures following World War II. Countries have generally moved from an earlier Consumer society to Digital, Information, and Knowledge societies,³⁰ then to a Risk society,³¹ and Gig,³² or Application,³³ Sharing,³⁴

²⁹. See discussion infra Section III.

³⁰. Information is defined for the purposes of this text to refer to any statement of fact, opinion, or law. Data forms structured or controlled information collected within specific parameters or constraints. Knowledge represents understood, processed, or applied information or data generally to secure some specific purpose. George A. Walker, Digital Information Law: Meaning, Challenge, and Future, 53 INT’L LAw. (forthcoming 2020).

³¹. ANTHONY GIDDENS & CHRISTOPHER PIARSON, MAKING SENSE OF MODERNITY: CONVERSATIONS WITH ANTHONY GIDDENS 209 (1998). Risk Society reflects concerns with the growth in modernity and potential damage arising through continuing social change and adjustment. This may include dealing with “hazards and insecurities induced and introduced by modernisation itself.” ULRICH BECK, RISK SOCIETY, TOWARDS A NEW MODERNITY 21 (1992).

³². The Gig Economy either refers to temporary employment, such as on seasonal or zero-hour contracts (without any minimum working hours), or to the use of self-employed staff within a structured delivery system, such as with Uber. See John Frazer, How the Gig Economy Is Reshaping Careers for the Next Generation, FORBES (Feb. 15, 2019, 9:40 PM), https://www.forbes.com/sites/johnfrazer1/2019/02/15/how-the-gig-economy-is-reshaping-careers-for-the-next-generation/#5988788949ad [https://perma.cc/ALG8-8PM6].


³⁴. The Sharing Economy refers to an economic model based on the exchange (such as through lending, renting, swapping, gift, or barter) rather than sale of goods and services on a peer-to-peer (P2P) basis. This may also be referred to as the Access Economy. See Giana M. Eckhardt & Fleura Bardhi, The Sharing Economy Isn’t About Sharing at All, HARV. BUS. REV. (Jan. 28, 2015), https://hbr.org/2015/01/the-sharing-economy-isnt-about-sharing-at-all [https://perma.cc/BQZ7-VHK5].
and Caring society. These changes have most recently been followed by a rise in Populism across many parts of the world with the perceived rejection of control by elite or minority groups by the majority. This has been accompanied by the growth in protest movements, such as with the Occupy Wall Street or London and the wider Occupy movement, and more recent climate protection Extinction Rebellion (ER) pressure group, with community development and communication supported by the growth in social media in recent years. Much of this can be understood in terms of a social media post-modernism or post-modernity.

B. NEW TRENDS

Financial markets have also been impacted by other more specific trends: digitalisation, disintermediation, dematerialisation, monetisation, and


40. Disintermediation refers to removing unnecessary middlemen or intermediaries due to online resources. See Will Kenton, Disintermediation, INVESTOPEDIA (Sept. 17, 2019), https://www.investopedia.com/terms/d/disintermediation.asp [https://perma.cc/T3GQ-GFU6].


42. Monetisation refers to the attachment of value to new products and services as part of a process of the commodification of previously unvalued or undervalued assets. This may use formal monetary measures including currency or new monetary assets such as Bitcoin and other cryptocurrencies. This can be considered to form part of a new Value Net which involves the development of alternative value systems on the internet such as with digital currencies or other forms of community or social tokens or reward systems. This can also be referred to as the Value Web. See CHRIS SKINNER, VALUEWEB: HOW FINTECH FIRMS ARE USING MOBILE AND BLOCKCHAIN TECHNOLOGIES TO CREATE THE INTERNET OF VALUE 422 (2016).
decentralisation. Retail and consumer markets can also be considered to have been impacted by other factors including the mobilisation, personalisation, socialisation, localisation, and democratisation of many services, products, and relations. These have all substantially increased accessibility and choice as well as cost and efficiency in service provision.

C. NEW TECHNOLOGY

The review refers to important new technologies including big data, automation, and machine learning. Such new technology (referred to as NewTech for the purposes of this paper) or future technology (FutureTech) can be considered to include core or infrastructure related innovations (InfraTech) and other new areas of application (AppliedTech). These can all be considered to constitute specific forms of social technology which refer to any type of tool used for the purposes of social organisation or function or to secure a particular set of social objectives.

InfraTech would include recent improvements in micro, parallel, and supercomputing with new sharing capability made available through cloud computing and decentralised facilities with fog and edge computing. Further substantial changes are expected with the growth of quantum computing.


45. See Van Steenis supra note 19, at 16 (n 14).

46. NewTech refers to technology currently under development and FutureTech to further innovations over time. See generally Walker, BigTech, CoinTech and Facebook LibraTech, supra note 7.

47. See, e.g., Bettina Leibetseder, A Critical Review on the Concept of Social Technology, 1(1) MYKOLAS ROMERIS U. SOC. TECH. 7, 8 (2011) (considering inter alia that social technology forms the basis of governmental decisions and allows the use of technical social expertise to secure government and public functions).


Digital connections and telecommunications have continued to improve. DLT principally uses blockchain at this stage, although further advances are expected in the area of graph technology, which allows direct transaction chains to be created without the need for slower block formation. Further reforms are also being made to the underlying operation of the internet and the world wide web with the movement to net and WWW 1.0, 2.0, 3.0, 4.0, and 5.0.

AppliedTech would consist of further advances in the areas of biometrics (including fingerprint, iris, vein, and face recognition and palm print and hand geometry identification), digital coding and automation (including algorithmic trading and smart contract formation), big data analytics, applied robotics, nanotechnology and other forms of biotechnology, machine reading, machine learning and machine sentience, and Artificial Intelligence (AI). A large number of other sub-fields are developing within each one of these areas.

D. New Risk

The Bank’s review refers to new forms of risk, particularly in terms of cybercrime. FinTech markets can be considered to generate a number of specific new forms of risk (FinRisk) including inter alia information, data, technology, cyber security, and heightened systemic risk. These are considered further below. Specific difficulties arise with regard to complex causation in new technology driven markets and the possible speed of lost transmission and collapse. This may also be considered in terms of emergence or complex dynamic causation. It is also difficult to attempt to maintain market integrity and stability while promoting financial innovation.

50. Quantum Computing refers to the area of computing that is based on quantum theory and the behavior of energy and matter. See Jake Frankenfield, Quantum Computing, INVESTOPEDIA (Dec. 3, 2019), https://www.investopedia.com/terms/q/quantum-computing.asp.

51. This includes using Directed Acyclic Graphs (DAGs) which allow one directional transaction change to be formed without any looping. DAGs are used by IOTA with its “Tangle” coin model. See What Is Iota?, IOETA FOUND., https://www.iota.org/get-started/what-is-iota [https://perma.cc/DZ9K-WHRB] (last visited Sept. 23, 2020).


54. See Van Steenis supra note 19, at 118.

55. See id. at 123.

56. See infra Sections IV and VII.C.

57. Complexity is concerned with the interaction between separate elements within a larger system with unpredictable results. See M. MITCHELL WALDROP, COMPLEXITY: THE EMERGING SCIENCE AT THE EDGE OF ORDER AND CHAOS 11 (1st ed. 1992). Emergence refers to properties or results separate from the component parts. Id. at 242.
within a clear set of policy directions. FinTech markets are potentially more unstable due to the use of new data, automation, and fragmentation or disentanglement. FinTech markets also arguably allow private actors to create new forms of financial asset and leverage dealing while limiting the ability of officials to manage the systemic threats created.

Substantial changes have also occurred in the nature of financial risks and exposures. More traditional types of risks, including specifically financial, operational, legal, management, and wider environmental risks, have remained or been aggravated. A number of new specific types of exposure have then increased especially with technology risk, information risk, data risk, and cybersecurity risk. These have created a significant number of new challenges that have to be addressed in early course. Unfortunately, legal and regulatory systems have not been sufficiently adapted to understand and contain these new threats. This has resulted in the formation of new types of SocialTech. New forms of RiskTech have to be constructed in early course to contain these exposures.

Financial markets have continued to be disrupted by continuing innovative engineering and re-engineering in the FinTech arena. Further disruption is then expected as large technology companies (BigTech) move into the financial services area. Major technology firms, such as Apple, Google, Amazon, and Facebook in the West and Alibaba, Alipay, Tencent, and Baidu in the East, have expanded substantially and amassed enormous client bases. Almost all of these companies have financial services related components which have begun to expand and compete with incumbent


59. Brummer and Yadav explain this in terms of a policy “trilemma” with market integrity, financial innovation, and rules simplicity. It is argued that FinTech represents a distinct phenomenon from earlier eras of innovation using new forms of data never available before, automation and disentanglement or disintermediation. Specific risks arise through a lack of international coordination, inadequate domestic inter-agency coordination, and an absence of private governance of new technologies. Progress may be possible through domestic agency cooperation, international standard setting and coordination, and private monitoring and industry codes of conduct. See id. at 242, 254–55 (identifying FinTech 1.0 as involving the adoption of computers and new technology with market liberalisation during the 1980s and 1990s).

60. Omarova explains this in terms of the breakdown of a traditional “New Deal settlement” under which profit-seeking private actors retain control over allocating capital and generate financial risks with public authorities assuming responsibility for maintaining systemic stability. FinTech enabled private actors continuously to synthesise tradeable financial assets, scale up trading activities, and undermine the public’s ability to manage the resultant system-wide risks. New technologies, including digital currencies, distributed ledgers, digital crowdfunding, and robo advice amplified the effects of these destabilising mechanisms and exacerbated tensions and imbalances within financial markets and the wider economy. See Saule T. Omarova, New Tech v. New Deal: FinTech As A Systemic Phenomenon, 36 YALE J. ON REG. 735, 749, 770 (2019).
financial institutions and service providers.\textsuperscript{61} While monetary and regulatory authorities are already attempting to deal with the new challenges created by exponential growth in FinTech, the parallel incursion of BigTech in the FinTech arena creates additional competition and policy threats that have to be managed.

A substantial amount of new regulation has been adopted in recent years especially following the Global Financial Crisis beginning in 2007 and 2008.\textsuperscript{62} This has resulted in the imposition of substantial additional costs and obligations on financial firms. It is reported that over 50,000 new regulations were adopted within G20 countries between 2009 and 2010 with 50,000 regulatory updates having to be produced in 2015.\textsuperscript{63} The financial industry spent over $100 billion in regulatory costs in 2016\textsuperscript{64} with fifteen to twenty percent of "run the bank costs" and forty percent of "change the bank costs" being consumed by Governments Risk and Compliance (GRC).\textsuperscript{65} The Wall Street and Consumer Protection (Dodd Frank) Act cost $36 billion to implement in the United States\textsuperscript{66} and the Markets in Financial Instruments Directive (MiFID) II costing $2.5 billion to give effect in the European Union.\textsuperscript{67} Forty-five new regulatory documents were issued across the world every week.\textsuperscript{68} Much of the new regulation specifically is data driven, such as with the EU MiFID II,\textsuperscript{69} new identification requirements,\textsuperscript{70} personal data rules under the General Data Protection Regulation (GDPR),\textsuperscript{71} account transferability under the Payment Services Directive 2 (PSP2),\textsuperscript{72} and new cybersecurity measures.\textsuperscript{73} All of this has resulted in an explosion in new data related compliance technology (DataTech and data specific CompTech).


\textsuperscript{62} See Walker, Financial Markets and Exchanges, supra note 5, at 5–6.


\textsuperscript{64} See id. at 5.

\textsuperscript{65} See id.

\textsuperscript{66} The Dodd Frank Act consisted of 1,602 articles which resulted in 22,000 pages of regulations, compared to the Federal Tax Code's 74,000 pages. See id. at 4–5.

\textsuperscript{67} Id. at 5–6 (demonstrating that MiFID II consists of articles which resulted in 30,000 pages and 1.5 million paragraphs of text).

\textsuperscript{68} Id.

\textsuperscript{69} See discussion infra Section III.A.

\textsuperscript{70} See discussion infra Section III.B.

\textsuperscript{71} See discussion infra Section III.C.

\textsuperscript{72} See discussion infra Section III.D.

\textsuperscript{73} See discussion infra Section III.E.
E. NEW SOLUTIONS

Technology is never static, and further opportunities and challenges arise from continued innovation and advancement in the technology sphere. The future of technology (FutureTech) can be understood in terms of both core infrastructure (InfraTech) related developments and wider new technology applications (AppliedTech). InfraTech includes the switch from micro, parallel, and supercomputing to cloud, fog, and edge computing, as well as quantum computing. Further innovation is evident through continued improvements in digital networks and telecommunications, the growth in blockchain technology and new graph technology, the expansion of DLT and further revisions and improvements in the internet and world wide web (WWW) 1.0, 2.0, 3.0, 4.0, and 5.0. Massive further change is also expected in terms of AppliedTech. This includes biometrics and biosecurity; digital coding and automation, including algorithmic trading and smart contract formation; BigData analytics; applied robotics, nano technology and other biotechnology; machine reading, machine learning, and machine sentience; and narrow and general AI.

All of this will have a significant impact on the structure and operation of banking and financial markets and related risks and exposures. A fundamental regulatory and technology gap will then arise to the extent that existing laws and regulations cannot effectively respond to or contain these new threats. Significant regulatory objectives may also conflict where authorities are attempting to promote innovation and competition while maintaining market control and stability. Regulatory and supervisory processes will be undermined through continued business and platform fragmentation, which will damage and dilute the effectiveness of current practices. A whole series of new technology, information, data, and cybersecurity risks will also arise as noted. The underlying technology itself will then massively increase the danger of complex and dynamic causation of emergence in increasingly sophisticated and interdependent financial markets. A new social and technological landscape has been created within which a parallel new set of oversight and control frameworks have to be constructed. This is the challenge and opportunity that RegTech can respond to in realising the full potential benefits of FinTech and SocialTech in a managed, controlled, and sustainable manner.

74. See discussion supra Section I.C.
75. See id.
76. See id.
77. See id.
79. See id.
80. See id.
81. See discussion infra Section VII.C.
82. See Marchant supra note 78, at 19–20.
II. Fintech, Bigtech, and Newtech

Traditional financial markets have been transformed through the impact of the introduction of new technology in legacy institutions and systems. They will also have to contend with the entry of large technology companies in western and Asian markets into traditionally protected sectors. Traditional markets (LegacyTech) will have to deal with the impact of FinTech, MarketTech, BigTech, other new forms of NewTech, and FutureTech in the financial area.83

A. BIG TECH

The largest technology companies in the west include Google, Amazon, Facebook, Apple and Microsoft.84 The six largest BigTech companies have a market capitalisation in excess of the largest global systemically financial institutions (G-SIFIs).85 The largest technology companies in China include Alibaba, Tencent, and Baidu as well as JD.com and Ping An insurance.86 While some U.S. BigTech companies have provided financial services, such as Google Wallet, set up in May 2011,87 and Apple Pay, introduced in October 2014,88 these only operate on an intermediary basis using existing bank account transfers, while Alipay,89 WeChat,90 and Baidu91 have provided
a comprehensive range of financial services since their inception. Apple Pay has 22 million users, with Google Wallet has 11.1 million, and Samsung Pay only has 9.8 million.\(^9\) Meanwhile, Alipay has 500 million active account users and WeChat has 900 million.\(^3\) Alipay and WeChat Pay control 94 percent of the Chinese mobile payments market.\(^4\) The Chinese online service providers are claimed to be substantially further ahead than other companies due to the wide range of services provided, the earlier lack of digital bank and credit card provision in China and earlier lack of regulation.\(^5\) WeChat and AliPay operate as “Super-Apps” (Applications) as they provide a full suite of services through a single interface.

Other BigTech financial service providers operate in markets around the world. M-Pesa, the mobile payment service established by Vodafone and Safaricom in Kenya in 2007, currently has 42 million customers across Africa as well as in Afghanistan, India, and Eastern Europe.\(^6\) In Latin America, financial services are provided through the Argentinian company, Mercado Libre (Free Market), which was set up in August 1999 in Buenos Aires, listed on the New York Stock Exchange. The Alibaba Group was 43 percent owned by Yahoo following a $1 billion investment in 2005, although Alipay was reported to have been transferred without Yahoo’s consent in 2011. See Michael Kan, Alibaba Transferred Alipay Ownership Without Yahoo Approval, COMPUTERWORLD (May 13, 2011, 5:50 AM), https://www.computerworld.com/article/2508000/alibaba-transferred-alipay-ownership-without-yahoo-approval.html [https://perma.cc/E4BT-3Y8M]. Alipay has over 870 million account users and a 54.26 percent share of the payment market in China. It is the second largest mobile payment service provide in the world. See Dylan Bushell-Embling, Alipay Is World’s Second Largest Mobile Wallet, COMPUTERWORLD H.K. (April 9, 2018, 8:10 AM), https://web.archive.org/web/20181006194900/https://www.cw.com.hk/digital-transformation/alipay-world-s-second-largest-mobile-wallet. Alipay established Yu'e Bao (Leftover Treasure) as a money market fund in 2013 which became the largest in the world within four years with $210 billion in assets under management. See Ian Fraser, Chinese Payment Giants Are Lightyears Ahead RACONTEUR (Sept. 25, 2018), https://www.raconteur.net/finance/future-payments-2018/alipay-wechat-china-payments [https://perma.cc/UHC2-DPM2].

90. WeChat Pay provides payment and financial services through the messaging and social media platform WeChat which was set up in 2011 with over one billion active users. WeChat is based in Shenzhen and listed on the Hong Kong Stock Exchange. WeChat has over 600 million active mobile payment users with 37 percent of the Chinese mobile payment market. WeChat pay has been described as a “super app” or “app for everything.” See Eveline Chao, How WeChat Became China’s App for Everything, FAST CO. (Jan. 2, 2017), https://www.fastcompany.com/3065255/china-wechat-tencent-red-envelopes-and-social-money [https://perma.cc/CZ2E-R4WR].


93. Id.

94. Id.


Argentina. In South Korea, Kakao Bank, Samsung Pay, and K Bank offer mobile payment and credit services. Financial services are provided through NTT Docomo in Japan with Line Corporation.

B. BigTech and TechFins

Large technology firms operating in financial markets have been referred to as "TechFins." BigTech and TechFins generally begin with the provision of payment services, with settlement being carried out through existing payment and settlement systems. This is then extended to include the provision of credit, insurance, and saving and investment products either directly or indirectly in cooperation with other partner institutions. Saving products may also be provided. This creates a unique business model based on network effects arising through the use of related e-commerce, messaging, and search engine platforms, and technology including Big Data and AI.

104. See Frost et al., supra note 61, at 2.
105. See id.
106. Id. at 2.
networks and data pools at almost zero marginal cost. Market demand side factors include unmet customer demand and consumer preferences, with supply side drivers including data access, technological advantage, funding availability, and a lack of regulation and competition.

C. BigTech Advantage

BigTech operates by providing value through online multi-sided platforms (MSPs) which combine social networks, e-commerce and search engines. BigTech follows a traditional lifecycle of birth, growth, and maturity, although this also uses personal data and network effects with a high speed of development. BigTech business models generally use data analytics, network externalities, and interwoven activities (referred to as DNA) with financial services fuelling a feedback loop with related synergies being generated. BigData access can improve screening and monitoring that reduces costs and improves lending efficiency and access. High information costs are removed, which can increase access and reduce financial exclusion. More accurate credit scoring can also be produced which outperforms credit bureau ratings and traditional borrower analysis. Monitoring and collateral costs are reduced, including through the use of credit line account access and the threat of service downgrades or exclusions.

D. BigTech Disadvantage

Difficulties with BigTech can nevertheless arise, in particular, in ensuring adequate financial regulation, data privacy protection, and maintaining adequate competition. Dominant companies create captive ecosystems

107. Id. at 2–3.
108. Id. at 9–10.
110. The BigTech lifecycle consists of: birth (establish the MSP, set an adequate pricing structure and attract a critical mass of users on both sides); growth (economies of scale, add functionalities to enhance user experience with network externalities being triggered); maturity (economies of scope, build the ecosystem by raising switching costs, use of BigData analytics and expand into other financial services). A "tipping point" is arrived at during the growth period before network externalities are triggered. Id. at 63, 71 fig. III.8.
111. Id. at 62, 58 fig. III.2.
112. Id. at 64.
113. Information costs include soft information (communicated but difficult to quantify) and hard information (quantitative data that can be easily processed). See id. at 62, 64.
114. Id. at 66, fig. III.b (demonstrating that BigTech can use BigData and artificial intelligence to improve data processing and analysis).
115. Id. at 65.
that prohibit market entry or growth by rival platforms. Entry barriers can be used to consolidate power which can be exploited to increase user switching costs or exclude competition creating “bottlenecks.” Firms may prioritise their own products or engage in “product bundling” or cross-subsidisation. Dominant positions are generated through data control which creates digital monopolies with price discrimination and rent extraction.

E. BIGTECH RESPONSE

It is arguable that BigTech and TechFin companies entering financial sectors should be subject to equivalent regulatory control which can be understood as “same activity, same regulation.” Additional issues nevertheless arise in balancing financial regulation with data protection and competition issues which creates separate policy conflicts. This might be referred to as creating a separate regulatory policy trilemma. Competition implications also have to be reconsidered as new market entry may only increase dominance and concentration and limit competition and contestability. One solution would be to increase data availability and transfer, especially as large volumes of data is produced at zero marginal cost and it is a non-rivalrous good which can be re-consumed without a loss of value. Data transfer is supported by open banking policies based on account and data portability, although this may conflict with personal data privacy and protection, which limits data sharing and exchange.

Policymakers and regulators have to ensure that all of these legitimate objectives and concerns are fully taken into account and appropriately balanced. The impact of any other developments in the areas of NewTech and FutureTech will also have to be reviewed.

III. DATA REGULATION AND DATA TECHNOLOGY

The nature of financial regulation has changed following the global financial crisis beginning in 2008. As markets have become increasingly data-based and data-driven, regulation has become data-focused and data-
directed. All of this has created a new world of BigData, consequent DataRisk, and a corresponding DataReg and DataTech response.

The global financial crisis arose as a result of significant failures, in particular, in terms of credit and debit expansion, product complexity, mispricing and mismanagement of risk, and regulatory limitations, especially with regard to regulation, supervision, resolution, market support, and macro-prudential oversight. A number of important initiatives were subsequently adopted especially in terms of the Basel Committee on Banking Supervision’s Basel III framework which increased regulatory capital and introduced two liquidity controls and, for the first time, a leverage ratio. Other associated reforms were adopted by the Basel Committee in such areas as corporate governance, compensation, cross-border bank resolution, supervisory colleges, and macro-prudential oversight.

A series of further responses were adopted by the Financial Stability Board (FSB) which focused on wider markets and the financial system as a whole. Much of this has become data-based with banks requiring substantial additional amounts of data reporting in terms of regulatory compliance.

A parallel series of initiatives have been adopted within the European Union. Following the European financial crisis in 2008 and 2009, a number of reform proposals were announced. The European Commission issued an initial Framework for Action and European Economic Recovery Plan (EERP) in 2008 with a report entitled Economic Crisis in Europe: Causes, Consequences and Response being released in 2009. An influential response report was produced by former Banque de France Governor and President of the
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128. Id. at 30-31.
129. Core Equity Tier 1 (CET1) was increased from 2 to 4.5 percent with a conservation buffer (2.5 percent), countercyclical buffer (0-2.5 percent) and systemic risk (0-3.5 percent). A one-month Liquidity Cover Ratio (LCR) and a twelve-month Net Stable Funding Ratio (NSFR) were established with a ratio of 3 percent of own capital leverage imposed. See Basel Comm. on Banking Supervision, The Basel Framework, Bank for Int’l Settlements 152 (2019), http://www.bis.org/basel_framework/index.htm?m=3%7C14%7C697 [https://perma.cc/3AF3-WG46].
131. FSB measures were specifically adopted in the areas of: (1) financial regulation; (2) global systemically important institutions (GSIFIs); (3) crisis management and resolution; (4) effective supervision and supervisory colleges; (5) financial derivatives; (6) shadow banking; (7) macro-prudential policy; (8) accounting; (9) disclosure; (10) benchmarks; (11) credit rating agencies and legal identifiers; and (12) standards implementation. See generally George A. Walker, International Financial Instability and the Financial Stability Board, 47 Int’l Law. 1, 11–27 (2013).
European Bank for Reconstruction and Development (EBRD), Jacques de Larosière, in February 2009. Other measures have since been adopted to establish a European Single Banking Rulebook (SBR), Single Supervision Mechanism (SSM), Single Resolution Mechanism (SRM) with a Single Resolution Board (SRB), a European Stability Mechanism (ESM), and revised European Deposit Insurance Scheme (EDIS) proposals. Institutional structures were also strengthened with the establishment of a European Banking Authority (EBA), European Securities and Markets Authority (ESMA), European Pension & Occupational Schemes Authority (EPOSA) within a new European System of Financial Supervisors (ESFS), and a monitoring European Systemic Risk Board (ESRB). All of this was adopted with other connected initiatives to construct a European Banking Union (EBU) and European Capital Markets Union (CMU). These unions parallel the crisis defects identified in terms of the need to improve financial regulation, supervision, resolution, support, and oversight.

A number of particular directives have been adopted as part of the European financial market law programme. Many of these reflect and develop wider international initiatives especially led by the Basel Committee and FSB. These include the Capital Requirements Directive (CRD IV) and Capital Requirements Regulation (CRR) of 2013, which established an enhanced regulatory and capital regime for banks and investment firms. Payment was strengthened with the Payment Services Directive 2 (PSD2) in 2015. The earlier Markets in Financial Instruments Directive (MiFID)
2004 was replaced by a new MiFID\textsuperscript{144} in 2014 to strengthen securities regulation with a separate Alternative Investment Fund Managers Directive (AIFMD) in 2011 to control hedge funds and alternative investment management.\textsuperscript{145} A separate General Data Protection Regulation (GDPR)\textsuperscript{146} was adopted in 2016, which replaced the earlier Data Protection Directive (DPR) of 1995.\textsuperscript{147} A further Regulation was adopted on protecting personal data by EU institutions and bodies,\textsuperscript{148} with an earlier ePrivacy Directive\textsuperscript{149} to be replaced by a new ePrivacy Regulation (ePR).\textsuperscript{150} An electronic Identification, Authentication, and Trust Services Regulation (eIDAS)\textsuperscript{151} was brought into effect in July 2014, replacing the Electronic Signatures Directive of 1999.\textsuperscript{152} A number of separate measures have been adopted in relation to cybersecurity, as part of the European Union’s wider Digital Single Market (DSM).\textsuperscript{153}

The effect of all of these new sets of requirements has been to substantially increase the amount of data that banks and financial institutions have to collect, examine, and report, at the same time as additional protections that have been introduced in relation to such issues like data
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150. Commission Proposal for a Regulation of the European Parliament and of the Council Concerning the Respect for Private Life and the Protection of Personal Data in Electronic Communications, at 8, 12, COM (2017) 10 final (Oct. 1, 2017) (explaining that ePR would introduce new specific obligations in addition to the GDPR being a \textit{lex specialis} to the GDPR \textit{lex generalis} applying to electronic communications and includes specific rules on cookies, opt-outs, and unsolicited emails).
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protection, privacy, and data security. This creates a form of significant data event, data "revolution," or data "bridge" within European Union and wider financial law. The new EU legislative packages have to be adopted within all Member States with Basel, FSB, and other international initiatives being given effect across the world. With all of this, financial regulation has become more technology-enabled and data-centric, and data collection, analysis, transfer, and management have become core components within the regulatory arena. Associated RegTech, SuperTech, and CompTech have also become correspondingly data-determined.

There has accordingly been a substantial imposition of data use, or "datafication," of markets and market regulation with a significant expansion in DataRisk, DataReg, and DataTech, as well as Big Data analysis. The data-focused nature of these measures can specifically be understood in terms of increased capital, liquidity, leverage, trade reporting (CapTech, LiquidTech, LeverTech, and TradeTech), digital identity (IdTech), personal data (PdTech), account management (AccountTech), and data and cybersecurity (CyberTech).

A. CRD IV AND MiFID

Core Regulation has become much more data intensive. Banks and investment firms have to accurately measure their capital, liquidity, and leverage ratios in accordance with Basel III, EU CRD IV, CRR, and relevant domestic implementation measures. The Basel Committee introduced the basic 8 percent minimum capital to risk adjusted assets in 1988 under its Basel I framework, with this being revised and extended in 2004 (Basel II),


155. See id. at 4, 12 (commenting on the MiFID II, GDPR, PSP2, and eIDAS, the author refers to this in terms of a new "Big Bang" or "Big Bang II").


157. See Zetzsche et al., supra note 154, at 16.


159. See generally id.

160. See European Commission Memo 13/690, supra note 156, at 31.

161. Zetzsche et al., supra note 154, at 32.

162. See id. at 9.

163. Directive 2014/65, supra note 144, at ¶ 106 (Basel III and CRD IV require national implementation with the CRR being directly applicable and enforceable in all relevant Member States of the European Union and European Economic Area (EEA)).

2010 (Basel III), and 2017 (Basel IV).\textsuperscript{165} The Basel Committee applies a separate building block approach to securities related capital.\textsuperscript{166}

The Basel Committee incorporated within its revised Basel II three-pillar approach in 2004, a Pillar-Two supervisory review mechanism, and Pillar-Three market disclosure framework, in addition to the core capital charges applied to credit risk and market risk.\textsuperscript{167} Pillar-Two supervisory review requires reporting to authorities to allow them to confirm the adequacy of internal capital compliance systems.\textsuperscript{168} Pillar-Three imposes mandatory minimum and supplemental disclosure requirements to enhance market transparency and discipline.\textsuperscript{169} Supervisory review provisions are incorporated into the EU CRD IV\textsuperscript{170} with disclosure provided for under the CRR.\textsuperscript{171} Additional reporting requirements are implicated under the Basel Committee's other post-crisis measures on corporate governance, compensation, cross-border resolution, supervisory colleges, and macro-prudential supervision as well as in the FSB documents.\textsuperscript{172}

The Basel requirements were further strengthened under a series of finalisation measures in 2017 (referred to by commentators as Basel IV),\textsuperscript{173} which reduced variability in the risk-weighted asset (RWA) framework


\textsuperscript{166} See Minimum Capital Requirements for Market Risk, BANK FOR INT’L SETTLEMENTS 1, 5 (Feb. 25, 2019).


\textsuperscript{169} Id. at 184.

\textsuperscript{170} See Directive 2013/36, supra note 142, at 373.


\textsuperscript{173} See, e.g., Basel IV: Finalizing Post-Crisis Reforms, ERNST & YOUNG (Dec. 2017), https://www.ey.com/Publication/vwLUAssets/UY-basel-iv-finalizing-post-crisis-reforms/SFILE/UY-basel-iv-finalizing-post-crisis-reforms.pdf [https://perma.cc/ZS4W-W26C]. The finalisation measures adopted in 2017 effectively created a form of Basel IV. The objective was to improve credibility within the framework and the effectiveness of internal models. The revisions improve the calculation of RWAs, the treatment of credit risk (by enhancing risk sensitivity and reducing reliance on external credit ratings), simplify the treatment of operational risk (with a single standardised approach in place of four earlier approaches), and add a leverage surcharge ratio for the largest banks (with an additional 50 percent of risk-based capital buffer) with a new risk sensitive output floor (internal models cannot fall below 72.5 percent of risk weighted assets). The measures are expected to come into effect by January 2022 with the output floor between 2022 and 2027). Id. at 1.
through enhancing risk sensitivity within the standardised approach, limiting internal modelling, and applying a finalised leverage ratio and revised capital flow.174

Securities regulation within the European Union was enhanced under MiFID II and MiFIR in 2014.175 The objectives were to strengthen investor protection, reduce the risks of a disorderly market, limit systemic risk, increase market efficiency, and reduce cost.176 The measures apply to regulated markets (RMs), multilateral trading facilities (MTFs), organised trading facilities (OTFs), and systemic internalisers (SIs).177 Additional requirements are imposed with regards to transparency, market data,178 and algorithmic and high frequency trading (HFT).179 The package includes other requirements on authorisation, regulation and passporting, client categorisation, client order handling, pre-trade transparency, post-trade transparency, inducements and investment research, and best execution.180 Specific obligations are imposed with regards to trade and transaction reporting, with separate data requirements imposed on data reporting services providers (DRSPs).181 All of this imposes substantial data collection, management, and reporting obligations on firms.182

B. eIDAS

Electronic identification (eID) and electronic Trust Services (eTS) are provided for under the EU eIDAS Regulation of 2014.183 The objective is to create an EU-wide system for the use of electronic identification by natural persons and businesses, as well as to create a parallel regime for trust services, including electronic signatures, electronic seals, timestamping, electronic delivery services, and website authentication.184 This operates on a “once only” principle basis without the need to constantly reapply or
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177. See id. at 2, 14.
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179. See id. at 2, 4.
182. See Transaction Reporting, supra note 181.
supply documents.185 This can assist opening bank accounts, student mobility, tax filing, as well as professional, transport, retail, and financial services provisions.186 National identification systems have been recognised on a voluntary basis since 2015, with full recognition since September 2018.187 This creates a mutual recognition device for different national identification systems without the need for full standards harmonisation.188

The eIDAS Regulation applies to electronic identification schemes that have been notified by a Member State, and to trust-service providers established within the European Union.189 Relevant definitions are provided.190 Trust services are to benefit from the internal market principle, with no restriction being imposed in any Member State with electronic identification having a legally enforceable right of mutual recognition.191 Data protection was subject to the terms of the Data Protection Directive (DPD) 95/46/EC192 and now the GDPR.193 International trust services may be recognised under the terms of an agreement reached between the European Union and the relevant third country.194 EID may specifically be used to secure electronic “know your customer” (eKYC), such as for money-laundering purposes.195 This will help ensure that individuals develop...
appropriate new RegTech conditions and CompTech compliance mechanisms in all areas covered.  

C. GDPR

Personal data within the European Union is now subject to enhanced protection under the GDPR, and contains, the provisions of which directly applicable as an EU regulation. The GDPR replaced the earlier DPD 95/46/EC. The GDPR came into effect in April 2016 and was implemented in the United Kingdom under the Data Protection Act (DPA) of 2018. The protections provided are based on the European Convention on Human Rights (ECHR), which confers a right to respect private and family life, home, and correspondence, with additional protections being provided for personal data flows by the OECD and Council of Europe on automatic processing. The right to the protection of personal data is also expressly provided for under Article 16(1) of the Treaty on the Function of the European Union (TFEU).

The GDPR applies to personal data, which is information relating to a living individual that can be identified directly from the information or through matching with other information that is, or will be likely to be, in the possession of the organisation or entity concerned. Obligations are imposed on data controllers and data processors. Public entities that

196. See discussion infra Section IV.C.
197. Commission Regulation 2016/679, supra note 146 at 1, art. 1.
198. See id.
202. See Commission Regulation 2016/679, supra note 146, art. 4(1), at 33. This was given an extensive interpretation by the Court of Justice to include ISP addresses as these allow users to be identified. See, e.g., Case C-70/10, Scarlet Extended SA v Société belge des auteurs, compositeurs et éditeurs SCRL (SABAM), ECLI:EU:C:2011:771, (Nov. 24, 2011). See also Laraine Laudati, Summaries of EU Court Decision Relating to Data Protection, EUR. COMMISSION (Jan. 28, 2016), 38-39, https://ec.europa.eu/anti-fraud/sites/antifraud/files/caselaw_2001_2015_en.pdf.
203. A controller is the natural or legal person, public authority or agency, or other body which, alone or jointly, determines the purposes and means of the processing of personal data. Commission Regulation 2016/679, supra note 146, art. 4(7), at 33.
204. A data processor means a natural or legal person, public authority, agency, or other body which processes personal data on behalf of the controller. Id. art. 4(8).
regularly and systematically process personal data must employ a Data Protection Officer (DPO). The GDPR applies to the processing of personal data by a controller or processor irrespective of whether the processing takes place within the European Union. This includes where the personal data of EU subjects is processed outside the European Union or where a Member State law would apply, under public international law.

Data is to be protected "by design and by default" in technical and organisational implementation. Six revised data protection principles are applied under the GDPR, which are based on fair and lawful processing and legitimate purpose with data being adequate, relevant and non-excessive, accurate, up-to-date, not kept for longer than necessary, processed in accordance with individual rights, and kept securely and properly transferred. Six additional principles are applied in relation to ensuring that processing is lawful. Controllers must be able to demonstrate that a data subject has consented to the processing with this having been requested in a distinguishable, intelligible, and accessible form using clear and plain language, and that the data subject being able to withdraw consent at any time. Additional protections apply regarding special categories of personal data "revealing racial or ethnic origin, political opinions, religious
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212. These are based on: (a) data subject consent; (b) necessary performance of a contract; (c) compliance with legal obligation; (d) necessary to protect vital interest of the data subject or another natural person; (e) necessary for the performance of a task carried out in the public interest or the exercise of official authority invested in the controller; or (f) necessary for the purposes of legitimate interests pursued by the controller or by a third party except where these are overridden by the interest or fundamental rights and freedoms of the data subject including where the data subject is a child. Id. art. 6(1), at 36.
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or philosophical beliefs, or trade union membership, and the processing of
genetic data, biometric data [to] . . . identify a natural person, data
concerning health . . . or sex life or sexual orientation."214

A number of rights are conferred on data subjects under the GDPR. These can be summarised in terms of the right to be informed and access data,215 right to access data correction,216 right to data erasure (right to be forgotten),217 right to restrict processing,218 transfer rights (data portability),219 right to object,220 and right to prohibit automated processing.221 Firms in breach of GDPR may be fined up to _20 million Euros or 4 percent of annual global turnover.222 Member States must establish an independent Supervisory Authority (SA) with activities being coordinated through a European Data Protection Board (EDPB).223 The Information Commissioner of the United Kingdom is responsible for the GDPR as well as the Freedom of Information Act, Privacy and Electronic Communications Regulations (PECR), Environmental Information Regulations, INSPIRE (Infrastructure for Spatial Information in the European Community) Regulations, and the re-use of Public Sector Information Regulations.224

Special provisions apply regarding the transfer of personal data to third countries or international organisations. Any transfers must be subject to the conditions set out in the GDPR.225 Transfers must ensure that an adequate level of data protection is provided226 taking into account matters such as the "rule of law, human rights and fundamental freedoms, and legislation" as well as the availability of an independent supervisory authority responsible for data protection and other international commitments entered into under legally binding conventions or instruments or multilateral or regional participations.227 The Commission determines whether an adequate level of protection is provided and reviews this every four years.228 Information may only otherwise be transferred by a controller or processor, provided that appropriate safeguards are maintained and that enforceable data subject rights and effective legal remedies are available,
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including through binding corporate rules.\textsuperscript{229} Orders by non-EU courts or tribunals to transfer information may only be recognised or enforced if based on a relevant international agreement, including a mutual legal assistance treaty.\textsuperscript{230}

\section*{D. PSP2 AND OPEN BANKING}

The rights attached to bank accounts and the nature of bank accounts have been radically altered as part of this datafication of financial regulation. Data portability was already provided for under the GDPR, although this is taken forward with the additional access rights created under the PSD2 and associated Open Banking movement.\textsuperscript{231} European payments are managed through the Single Euro Payments Area (SEPA) which was anticipated with the establishment of the Euro in 1999.\textsuperscript{232} The Payments Services Directive's (PSD) legal basis was established in 2007 when the PSD introduced common provisions on payments across the EEA.\textsuperscript{233} Euro area countries were required to make transfers and direct debits in Euro under the same conditions under the SEPA Regulation in 2012 from August 2014.\textsuperscript{234} PSD2 was adopted in 2015 to make it easier and safer to use internet "payment services, protect consumers against fraud, abuse[,] and payment difficulties, promote innovative mobile and internet payment services, strengthen consumer rights, and strengthen the role of the European Banking Authority (EBA) to coordinate supervisory authorities and draft technical standards." PSD2 specifically provides for additional information to be made available to customers and allow them to transfer account and transaction data to other service providers.\textsuperscript{235}

PSD2 has been implemented in the United Kingdom with the Open Banking initiative; The Competition and Markets Authority (CMA) conducted an investigation into retail banking with a final report published

\begin{itemize}
\item \textsuperscript{229} Id. art. 46(1-2), 47, at 62-64.
\item \textsuperscript{230} Id. art. 48, at 62.
\item \textsuperscript{231} Directive 2015/2366, supra note 143, art. 67, at 50.
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in August 2016.237 The CMA concluded that larger banks did not have to compete for customers’ business with smaller and new entrant banks, finding it difficult to expand, which limited competition.238 Only 3 percent of personal accounts and 4 percent of business clients switched to another bank each with a number of causes identified.239 Four sets of responses were recommended with three foundation measures based on the adoption of a new Open Banking Standard, the provision of service quality information and customer prompts, with additional recommendations on current account switching and overdraft charging.240

The CMA has provided a summary of the principal remedies and a timeline for implementation by 2018.241 Market standard Application Programme Interfaces (APIs) would be established to allow for the exchange of information in a timely and secure manner.242 The development of the Open Banking Standard was provided for in the 2015 U.K. Government Budget243 with an Open Banking Working Group (OBWG) set up by the Treasury.244 The OBWG produced The Open Banking Standard in 2015.245 A non-profit company, Open Banking Ltd., was created to support adoption of the Open API standard.246 Open Banking represents the implementation of the PSD2 requirements in the United Kingdom.247

PSD applies to payment services provided within the European Union subject to specific exclusions.248 Payment services consist of any specified business activity.249 Payment institutions must be authorised by a relevant competent authority.250 A relevant competent authority must be designated with provisions on supervision and professional secrecy.251 The Payment

---

238. Id.
239. Id. at 3.
240. Id.
241. Id. at 11.
242. Id. at 6–8.
245. Id.
247. See id.
249. Id. at art. 4(3). Payment services include: (1) Operating payment account; (2) providing cash withdrawals; (3) execution of payment instructions (including through direct debits, payment cards, or standing orders); (4) execution of credit line payments; (5) issuing payment instruments and/or acquiring payment transactions; (6) money remittance; (7) payment initiation services; and (8) account information services. Id. annex I, 35, 116.
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Systems Regulatory (PSR) was set up in 2015 to be the relevant authority within the United Kingdom. Transparency . . . conditions and information requirements are imposed under Title III. Rights and obligations are dealt with under Title IV, which includes common provisions, authorisation of payment transactions, execution, data protection, operational and security risks, and dispute settlement. Specific rights are conferred for payment initiation services and account information service providers. Under the PSD2, payment initiation services or account information services providers generally have to be separately authorised where they hold funds. Member States are to "permit processing of personal data by payment systems and payment service providers when necessary to safeguard the prevention, investigation and detection of payment fraud" with personal data generally being subject to the terms of the GDPR. Payment service providers "shall only access, process and retain personal data . . . with the explicit consent of the payment service user."

The effect is of this is that it substantially alters the traditional relationship between banks and their customers. While banks have traditionally considered account data to be proprietary and within their exclusive control, GDPR, PSD2, and Open Banking transfer control to the client and permit data portability and transferability. Clients may effectively sell access to their data to third party services providers. It has to be stressed that these measures do not strictly create ownership rights in the information or data as it is arguable that they neither constitute property nor can they be owned as such. People hold rather than own information and data; banks and other financial institutions may continue to use the customer data accumulated, subject to the protections provided under these measures.

While a core objective is to increase competition by removing any data control advantages that banks and financial institutions may hold against other new service providers, it remains to be seen whether a level playing field has been created between larger BigTech companies and the financial industry, and whether this will protect or damage client interests longer
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Competition and diversity may increase efficiency and resilience, but increased risk-taking and increased competition can undermine profitability with additional threats arising from “BigTech in finance and greater third party dependencies.”

The relationship between incumbent financial institutions and FinTech firms has generally been complimentary and cooperative, subject to certain exceptions in credit provision and payment. A more significant competitive impact may nevertheless arise with the entry of BigTech into the financial services area. BigTech companies benefit from established customer networks, name recognition, trust with proprietary customer data, substantial financial resources, and access to low cost capital. This could allow them to scale quickly, especially where “network effects are present such as in payments and settlements, lending, and insurance.” Further, “cross-subsidisation could allow BigTech firms to operate with lower margins and gain greater market share,” which may increase concentration and alter market composition to the detriment of incumbent firms. While increasing reliance on third party “service providers (e.g. data provision, cloud storage and analytics, and physical connectivity)” may reduce individual firm operational risk, this could pose new risks across the financial system, especially where risks are not managed at the firm level, and where there are increased “complexities and interconnectedness.”

The FSB has established a Financial Innovation Network (FIN) to examine innovations in the FinTech arena from a financial stability perspective, including “credit, digital currencies, distributed ledger technology, artificial intelligence[,] and machine learning.” A FinTech Issues Group has been set up to examine the financial stability implications of emerging “FinTech innovations to support financial stability and to engender new systemic risks.” The FSB published a separate report on BigTech in Finance in December 2019, which examined the benefits and risks to financial stability, including through increased linkage and through

It is arguable that information and data can be treated like a product for competition purposes, including in relation to the application of monopoly and collusion, despite the argument they are strictly not property. See Mark R. Patterson, Antitrust Law in the New Economy: Google, Yelp, LIBOR, and the Control of Information 173–79 (2017). Growth driven dominant firms may engage in predatory pricing and extract monopoly rents. See id.

264. See id. at 1–2.
265. Id. at 2.
266. Id.
267. Id.
268. Id.
270. Id.
271. Oung et al., supra note 85.
possible propagation channels with domestic authorities having to consider to what extent additional or new regulation may be required.272

E. CYBERSECURITY

It is essential to maintain data security and integrity against cyber threats, as digitally targeted attacks have substantially in recent years.273 The European Commission (the Commission) conducted a review of the EU Cybersecurity Strategy in 2013 with a follow-up assessment issued in 2017.274 Five policy objectives were adopted in June 2013 on cyber resilience, cybercrime, cyber defense, cybersecurity, and cyberspace policy.275 The EU Cybersecurity Strategy is to build an open, safe, and secure Cyberspace expanding on the five policy objectives stated.276

The Commission adopted a revised cybersecurity package in September 2017.277 The European Union Agency for Network and Information Security (ENISA) was strengthened with a permanent mandate specifically to assist on the implementation of the Directive on security of Network and Information Systems (NIS).278 The NIS Directive requires Member States

272. Id. at 22.
273. 4,000 ransomware attacks were reported each day in 2016. 80 percent of European companies had experienced at least one cybersecurity incident in 2017. Security events had risen by 38 percent with 50 percent of all crimes being cybercrimes in some Member States. The ‘WannaCry’ attack in May 2017 impacted 230,000 systems in 150 countries including hospitals and ambulance services. Building Strong Cybersecurity in Europe, EUROPEAN COMM’N (Sept. 12, 2018), https://ec.europa.eu/commission/sites/beta-political/files/soteu2018-factsheet-cybersecurity_en.pdf [https://perma.cc/4ZL2-G7JW].
275. Id.
276. Id. at 3. (1) Achieving cyber resilience (increasing Member States’ and private sector capabilities, improving information sharing, and increasing cybersecurity awareness); (2) Drastically reducing cybercrime (ensuring swift transposition of existing laws, enhancing operational capability to combat cybercrime, and improving coordination at the EU level); (3) Developing cyber defense policy and capabilities (assessing operational EU cyber defense requirements and promoting the development of EU cyber defense capabilities and technologies, developing an EU cyber defense policy framework to protect networks within CSDP missions and operations, promoting dialogue and coordination between civilian and military actors in the European Union, and ensuring dialogue with international partners including NATO); (4) Developing industrial and technological resources for cybersecurity (promoting a Single Market for cybersecurity products and fostering R&D investments and innovation); and (5) Establishing a coherent international cyberspace policy for the European Union and promote EU core values (mainstreaming cyberspace issues in EU external relations and CFSP, supporting the development of behavior and confidence building measures in cybersecurity, supporting the promotion and protection of fundamental rights, including access to information and freedom of expression, and supporting global cybersecurity capacity building). Id. at 5.
to be prepared through the establishment of a competent national NIS authority and Computer Security Incident Response Team (CSIRT), the establishment of a separate cooperation group, and the promotion of cultural security across sectors. The European Union would create a single cybersecurity market in relevant products, services, and processes with an EU certification framework managed through the ENISA. A duty of care principle would be adopted to reduce product and software vulnerabilities, and promote “security by design” in relation to all internet connected devices. Additionally, it was proposed that the ENISA be turned into a European Union Cybersecurity Agency. The Commission has produced a blueprint for stress testing or rehearsals to prepare for “a large scale cross-border [cybersecurity] incident.” A “Cyber Diplomacy Toolbox” was also adopted under the EU Common Foreign and Security Policy as a “joint [EU] diplomatic response to malicious cyber activity.”

All these capital, trading, identification, data, payment, and cybersecurity requirements are data-intensive, essentially data-based, and data-directed. As a result, significant new areas of possible DataRisk with corresponding DataReg and DataTech responses are emerging. These new measures form an important part of the newly developing RegTech framework.

IV. Regulatory Technology

Regulatory technology (RegTech) is concerned with the use of technology for regulatory purposes. Deloitte referred to RegTech as the new FinTech and a sub-part of the wider FinTech. RegTech can be used by firms to...
support their compliance with regulatory requirements as well as by authorities in carrying out their regulatory, supervision, and macro-prudential work. A distinction may then be drawn between private and official RegTech, and within official RegTech.

RegTech has developed since the global financial crisis, moving through an earlier RegTech 1.0 phase based on technological development alone to a new RegTech 2.0 period that attempts to work more seamlessly with financial institutions, markets, regulators, and central banks. This can be understood in terms of developing from early simple data collection to data reporting and compliance and then to more sophisticated and predictive data management. RegTech has now arrived at a new inflection point and become increasingly important within financial institutions due to the need to secure compliance with mission-critical, post-crisis regulatory obligations. This is partly to avoid further fines, with over $200 billion in penalties being imposed since the financial crisis, and due to firms having to protect a $4.7 trillion industry from new destructive start-up competition.

Regulation has also become increasingly data-based and acquisitive, especially with the imposition of new bank capital, liquidity, and leverage requirements under Basel III. Additionally, regulations have become more data-based with reporting obligations under MiFID II for securities firms and compliance burdens under Solvency II for insurance companies. RegTech impacts client identity management, risk management, regulatory compliance, and financial crime, as well as supervisory oversight and analysis. Relevant technological tools include advanced robotic and automated data collection, machine reading and learning, natural language processing (NLP), big data analytics, and wider artificial intelligence, including predictive learning.

Deloitte/ie/Documents/FinancialServices/IE_2016_FS_RegTech_is_the_new_FinTech.pdf [https://perma.cc/F6RV-P8HN].
288. See id. at 6.
290. Id. at 4–5.
291. Id. at 4.
294. See Arner et al., supra note 4, at 393.
297. See generally id.
All of this forms part of RegTech 3.0 which reflects a new, more sophisticated relationship between markets and technology, and incorporates a number of new, more advanced, and technology-based regulatory techniques.

A. REGTECH MEANING

RegTech uses technology to develop new regulatory solutions for firms and authorities: Bank of England Chief Economist Andy Haldane predicted almost real-time regulatory reporting and analysis in 2014. The U.K. government referred to the importance of machine learning and cognitive computing, digital currencies and blockchain, big data analytics, optimisation and fusion and distributed systems, mobile payments and peer-to-peer applications in its *Fintech Futures* report in 2015. Ten recommendations were made, and the tenth recommended that regulators engage with the FinTech community and automate regulation and compliance and create a state-of-the-art regulatory reporting and analytics infrastructure through RegTech. These efforts would promote the United Kingdom as a "premier location for starting, growing[,] and retaining innovative financial technology businesses." Regulatory technologies consist of any technological innovation that can be applied to or used in regulation specifically to improve efficiency and transparency.

The Institute of International Finance refers to RegTech as the use of new technologies to solve regulatory and compliance requirements more effectively and efficiently. RegTech is used for the purposes of this paper

---


300. The government had to secure an appropriate balance between regulation, innovation, and stability with additional opportunities arising in using FinTech tools to improve regulatory process including regulation and compliance to make regulation and reporting more transparent, efficient, and effective. RegTech was referred to as a "possible grand challenge," which could act as a "catalyst" although regulatory authorities had to work with FinTech and academic communities to realise the opportunities available and secure change and benefit for the UK. *Id.* at 12.

301. *Id.* at 17.

302. *Id.* at 47.

to refer to any use of technology for financial risk management, financial regulation, financial supervision, or financial compliance purposes.304

B. RegTech Advantage and Challenge

RegTech can bring several operational advantages, including speed, efficiency, analytical capability, agility, and adaptability.305 RegTech often uses lower cost shared cloud facilities including software-as-a-service (SaaS) functions which benefit from low cost, flexibility, efficiency, scalability, and security.306 As regulation has become more complex, intrusive, and stringent, market innovation and regulatory control had to be balanced.307 Regulation would benefit from automated reporting and advanced analytics, although regulatory capacity would have to be improved to analyse and assess the unprecedented quantities of data provided.308 Regulatory authorities, financial services, and FinTech companies would need to work together to create an open dialogue to secure regulatory aims and compliance which could specifically be assisted through the use of real-time transaction analysis, online registration, standard data formats, standard (risk weighted) asset indices, automated reporting, open source compliance systems, and big data analytics.309 RegTech could benefit from applied big data analytics, data driven regulation, and compliance;310 improved regulatory infrastructure;311 strengthened education and training; university engagement; improved commercial, public domain, and proprietary industry data collection; and increased collaboration between authorities, businesses, and academia.312 RegTech could substantially reduce ongoing compliant costs.313

304. See Gallie, supra note 3, at 167–98.
306. Id. at 6.
308. Id.
309. Id. at 47.
310. Using (a) regulatory policy modelling; (b) adoption of common international reporting standard; (c) use of mathematical systemic risk tools; (d) increased harmonisation; (e) development of uniform compliance tools; (f) improved collaboration and selected data sharing; and (g) regulatory collaboration on FinTech and RegTech. Id. at 49.
311. A fully integrated analytics infrastructure could be constructed to manage new financial, economic, retail, spatial, text, and social data with RegTech companies using improved data base and streamed processing infrastructure, data mining analytics tools, visualisation (understanding and reporting) tools, and the development of new computational platforms to allow the analysis of multiple heterogeneous data sources without the need for new extensive programming expertise. Id. at 47.
312. Id.
313. JPMorgan Chase estimated in 2014 that it had employed an additional 13,000 new members of staff in 2012–2014 to support regulatory, compliance and control which cost $2 billion, $600 million being spent on regulatory and control technology. Deutsche Bank
C. **RegTech Tools and Solutions**

RegTech uses several new technological tools and can impact multiple aspects of a financial institution's standard and specialised business functions. This may impact many of the separate sub-functions that may be increasingly fragmented and disruptive in the new FinTech arena. RegTech could be used to improve many aspects of banks and other financial institutions' compliance and more general systems and controls requirements as well as regulatory authority functions. RegTech may then improve identity management, risk management, regulatory compliance, and financial crime control as well as regulatory, supervisory, and macro-prudential analysis.

RegTech rules include machine learning, robotics and AI, cryptography, biometrics, blockchain and other distributed ledgers, application program interfaces (APIs), and shared utility functions and cloud applications. These may improve risk data aggregation, modelling, scenario analysis, and forecasting, payment transaction monitoring, client and legal invested in regulatory compliance in 2014. UBS's regulatory costs were $946 million in 2014. Deloitte estimated that $5.7 to 6.6 billion were spent in regulatory compliance during 2012 by European insurance companies with 58 percent of this on Solvency 2 implementation. *RegTech in Financial Services: Technology Solutions for Compliance and Reporting*, supra note 303, at 23.

314. See discussion supra Section I.

315. (a) Know Your Customer (KYC) procedures; (b) Anti-money laundering oversight, including suspicious transaction reporting; and (c) Continuing Anti-Money Laundering (AML) and Anti-Terrorist Financing (ATF), monitoring and reporting. See *Alvarez & Marsal*, supra note 289, at 7.

316. (a) Financial risk (credit risk, market risk, interest rate risk, foreign exchange, and financial derivatives risk management); (b) Operational risk management; (c) Firm and employee conduct risk; (d) Legal risk management; and (e) Wider environmental risks including cyber risk. See *id.*

317. (a) Regulatory data collection; (b) Regulatory data analysis and intelligence; (c) Regulatory reporting; (d) Other regulatory compliance; and (e) Internal governance. See *id.*

318. (a) Internal fraud; (b) External fraud; (c) AML and AIFT; (d) Insider trading; and (e) Market abuse. See *id.*


320. High quality structured risk data aggregation is required for capital and liquidity reporting, recovery and resolution planning (RRP), stress testing, and trade repository data collection with difficulties arising with incompatible IT systems and the lack of a common definitional framework. Financial compliance is increasingly data driven. Technology can be used to aggregate, share, and store risk data and for filing and submission purposes. *Id.* at 6-8.

321. Risk management and stress testing modelling, scenario analysis, and forecasting are complicated by the number of risks, scenarios, variables, and methodological diversity that has to be incorporated. This is relevant in relation to capital and liquidity compliance, stress testing, risk management and product development, expected credit loss (ECL) counting, and consumer protection. *Id.* at 8-9.

322. Payment systems provide low quality and inconsistent transaction metadata which prevents automated interpretation and processing. Automated identification solutions could be used to improve KYC and AFT identification including through the use of biometric fingerprint and iris scanning or other blockchain identity technology. *Id.* at 9-10.
person identification;\textsuperscript{323} internal culture and behaviour monitoring;\textsuperscript{324} financial market trading;\textsuperscript{325} and new regulatory identification.\textsuperscript{326} A number of specific tools can be identified to carry out and improve each of these RegTech functions and objectives.\textsuperscript{327}

Associated barriers and obstacles must also be removed. Specific issues arise with regard to regulation and legislation,\textsuperscript{328} data harmonisation and definition,\textsuperscript{329} inefficient report portals and systems,\textsuperscript{330} and the lack of effective cross-institutional AML and ATF monitoring.\textsuperscript{331} Further issues arise in continuing regulatory uncertainty, unfamiliar and unclear technology solutions, lack of effective networks and platforms, and knowledge-sharing barriers between authorities and the financial industry.\textsuperscript{332}

\textsuperscript{323} Artificial intelligence and automated interpretation can be used to monitor qualitative behavioural information contained in emails and aural messaging (including Know Your Customer (KYC) and Customer Due Diligence (CDD)). Id. at 10.

\textsuperscript{324} Trade regulatory tasks can be improved through automation, especially in connection with margins calculation, trading venue selection, counterparty identification, and transaction impact assessments. Automated regulatory interpretation technologies could be used to secure compliance with changing regulatory obligations still. Id. at 10-11.

\textsuperscript{325} Id. at 11.

\textsuperscript{326} Id.

\textsuperscript{327} These include: (a) Data aggregation and management technologies (new cryptographic and secure technologies, standardised shared utility functions, data mining algorithms using machine learning, and blockchain tools); (b) Advanced data analysis and interpretation (machine learning, robotics, unstructured data analysis, natural language understanding, visual analytics, and biometrics technology); (c) Real-time compliance and risk management (powerful calculation engines and cloud analytics); (d) Blockchain, DLT, and APIs. Id. at 11-15.

\textsuperscript{328} (a) Data privacy and data protection rules; (b) Data security requirements; (c) Data localisation requirements; (d) The need for centralised and automated risk data aggregation within banking groups (specifically to ensure compliance with the Basel Committee’s principles on information technology infrastructures); (e) RRP conditions on critical information technology and risk infrastructure; and (f) KYC and ATF obligations. Id. at 18.

\textsuperscript{329} Data standardisation initiatives include: (a) the Legal Entity Identifier (LEI); (b) Unique Product Identifier (UPI); (c) instrument identifiers (including through the use of the International Securities Identification Number (ISIN) system); (d) transaction standards including the proposed global Unique Transactions Identifier (UTI); (e) ISO 20022 and the universal financial industry messaging scheme; and (f) financial and business reporting standards including XBRL. Id. at 20. Data definition harmonisation initiatives include (a) the UK FCA and PRA Memorandum of Understanding on data; (b) ECB Directorate General Statistics data harmonisation initiative; (c) banks’ Integrated Reporting Dictionary (BIRD); (d) Single Data Dictionary (SDD); and (e) European Reporting Framework (ERF). Id. at 20-21.

\textsuperscript{330} Id. at 22-23.

\textsuperscript{331} Id. at 23.

\textsuperscript{332} Id. at 23-24.
A new core RegTech taxonomy can be constructed based on eight core functions: personal identification, data and privacy management, risk analysis, market integrity, client interface and relations, cybersecurity, compliance, and ongoing regulatory monitoring. Eight tools can then be identified with advanced, new forms of cloud, fog, and edge computing as well as biometrics and cryptographic access control, distributed ledgers and blockchain ledger storage, algorithms and automation, data mining and big data analytics, API and linkage, machinery and machine learning, robotics, and AI. A further summary systems taxonomy can be constructed from these tools and can outline the types of new techniques available to the authorities in terms of automated (algorithmic), assistive (robotics), cognitive (machine reading), predictive or presage (data analytics), and formative or originative (machine learning and AI) facilities or a combination of such types.

RegTech may also be used to create closer operational relationships between regulated institutions, financial markets, and authorities through the embedding of agencies within the markets such as blockchain. That concept could produce new forms of embedded regulation and supervision, resulting in substantial gains and efficiencies with more timely and accurate data supply and examination at significantly lower costs.

Effective relationships must also be established between law and technology, and regulation and code. The U.K. Government Chief Scientific Advisor Sir Mark Walport, referred to the governance and regulation advantages of legal code over technical code in January 2016.

334. Arner et al., supra note 4, at 390–91 (individual identification, profiling and due diligence, including know your customer (KYC) with customer due diligence (CDD) and enhanced due diligence (EDD) for money laundering control purposes). This is also referred to this in terms of “know your data” (KYD). Id.
335. See RegTech in Financial Services: Technology Solutions for Compliance and Reporting, supra note 303 (data collection, aggregation, curation, and harmonisation, analysis, and storage including emergency and continuity planning).
336. Id. (risk modelling, forecasting, and analysis).
337. Id. (market, venue and counterparty analysis, market trading, clearing and settlement, reporting and margin, and risk position management).
338. Id. (client website interface, APIs, roboadvice, support, and complaints handling).
339. See generally id. (systems management and reporting for GDPR and privacy purposes as well as for financial crime, suitability, systems, and resource (capital, liquidity, and leverage) management).
341. Technology could be used to enhance regulation in the form of RegTech. Walport referred to the importance of technical code (including computer software and protocols) and legal code with technical code being intrinsic and legal code extrinsic. The modern financial
An appropriate balance must be achieved to secure the maximum realisation of potential benefits and to constrain associated disadvantages and costs. This balance must operate within a clear, sound, and stable legal and regulatory regime that respects and protects the rule of law.  

D. RegTech Adoption

A number of initiatives were adopted by various authorities across the world to support RegTech development. The U.K. Government, in its 2015 budget, announced that the FCA would work with the Prudential Regulation Authority (PRA) to identify means of supporting “the adoption of new technologies to facilitate the delivery of regulatory requirements.” Project Innovate was established by the FCA in the United Kingdom in October 2014 to encourage innovation in the financial services markets. RegTech Call for Input (CFI) was published in November 2015 and was followed by the Feedback Statement in July 2016. The FCA previously held bilateral meetings with over forty industry representatives, including technology companies, trade bodies, consultancies, and academia, during the 2015 RegTech roundtables in March 2016. Technological innovation was identified as a key priority in the FCA’s Business Plan 2016.

Six key emerging themes were identified in the initial Call for Input: the importance of technology accelerators, real-time and system embedded compliance and risk evaluation tools, big data techniques, visualisation and system was already substantially digital and reliant on technical code, which determined the creation and amendment of digital records of legal obligations between institutions with financial governance and regulation focusing on legal rather than technical requirements. Distributed ledger systems lacked central control with governments having to ensure an appropriate balance between external legal and internal technical code governance. Press Release, U.K. Gov’t Off. for Sci., Matt Hancock, Sec’y State for Health & Social Care, Distributed Ledger Technology: Beyond Block Chain (Jan. 19, 2016), https://www.gov.uk/government/news/distributed-ledger-technology-beyond-block-chain; Mark Walport, Distributed Ledger Technology: Beyond Block Chain, GOV’T OFFICE FOR Sci. 41-45 (Mark Peplow ed., 2016), https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/492972/gs-16-1-distributed-ledger-technology.pdf [https://perma.cc/WZ83-MXGX].

343. HM TREASURY, BUDGET 2015, supra note 243, at 57; see also Fintech: The UK’s Unique Environment for Growth, U.K. TRADE & INV., URN UKTI/14/1028 at 24 (Aug. 2014).
345. Id. at 1.
347. Id.
robo-tools, software integration tools, and cloud technologies.\textsuperscript{349} FCA involvement would be developed in four areas through the provision of regulatory expertise, supporting the FinTech and RegTech environment, producing relevant standards and guidance, and responding to barriers to entry, innovation, and adoption.\textsuperscript{350} Responses were sought in relation to possible RegTech content,\textsuperscript{351} FCA role,\textsuperscript{352} continuing obstacles,\textsuperscript{353} relevant rules and policy design,\textsuperscript{354} and possible use applications.\textsuperscript{355} The FCA was specifically concerned with the improvement of the regulatory interface, effectiveness and efficiencies, and the standing of the regulatory position.\textsuperscript{356} The FCA would fully engage in the development of RegTech with the FinTech community in response to the perceived need for regulatory direction.\textsuperscript{357} It would subsequently encourage and support the development and use of new innovative technology and act as a catalyst for innovation subject to any relevant mandate restrictions.\textsuperscript{358}

The FCA conducted a TechSprint (hackathon) in April 2016 with five TechSprints being held by 2018.\textsuperscript{359} The fourth November 2017 TechSprint focused on using technology to make digital regulatory reporting more

\textsuperscript{349} Call for Input: Supporting the Development and Adoption of RegTech, supra note 344, at ¶ 1.7.

\textsuperscript{350} Id. at ¶ 1.8.

\textsuperscript{351} Responses focus on: (a) efficiency and collaboration (alternative reporting methods, cloud and cloud computing, shared utilities, and online platforms); (b) integration, standardisation, and understanding (semantic tech and data point models, APIs, shared data ontology—with a formal naming and definition of types, properties, and entity interrelationships—and producing a revised interactive FCA Robo Handbook); (c) predict, learn, and simplify (big data analytics, modelling and visualisation technology, risk and compliance monitoring, and machine learning and cognitive technology); and (d) new directions (blockchain and DLT, biometrics, inbuilt compliance automation, and smart regulation) and system monitoring and visualisation. Call for Input on Supporting the Development and Adopters of RegTech, supra note 346, at 7–9.

\textsuperscript{352} (a) Clarification of FCA expectations to assist drive industry standard and guidance production; (b) Improve collaboration and engagement; and (c) FCA certification of RegTech to increase credibility and acceptance and consequent investment. Id. at 10.

\textsuperscript{353} Slow adoption arose as a result of: (a) regulatory uncertainty and lack of technological credibility; (b) need for regulatory assistance and approval including through the use of a “virtual sandbox;” (c) need to encourage early adopters (to avoid firms “staying in the pack”); and (d) continued investment by certain firms in maintaining legacy systems without new technology adoption. Id. at 11. General obstacles included: (a) legislative restrictions on accessing, processing, and storing data; (b) need for alternative regulatory engagement; and (c) early stage technology development. Id.

\textsuperscript{354} (a) Adopting machine readable regulation to allow automatic adoption in a speedy, efficient, and effective manner; (b) Adopting a common global regulatory taxonomy; and (c) Continuing industry consultation to ensure international systems consistency and compatibility. Id. ¶ 4.7.

\textsuperscript{355} MiFID II, Basel 3, and BCBS 239, capital assessment and stress testing (CCAR and AQR), EU BRRD, and U.S. Dodd-Frank implementation. Id. ¶ 4.8.

\textsuperscript{356} Call for Input: Supporting the Development and Adoption of RegTech, supra note 344, at ¶ 2.2.

\textsuperscript{357} Id. at ¶¶ 5.5–5.6.

\textsuperscript{358} Id.

\textsuperscript{359} Id. at ¶ 5.7; TechSprints, FIN. CONDUCT AUTH. (Mar. 3, 2020), https://www.fca.org.uk/firms/innovation/regtech/ttechsprints [https://perma.cc/C8HL-R2WU].
accurate, efficient, and consistent with a proof of concept being produced and a subsequent Call for Input published in February 2018. The objective was to allow firms to map their regulatory requirements directly to the data held to allow for automated, straight through processing of regulatory returns with lower compliance costs, improved data accuracy, and flexibility in responding to future regulatory change. Further proofs of concept were developed with the FCA’s RegTech programme continuing to focus on efficiency and collaboration, integration, standards and understanding, prediction, learning and simplification, and other new directions. All of


361. Regulatory reporting rules had to be interpreted manually and manually input to firm’s systems, and the proof of concept would remove the need for human interpretation and manual execution. FCA rules would be produced in a machine executable format with automated interpretation and implementation, automated reports production review, and submission which would then be subject to FCA receipt and validation. The FCA created a linked directory of relevant regulatory requirements and information on a specific rule (SUP 16.12 FSA 001) with all relevant parts of the FCA and PRA Handbooks being routed through XML files into the directory. The reporting rules were converted into the Semantics of Business Vocabulary and Business Rules (SBVR) format using Financial Industry Regulatory Ontology (FIRO) incorporating the OWL (Web Ontology Language) and Resource Description Framework (RDF) standards. An RDF file was created to set out the relationship between verbs and nouns (retail, customer, account, and liability) with FCA meaning being mapped to firm databases using the FCA Ontology. The machine executable version of the rule was automatically implemented with changes leading to automatic adjustments in the data reported. Call for Input: Using Technology to Achieve Smarter Regulatory Reporting, Fin. Conduct Auth. 8–11 (Feb. 2018), https://www.fca.org.uk/publication/call-for-input/call-for-input-smarter-regulatory-reporting.pdf [https://perma.cc/T7WQ-XK8F]. See also Andrew Burt et al., 2017 Model Driven and Machine Executable Regulations Tech Sprint: Success Criteria & Recommendations, IMMUTA: INFO. SOC’Y PROJECT YALE L. SCH. (2017), https://go.immuta.com/e/646383/a-646383-2018-12-18-87m1s/87m2z/5410819617/h=qhpO9NX3wUFwowUsOwe5hR-pGas904w2N3WjuTWvQ [htps://perma.cc/PBK8-2DRD].

362. (a) Modernising the FCA Handbook (using SBVR and NLP to create a machine readable Handbook); (b) Model driven regulation (using semantics and triples—statements in subject/predicate/object form—to map and translate multiple internal and external data ontologies into a universal format); (c) Model driven and machine readable regulation (linking regulation, compliance procedures, databases, and data standards into a universal machine readable format); and (d) Improving employee security (merging behavioural modelling software with psychology and behaviour change theory to measure and improve personal security within financial firms in cooperation with CybSafe). Our Work Programme, Fin. Conduct Auth. (Dec. 10, 2019), https://www.fca.org.uk/firms/innovation/regtech/our-work-programme [https://perma.cc/K457-VRPA].

363. (a) MITOC/ISDA (producing a standardised model to express data and processes as collections of economic features and trade events); (b) RegHome (instructing a platform for intra-bank knowledge exchange on regulation using a Wiki style approach to allow the sharing of best practices and knowledge on a crowd sourced basis); and (c) ITRAC (developing a global information technology risk and controls framework to resolve challenges in leveraging new technology). Id.

364. (a) Intelligent Regulatory Assistant (IRA) (creating a form of digital regulatory lawyer to interact with clients including populating Authorisation forms for regulatory approval); (b) Intelligent Regulatory Advisor (IRA) (a handbook supported “Robo advisor” to provide
this will assist in creating a digitally automated new form of integrated financial regulation as financial firms will be able to machine read and comply with regulatory requirements and adjustments on a smart continuing basis. This should improve cost, improve data accuracy, and remove systems errors.

E. RegTech Market

RegTech may impact all aspects of financial services as well as other technologically connected service areas. This may include changes within financial services, enterprise risk management and portfolio risk management, tax management, trade reporting and regulatory reporting, quantitative analytics, and AML/KYC and ATF, as well as blockchain and Bitcoin directly. Other areas may include identification and background checks; information security and cybersecurity; government and legislation; employment health, safety, and quality; healthcare; vendor risk management; and general compliance management. The effect of this is to automate many aspects of risk management and due diligence as well as other operational functions within institutions. Responsive and predictive elements can also be incorporated by machine reading, machine learning, big data, and predictive analytics and AI. This may either be carried out within financial institutions or separate start-up platforms, although the platforms must ultimately work with existing institutions and within the financial market and other professional service sections.

Many new RegTech businesses have been set up in recent years. Many of these are in the United Kingdom or United States with others in Ireland, automated advice to support authorisation processes; (c) Ascent Experiment (using NLP (Natural Language Processing) and Artificial Intelligence (AI) technologies to interpret and comply with the MiFID II regulations (MiFIR) with Commonwealth Bank of Australia, ING, and Pinsent Masons). Id.

365. (a) BARAC (using blockchain technology to automate regulation and compliance); (b) SmartReg (using smart contracts and DLT to allow FCA compliance verification with UCL and Santander); (c) Project Maison (using distributed technology for regulatory reporting with R3, RBS, and another partner bank). Id.


367. Id.

368. Id.


370. Id.

371. Id.

Switzerland, and Australia. Other important areas include Brazil, Bermuda, South Africa, Cyprus, India, and the United Arab Emirates. The London FinTech publication, *FinTech Global*, examined 416 RegTech operations in 2016 and constructed a list of the leading 100 operations. This was based on an assessment of their use of innovative technology to generate efficiencies and performance enhancements within financial institutions and reduce costs, improve efficiency, and enhance revenue for clients. Specific innovations included related to predictive edge analytics, behavioral and emotional analytics, voice processing, compliance and surveillance technology, and other automated functions.

V. Regulatory Innovation

The FAC in the United Kingdom wants an innovative new approach to financial innovation with the establishment of its Project Innovate in October 2014. The objective is to promote competition and growth in financial services by supporting small and large businesses developing products and services that could improve consumers’ experience and outcomes. This new regulatory model has been implemented in a number of other countries. These include a number of elements with the core U.K. model, including an original Innovation Hub, a subsequent Regulatory Sandbox set up in May 2016, direct regulatory support and Advice Unit, and with additional work being carried out in the more specific area of RegTech. This is supported by a domestic and international engagement program.


374. Id.

375. Id.

376. Id.

377. Id.


While several obvious advantages can be identified in terms of such an initiative, other concerns also arise. This could potentially provide important support to technological development and innovation in the financial area, although it has received little attention by international regulatory committees or official agencies to date. Further work could be undertaken in this area, including the development of relevant international standards or core principles on the model of existing core standards in the banking, securities, insurance, payment, and financial crime areas.

A. PROJECT COMPONENTS

The U.K. Project Innovate consists of a number of key elements. These can be summarised in terms of the underlying or original Innovation Hub, the Regulatory Sandbox, Direct Support and the Advice Unit, RegTech, and Engagement.

1. Innovation Hub

Project Innovate is based on the FCA Innovation Hub, the purpose of which is to encourage innovation in financial services by supporting innovator businesses and a range of services for consumers. Support is provided for innovator businesses looking to introduce ground-breaking or significantly different new financial products and services. This assists firms to understand the regulatory framework and regulatory obligations with the FCA. Moreover, firms will be able to incorporate additional flexibility within its framework, remove barriers to entry, and encourage and support innovation (where this would not otherwise erode consumer protection or the integrity of the financial system). The FCA states that it is committed to looking to the future, anticipating trends, and reacting accordingly. For this purpose, it has to understand the needs of innovator businesses, their products and services, and possible benefits and risk to consumers.

The FCA has developed four core criteria for support. These are based on genuine innovation, consumer benefit, background research, and the need for support. The business must involve a ground-breaking or significantly different idea with no or few other comparable examples, independent expert support, and an element of step-change in scale. The

---

383. Garvey et al., supra note 381, at 11.
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innovation must provide a reasonable prospect of an identifiable benefit to consumers directly or through increased competition, possibly including lower price for higher quality.\textsuperscript{392} The business has to have conducted background research, including on appropriate resources in understanding the regulatory obligations involved.\textsuperscript{393} The business also must have genuine need for support with no alternative means of engaging with the FCA or with the product or service not fitting easily into the existing regulatory framework.\textsuperscript{394}

2. Regulatory Sandbox

The FCA consulted on the establishment of the Regulatory Sandbox in November 2015.\textsuperscript{395} The paper was published as a report to Her Majesty’s Treasury on the feasibility and practicalities of developing a regulatory sandbox to operate as a “safe space” to allow businesses to test innovative products, services, business models, and delivery mechanisms without immediately incurring all of the generally applicable regulatory consequences of engaging in the specific activity.\textsuperscript{396} The FCA sought to expand its Project Innovate to include a regulatory sandbox with a separate event being hosted in December 2015 to discuss its proposals with the industry.\textsuperscript{397} The FCA separately stated in its November 2015 regulatory sandbox document that the firm should be in scope with the planned solution design for or supporting the financial services industry.\textsuperscript{398} The sandbox was established on May 1, 2016.\textsuperscript{399}

The FCA is subject to a statutory obligation to promote effective competition with disrupted innovation being a key part of effective competition.\textsuperscript{400} Project Innovate attempts to support innovation and challenge existing business models with the FCA engaging constructively with innovative businesses and seeking to remove unnecessary regulatory barriers to innovation.\textsuperscript{401} The FCA was asked by the Treasury to consider the feasibility of developing a regulatory sandbox following a recommendation by the Government Office for a science report on \textit{FinTech Futures}.\textsuperscript{402} The sandbox can reduce the time and potential costs of bringing innovative ideas to market, enable greater access to finance, and enable

\textsuperscript{392} Id.
\textsuperscript{393} Id.
\textsuperscript{394} Id.
\textsuperscript{396} Id. at 1.
\textsuperscript{397} Id.
\textsuperscript{398} Id. at ¶ 3.4.
\textsuperscript{399} Id.
\textsuperscript{400} Regulatory Sandbox Lessons Learned Report, supra note 395, at ¶ 1.1.
\textsuperscript{401} Id.
\textsuperscript{402} Walport et al., \textit{FinTech Futures}, supra note 299 at 4, 47.
additional products and services to be tested at the same time as allowing the FCA to ensure that appropriate consumer protection standards are built into any new products and services. In designing its sandbox, the FCA considered the existing regulatory barriers have for firms, the need for consumer safeguards, and the legal constraints under EU or U.K. law. The FCA intended to create a new sandbox which would operate in a flexible manner with a range of options for firms subject to the specific eligibility criteria. The FCA would work with the industry to develop a virtual sandbox within which firms could test ideas without entering a real market, with a separate not-for-profit sandbox umbrella company also being set up with the assistance of the FCA.

The FCA considered the various options available for applicant firms. Unauthorised firms could be made subject to a tailored authorisation process equivalent to the simplified banking procedure adopted by the FCA in January 2014. The FCA would provide restricted authorisation, although this would not replace the mobilisation process for banking applicants. Authorised firms and technology firms providing outsourced services could either operate through the use of a No Enforcement Action Letter (NAL), Individual Guidance (IG), or a Waiver. Four separate safeguard approaches were also identified by the FCA in its original consultation, with the FCA preferring an approach based on a case-by-case consent model subject to specific disclosure, protection, and compensation conditions imposed. The umbrella option may also be available with new platforms acting as appointed representatives of an industry established umbrella company. Less onerous regimes operate outside the FSMA under the

404. Id. at ¶ 1.1, 2.4.
405. Regulatory Sandbox Lessons Learned Report, supra note 395, at ¶ 1.3.
406. A revised application procedure was created for banks in January 2014. This operates on a dual-regulated basis with the PRA and FCA. Two options are made available with a revised form of the earlier procedure consisting of a pre-application stage, led by firm preparation, and a six month’s application review conducted by the PRA and FCA. A separate simplified procedure is made available for smaller or other firms consisting of pre-application, assessment, and authorisation and then mobilisation. A shorter application is provided focusing on key elements, including business care, capital, liquidity, and senior appointments, with a separate mobilisation plan that allows the firm to be authorised with restriction and then to receive full authorisation once it has completed the third mobilisation phase. See Banking Authorisation Process, FIN. CONDUCT AUTH. 4 (Jan. 2015), https://www.fca.org.uk/publication/corporate/banking-authorisation-process.pdf [https://perma.cc/NE8S-WBUD].
408. Id. at ¶ 3.13.
409. Approach (1) customer testing subject to informed consent; (2) FCA agreement on disclosure, protection, and compensation on case-by-case basis; (3) customers have same rights as those with fully authorised firms; and (4) sandbox firms must compensate customers for losses suffered. See id. at ¶¶ 3.15, 4.7–4.10.
410. The umbrella company would monitor start-ups operating as appointed representatives although this would not be available for all types of regulated business such as insurance underwriting and investment management. See id. at ¶¶ 3.15, 4.7–4.10.
Payment Services Regulations and Electronic Money Regulations. The FCA also considered recommending that the Government amend the Regulated Activities Order (RAO) to create a new regulated activity of "sandboxing" for testing or amending the waiver test to provide the FCA with more flexibility. The FCA rejected amending the Exemptions Order or "By Way of Business Order" specifically due to the more onerous nature of EU regulatory requirements that could not otherwise be disqualified to sandbox firms.

The Regulatory Sandbox operates using a number of specific sandbox tools including restricted authorisation, individual guidance, waivers, or modifications, and no enforcement action letters. Firms apply under a simplified authorisation process with restricted authorisation or registration being provided to allow them to test their product ideas. Individual guidance is provided on interpreting the regulatory obligations that apply in any specific case. Waivers or modifications may also be permitted of unduly burdensome requirements, although the FCA cannot waive national or international law. A No Enforcement Action Letter (NAL) may be issued in particular cases where this is considered necessary in regard to the circumstances and characteristics of the specific sandbox test. No disciplinary action should follow, provided that the firm is open, remains within the testing parameters, and treats customers fairly. This would only apply with regard to FCA disciplinary action and only for the duration of test.

3. Direct Support and Advice Unit

The FCA operates a Direct Support Team that aids businesses considering applying for authorisation or permission variation, or that would otherwise benefit from support. The same criteria are applied based on genuine innovation, consumer benefit, background research, and need for support. A dedicated request form is provided. The team can respond to inquiries, assist in preparation for authorisation, and apply for authorisation or provide ongoing support. The purpose of each of these is to promote innovation while the FCA uses the lessons learned to identify trends and potential issues at an early stage, including the need for possible policy and process changes.

411. Id. at ¶ 3.11.
412. Id. at ¶ 5.2.
413. Id. at ¶ 5.4.
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The FCA maintains a separate Advice Unit that provides regulatory feedback on developing automated models to deliver low cost advice and guidance to consumers. This follows from the HM Treasury FCA review of the advice market, with a final report being published in March 2016. The Financial Advice Market Review (FAMR) was launched in August 2015 to examine concerns in the market for financial advice within the United Kingdom. Specifically, the launch sought to examine possibilities that the Government, industry, and regulatory authorities could take on an individual or collective basis to promote the development of an advisory market that delivers affordable and accessible financial advice and guidance to everyone at all stages of their lives. There was an increasing need for individuals to assume responsibility for their financial decisions as those decisions became increasingly complex due to social and demographic adjustments with an aging population, changes in housing market, and employment market conditions. Additional pension flexibility had also been introduced in April 2015. The review examined the supply and demand for financial advice, barriers, and possible remedies. The Advice Unit focuses on FAMR areas including investments, pensions (accumulation and decumulation and protection), as well as automated (robo) models in the mortgage, general insurance, and debt sectors.

Slightly revised eligibility criteria apply with the need to deliver low cost advice or lower cost guidance to unserved or underserved consumers, genuine consumer benefit, automated proposition, proposal clarity, specific sector relevance, and need for regulatory input. An initial meeting was held with the Advice Unit or other FCA areas if required to discuss the proposal. A dedicated point of contact is created for firms requiring ongoing engagement. Feedback is provided on the regulatory implications of the proposed model and assistance in making an appropriate application.

4. Regulatory Technology (RegTech)

The FCA is separately committed to promoting innovation and technology in the compliance area. The FCA refers to RegTech as a subset of FinTech focusing on technologies that may facilitate the delivery of regulatory requirements more efficiently and effectively than existing
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capabilities. The FCA published a call for input on supporting the development and adoption of RegTech in November 2015. The FCA accepts that firms have a substantially greater reporting obligation and have to comply with higher regulatory standards, especially following the global financial crisis with technology being able to help manage and reduce compliance costs.

The Government specifically announced in the 2015 Budget that the FCA would be asked to identify ways to support the adoption of RegTech with the PRA. The FCA met with over forty technology companies, trade bodies, consultancies, and academia to develop its understanding of FinTech, RegTech, and possible solutions. Key areas of interest included the use of technology accelerators for regulatory compliance and reporting, real-time and system embedded compliance/risk evaluation tools, big data techniques, visualisation and robo tools, software integration tools, and cloud technologies.

The FCA identified four specific areas in which it considered that it could assist by providing regulatory expertise, supporting the emerging FinTech and RegTech environments, providing standards and guidance to deal with barriers to entry, and supporting innovation and adoption. The consultation asked for comment on five specific issues. The FCA held a number of bilateral meetings and four roundtables focusing on regulatory interface, improving effectiveness and efficiencies, and understanding the regulatory position. The FCA held a separate TechSprint and hackathon in April 2016. The TechSprint specifically focused on access to financial services with a separate event being held in November 2016 on unlocking

430. Call for Input on Supporting the Development and Adopters of RegTech, supra note 346, at ¶1.7.
431. Work on Project Innovate forms part of the Government's wider plan to promote the United Kingdom and capitalise on the development and commercialisation of new financial business models and disruptive innovation to create a leading global FinTech hub. The United Kingdom is considered uniquely positioned due to the presence of a large and technologically sophisticated consumer base, its position as a world leading centre for financial services, excellent infrastructure, and position as a global trading hub. This is to be achieved by supporting innovation in financial technology and encouraging collaboration between Government, business, and academia. Id. at ¶¶ 1.2–1.3.
432. Id.
433. HM Treasury, Budget 2015, supra note 243, at 53.
434. Call for Input on Supporting the Development and Adopters of RegTech, supra note 346, ¶1.7.
435. Id. ¶ 1.8.
436. (a) Which RegTech technologies could make it easier for firms to interact with regulatory authorities at a lower cost and administrative burden; (b) How the FCA could support the development and adoption of RegTech in financial services with the most suitable methods; (c) Whether any specific regulatory rules or policies be removed that act as barriers to innovation or RegTech adoption; (d) Whether any specific rules or policies be introduced to support innovation or RegTech adoption; and (e) Which regulatory compliance or reporting requirements could most benefit from RegTech. Id. at ¶ 2.1.
437. Call for Input on Supporting the Development and Adopters of RegTech, supra note 346, at ¶ 1.4.
regulatory reporting, and a separate event in March 2017 on mental health.439

The response to the FCA’s call for input confirmed agreement that it should adopt an active role in the RegTech area and that improved collaboration and engagement within the FinTech ecosystem would encourage the development of RegTech solutions and relations between regulatory authorities and firms.440 The FCA confirmed its desire to be fully engaged with the FinTech community and support the development and use of innovative technology, including through acting as a catalyst for further change while accepting its legal and regulatory limits and responsibilities.441 The FCA continues to encourage innovation and development to identify opportunities for the adoption of new technologies supporting regulatory compliance and interface, engage internationally with FinTech firms to obtain access to other markets, and promote an industry in which consumers have an appropriate degree of protection and access to RegTech and FinTech advantages and benefits.442

5. Engagement

The FCA is committed to continuing to engage with U.K. firms within the City of London and on a regional basis.443 It also collaborates closely with other international authorities.444 A series of Cooperation Agreements and Frameworks have been entered into with other overseas agencies which include a referral mechanism to allow firms to enter each other’s markets.445 This is subject to complying with the relevant eligibility criteria within the home country.446 Agreements have been specifically been signed with Australia,447 Singapore,448 Hong Kong,449 Canada,450 and Japan451 with other


440. Call for Input on Supporting the Development and Adopters of RegTech, supra note 346, at ¶ 5.5.
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information sharing agreements being signed with Korea\(^{452}\) and China.\(^{453}\) The Cooperation Agreements generally set out their purpose,\(^{454}\) principles,\(^{455}\) and scope of assistance\(^{456}\) as well as confidentiality and permissible uses\(^{457}\) and duration or term.\(^{458}\)

---


454. The purpose is generally to provide a framework for cooperation and referrals between the Innovation Hubs of each authority with a central referral mechanism and terms for the sharing and use of financial innovation information in their markets. Innovation Hubs Co-operation Agreement Between Financial Conduct Authority (FCA) and Australian Securities and Investments Commission (ASIC), supra note 447, at ¶ 3.1.

455. The authorities generally intend to provide the fullest mutual assistance to each other with the agreements operating subject to domestic laws and regulations. To this extent, they contain a statement of intent and do not create enforceable rights which are legally binding and do not amend any separate Memorandum of Understanding entered between the relevant authorities. Id. ¶ 4.1.

456. The Cooperation Agreements generally provide for a referral mechanism and information sharing. The authorities undertake to refer to each other through their Innovation Hubs innovator businesses that would like to enter both markets with referrals being made in writing including necessary information to allow the authority to determine that it satisfies the referring authority's Criteria for Support. It is accepted that applicants are not automatically authorised and that they still have to comply with the full authorisation processes in each jurisdiction. The authorities undertake to share information on emerging market trends and developments, regulatory issues relating to financial services innovation, and any further information on the specific innovator businesses subject to referral. Id. ¶¶ 5.1-5.6.

457. Any information exchange will be treated as confidential by the other authority with information on a specific business only being included subject to consent. Information is only to be used for the purpose of providing assistance to the business through the Innovation Hub and ensuring compliance with relevant laws. Information is only to be used for the purpose for which it was referred unless separate consent is provided. If any disclosure is required under law, the authority will notify the other authority. Id. at ¶¶ 6.1-6.5.

458. Id. at ¶ 7.1.
B. Project Advantages

A number of advantages can be identified in support of Innovation Hubs and Regulatory Sandboxes specifically. These generally relate to the eight sets of interests identified previously consisting of technology, applicant businesses, users and stakeholders, markets, governance and control, infrastructure, central banking and government policy, and overall financial stability. Regulatory support innovations in the FinTech area can assist in promoting technological testing and advancement and new business model testing and advancement, reducing the time and cost to market entry, providing new business funding, increasing consumer choice and service quality, increasing consumer safety and security, increasing consumer privacy and data protection, increasing domestic and cross-border competition, innovation, governance, and oversight, strengthening infrastructure, possibly supporting central bank and government policies (including in the areas of monetary, economic, fiscal, taxation, and welfare provision), and increasing overall financial stability. Innovation Hubs and Regulatory Sandboxes can reduce application and compliance costs and legal risks through additional support and assistance being provided to
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461. This could bring better outcomes for consumers through increased product and service range, reduced costs, and improved access. Id. at ¶ 4.2. This will also ensure the adoption of appropriate consumer protection safeguards. Id. at ¶ 1.1. The risk of consumer detriment should be limited. Id. at ¶ 2.6.
463. See, e.g., Alasdair Smith et al., Retail Banking Market Investigation: Final Report, COMPETITION & MKTS. AUTH., at xii (Aug. 9, 2016), https://assets.publishing.service.gov.uk/media/57ac9667e5274a0f6ec00007a/retail-banking-market-investigation-full-final-report.pdf [https://perma.cc/KB3D-E76D].
466. See, e.g., Jon Marino, Banks and Start-ups Debate Regulation, CNBC (June 6, 2016), http://www.cnbc.com/2016/06/06/banks-and-start-ups-debate-regulation.html [https://perma.cc/Y33Y-Q86W]. Legal risk can also act as a barrier in requiring parties to understand and avoid
start-up firms. Such support is important to existing firms updating legacy systems as well as new start-ups. Innovative regulatory support can also promote economic development because financial institutions can more easily discuss ideas with technology firms. Such innovations can also assist the authorities in understanding market change in development, technological challenges, risk exposure, possible regulatory solutions, and gaps in legal and regulatory coverage.

C. Project Disadvantages

Several corresponding disadvantages also arise that have to be considered. These include possible limited technological development at this stage, high test conditions and eligibility criteria, business preference for an unlevel playing field, unfair competition, possible shadow banking increase, possibly limited control and oversight, potential infrastructure damage and policy conflict, limited support and regulatory outcomes, regulatory fragmentation, increased moral hazard and risk taking, and weakened overall financial stability. Concerns may also arise with regard to potential confusion in agreeing to relevant contract terms and conditions.}


470. Commentators have noted, for example, that regulatory misunderstanding in the United States led to an overregulation of person-to-person lending in 2011. See, e.g., Andrew Verstein, The Misregulation of Person-to-Person Lending, 45 U.C. DAVIS L. REV. 445, 445 (2011).


indecision\textsuperscript{474} and bias.\textsuperscript{475} These may not necessarily arise and represent concerns or challenges that have to be dealt with through appropriate responses both generally and in specific cases.

The United States, China, and Germany have resisted establishing regulatory sandboxes to date.\textsuperscript{476} U.S. regulators have expressed concerns with regard to regulatory fairness.\textsuperscript{477} Germany has a substantial FinTech market and attracts significant investment in this area.\textsuperscript{478} The German Federal Financial Supervisory Authority (BaFin) expressed concerns that regulatory sandboxes may specifically be contrary to their policy on treating the same businesses equally and that preferential treatment may not benefit consumers.\textsuperscript{479} China, nevertheless, has a significant FinTech presence\textsuperscript{480} and has entered into a Cooperation Agreement with the U.K. FCA on referral support.\textsuperscript{481} Difficulties may arise with regard to heuristics in monitoring\textsuperscript{473}.


\textsuperscript{474} Behde, supra note 466, at 30–31.


\textsuperscript{480} China is reported to have the largest number of unicorns in the world. Nina Xiang, It’s the Age of Unicorns. And Here’s How China Is Ranking, WORLD ECON. F. (July 7, 2017), https://www.weforum.org/agenda/2017/07/its-the-age-of-unicorns-and-heres-how-china-is-ranking [https://perma.cc/P97A-APFL].


and with regard to regulatory conflicts.\textsuperscript{483} It may be considered more appropriate to provide assistance through formal legal rather than experimental regulatory means.\textsuperscript{484} New start-ups and incumbents can also cooperate—although difficulties may remain in terms of compliance culture and competitive strategies.\textsuperscript{485} Short-term test results may not assist design effective, long-term solutions,\textsuperscript{486} and the authorities may also not be able to transfer the results to an effective new legal and regulatory regime.\textsuperscript{487} Domestic responses may also not resolve more substantial cross-border issues including identifying the most appropriate regulatory authority and applicable law and regulation.\textsuperscript{488} Further, the availability of hubs and sandboxes may encourage arbitrage and forum shopping.\textsuperscript{489}

Application costs and uncertainties can cause substantial difficulties and act as barriers to entry.\textsuperscript{490} This may result in substantial opportunity costs for firms.\textsuperscript{491} Uncertain procedures in timelines may cause planning difficulties.\textsuperscript{492}

More general difficulties also arise with other issues applicable to FinTech. These include technological and operational risks and a potential lack of
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effective governance. Difficulties may also arise with regard to criminal activity, fraud, and money laundering. Issues may arise with regard to taxation relevant issues and limiting tax avoidance. Separate issues arise with regard to data privacy and protection. Concerns also arise with regard to data security and the ability of companies to withstand hacking attacks. Difficulties, as noted, may also arise with regard to fragmented markets and distorted competition. A regulatory sandbox specifically must prepare firms for the regulated market or it will fail. Regulatory authorities must cooperate in promoting financial innovation such as with the U.K. Regulatory Innovation Plan involving the Bank of England, Payment Systems Regulator, and the FCA and PRA. Authorities must specifically balance promoting competition


and protecting market stability.\textsuperscript{502} If international authorities, such as the Financial Stability Board (FSB), wish to promote financial innovation and the adoption of new technology in a safe and stable manner, they could consider developing appropriate international standards in the FinTech and RegTech areas. Once there was sufficient agreement on this, these could also be elevated to a form of new core principles for either FinTech or RegTech or both. The content of these would generally focus on many of the existing points of advantage discussed in this paper. This would include promoting technological efficiency, start-up or incumbent support, user and stakeholder interest, market competition and innovation, transparency and good governance, infrastructure integration, central bank and government policy consistency, and overall financial stability.\textsuperscript{503} These could be expanded with further sub-rules or guidance for specific application in the FinTech and RegTech areas.

The objective of this work would not be to advance any particular country’s or financial centre’s position. It would rather be to promote the safe adoption and continued development of technology in support of efficient and cost effective and high quality financial services delivery within a secure infrastructure and stable wider environment.\textsuperscript{504} Global failure or scandals could result in a further collapse in trust and reputation.\textsuperscript{505} The FCA specifically has been attempting to construct a common understanding of relevant principles of good innovation that can benefit stronger international cooperation and secure a successful longer term industry future with the FCA working with other national authorities and at the G10 and IOSCO levels.\textsuperscript{506} The overall objective must be to support innovation and competition in a responsible and contained rather than aggressive and uncoordinated manner with the risk to financial stability that could generate.\textsuperscript{507}

D. International Standards and Core Principles

International authorities have examined specific aspects of new technological change in development. This has included the Basel


\textsuperscript{503} See discussion infra Section V.3.B.

\textsuperscript{504} Christopher Woolard warned against the international development of a “Wild West” condition in promoting innovation across different jurisdictions with separate sandboxes. Woolard also noted that firms must be prepared to join the regulated market longer term. See Woolard 2017 Speech, supra note 500.
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Committee on Banking Supervision’s work on electronic banking and FinTech and IOSCO’s examination of various important new securities related activities including algorithmic trading, high frequency trading, and electronic markets and exchanges. Little attention focused at an early stage on FinTech more generally. The Financial Stability Board (FSB) was reported to produce an unofficial report on this in early 2016, although this was delayed. Speeches have been issued by important officials, although without creating any clear and consistent international policy framework.

Any regulatory response has to benefit market function with market control. Various approaches could be adopted to FinTech, including through the adoption of more generous and supportive or strict and conditional regimes. This may also be law and regulation or more general practice-based standards. A more generous approach would support financial innovation without substantial obligation. Care, nevertheless, has to be exercised to avoid private-market hesitation and risk aversion, as well as official regulatory inertia.


511. See, e.g., Carney, supra note 21.

512. See generally id.


514. Different models can be distinguished. For example, these could include: A Rule-based or Principle-based system; Agile and Iterative rule making; Pilot and Trial; Engagement and Enforcement; Industrial Standards and Consumer/Investor Advocate; Sunset Provision; or Regulatory Harmonisation. Chris Brummer & Daniel Gorfine, FinTech: Building a 21st Century Regulator’s Toolkit, MILKEN INSTITUTE CTR. FOR FIN. MKTS. (Oct. 2014), https://assets1b.milkeninstitute.org/assets/Publication/Viewpoint/PDF/3.14-FinTech-Reg-Toolkit-NEW.pdf [https://perma.cc/C6MD-ZT95].

515. See Nathan Cortez, Regulating Disruptive Innovation, 29 BERKELEY TECH. L.J. 175, 202 (2014).


E. **Global Sandbox**

A number of other regulatory authorities have established regulatory sandboxes in other countries. Around twenty sandboxes have been created, including within the United Kingdom, with five other sandboxes proposed.\(^{519}\) The EU Commission has conducted some discussion regarding relevant issues, including possibly creating an EU level regulatory sandbox.\(^{520}\) The FCA proposed establishing a “global sandbox” in February 2018.\(^{521}\) It was later announced that eleven regulatory authorities and organisations would establish a Global Financial Innovation Network (GFIN) on August 7, 2018 with the GFIN to be formally launched in January 2019.\(^{522}\) A draft Mission Statement was provided.\(^{523}\) The GFIN would create a network of regulatory authorities and carry out joint policy work and regulatory trials with cross-border trials.\(^{524}\) The GFIN would be self-sustaining and independent of any specific organisation with members contributing necessary staff resources working in collaboration with authorities, innovative companies and other stakeholders, and academia.\(^{525}\) It had been agreed in August 2018 to rename the global sandbox “the GFiN.”\(^{526}\) The GFiN established a Coordination Group, which meets twice

---

519. Sandboxes are operational in Canada, The Netherlands, Denmark, Russia, Hong Kong, Singapore, Brunei, Indonesia, Australia, Malaysia, Thailand, Mauritius, Bahrein, United Arab Emirates (UAE), UAE/Dubai, Saudi Arabia, Jordan, Sierra Leone, Switzerland, and the United Kingdom. It is proposed that sandboxes are established in South Korea, Japan, Taiwan, India, and the State of Arizona in the United States. Eggers et al., *supra* note 11, at 13.


523. The GFIN would be established as a collaborative policy and knowledge-sharing initiative to advance financial integrity, consumer wellbeing and protection, financial inclusion, competition, and financial stability through innovation and financial services by sharing experiences, working jointly on emerging policy issues, and facilitating responsible cross-border experimentation of new ideas. Press Release, Fin. Conduct Auth., *supra* note 522.

524. *Id.*

525. *Id.* at 7.

a year, to determine strategic direction with other member led workstreams focusing on cross-border testing, collaboration, and regulatory trials and lessons. A number of lessons were learned from the first year of operation, with the GFiN summarising its reflections by using the letters in its name to focus on growth, be flexible, adaptable, innovative, and inclusive, and strengthen its network of authorities. Forty-four firms applied to participate in the first cross-border testing with eight selected.

VI. New Regulatory Model

A number of important initiatives have already been adopted with the development of RegTech to date. This has emerged as an important regulatory tool within a larger supportive environment of Innovation Hubs and Regulatory Sandboxes. These have encouraged the development of new business models and solutions to assist and refine specific products and services within a safe and compliant regulatory framework. This has benefited entrepreneurs, as well as consumers, to assist authorities in understanding market changes and technological opportunity and adjusting current regulatory requirements accordingly.

This, nevertheless, represents a relatively small and specialist area of financial-market activity. The longer-term, potential value is to extract many of the most exciting lessons and potential new tools and techniques and apply these more generally across traditional financial sectors and markets. It may then be possible to construct a new RegTech 3.0 model within a wider revision in overall regulatory and supervisory policy. This new model and approach could then be built into a larger new more effective and sustainable control framework going forward.

In connection with this, it is possible to use the new core RegTech tools taxonomy with supporting function and systems taxonomy generated. Tools include advanced computing with biometrics and cryptography, DLT and blockchain, algorithms and automation, APIs and interlinkage, machine

527. The last workstream became the RegTech and lessons learned workstream. Id. at 8.
528. There was a level of demand for cross-border testing, need for a standard assessment process, clarity on expectations with an awareness of increased regulatory cooperation. Id. at 9.
529. Id. at 10.
532. Id. at 7.
533. Id.
534. Id. at 1.
535. A parallel technology has also been developed. See discussion supra Section III.C, RegTech in Financial Services: Technology Solutions for Compliance and Reporting, supra note 303, at 3.
Functions consist of identification, data, risk, market, client interface, cyber security, compliance management and ongoing regulatory monitoring. A number of new types of systems can be identified within firms and regulatory authorities which consist of automated (algorithmic), assistive (robotics), cognitive (machine reading), predictive or presage (data analytics), and formative or originative (machine learning and AI) systems, or a combination of these. This may collectively be referred to as creating a new form of Technology Supported or Enhanced or Assisted Regulation and Supervision.

Reference can also be made to Embedded Regulation and Embedded Supervision, which are used for the purposes of this text to refer to models under which regulatory agencies are included or incorporated into the market itself, such as through the use of blockchain. Enhanced and Embedded options may then be referred to together as creating a new form of Co-prudential regulation or Co-supervision for the purposes of this text. This can be applied in other areas to create new forms of Co-prudential resolution, Co-prudential support, and Co-prudential macro oversight. All of this can then collectively be known as Co-control.

It is further possible to develop a number of other more inclusive and dynamic policy approaches which might be referred to as PolicyTech. These are essentially intended to make the regulatory system more adaptive, collaborative, iterative, responsive, and emergent. A parallel set of systems for firms, as part of FirmTech and CompTech, rather than authorities can also be developed which are more reflexive, responsive, modular, sustainable, and participative. These are considered further below.

A. Adaptive and Reflexive

Regulation has to be adaptive by design. Financial regulation traditionally operates in a reactive and static manner. General frameworks, including specification of outline objectives and allocation of powers, are set out in legislation which can take years to adopt. Detailed regulations are then either incorporated into the legislation or issued under delegated powers following consultation and comment procedures. Subsequent changes may be adopted after further delay in response to specific crises or concerns. The system essentially operates on a static or fixed and reactive basis with substantial delay or latency in responding to new demands. Authorities often also set minimum standards at higher levels than necessary to absorb

536. RegTech in Financial Services: Technology Solutions for Compliance and Reporting, supra note 303, at 3.
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539. Auer, supra note 340, at 5.
540. PolicyTech can then either be used narrowly to consist of specific aspects regulatory policy within ControlTech or to include these new dynamic and adaptive approaches to regulation and supervision by officials and firms. See supra note 3 and accompanying text.
unforeseen or unpredictable events or losses. This incorporates substantial inefficiency within the system.

An attempt should be made to make regulation more flexible and able to respond to market and regulatory changes in advance. It should be more risk sensitive and be able to identify and contain risk more accurately without substantial excess and consequential inefficiency. Regulation should be targeted and proportionate with an appropriate regulatory balance being secured that protects rather than undermines market function and the essential benefits of markets and the market system.\textsuperscript{541} Excessive regulation only obstructs or undermines core market function or diverts activities to less regulated areas which separately increases overall risk.\textsuperscript{542} Authorities should attempt to work more closely with regulated institutions to measure and manage financial risk without transferring underlying responsibility and liability or increasing moral hazard. All of this is again a question of regulatory balance.

Firm compliance and CompTech should also be more reflexive. Firm responses should be timely and effective with again low latency or delay. The most desirable outcomes would be for firms to respond almost immediately to regulatory changes with consequential adjustments being implemented in terms of their risk management reactions and responses subject to avoiding unforeseen or unnecessary costs in doing so.

One of the most effective ways of securing this would be through the adoption of increased machine learning and semantic technology with automated algorithmic adjustments. Changes in regulatory conditions could automatically be read and processed by firms' systems with appropriate changes being implemented as necessary. This could be limited to more mechanical or quantitative conditions initially although extended later through forms of machine learning and AI.\textsuperscript{543}

Regulation must also be structured and inclusive to include all activities that may impact a financial product or service chain. As services become increasingly fragmented, regulated and un-regulated services are increasingly outsourced or transferred to external platforms. Platforms carrying on un-regulated services will not be subject to direct oversight or control although failure may still impact on the product or cycle chain. This can partly be dealt with through extended outsourcing requirements, although authorities must still monitor the full product or service cycle in a structured and inclusive manner. This could, for example, include preparing product or cycle maps which detail full cycle chains and explain how possible


\textsuperscript{542} Id.

failures are covered in practice. A more general policy of regulatory review and adjustment has to be pursued to ensure that all existing regulatory requirements set out in any specific national rulebook reflect possible technological impacts.

AI is already being used to improve risk analysis and risk management with more efficient decision taking and governance. This can be supplemented through the use of Big Data analysis to examine larger data sets where relevant and appropriate. Robotics and bots can specifically be used to maintain client interfaces and provide unregulated guidance rather than regulated advice more efficiently. The FCA has already issued guidelines in this area.

A number of common or utility activities are increasingly being carried out through separate platforms which can provide common services to firms on a multiservice basis. This can specifically, for example, be used for electronic identity verification and money laundering related Know Your Client (KYC) authentication. An increasingly large number of services may be outsourced to share platforms on a common basis.

Financial firms and, in particular, smaller and medium sized firms may increasingly make use of cloud facilities to improve their computer capacity, increase efficiency and security and lower costs. Many functions can be carried out on an Infrastructure, Platform, or Software as a Service (IaaS, PaaS, or SaaS) basis. Separate firm systems can then be connected, such as through the use of APIs, which allow systems interoperability. The use of APIs is specifically provided for under the EU PSD2 and Open Banking initiative.

Data management may be decentralised through the use of more localised fog computing or edge computing facilities with operations increasingly being run closer to or directly connected with the data source. Different levels of centralised and decentralised data management are increasingly

545. See discussion supra Section V.A.
being used. While DLT and blockchain maintain multiple copy systems, they are highly centralised using only one underlying code ledger.

As markets have increasingly become digital and data driven and regulation data based, the new regulatory approach must be data sensitive and capable of managing all relevant data sets. This includes trade and transaction data, identity data, client personal data, account data and other systems of firm data subject to cyberattack or manipulation. Specific regulatory policies, such as in relation to capital adequacy, liquidity and leverage limits, must also be adjusted to reflect potential technology and other operational risks including information or data losses. DataTech will become a key part of any new solutions both in relation to official RegTech and PolicyTech as well as FirmTech and CompTech.

The overall effect of this move to more adaptive regulation and specifically PolicyTech and CompTech may be to create a form of “Co-regulation” with regulatory authorities and firms working on a closer and more collaborative basis and with a more immediate or closer relation to the underlying markets concerned.

B. Collaborative and Responsive

Financial supervision must also be more inclusive and immersive with authorities being able to monitor the activities of firms in a more direct and immediate manner. This may approach real-time supervision over time. A substantial amount of legacy supervision is conducted through the submission of returns possibly after some substantial delay. Returns may be annual, quarterly, or daily depending upon the nature of the market concerned and the data involved. A substantial supervisory review gap or omission necessarily arises in each case.

It is necessary to create a more integrated and interventionist form of supervision which may specifically include embedded market practices. Embedding would involve the authorities participating more directly in market data collection and examination. This could be achieved using existing market infrastructure systems or new forms of blockchain or DLT. The BIS has already examined the possibility of embedded supervision using blockchain. All of this would create a new form of more efficient SuperTech. This may require substantial investment by authorities in systems and training, although a substantial amount of this may be automated and become machine dependent over time with lower costs and increased accuracy and efficiency.

The corresponding behaviour of firms would be more responsive with the almost real-time provision of regulatory data to the authorities in accordance with pre-set timescales or adjusted as necessary. Much of this could again be
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achieved through machine reading and automated processing subject to necessary investment. The FCA has conducted research on digital reporting.\textsuperscript{554}

One effect of this over time would be again to create a form of Co-supervision with firms collecting all necessary data in a more efficient and structured manner and with the automatic communication of this to the authorities on a machine to machine basis. This would not remove all human interaction. The systems would be designed to be as automated as possible with anomalies being highlighted requiring additional verification or human determination. The reporting systems would also operate as closely as possible with the internal risk management procedures with reporting anomalies either triggering firm or supervisory adjustments and intervention.

C. ITERATIVE AND MODULAR

One of the key initiatives adopted following the global financial crisis has been the establishment of Resolution and Recovery Programmes (RRPs) within all major banks and certain other firms.\textsuperscript{555} These allow for a series of actions to be taken on a pre-crisis internal basis to avoid closure or collapse as a first phase. Authorities can then intervene and either attempt to rescue the firm or managing its winding-up if the internal phase fails including through Special Recovery Regimes (SRRs) such as through set up under the Banking Act 2009 in the United Kingdom.\textsuperscript{556} Many of the largest financial institutions have prepared RRPs with a number of these being published such as in the United States.\textsuperscript{557}

As technology, related information, and data risk become more important forms of operational risk within modern markets, these RRPs will have to be adjusted to include all necessary technical points of failure. Separate or combined Technology Recovery Programmes (TRPs) may be prepared which would specifically require firms to plan and respond to possible technical failures. This may specifically include preparing “technology continuity plans” or maps and “closeout” or “run-off” programmes to manage residual technology systems or materials. This may specifically include transferring or disposing of residual data including personal client data.

\textsuperscript{554} See discussion supra Section V.A.4.


\textsuperscript{556} Id. at 56. This provides for three Special Resolution Option (SROs) of private bank transfer, temporary bridge bank transfer or public transfer (nationalisation) in addition to a Special Administration Procedure (BAP), and Special Insolvency Procedure (BIP). Id. at 72.

TRPs can be supported by crisis management groups (CMGs) or sub-groups focusing on technology (TMGs). Firm specific crisis management agreements are also entered into (COAGs) which can be supported by technology specific agreements or sub-agreements (TOAGs). SRRs could be supplemented through the design of new Special Technology Regimes (STRs). Senior managers have separately to prepare new "responsibility maps" and organograms under the Senior Managers Regime (SMR) in the United Kingdom. Firms could be required to prepare additional technology maps or technology organograms for their firms outlining all key technology points and the members of staff responsible. This could be included within the RRP or TRP documentation.

Firms may be specifically required to adopt a modular approach to technology resolution. This may include incorporating a number of technology specific features within standard RRPs (or TRPs) and SRRs (or STRs) to deal with all possible significant technology failures. This may specifically deal with outsourcing failures, computer systems failures, data collection, and management failures or other data exposures. Firms would be required to design and maintain an appropriate set of technological continuity measures and maps to explain to the authorities how they would manage any technological crises.

The authorities would also have to consider to what extent they have to manage this process in the event of the firm’s initial internal control systems failings either through its own staff or a separate administer or receiver. Authorities and firms must consider the implications of post-crisis technology management including the sensitive equipment and data disposal. This again creates a form of Co-control.

D. RESILIENT AND SUSTAINABLE

The global financial crisis confirmed the need for appropriate market support facilities to be in place in the event of a major threat to the stability of a particular market or system more generally. Traditional Lender of Last Resort (LLR) policies have generally been restricted to banks in light of the inherent instability that arises within banking markets with firms funding themselves on a medium to long term basis through demand or sight deposits. This creates a form of maturity transformation and mismatch with banks being exposed where their reserves are exhausted through a bank run. While LLR staff facilities were made available to many banks following
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the crisis, a number of other more specific forms of support facility had to be developed on an ad hoc basis to manage instability in other markets.\textsuperscript{565} This, for example, included broker dealer and commercial paper facilities in the United States.\textsuperscript{566} This can be considered to have created a form of extended LLR (exLLR).\textsuperscript{567}

Monetary authorities generally provide daily liquidity support to banks through the primary money markets to ensure that there is sufficient funding in the system.\textsuperscript{568} This may be understood in terms of a more general market Lender of Last Resort function. LLR may also be considered in terms of providing emergency assistance to a specific institution. A number of support arrangements had to be adopted during the global financial crisis to support specific markets.\textsuperscript{569} These can generally be considered to have consisted of either the provision of specific institution Funding of Last Resort (FLR), more general Market liquidity of Last Resort (MLR), capital of last resort (CLR), guarantees of last resort (GLR), and asset purchase or asset insurance of last resort (ALR or ILR).\textsuperscript{570} Particular forms of liquidity support and capital injection may be provided for in firm specific RRPs.\textsuperscript{571}

Authorities will generally have to monitor the extent to which new forms of technology related risk may create additional instability and require market support. This would have to be carried out on a market-specific basis having regard to particular local conditions and market structures. This would specifically take into consideration the relevant capital, liquidity and leverage, and other financial requirements imposed on local institutions.\textsuperscript{572} The objective would not be to prevent all market failure or any form of instability but to ensure that institutions and markets were sufficiently resilient to absorb acceptable levels of loss and manage related instability. The focus would then be on maintaining resilience rather than avoiding specific crisis or failure. Firms would specifically have to consider to what extent their own conditions and relevant capital, liquidity, and leverage levels allow them to maintain their resilience and sustainability. Authorities would monitor wider levels of sector or market resilience. This would again create a form of “co-support” with monetary and regulatory authorities as well firms working together to ensure safe levels of liquidity and capital stability including in response to technology generated losses or failures.

\textsuperscript{565} Id.
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\textsuperscript{570} See Walker, UK Financial Services Reform, supra note 4, at 31.
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In the event of instability in new FinTech markets, the authorities may have to consider providing ex-LLR to technology firms in outsourced or more fragmented markets where this may threaten the stability of the market. They may also have to consider providing some form of Technology of Last Resort (TLR) in extreme cases where internal RRP or TRP fail. This may, for example, include managing the transfer of transaction and account data, including personal data, from one institution to another directly or indirectly and on a temporary or permanent basis, such as with a bridge bank or transferee bank following the closure of a major institution. The combination of these official general market and emergency measures and firm activities creates a form of "co-support."

E. EMERGENT AND PARTICIPATIVE

The new approach should also be emergent to the extent that it considers the possible impact of all triggers and causal conditions on all parts of the system and relations between these parts. Markets can be considered to be emergent. Emergence connotes complexity with dynamic causation leading to unpredictable pathways and uncertain causal chains or loss transmission channels. Authorities have to attempt to predict more likely outcomes as well as be sufficiently adaptive to respond to new changes with firms and systems being sufficiently prepared and resilient to manage consequent losses.

The further significant response adopted following the global financial crisis was the development of new macro-prudential policies and establishment of a number of dedicated macro-prudential agents across the world. This included the Financial Policy Committee (FPC) within the Bank of England, the European Systemic Risk Board (ESRB) in the European Union, and the Financial Stability Oversight Council (FSOC) in the United States. The objective of this policy is to attempt to monitor financial systems as a whole and detect any possible source of risk or instability and react appropriately. A number of policies have been developed by the specific institutions referred to and publications issued.

---

573. Emergence is generally used in science and systems theory to refer to properties demonstrated by an entity not dependent upon the parts alone. Emergent properties arise from more fundamental entities and are novel or irreducible with reference to the constituent entities. See, e.g., Timothy O'Connor, Emergent Properties, 31 Am. Phil. Q. 91, 93 (1994).
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These new macro-prudential functions must specifically be extended to include dedicated technology risk oversight to ensure that all possible technology related exposures are detected and incorporated into larger decision taking and policy adjustments. These can be considered to create a form of “MacroTech.” This policy must also then be extended again to allow for emergence and dynamic effects and causation specifically arising as a result of technological interconnection and dependence and high possible speed of loss transmission and loss transfer. Dedicated facilities and policies should be created within each macro-prudential agent to respond to technology related exposures. FirmTech and CompTech may also be extended to require firms to consider the larger potential impact of their failure on wider markets and systems. Emergence should also be considered at the micro-sector prudential level through enhanced SuperTech although this becomes of even more importance at the macro system level.

VII. Regtech Comment and Conclusions

The purpose of this paper has been to consider the nature of RegTech and its evolution from RegTech 1.0 to 2.0 and 3.0. Its associated potential value and challenge has been noted. Recent changes in markets and MarketTech have been considered in further detail with the potential impact of BigTech growth. Emerging market trends have been explored including with NewTech and FutureTech. The nature of the new exposures and RiskTech are referred to and the emerging impact of DataTech and new regulation and DataReg outlined. The nature of RegTech has been examined in further detail with new functions, tools, and systems and the emerging market landscape. A series of provisional comments and conclusions can now be drawn on the structure and nature of the still evolving new technological and regulatory landscape under construction.

A. Market and Social Change

Financial markets have been impacted by a number of significant trends in recent decades. Societies has moved from an earlier post-War Consumer to a new Digital, Information, and Knowledge Society and then to a Risk, Sharing, and Caring and most recent Popular or Protest Society. All of this has been driven by significant changes in Social Technologies which have had a consequent impact on social structures and expectations.
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We have entered a form of Post-Tech\textsuperscript{582} or Post-Technology era. Much of this has, in turn, emerged from substantial innovation in underlying social technologies and networking which has effectively allowed substantial parts of the global population to come together in almost real time contact and communication. Increased social access and control has resulted in new demands for democratic inclusion and accountability with parallel rises in populism and protest movements across the world. While this has been partly political, it has also included a new sensitivity to climate impact and need for sustainable development. Policy makers have also had to consider other underlying demographic changes with significant increases in elderly populations in parts of the world and the economic and social pressures and consequences this creates.\textsuperscript{583}

Markets and societies have separately been impacted by increased levels of digitalisation, disintermediation, dematerialisation, monetisation, and decentralisation as well as mobilisation, personalisation, socialisation, localisation, and democratisation.\textsuperscript{584} Innovations in FinTech will further continue to disrupt markets while wider changes in NewTech and FutureTech will result in wider change and challenge across societies more generally.

B. Regulatory Challenge

It is necessary to respond to all of the new pressures created in markets and financial markets. This includes the advance of BigTech\textsuperscript{585} as well as other technological innovations in the areas of NewTech and FutureTech, including InfraTech and AppliedTech.\textsuperscript{586}

A number of significant regulatory reforms have been adopted over the last decade following the global financial crisis. Much of this has been data-based or data-centred such as with new capital, liquidity, and leverage as well as trading conditions implemented under CRD4 and MiFID 2, digital identification standards under eIDAS, personal data protections with GDPR, new payment and Open Banking services under PSP2, and enhanced cybersecurity protections.\textsuperscript{587} A new data and technology driven world has been created with DataTech which requires corresponding new data and technology based solutions. Financial markets and sectors have also had to contain the massively increased amounts of new regulation and compliance costs imposed after the global financial crisis.

\textsuperscript{582} Post-Tech, or Post-Digital, is used to refer to systems and approaches that focus on the human and individual well-being and move from technological dependence. See, e.g., Sarah Genner, On/Off: Risks and Rewards of the Anytime-Anywhere Internet (2017) at 182 (Ph.D. thesis, University of Zurich), http://doi.org/10.3218/3800-2 [https://perma.cc/SPL6-T2WT].
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\textsuperscript{586} NewTech refers to technology currently under development and FutureTech to further innovations over time.
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The regulatory control of FinTech raises a number of specific new challenges. An earlier technology and risk gap or omission has been identified that must be corrected.\textsuperscript{588} Existing legal and regulatory requirements must be reviewed to ensure the effective containment of loss transfer or transmission with all new exposures being properly identified and managed. The underlying technology and control conflict that arises must be managed, in particular, through the development of technology adjusted regulatory, supervisory, resolution, support, and oversight mechanisms. All of these arrangements must be revised and extended, in particular, to ensure that they can deal with the significant new threats generated by increasingly fast technological risk generation and transmissions.

C. Financial Technology Risk and RiskTech

Developments in FinTech necessarily create a series of new challenges in terms of financial risk and exposure (FinRisk) with the need for new control techniques (RiskTech).\textsuperscript{589} FinRisk specifically includes new forms of technological, information, data, and cyber security threats. Technology risk can be considered to include operations, use, compliance, execution, and impact risk with operational risk specifically consisting of model (design), software (program), hardware (component), network (connection), and systems (aggregate) risk.\textsuperscript{590}

Further challenges arise with regards to information risk. These can specifically include definition risk which is concerned with the nature and meaning of such key terms as information, data, knowledge, ideas, and records or archives.\textsuperscript{591} Information related exposures can be summarised in terms of substance (form), law (protection), quantum (substance), processing (operations), and record (archive) risk. A series of additional challenges then arise with regard to data specifically. These can be summarised in terms of data collection, translation, security, access, and transfer risks. These may also be restated in terms of privacy, integrity, use (with six data protection principles), management (with eight data protection rights), and remedy and breach. DataTech will also include all of the new compliance obligations imposed in relation to trade, identity, personal data, account, and cyber security protection imposed under the new post-global financial crisis regulatory response.

A series of further exposures arise with regards to cyber security and systems integrity more generally. These can be summarised in terms of access, identity, operations, degradation, and destruction.\textsuperscript{592} A complete
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form of RegTech will have to be able to contain all of this new FinRisk and include appropriately inclusive RiskTech.

The most significant difficulties arise with regard to contagion and systems or systemic risk and collapse. Modern markets are more intimately connected than before, which creates significant new forms of dependence and potential contagion. Network and infrastructure systems can operate as dangerous loss transmission and risk transfer channels with loss spreading in fractions of a second rather than in months, weeks, or days as previously. This can also result in multiple, parallel, or polymorphic contagious channels. These can then create complex forms of dynamic or emergent causal chains that are impossible to predict. This combination of polymorphic and emergent effects can produce massive new levels of uncertainty in modern technology driven or technology dependent markets. This may be further compounded by the uncertain nature of underlying modern digital information, data, and technology related risks and exposures.

All of this can be understood in practice with authorities having to respond to product, service, and market complexity; specialisation; dependence (reliance); no substitution (with no alternative mechanism or option available); and complex causation (emergent) exposures. Massive new data dependent markets and societies are being created with only limited attention having been applied to understanding and managing all of the corresponding significant exposures that necessarily arise in terms of DataRisk and FinRisk.

D. REGTECH TOOLS AND TECHNIQUES

A wide range of new regulatory tools and devices are being constructed to contain all of the relevant threats and exposures. These can be classified in different ways and will include identity and profile management, data collection, aggregation and curation, risk modelling, forecasting and analysis, financial crime containment, supervisory and compliance delivery, and continuing regulatory monitoring and response. Immediate solutions are expected in the areas of advanced processing with cloud, fog, and edge computing; biometrics and cryptography; blockchain and other DLT; algorithms and automation; data mining and big data analysis; application program interfaces (APIs) and new linkages (including with atomic swaps and hyperlinks); machine reading and machine learning; robotics; and AI.

593. This is referred to as creating new forms of multiform, multitudinal, multiphase or multifarious, variegated, or polymorphic transmission channels. These may then be integrated or connected and discrete, disparate, disassociated, divergent, and disunited.

594. See Frank H. Knight, Risk, Uncertainty, and Profit 15 (Frank H. Knight ed. 1921) (distinguishing between quantifiable and measurable risk and unquantifiable uncertainty).

595. See discussion supra Section IV.C.

596. Atomic swaps and hyperlinks create temporary escrow debit and credit balance accounts across separate blockchains with values being transferred if the relevant conditions are satisfied or the balances atomised and cancelled otherwise. Jake Frankenfield, Atomic Swaps Defined,
These will impact across a wide range of functions including specifically with regard to identification, data, risk, market, client, cybersecurity, compliance, and ongoing or future regulatory response management.\textsuperscript{597}

A series of new systems have also been identified to improve financial regulation, compliance, and control.\textsuperscript{598} These essentially consist of one or more autonomous or automated (algorithm), assisted (robotic), cognitive (machine reading), predictive or presage (data analysis), and formative or originative AI models. All of this facilitates the development of new Enhanced or Assisted technology supported firm management and compliance and official supervisory or oversight techniques.\textsuperscript{599} This may be complemented by other Embedded regulatory or supervisory techniques through which authorities participate more directly and immediately in markets and market operations. These Enhanced and Embedded forms of risk management and regulation will then come together within larger new Co-regulation or Co-control frameworks.

It has to be expected that a host of new regulatory solutions will emerge as technology continues to grow and evolve. Some obstacles and delays may arise, which can be considered to be inevitable. It may nevertheless be possible to close the regulatory and technology gap that has arisen over time.

E. NEW REGTECH RESPONSE AND POLICY

It is against this background that new forms of RegTech have emerged and where the longer-term potential of RegTech arises. While substantial continuing technological advance creates new threats and exposures, this also necessarily produces new opportunity and potential. Regulatory and supervisory processes can be revised and restructured as technology continues to change and evolve. A substantially more informed, inclusive, and progressive new control policy can be constructed over time. The objective must be to create a new sustainable, dynamic, and accommodative or supportive new policy model.

RegTech is generally understood under this text to include new forms of control or direction (ControlTech) and supervision (SuperTech) in terms of official or public response with corresponding advances in private risk management (FirmTech) and compliance technology (CompTech).\textsuperscript{600} ControlTech then includes more specific regulatory policy (PolicyTech), supervision (SuperTech), resolution (ResTech), market support (SupTech),

\textsuperscript{597} See discussion supra Section IV.C.

\textsuperscript{598} See discussion supra Section IV.


and macro-prudential or macro-technology oversight (MacroTech). FinTech nevertheless still creates a wider new control landscape which requires a full regulatory response and FinReg. FinReg will then consist of existing regulatory tools and techniques and new forms of RegTech with RegTech possibly only ever forming part of wider FinReg.

Markets and regulators have to work more closely together within the new Co-regulation and Co-control model. This can then be supported through the range of new more adaptive, collaborative, iterative, resilient, and emergent as well as reflexive, responsive, modular, sustainable and participative approaches referred to as part of a new still emerging or evolving PolicyTech framework.

Technology may further allow for official financial regulation to become more adaptive and inclusive with firm compliance being reflective and efficient with low latency and waste. Supervision could become increasingly collaborative and immersive as well as responsive and reactive. Financial resolution can be more iterative and modular. Market support systems can be designed to be increasingly resilient, self-contained, and autonomous. Wider oversight and macro-prudential supervision can be extended to include substantial technological elements or components and be more emergent and MacroTech based. Supervision and regulation will increasingly become machine and code based over time with regulators and regulatees working together more closely to secure a clearly defined shared set of objectives including consumer protection, market integration, and overall financial stability.

Financial authorities should also cooperate within and between countries. Public authorities should separately coordinate their activities across a wider range of public policy fields. New forms of integrated global and virtual regulation will have to be developed with revised forms of FinTech and FinReg standards and supporting domestic and cross-border measures. These additional types of proto-global financial regulation may be referred to as creating a form of GlobalTech model for national and international market control and management. GlobalTech and RegTech together can create a new type of TotalTech response to ongoing market challenge and advance. Each of these is considered further below within the emerging new RegTech 3.0 response agenda referred to.
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F. Technology Regulation and Regulatory Review

Financial regulatory systems must be complete and comprehensive in scope and coverage and coherent and consistent in content. External regulatory perimeters must be adjusted, and internal regulatory definitions, divisions, and allocations recalibrated. Financial regulation has to become more flexible or adaptive and involved or inclusive. Technology can be used to allow authorities to work more closely with firms without undermining their separate functions and responsibilities or transferring legal or regulatory liability. Massive opportunities would arise in creating new forms of interactive and increasingly integrated dynamic risk management and control systems or embedded structures. This would allow control parameters to be adjusted as market conditions change and for firm supervision and compliance to be more immediate and efficient with new enhanced and embedded regulatory models. This creates a range of new co-prudential options including Embedded solutions.

G. Technological Supervisory Reform

Financial supervision can become increasingly collaborative and constructive as external official and internal firm monitoring systems became more connected. Firms may become able to report risk management data in real time, or close to real time, with authorities being able to run parallel oversight programmes to create an almost single integrated from of risk and compliance management, reporting, and supervisory oversight. Financial supervision can be made more technologically relevant including, for example, through the development of appropriate new Technology Enhancement Programmes (TEPs) within authorities to ensure the effective oversight of financial institutions’ technology systems and application of appropriate penalties in the event of significant infractions. This could also assist create specific sets of “Technology Colleges” (TGs or sub-TGs) within the existing Supervisory College system set following the global financial crisis. Official capacity and technical literacy will have to be improved and necessary personnel and financial resources made available.

H. Technology Recovery Programmes

New types of technology-based resolution (tech-resolution), or wider techno-prudential resolution, can be constructed. Financial resolution can become more iterative and modular over time. Restructuring and
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recovery procedures can be adjusted within firms through the creation of appropriate new Technology Resolution Programmes (TRPs) with effective external official Technology Resolution Regimes (TSRs). Technological exposures and solutions can be built into existing RRP packages to create new forms of TRP models for firms. Technological exposures could be incorporated into impact and risk management analyses. Corresponding protective measures or alternative sources of technology provision could also be built into response programmes with other Technology Management Groups (TMGs) and Technology Cooperation Agreements (TOAGs). Technology may allow other stages or parts of RRP arrangements to operate more quickly or more effectively. Technology could have a significant impact increasing the overall efficiency and effectiveness of internal and external crisis management responses.

I. Technology Support Programmes

Technology can also be used to improve the timing and efficiency of existing market funding support arrangements or provide specific forms of new technology support as necessary depending upon the nature of any particular crisis or instability event. Appropriate market support arrangements must be in place, including specifically with possible direct Technology of Last Resort (TLR) operations and with authorities being able to transfer or assume critical technological functions as necessary. Wider-extended Lender of Last Resort (ex-LLR) funding facilities must be in place to ensure necessary support where the stability of major financial markets is threatened through technological failure or contagion. These exposures could be technology generated or aggravated. New forms of coordinated support arrangement or packages can be designed as part of this which may be referred to as super-prudential or supra-prudential. This would create new forms of CrisisTech with the resolution options.

The overall objective in all cases would be to allow markets to operate as independently, autonomously, and remotely as possible with any form of market or technology support being limited and discretionary. This would reflect existing principles to limit overreliance and minimise moral hazard, while providing necessary residual contingent support where the stability of a wider market or the financial system as a whole was materially threatened. Economies would then be designed to be as self-sufficient and sustainable as possible with the focus on continuing resilience and self-correction or maintenance with official support being limited to extreme circumstances.
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J. Macro-Technology Oversight

Macro-prudential regulation should be extended to include new related or derived technology threats and solutions. Technology could substantially assist authorities understanding of underlying market changes and trends and identifying potential vulnerabilities with the most efficient and least invasive and most cost effective solutions being adopted. Authorities may specifically be assisted through the use of market or sector focused Big Data analytics and visualisation techniques and AI facilities. Macro-prudential oversight of a financial system or economy as a whole would become increasingly ineffective and irrelevant without a substantial technological component while technology may significantly assist identify emerging and new vulnerabilities and threats. Extended technologically sensitive macroprudential (MacroTech) systems must be designed with relevant agents having all necessary experience, resources, and powers as noted. While support would be remote and contingent, it should still be possible to develop more intimate and integrated forms of regulation and supervision.

K. Supervisory and Policy Coordination and FinTech and Regulatory Ethics

New systems of digital regulation and control have to be constructed. Regulated firms, markets, and authorities should work more closely. This can be created through co-working, and specifically co-regulation, co-supervision, co-resolution, co-support, and co-oversight. This can be supplemented by the new Embedded regulatory and supervisory models referred to where appropriate with authorities being involved or incorporated more directly into markets such as through the use of blockchains with official access permissions.

Authorities within and across countries must also coordinate their activities and decision making more effectively. This is to ensure more consistent and effective monitoring and enforcement action. This could be achieved through the adoption of new para-prudential control working structures or environments. These could be extended to consist of para-prudential regulation, para-prudential supervision, para-prudential resolution, para-prudential support, and para-prudential oversight which could be given effect to through new forms of ParaTech. This can be built on top of existing Supervisory College networks.

This could be further extended to incorporate the treatment of other core public policy fields or issues on a single, integrated, and consistent basis. This may be necessary with the emergence of such new stablecoins as Facebook's Libra or other Super-coins or Super-apps over time. This
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requires the monitoring in practice of a series of related public policy responses or prescriptions such as in relation to monetary, competition, data, consumer protection and taxation policies. All of this could be carried out through the adoption of a new types of Multi-prudential, Poly-prudential, or Poly-modal regulation, which would operate on a consistent and integrated basis. This could be supported through new types of PolyTech.

These new co-prudential, para-prudential, and poly-prudential regulatory models could be brought forward through the innovative new forms of CoTech, ParaTech, and PolyTech. This would assist markets and authorities operate more closely together with control systems becoming more effective and efficient. The full range of possible policy impacts have to be assessed together which would produce a major shift in more traditional or legacy supervisory and regulatory policy and practice.

Authorities could still go further in new digital, online, and borderless markets. New sets of higher ethical standards of conduct and behaviour can be established beyond the enforceable limits of hard regulation. It may not always be possible to enforce specific legal and regulatory requirements in all markets and technological conditions, fields, or environments. Additional measures must be applied based on higher levels of expectation and voluntary adoption and adherence. New ethical codes or protocols can then be developed to apply appropriate standards in all markets and all conditions.

Separate or connected integrated sets of standards may be adopted over time incorporating, for example, relevant social, financial, and technological objectives. Existing formulations are available in each of these areas which can be restated and integrated. A set of new codified digital protocols can be produced to support the governance of market conduct and the design and use of new technology which standards can be revised over time to reflect changing social culture and expectations.

L. INTERNATIONAL REGULATORY CONVERGENCE AND MARKET STABILITY

Regulatory and supervisory reform will only be effective if appropriate measures are adopted at the cross-border and international level as markets have become increasingly globalised and virtualised. A number of important initiatives have already been adopted in developing cross-border cooperation in relation to regulatory sandboxes especially under the GFIN initiative set up at the instigation of the FCA in the United Kingdom. This creates a framework for cooperation for new innovative FinTech platforms to enjoy the benefits of sandbox treatment in more than one jurisdiction at a particular time where each country has a sandbox facility. This will help firms comply with the specific requirements of more than one jurisdiction while it would also help authorities understand important innovations in
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markets and in regulatory and supervisory practice elsewhere as well as benefit consumers and service receivers more widely. This has to be strongly encouraged.

The regulatory sandbox tool nevertheless also creates the opportunity for creating a more substantial national or international Regulatory Box, Control Box, or Technology Box.621 Rather than simply be used to support innovation and competition, cross-border sandbox cooperation could be extended to develop new strengthened cooperative regulatory and supervisory techniques for significant online digital platforms. These could also operate with designated Control Zones or Regulatory Zones which would specify the full range or licences or permissions available to any firm or platform in the financial and other policy areas.622 Longer term, participation in a regulatory, control, or technology box could be made a condition for local and cross-border operation. Multi or combination licenses or authorisations could be issued which would detail the range of specific financial and other policy permissions granted and relevant conditions. Large technology firms, including specifically BigTech companies, Stablecoins, or other Supercoins or Super-apps, could specifically be required to join a control box or control zone. This could create a form of proto-global regulation for advanced technology and technology firms.

This could be further supported by the production of a virtual FinTech and RegTech Compendium of Standards following the Financial Stability Board (FSB) model which provides hypertext mark-up language (html) links to the principal financial document standards produced by other standard setting agencies or committees or international organisations.623 A parallel FinTech and RegTech Directory could also be made available of all relevant implementing national measures which would be updated by relevant domestic authorities. This could be extended to include relevant regulatory enforcement or disciplinary decisions and other binding authorities. This could also cover all relevant policy areas within the multi or combination licensing system provided.

All of this can be considered to form part of an emerging new GlobalTech model or solution which can operate and be developed in parallel with emerging FinTech, FinReg, RegTech, and RegTech 3.0.

VIII. Regulatory Technology Close

Financial markets have been subject to radical change and transformation in recent times. They have been impacted by massive underlying developments in market and social experimentation. Further and continuing technological change and advance has to be expected including in the areas
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of MarketTech, BigTech, DataTech, NewTech, and FutureTech. A largely fixed and static but also costly and onerous new regulatory framework has been constructed following the Global Financial Crisis. It is against this background that radical transformation has to take place in terms of new technology and data driven market reform and new product and service provision. A new regulatory balance or relationship must be established.

Such a new approach can be constructed based on new forms of dynamic regulation and supervision. The new model can be constructed using revised forms of official ControlTech and SuperTech with private FirmTech and CompTech. Official RegTech or ControlTech would include strengthened PolicyTech, SuperTech, ResTech, SupTech, and MacroTech components with FirmTech and CompTech being adjusted to reflect each of these new sets of aspirations and requirements. More Embedded forms of market regulation and supervision can be experimented with. Innovative forms of automated, assisted, cognitive, predictive, and formative risk management and client service tools can be developed within regulated institutions and with the authorities adopting more adaptive, inclusive, iterative, resilient, and emergent approaches to regulatory relationships and control. This would create a dynamic new form of Co-prudential regulation and supervision or Co-control.

International market growth and expansion with continued financial innovation and advance requires a further response as part of a larger GlobalTech solution. This would specifically apply in relation to new Stablecoins, such as Facebook's Libra, Supercoins, and other Super-apps. Additional forms of cross-sector and cross-border Para-prudential regulatory coordination and cross-issue Poly-prudential or Poly-modal control can be constructed over time to bring all relevant agencies and policy areas together into a single or integrated assessment and response. The underlying objective would in all cases be to maximise the potential value of technological innovation in a fully engaged reflexive and responsive manner in advanced modern complex financial markets and economies.

Continued technological advance and evolution creates a continuing challenge especially with the relentless progress expected in NewTech and FutureTech. This can bring substantial benefit and advantage but also correspondingly significant risk and exposure. All of this has to be managed and contained. The adoption of a new dynamic and adaptive form of RegTech may be the future of FinTech and new technology more generally. With this, it is necessary to find a new relationship between law and technology and code and regulation. This is the possibly the real and proper promise or potential of RegTech 3.0.